/_- \
DANISH BUSINESS AUTHORITY

International Telecommunications Union
General Secretariat

Contact: Preetam MALOOR

E-mail: cwg-internet@itu.int

Ref.: CL-13/168

Danish responseto invitation to Member Statesto provideinput on
actionsthat have been undertaken or to be undertaken by govern-
mentsin relation to variousinternational Internet-related public pol-
icy issues

Below are the responses from the relevant Danifipaties to the ques-
tion from the Council Working Group on Internetateld public policy
issues in Circular letter 13/168 of 22 November2®lease note, that
Denmark supports the opening of the Council Workargup on Inter-
net-related public policy issues to participatiooni all relevant stake-
holders.

Multilingualization of the Internet Including Internationalized (multilin-
gual) Domain Names

Denmark has actively supported the IDN policy mgkdnocess and de-
cisions in ICANN. We also support the Europeanatiites to implement
IDN variants for Bulgaria and Greece. Presentlyghge no demand on a
national level for any Danish IDN'’s. Both Greenlaamtl the Fareo Isl-
ands have been delegated their own 2-characteB1$6-1 top-level
domain.

International Internet Connectivity

In the Danish eGovernment Strategy for 2011-20& government has
set a number of benchmarks focusing on investnehtiavelopment of
the digital infrastructure that is secure and rolem®ugh to meet future
requirements. The digital strategy benchmarks atle et to promote the
supply and the demand for high speed broadband [NGA

The government has an ambitious broadband targeathhouseholds
and businesses should have access to a broadbamecton of mini-
mum 100 Mbps download and 30 Mbps upload by 2020.

On 13 March 2013, the government furthermore laad@? specific ini-
tiatives to promote the development and improveroétiie framework
conditions for the telecommunications companiegstments in broad-
band infrastructure in Denmark and promote the gipalities’ opportu-
nities of providing better coverage requirementsulgh public procure-
ment of high speed broadband in areas where theugiently poor cov-
erage.
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The government is also working on an initiativelevelop a more de-
tailed broadband mapping to replace the now amswaky based on data
from telecommunications companies. In general etheve been consid-
erable investments in broadband infrastructureenrark. This has con-
tributed to a well-developed broadband infrastriestéror example,
approx. 81 pct. of all Danish households and bgsie® have access to a
broadband connection with a download speed of 3pdViand we are in
the top 3 among OECD countries in terms of the remolb broadband
connections per 100 inhabitants.

Finally, in December 2012 the government has set ggowth team con-
sisting of high level public and private expert$iei will hand over rec-
ommendations to the government on how to prom@&edeess and us-
age of broadband infrastructure to an even grextend. The growth
team is expected to submit its recommendationseé@overnment in
early 2014. The government will make a growth gtaaddress the
growth team's recommendations.

International public policy issues pertaining to the Internet and the man-
agement of Internet resources, including domain names and addresses

As a consequence of ICANN’s decision of June 2@lunch the new
gTLD programme a new bill regarding domain namdseisg debated in
the Parliament in order to facilitate letters ohrubjection to applicants
for gTLD’s with a geographic name that is relatedenmark. The Da-
nish Government is presently hosting meetings W#R's and business
associations in order to cooperate with the parggsrding information
to Danish enterprises about IPv6. The Danish Gaowemnt is also hosting
regular multi-stakeholder meetings regarding ongointernet gover-
nance issues and input to ICANN meetings and goresible for the an-
nual Danish Internet Governance Forum.

The security, safety, continuity, sustainability, and robustness of the In-
ternet

The Danish Government established a new Centr€yber Security in
2012 as stipulated in the Danish government coaliaigreement from
2011. The aim of the centre is to strengthen tlo¢eption of the critical
infrastructure, which supports vital functions iretDanish society. The
centre is the national it-security authority ananpoises the civilian and
military Computer Emergency Response Teams in otdeprevent,
detect and mitigate cyber threats.

The Danish government will present a proposal foew law on the Cen-
tre for Cyber Security in the spring of 2014. Tl af the new law is to
strengthen the centre’s abilities to examine arelgmt cyber attacks.
Furthermore, the aim is to regulate the processfrgersonal data in the
centre in order to strengthen the protection hereof
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Currently, the Danish government is working on &amal strategy for

cyber security, which will be presented later tyesr. The strategy will

include strategic priorities and tangible initi&s/on the cyber security
area, which will enable the continuously preventidatection and miti-

gation of known as well as emerging cyber threBte strategy will also

recommend a strengthening of the cooperation betilee government
agencies and the private sector.

Availability, affordability, reliability, and quality of service, especially in
the devel oping world

Access to Information and Communications Techneedias a consid-
erable potential in securing access to informatind basic services for
the world’s poor populations. The Strategy for Danki's development
cooperation “The Right to a better Life” identifieascess to ICT as an
important element in ensuring the population in iBlamartner countries,
including poor and marginalized population growgs;ess to information
and influence on matters affecting their life and4 the ability to partici-
pate in democratic processes. Furthermore accdé€3 tcan contribute to
innovative ways of ensuring access to basic sesvice

Example: In Kenya Danida is supporting, in cooperawvith Grundfos
and IFU, establishment of so called LifeLink sysseemsuring access to
clean drinking water. The system is made up ofrsptawered water
pumps, a remote monitoring system ensuring maintaaand a mobile
phone based pre-payment system. The project delolean drinking wa-
ter to at least 27.500 citizens and at the same tatlects valuable in-
formation on patterns of consumption use for théhkr development of
the system.

Developmental aspects of the Internet

The overall aim of Danish support to civil sociefyto support the devel-
opment of a vibrant, independent and diverse siwdiety in developing
countries while also contributing to the populanrfidation and engage-
ment in Denmark in development work. ApproximatBlgK 1 billion is
allocated for this purpose in the Danish fiscal act

In 2013, an innovation pool was established in #Harteto encourage
Danish civil society organisations to rethink theiay of working with
partners in developing countries and to promotevative partnerships
and methodologies by providing the funds for testiew ideas. Twelve
Danish civil society organisations received a t@hIDKK 29 million
from the pool. Many of the projects proposed the akinnovative me-
thods, particularly in relation to new informati@and communication
technology (ICT), social media etc., with the aifmpooducing evidence
based documentation for activism, broad mobilisatend national and
international advocacy.
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Respect for privacy and the protection of personal information and data
The Danish parliament has adopted Act number 4281d#lay 2000 on
the processing of personal data as amended. Thes Alcafted in accor-
dance with Directive 95/46/EC of the European Barént and of the
Council of 24 October 1995 on the protection ofivighals with regard
to the processing of personal data and on thenfieeement of such data.
It follows from Section 55 of the Danish Act on Ection of Personal
Data that Datatilsynet — a supervisory authoritysupervises the
processing of data covered by the Act.

In light of the present focus on data protectiontalation to the ongoing
negotiations of the European Personal Data Regulatithe Danish gov-
ernment has initiated a national debate among lstédters with a broad
view on "digital trust", focusing especially on teeonomic perspectives
of data protection for both consumers and businBEss.Danish Govern-
ment works on bringing this perspective of the datatection debate to
the European level, in order to create a stronkbetween actions for
both the protection of privacy and growth initi&svin regards to i.e. Big
Data.

Protecting children and young people from abuse and exploitation

Safer Internet Centre Denmark consists of threé e@gthblished and ex-
perienced organizations. The Media Council for @iah and Young
People is appointed as the Awareness Centre wattmtin task to serve
as a knowledge hub and mediator of the newest dewants within the
area of children and young people’s use of onlgohrnologies and there-
by we inform and educate on a safe and positiveofiggigital media.
Save the Children Denmark upholds the task as laméavhere anyone
can report online child abuse images. Centre fgit8liYouth Care is the
centre’s helpline as they offer online counselim@it children and young
people in Denmark.

Since 2004 Safer Internet Centre Denmark has ésttedl a strong na-
tional stakeholder network of different organizasoin Denmark — all
with a focus and interest in children and youngpbels use of online
technologies. The network is an important resoar@ knowledge base
for the Safer Internet Centre Denmark, just asctrdre plays an impor-
tant role in the organizational and political lacase of children and
young people’s use of online technologies. The Shafeernet Centre
Denmark has established a national advisory baarstder and inspire
the centre in the right direction. This board cetssiof representatives
from academic institutions, the industry, governtakmodies and law
enforcement.

Besides the day-to-day activities, the main fogisat on empowering
children, parents, primary, secondary and high slshm all aspects of
Media Literacy. A part of these activities corres@e closely to point 11
regarding “Respect for privacy and the protectibparsonal information
and data”, in the sense that the Safer Internetr€®enmark encourages
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the dialogue between generations on children amthgy@eople’s digital
culture and their understanding of privacy anddamental rights in the
digital age.

For the time being the future of the European ndtvad Safer Internet
Centers is uncertain. It is possible that the Saftarnet Network will
continue within the framework of EU’s Connectingr&pe Facility Pro-
gram, but the situation is not clarified.



