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# Internet as a paradigm
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The term “Internet” is sometimes used as a paradigm for flexibility, creativity and freedom to develop and evolve, freedom of expression, freedom of information, and free flow of information.[[1]](#footnote-1) This paradigm is sometimes referred to as “free and open Internet”.

On the one hand, the “free and open” concept is nothing new. The long history of communications, whether physical or electronic, is about enabling people to communicate more easily, faster and less expensively. Indeed, the ITU was created precisely to do that for the world’s first electronic communications technology, telegraphy.

On the other hand, we need to understand better what is meant by this concept when applied to the Internet, because, as we shall see, the concept applied to the Internet is very different from the traditional concept.

The English term “free” can be used in two senses: to describe something that costs nothing (or very little) or to describe a situation in which there are no constraints. The term is used in both senses to describe the Internet.

Regarding “no cost”, it is a fact that, for most Internet users, there is no marginal cost, only a fixed cost. That is different from most other communications systems, in which the user pays according to the volume of use. But, recently, flat rate schemes have become popular for telephony, in particular mobile telephony, so “zero marginal cost” is not really a distinguishing feature of the Internet. And, interestingly, there is no evidence to indicate that operating costs for packet switched networks are lower than those for comparable circuit-switched networks[[2]](#footnote-2). It is however true that, for many users, certain services (such as instant messaging or voice communications) may be less expensive when obtained through the Internet rather than through the telephone system.

The more interesting discussion concerns the use of the terms “free and open” to indicate that there are not (or should not) be any restrictions on what is (or can be) transmitted using the Internet.

For example, it has been stated that[[3]](#footnote-3):

“The multi-stakeholder model provides important (perhaps vital) counterweight to attempts by States to interfere with freedom of expression, particularly the rights to seek, receive and impart ideas and information, by giving all stakeholders equal status, the right to be heard and to shape standards creation.

…

“ … it may be that in some situations, the technical community will not only be best placed but have the sole ability to protect human rights standards in relation to the free flow of information and ideas, precisely because they are the only community able to see the human rights issues that have been hard-wired into the very way in which the Internet operates.”

The paradigm as articulated above is profoundly different from the long historical tradition of communications, because it had always been accepted in the past that states could (and should) exercise some level of control over the content of communications. This concept is articulated in Article 34 of the ITU Constitution as: Member States reserve the right to cut off, in accordance with their national law, any private telecommunications which may appear dangerous to the security of the State or contrary to its laws, to public order or to decency. (It is important to note that the ITU’s formulation is essentially identical to the more general formulation found in Article 19 of the UN International Covenant on Civil and Political Rights and in Articles 19 and 29 of the Universal Declaration of Human Rights[[4]](#footnote-4)).

The statement cited above *“… it may be that in some situations, the technical community will not only be best placed but have the sole ability to protect human rights standards in relation to the free flow of information and ideas”* is in direct contradiction with the principle articulated in the ITU Constitution and the UN Covenant.

Note that the principle articulated in the cited article is that a (relatively) small group of people—“the technical community”, who mostly are fluent in English and have been trained as engineers or scientists—should decide what should and what should not be allowed to flow through the Internet.

Taken literally, this calls for bypassing national decisions even in democratic countries. And there is nothing new in this idea: a long line of thinkers, starting with Plato[[5]](#footnote-5), has suggested that rule by a well-informed elite may be preferable to democracy[[6]](#footnote-6).

In practice, the people who take the view that they should decide what should or should not be transmitted over the Internet tend to take the particular view of acceptable free speech that is the one espoused in the United States[[7]](#footnote-7). That happens to be one of the more exapansive views of free speech, and it is a view that is not necessarily espoused elsewhere, not even in Europe where, for example, hate speech, denial of genocide, and propaganda for certain political parties or ideas are prohibited in many countries.[[8]](#footnote-8)

There are of course more radical thinkers, who believe that “the Internet” should not be subject to ordinary national and international law; these people believe that “the Internet” should be governed by its own rules, which should be developed by “the Internet community” through informal methods (such an approach has been called anarchical). We will refer to such a school of thought as that of the “separatists”[[9]](#footnote-9). In the extreme form, this school of thought can be summarized as follows:

The defenses for hate, lies, drugs, sex, gambling, and stolen music are in essence that technology justifies the denial of personal jurisdiction, the rejection of an assertion of applicable law by a sovereign state, and the denial of enforcement of decisions. … In the face of these claims, legal systems engage in a rather conventional struggle to adapt existing regulatory standards to new technologies and the Internet. Yet, the underlying fight is a profound struggle against the very right of sovereign states to establish rules for online activity.[[10]](#footnote-10)

However, most national legislators and most national courts have refused this school of thought: laws are adapted specifically to deal with new technologies and the Internet, and courts apply old laws by analogy to new technologies and the Internet.[[11]](#footnote-11) It is now widely (but not unanimously[[12]](#footnote-12)) accepted that indeed existing laws and regulations must be adapted and applied appropriately to new technologies. As one author puts the matter:

… what happened to us over the last 20 years is that, both publicly and privately, we have become increasingly reliant on information technologies (creating new kinds of vulnerability, both collective and personal), we have migrated many routine activities to on-line environments in ways that are deeply disruptive (we live for many hours each day in our on-line worlds), and we have begun to appreciate that the technological management of our activities has major regulatory implications. If we want to retain a degree of control over our futures, then we need to exert some influence over the spheres of regulatory significance—which is to say, we need to work on creating the right kind of regulatory environment not only for information technologies but also for a raft of other technologies that are enabled by information technology and that are converging to shape our futures.[[13]](#footnote-13)

In some cases, offline laws can be easily and appropriately applied to the online environment: for example, contract law has been easily adapted to e-commerce[[14]](#footnote-14). In some cases, offline jurisdictional law does not apply easily to the online environment: for example, child pornography cases[[15]](#footnote-15). In some cases, offline substantive law does not apply easily to the online environment: for example, freedom of speech[[16]](#footnote-16).

In some cases, it is felt necessary to harmonize to some degree national laws that related to new technologies (including the Internet), and intergovernmental organizations typically undertake this task, either agreeing “soft law” in the form of declarations or resolutions, or agreeing true international law in the form of treaties.[[17]](#footnote-17)

Thus neither the extreme views of the separatists, nor the more moderate viewed expressed in the cited paper, appear to find wide support amongst governments, not even amongst democratic governments. (For example, the United States has vigorously applied to the online world its prohibitions on gambling and copyright violation, without first conducting multi-stakeholder consultations; and the US is of the view that all countries should apply copyright laws to the online world[[18]](#footnote-18)).[[19]](#footnote-19) Indeed, it can be said that “everything that is illegal offline is also illegal online”[[20]](#footnote-20).

So it cannot be said that the paradigm of Internet as a model for unfettered borderless communications is widely accepted.
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