10 janvier 2013

**QUATRIÈME PROJET DE RAPPORT DU SECRÉTAIRE GÉNÉRAL**

**en vue du
cinquième Forum mondial des politiques de télécommunication/technologies
de l'information et de la communication, 2013**

# 1 Préambule

## 1.1 Cinquième Forum mondial des politiques de télécommunication/technologies de l'information et de la communication (FMPT)[[1]](#footnote-1)

**1.1.1** Créé au départ par la Conférence de plénipotentiaires de 1994, le FMPT est une instance au sein de laquelle les Etats Membres de l'UIT et les Membres des Secteurs peuvent débattre des nouvelles politiques de télécommunication/TIC et des questions de réglementation, en particulier des problèmes mondiaux et intersectoriels, et procéder à des échanges de vues et de renseignements à cet égard (Résolution 2 (Rév. Guadalajara 2010)).

**1.1.2** Par sa Décision 562, le Conseil de l'UIT, à sa session de 2011, a décidé que le FMPT-13 examinerait toutes les questions soulevées dans: la Résolution 101 (Rév. Guadalajara 2010) "Réseaux fondés sur le protocole Internet", la Résolution 102 (Rév. Guadalajara 2010) "Rôle de l'UIT concernant les questions de politiques publiques internationales ayant trait à l'Internet et à la gestion des ressources de l'Internet, y compris les noms de domaine et les adresses" et la Résolution 133 (Rév. Guadalajara 2010) "Rôle des Administrations des Etats Membres dans la gestion de noms de domaine (multilingues) internationalisés" de la Conférence de plénipotentiaires.

**1.1.3** Le Secrétariat de l'UIT élabore chaque année, à l'intention du Conseil, un rapport sur les activités de l'UIT concernant la mise en oeuvre de la Résolution 101 (Rév. Guadalajara, 2010), de la Résolution 102 (Rév. Guadalajara, 2010) et de la Résolution 133 (Rév. Guadalajara, 2010). D'autres activités pertinentes sont également entreprises par l'UIT dans le cadre de ses plans stratégique, opérationnel et financier.

**1.1.4**  S'appuyant sur les travaux du Groupe spécialisé, le Conseil, à sa session de 2011, a créé, par sa Résolution 1336, le Groupe de travail du Conseilsur les questions de politiques publiques internationales relatives à l'Internet (GTC‑Internet)[[2]](#footnote-2), en application des Résolutions 102 et 140 de la Conférence de plénipotentiaires de 2010. [Le mandat de ce Groupe](http://www.itu.int/council/groups/CWG-internet/index.html) est d'identifier, étudier et approfondir les thèmes liés aux questions de politiques publiques internationales relatives à l'Internet, notamment les questions recensées dans la Résolution 1305 adoptée par le Conseil à sa session de 2009. La participation aux travaux de ce Groupe est limitée aux Etats Membres de l'UIT et ce Groupe mène des consultations ouvertes avec toutes les parties prenantes[[3]](#footnote-3). Dans la Résolution 1344, qu'il a adoptée à sa session de 2012, le Conseil a précisé les modalités des consultations ouvertes du GTC-Internet et décidé que le Groupe tiendrait des consultations en ligne ouvertes à toutes les parties prenantes[[4]](#footnote-4).

**1.1.5** Le FMPT-13 ne doit pas produire de documents contraignants; toutefois, il élaborera des rapports et adoptera des avis non contraignants, par consensus, qu'il soumettra pour examen aux Etats Membres et aux Membres des Secteurs ainsi qu'aux réunions pertinentes de l'UIT, en tenant compte d'une part des § 1.1.3 et 1.1.4 et de la nécessité d'éviter toute contradiction entre les thèmes et discussions du FMPT et les activités en cours entreprises par l'UIT dans le cadre du mandat que lui ont fixé les Résolutions de la Conférence de plénipotentiaires (et d'autres décisions des Conférences et Assemblées de l'UIT) et, d'autre part, du mandat du Groupe de travail du Conseil de l'UIT sur les questions de politiques publiques internationales relatives à l'Internet[[5]](#footnote-5).

**1.1.6** Toutes les informations concernant le FMPT-13 sont disponibles sur le site: <http://www.itu.int/wtpf>.

# 1.2 Processus de préparation du Rapport du Secrétaire général

**1.2.1** Les discussions lors du FMPT-13 seront fondées sur un rapport du Secrétaire général reprenant les contributions des Etats Membres et des Membres des Secteurs de l'UIT. Ce rapport sera l'unique document de travail du Forum et traitera avant tout de questions-clés sur lesquelles il serait souhaitable de parvenir à des conclusions (Décision 562 du Conseil, session de 2011). Le présent projet de rapport présente des thèmes de discussion possibles et expose quelques-unes des questions de politiques publiques relatives à l'Internet actuellement examinées par les différents groupes de parties prenantes.

**1.2.2** Conformément à la Décision 562, le Secrétaire général convoque un Groupe d'experts informel (GEI) équilibré, dont chaque membre participe activement à la préparation du Forum. La participation aux travaux de ce Groupe est ouverte à toutes les parties prenantes. A sa session de 2012, le Conseil a décidé que toutes les parties prenantes concernées devraient participer aux travaux du GEI du FMPT-13 afin d'apporter leur éclairage unique sur le processus de préparation, selon les rôles et responsabilités qui leur ont été confiés en vertu du paragraphe 35 de l'*Agenda de Tunis* (2005). Par conséquent, la participation aux travaux du GEI sera ouverte à toutes les parties prenantes concernées, conformément aux décisions prises par le Conseil à ses sessions de 2011 et 2012, et compte tenu de la nécessité d'avoir un groupe d'experts équilibré. Les parties prenantes concernées sont invitées à manifester leur intérêt pour participer aux travaux du GEI en s'inscrivant à l'adresse: <http://www.itu.int/wtpf>.

**1.2.3** Un calendrier révisé, établi sur la base des contributions reçues des membres et adopté par le Conseil à sa session de 2012[[6]](#footnote-6), est reproduit ci-après:

Tableau 1 – Calendrier pour l'élaboration du rapport du Secrétaire général

|  |  |
| --- | --- |
| **9 mars 2012** | Date limite pour la soumission par les membres de contributions jugées pertinentes pour le premier projet de rapport du Secrétaire général. |
| **13 avril 2012** | Publication en ligne et diffusion aux membres du premier projet de rapport du Secrétaire général (établi sur la base des contributions disponibles). |
| **15 mai 2012** | Date limite pour la réception des commentaires des membres sur le premier projet et des contributions additionnelles pour le deuxième projet. |
| **5 juin 2012** | Première réunion du GEI.Deuxième version de l'avant‑projet de rapport du Secrétaire général. |
| **25 juin 2012** | Date limite pour la réception des commentaires sur le deuxième projet. |
| **3 juillet 2012** | Publication en ligne du deuxième projet incluant les commentaires reçus. |
| **1er août 2012** | Date limite pour la réception des commentaires sur le deuxième projet de rapport et appel à contributions pour l'élaboration du troisième projet, incluant les grandes lignes des éventuels projets d'avis.Envoi d'une lettre à toutes les parties prenantes pour les inviter à participer au GEI.  |
| **31 août 2012** | Publication en ligne du troisième projet et des grandes lignes des éventuels projets d'avis. |
| **30 septembre 2012** | Date limite pour la réception des observations concernant le troisième projet. |
| **10-12 octobre 2012** | Deuxième réunion du GEI. |
| **10 janvier 2013** | Publication en ligne du quatrième projet incluant les projets d'avis. |
| **6-8 février 2013** | Troisième réunion du GEI. |
| **1er mars 2013** | Version finale du rapport du Secrétaire général et date limite pour la publication de ce rapport. |
| **13 mai 2013** | Dialogue stratégique du FMPT. |
| **14-16 mai 2013 (parallèlement à l'édition de 2013 du Forum du SMSI)** | Cinquième FMPT sur les questions de politiques publiques liées à l'Internet. |

# 2 Thèmes du FMPT-13

**2.1** Par sa Décision 562, conformément à la Décision 2 (Rév. Guadalajara, 2012) de la Conférence de plénipotentiaires, le Conseil, à sa session de 2011, a décidé que le cinquième FMPT examinerait toutes les questions soulevées dans les Résolutions 101 (Rév. Guadalajara, 2010), 102 (Rév. Guadalajara, 2010) et 133 (Rév. Guadalajara, 2010) de la Conférence de plénipotentiaires. Les Résolutions 101 (Rév. Guadalajara, 2010) et 102 (Rév. Guadalajara, 2010) ont été adoptées en 1998 et modifiées pour la dernière fois à la Conférence de plénipotentiaires de 2010. LaRésolution 133 (Rév. Guadalajara, 2010) a été adoptée en 2002 et modifiée pour la dernière fois à la Conférence de plénipotentiaires de 2010.

**2.2** Conformément à la Décision 562 du Conseil à sa session de 2011, le FMPT examinera toutes les questions soulevées dans les Résolutions 101 (Rév. Guadalajara, 2010), 102 (Rév. Guadalajara, 2010) et 133 (Rév. Guadalajara, 2010) de la Conférence de plénipotentiaires. Ci-après sont énumérés des thèmes de discussion généraux, suggérés lors des réunions du GEI[[7]](#footnote-7), qui pourraient servir de cadre à l'examen de ces questions:

• Le modèle multi-parties prenantes de la gouvernance de l'Internet.

• Les principes de la gouvernance et de l'utilisation de l'Internet à l'échelle mondiale.

• Le développement et la diffusion des TIC et les stratégies de développement de la connectivité Internet à l'échelle mondiale.

• Comment créer un environnement propice à la croissance, à l'interopérabilité et au développement de l'Internet.

• Comment l'Internet peut contribuer à la mise en place d'un environnement propice à la croissance [source: [Royaume Uni](http://www.itu.int/md/S12-WTPF13PREP-C-0018/en)[[8]](#footnote-8)].

• Stratégies pour accroître une connectivité mondiale financièrement abordable: le rôle essentiel des points IXP [source: [ISOC](http://www.itu.int/md/S12-WTPF13PREP-C-0015/en)[[9]](#footnote-9)].

• Sur une base de réciprocité, étudier les moyens d'étendre la collaboration entre l'UIT et les organisations pertinentes - notamment, sans toutefois que cette liste soit exhaustive, la Société pour l'attribution des noms de domaines et des numéros sur l'Internet (ICANN), les Registres Internet régionaux (RIR), le Groupe d'étude sur l'ingénierie Internet (IETF), l'Internet Society (ISOC) et le World Wide Web Consortium (W3C) - qui participent au développement des réseaux fondés sur le protocole Internet et de l'Internet de demain, au moyen d'accords de coopération, selon qu'il conviendra, afin de renforcer le rôle de l'UIT dans la gouvernance de l'Internet, de façon à offrir le plus d'avantages possible à la communauté mondiale.

**2.3** Aux fins du présent rapport, les questions soulevées dans les Résolutions 101, 102 et 133 de la Conférence de plénipotentiaires (compte tenu du point 1.1.5) sont examinées dans les paragraphes qui suivent.

**2.3.1 Développement et diffusion des TIC à l'échelle mondiale**

a) La notion d'Internet tire son origine[[10]](#footnote-10) de concepts nés aux Etats-Unis d'Amérique il y a plus de 40 ans. Ce pays a considérablement investi - sur les plans financier, intellectuel et humain - dans l'élaboration des premières versions et des versions ultérieures de l'Internet. L'internet repose sur diverses technologies (telles que le calcul informatique, les communications numériques et les semi‑conducteurs). Le protocole TCP/IP, par exemple, a été proposé pour la première fois en 1973 et déployé à titre expérimental quelques années plus tard afin de relier les réseaux en mode paquet. C'est ainsi qu'est né l'ensemble de réseaux, d'ordinateurs et d'applications interconnectés connu sous le nom d'Internet. En 1983, le système de noms de domaine (DNS) a été mis en place pour que les serveurs puissent utiliser des noms sémantiques susceptibles d'être convertis en adresses IP, simplifiant ainsi l'utilisation de l'Internet [source: [Etats‑Unis/CNRI](http://www.itu.int/md/S12-WTPF13PREP-C-0019/en)[[11]](#footnote-11)]. En fait, certaines des caractéristiques fondamentales de l'Internet d'aujourd'hui sont le reflet des priorités et des choix historiques qui sont intervenus au cours de son développement (par exemple, son architecture, la priorité donnée au partage et à l'échange des informations et la possibilité de l'anonymat).

b) L'Internet a évolué bien au-delà de sa mise en oeuvre initiale à titre expérimental. Aujourd'hui, l'infrastructure de l'information englobe une multitude de réseaux IP publics ou privés et d'autres réseaux, qui permettent potentiellement d'assurer une couverture mondiale. On estime à plus de 5 000 le nombre de réseaux interconnectés au sein de l'Internet [source: [Etats-Unis](http://www.itu.int/md/S12-WTPF13PREP-C-0033/fr)[[12]](#footnote-12)].

c) Plusieurs indicateurs quantitatifs ou qualitatifs permettent de mesurer l'importance de l'Internet. Les indicateurs quantitatifs, qui mesurent la taille et la croissance de l'Internet, sont, entre autres, la contribution de l'Internet au PIB[[13]](#footnote-13) [source: [Etats-Unis](http://www.itu.int/md/S12-WTPF13PREP-C-0033/fr)[[14]](#footnote-14)], la croissance du déploiement de l'infrastructure[[15]](#footnote-15) (par exemple, la largeur de bande Internet internationale, la longueur de fibres déployées, le nombre de serveurs Internet), les contenus (par exemple, le nombre de sites web, le volume de trafic de données transmis ou stocké[[16]](#footnote-16)) et l'adoption de l'Internet (par exemple, le nombre d'abonnements à l'Internet, le nombre d'abonnements au large bande fixe et hertzien, le nombre d'internautes[[17]](#footnote-17)) et diverses activités réalisées à l'aide de l'Internet (par exemple, l'intégration de l'Internet dans des processus privés ou publics existants). Les indicateurs qualitatifs visent à mesurer l'influence de l'Internet sur la transformation ou la création de nouveaux processus privés ou publics, par exemple. Diverses études suggèrent que l'Internet transforme l'économie mondiale et les économies locales. Il contribue au fonctionnement de l'économie mondiale et crée des débouchés pour les communautés du monde entier.

d) L'Internet est également devenu un vecteur de spam[[18]](#footnote-18), de pornographie infantile en ligne et autres abus envers les enfants[[19]](#footnote-19), d'usurpation d'identité et de cybercriminalité[[20]](#footnote-20), [[21]](#footnote-21), et de cyberterrorisme. Les ressources de l'Internet sont aussi utilisées à des fins qui sont incompatibles avec la paix, la stabilité et la sécurité internationales [source: [Fédération de Russie](http://www.itu.int/md/S12-WTPF13PREP-C-0032/fr)[[22]](#footnote-22)]. En fait, le manque de sécurité peut freiner une adoption encore plus large de l'Internet et son utilisation dans l'intérêt de tous; par ailleurs, on observe une forte corrélation entre le volume de contenus en langue locale et le niveau d'utilisation de l'Internet dans de nombreuses régions du monde[[23]](#footnote-23), de sorte que le manque de contenus en langue locale risque d'entraîner une limitation de la demande [source: [Arabie saoudite et Soudan](http://www.itu.int/md/S12-WTPF13PREP-C-0017/en)[[24]](#footnote-24)]. Un travail considérable a été accompli au sein de l'UIT afin de limiter ces problèmes (dans le cadre de commissions d'études de l'UIT et de la collaboration UIT‑IMPACT, par exemple) ainsi que dans de nombreuses instances, parmi lesquelles figurent le Conseil de l'Europe, l'Organisation de Coopération et de Développement Economiques (OCDE), l'Organisation de coopération économique Asie-Pacifique (APEC), le Forum des équipes d'intervention et de sécurité en cas d'incident (FIRST), le Groupe de travail contre l'utilisation abusive des messageries (MAAWG), le Groupe de travail anti-hameçonnage (APWG), et le Groupe d'experts gouvernementaux (GEG) de la 1ère Commission de l'Assemblée générale des Nations Unies, qui traitent les questions relatives à la cybercriminalité, la fraude et la pornographie infantile. Il existe une forte corrélation entre le développement de l'infrastructure de réseau local et la croissance des contenus locaux. Des investissements réalisés dans le monde entier ont permis une augmentation du volume des contenus locaux. Par ailleurs, on assiste à une évolution de la composition des contenus locaux. Aujourd'hui, ces contenus ne sont plus l'apanage des pays développés, mais reflètent davantage la diversité des nombreuses cultures, langues et communautés qui existent dans le monde[[25]](#footnote-25) [source: [Etats-Unis](http://www.itu.int/md/S12-WTPF13PREP-C-0033/fr)[[26]](#footnote-26)].

e) En fait, l'Internet est aujourd'hui disponible dans presque tous les pays, et prend en charge des applications qui touchent presque tous les aspects de la société. L'Internet est devenu aujourd'hui un élément essentiel de l'infrastructure nationale de l'information ainsi que l'un des moteurs essentiels de la croissance et du développement socio-économiques. Selon les estimations, une augmentation de 10% du taux de pénétration du large bande entraîne, en moyenne, une augmentation du produit intérieur brut (PIB) de 1,21% pour les pays à revenu élevé et de 1,38% pour les pays à faible revenu ou à revenu intermédiaire (Banque mondiale, 2009). Des études de cas ont abouti à des estimations similaires pour différents pays (par exemple pour le Panama, les Philippines ou la Turquie[[27]](#footnote-27)).

f) Fin 2011, on comptait au total quelque 2,3 milliards d'internautes dans le monde (Figure 1, à gauche), tandis que le nombre total d'abonnements au large bande mobile atteignait les 1,19 milliard. L'anglais et le chinois sont les langues les plus couramment utilisées par les internautes, le nombre des internautes anglophones s'élevant à quelque 565 millions et celui des internautes de langue chinoise à quelque 510 millions, ce qui représentait 27% et 24% du nombre total d'internautes dans le monde en mai 2011 (Figure 1, à droite); les internautes hispanophones viennent en troisième position, loin derrière. Si les taux de croissance actuels se maintiennent[[28]](#footnote-28), le nombre d'internautes utilisant de préférence le chinois dépassera le nombre d'internautes utilisant de préférence l'anglais d'ici à 2015.

g) On peut considérer la croissance forte et soutenue de l'Internet comme le fruit des travaux de plusieurs générations d'ingénieurs, d'entrepreneurs, d'innovateurs et d'investisseurs dans de nombreuses régions du monde. Le succès de leurs innovations et la croissance de l'Internet ont été récemment favorisés par les réformes qui ont eu lieu sur les marchés à partir des années 80 et 90, celles-ci ayant permis de remplacer le régime des opérateurs publics en situation de monopole par des marchés libéralisés et concurrentiels ouverts à la participation du secteur privé. Ces réformes concernent notamment l'ouverture des marchés et la concurrence[[29]](#footnote-29), les arrangements en matière de facturation pour le transfert du trafic international de télécommunication, la libéralisation des marchés ainsi que la participation du secteur privé au marché des télécommunications, y compris la privatisation[[30]](#footnote-30). D'ailleurs, à l'échelle mondiale, c'est sur les marchés mobiles que la concurrence a été la plus forte (comparé, par exemple, au marché de la téléphonie fixe), et ce sont ces marchés qui ont connu les taux de croissance les plus élevés et les plus soutenus dans le secteur des TIC[[31]](#footnote-31).

h) Les progrès effectués sur le plan de l'infrastructure ont été rendus possibles, en grande partie, par les investissements des gouvernements et des investisseurs privés, en particulier les opérateurs de réseau, qui ont construit et entretenu l'infrastructure mondiale de l'information. Des études récentes indiquent que, si le trafic Internet augmente, les coûts fondés sur l'utilisation par abonné du réseau fixe demeurent relativement constants[[32]](#footnote-32) [source: [Etats-Unis](http://www.itu.int/md/S12-WTPF13PREP-C-0033/fr)[[33]](#footnote-33)].

i) Dans le paragraphe 50 de *l'Agenda de Tunis*, on reconnaît le rôle important des points d'échange Internet locaux (IXP), alors qu'il devient de plus en plus clair que le développement des points IXP sur certains marchés émergents a permis des progrès considérables sur le plan des coûts et de la qualité de fonctionnement (par exemple, au Kenya et au Nigéria, où l'on a observé une réduction des coûts du trafic de télécommunication, une réduction du temps de latence pour l'acheminement du trafic local, une augmentation des volumes de contenus locaux et une utilisation accrue de l'Internet, parallèlement à l'établissement et à l'activité des points IXP dans ces pays[[34]](#footnote-34)).

j) L'utilisation accrue de l'Internet entraîne une appréciation de la valeur du réseau en raison des "effets de réseau"[[35]](#footnote-35) et de la Loi de Metcalfe[[36]](#footnote-36). Cette appréciation favorise la mise au point de nouvelles applications et de nouveaux services basés sur l'architecture du réseau et le principe de "bout en bout", par exemple le courrier électronique et de la messagerie textuelle, la voix sur Internet (VoIP), le streaming et la vidéo en temps réel, la télévision sur Internet (TVIP), les réseaux sociaux, les capacités de recherche, les livres électroniques, le cybergouvernement, le cyberapprentissage, la cybersanté, etc. En 2011, on comptait dans le monde 135,4 millions d'abonnés à la VoIP et 60 millions d'abonnés à la TVIP[[37]](#footnote-37).

Figure 1 – Nombre total d'internautes, par région
géographique et par langue, 2011

 

Source: UIT <http://www.itu.int/ITU-D/ict/statistics/at_glance/KeyTelecom.html> (gauche);
Statistiques mondiales sur l'Internet disponibles à l'adresse: <http://www.internetworldstats.com/stats7.htm> (droite).

**Légende**:

Nombre total d'internautes dans le monde, par région géographique et par langue, fin 2011 (millions)

Dix premières langues utilisées sur l'Internet, mai 2011 (anglais, chinois, espagnol, japonais, portugais, allemand, arabe, français, russe, coréen, reste)

Asie-Pacifique, Amériques, Europe, CEI, Etats arabes, Afrique.

k) On peut faire les observations suivantes[[38]](#footnote-38):

i) Les taux de pénétration du large bande et de l'Internet sont sensiblement plus élevés dans les pays développés que dans les pays en développement, tandis que les disparités en ce qui concerne les taux de pénétration du cellulaire mobile sont moins marquées.

ii) L'augmentation du nombre d'abonnements au large bande (filaire) fixe, du nombre d'internautes et du nombre d'abonnements au cellulaire mobile pendant la période 2005‑2011 s'est ralentie, surtout dans les pays développés, car ces marchés arrivent à saturation. En revanche, les pays en développement continuent d'afficher des taux de croissance à deux chiffres.

iii) Dans la plupart des pays en développement, la croissance des systèmes mobiles 2,5G et 3G a été plus rapide que celle de l'Internet fixe. Le large bande mobile reste le service TIC qui affiche le taux de croissance le plus élevé. Entre 2010 et 2011, la croissance s'est poursuivie à un rythme élevé, avec un taux de 40% à l'échelle mondiale, de 23% dans les pays développés et de 78% dans les pays en développement. Fin 2011, on dénombrait 1,19 milliard d'abonnements au large bande mobile activés, contre 770 millions une année auparavant. A la différence du taux de pénétration du cellulaire mobile, aucun point de saturation n'a encore été atteint en ce qui concerne la pénétration du large bande mobile, et le taux de croissance devrait rester un taux à deux chiffres pour les années à venir.

l) L'Internet est un atout majeur en tant que plate-forme pour le commerce, l'innovation, l'expression démocratique, l'accès à l'information et le progrès scientifique. Dans une économie numérique en plein développement, Internet est une ouverture vers la connaissance, l'éducation et les loisirs, à la portée d'un nombre grandissant d'habitants de la planète, en particulier si la croissance de l'utilisation du large bande mobile est aussi forte que la croissance récente des communications mobiles à l'échelle mondiale.

m) Aujourd'hui, l'Internet est en train de devenir "l'un des biens de base de la vie" et, dans de nombreuses études, les informations et connaissances véhiculées par l'intermédiaire de l'Internet sont citées comme exemples de biens publics mondiaux[[39]](#footnote-39). L'Internet est formé de nombreux réseaux individuels, bien que certains d'entre eux (sans que cela ne concerne nécessairement les contenus) appartiennent à des groupes, entreprises ou individus distincts [source: [Etats-Unis](http://www.itu.int/md/S12-WTPF13PREP-C-0033/fr)[[40]](#footnote-40)]. Des applications comme le World Wide Web, le courrier électronique et la messagerie instantanée ont transformé la vie quotidienne de tout un chacun dans certaines régions du monde. Il est largement reconnu que l'utilité et la valeur d'un réseau croissent au carré de l'augmentation du nombre de ses noeuds et de ses utilisateurs.

n) Un certain idéal consiste à défendre l'idée selon laquelle l'Internet, en tant que système ouvert et décentralisé, doit pouvoir permettre aux citoyens du monde entier de se connecter librement et de s'exprimer conformément au principe fondamental de la liberté d'expression, exposé à l'article 19 de la Déclaration universelle des droits de l'homme et réaffirmé récemment par le Conseil des droits de l'homme des Nations Unies, tout en tenant compte de la sécurité nationale ou de l'ordre public, de la santé publique ou de l'éthique[[41]](#footnote-41). Compte tenu du fait que les connaissances, les informations et les formes d'expression véhiculées sur l'Internet sont des biens publics mondiaux, les Etats Membres de l'UIT jugeront peut-être souhaitable de prendre des mesures politiques afin d'encourager la poursuite de la croissance de l'Internet ainsi que celle des marchés et des économies qui en dépendent.

o) Lors du Sommet mondial sur la société de l'information (SMSI), les dirigeants et les chefs d'Etat du monde entier ont adopté des principes généraux relatifs à un modèle de gouvernance multi-parties prenantes qui définissent un cadre essentiel sur lequel asseoir ces mesures politiques. Diverses initiatives ont été lancées dans le but d'énoncer des principes directeurs de haut niveau pour le cyberespace, au niveau national (voir, entre autres, la [Stratégie internationale relative au cyberespace](http://www.whitehouse.gov/sites/default/files/rss_viewer/international_strategy_for_cyberspace.pdf) adoptée par les Etats‑Unis, les dix "[Principes régissant la gouvernance et l'utilisation de l'Internet](http://cgi.br/)" adoptés par le Brésil, et le concept de la Convention de la Fédération de Russie sur la sécurité de l'information au niveau international) comme au niveau international (avec, notamment, le rapport du Groupe d'experts gouvernementaux chargé d'examiner les progrès de la téléinformatique dans le contexte de la sécurité internationale A/65/201, le Code de conduite international pour la sécurité de l'information A/66/359, et la Recommandation du Conseil de l'OCDE sur les principes pour l'élaboration des politiques de l'Internet[[42]](#footnote-42)).

p) Les progrès accomplis sur le plan de l'infrastructure de l'information, notamment le développement des réseaux IP et de l'Internet, compte tenu des spécifications, des caractéristiques et de l'interopérabilité des réseaux NGN et des réseaux futurs, sont un vecteur de croissance essentiel pour l'économie mondiale au XXIe siècle.

q) La gestion des informations numériques est devenue ces dernières années un aspect important de l'évolution de l'Internet. Elle aura des effets bénéfiques pour de nombreuses nouvelles initiatives, notamment celles qui reposent sur l'utilisation des architectures actuelles (informatique en nuage, gestion des données à grande échelle et Internet des objets); et de nouvelles architectures, telles que l'architecture des objets numériques (DOA), sont actuellement mises au point pour soutenir ces initiatives [source: Etats‑Unis/CNRI[[43]](#footnote-43)]. Des activités de recherche et développement de premier plan portant sur les nouvelles architectures et les nouveaux protocoles pour l'Internet de demain sont en cours dans l'Union européenne, aux Etats-Unis, en République de Corée, au Japon et ailleurs, en vue notamment d'améliorer les capacités, l'efficacité et la stabilité en matière de sécurité, de remédier aux faiblesses identifiées dans ce domaine, et de faciliter la multilingualisation.

### 2.3.2 Le modèle multi-parties prenantes

**2.3.2.1** **Le SMSI a reconnu le modèle multi-parties prenantes comme le modèle mondial pour la gouvernance de l'Internet; les documents établis par le SMSI ont fourni un ensemble de principes généraux pour le modèle multi-patries prenantes.**

a) Le SMSI est parvenu à deux résultats essentiels: 1) l'énoncé clair de principes applicables au modèle multi-parties prenantes de gouvernance de l'Internet[[44]](#footnote-44); et 2) la reconnaissance de ce modèle comme solution pour aller de l'avant dans la gouvernance mondiale de l'Internet, comme il ressort des documents établis par le SMSI[[45]](#footnote-45); des exemples sont donnés dans les alinéas b) à e) qui suivent.

b) Une "définition de travail" de la gouvernance de l'Internet a été élaborée par le Groupe de travail sur la gouvernance de l'Internet (WGIG, groupe comprenant toutes les parties prenantes[[46]](#footnote-46)) puis adoptée par le Sommet et incluse dans le paragraphe 34 de l'*Agenda de Tunis*, dans lequel la gouvernance de l'Internet est définie comme "l'élaboration et l'application par les Etats, le secteur privé et la société civile, chacun selon son rôle, de principes, normes, règles et procédures de prise de décisions et programmes communs propres à modeler l'évolution et l'utilisation de l'Internet".

 Dans le paragraphe 58 de l'*Agenda de Tunis*, il est noté que la gouvernance de l'Internet va au-delà des questions de nommage et d'adressage, et qu'elle recouvre aussi des questions de politique publique importantes comme les ressources Internet essentielles, la sécurité et la sûreté du réseau, des aspects touchant au développement et des questions se rapportant à l'utilisation de l'Internet [source: [ISOC Bulgarie](http://www.itu.int/md/S12-WTPF13PREP-C-0037/fr)[[47]](#footnote-47)].

c) Dans le paragraphe 29 de l'*Agenda de Tunis*, il est réaffirmé que la gestion internationale de l'Internet devrait s'opérer de façon multilatérale, transparente et démocratique, avec la pleine participation des Etats, du secteur privé, de la société civile et des organisations internationales. Elle devrait assurer une répartition équitable des ressources, faciliter l'accès de tous et garantir le fonctionnement stable et sécurisé de l'Internet, dans le respect du multilinguisme.

d) Les rôles et responsabilités de chaque groupe de parties prenantes sont précisés dans le paragraphe 35 de l'*Agenda de Tunis*, qui dispose que:

 "La gestion de l'Internet couvre aussi bien des questions d'ordre technique que des questions de politique générale et doit impliquer l'ensemble des parties prenantes et des organisations intergouvernementales et internationales compétentes. A cet égard, il est reconnu que:

i) en ce qui concerne les questions d'intérêt général qui se rapportent à l'Internet, le pouvoir décisionnel relève de la souveraineté nationale des Etats, lesquels ont des droits et des responsabilités en la matière, que viennent compléter des législations pertinentes adoptées par des organes législatifs compétents (parlements, etc.);

ii) le secteur privé a toujours eu et devrait continuer d'avoir un rôle important dans le développement de l'Internet, tant sur le plan technique que sur le plan économique;

iii) la société civile a toujours joué, elle aussi, un rôle important pour toutes les questions relatives à l'Internet, tout particulièrement au niveau des communautés locales, et elle doit continuer à assumer ce rôle;

iv) les organisations intergouvernementales ont toujours eu et devraient continuer d'avoir pour rôle de faciliter la coordination des questions d'intérêt général qui se rapportent à l'Internet;

v) les organisations internationales, elles aussi, ont toujours eu et devraient continuer d'avoir un rôle important dans l'élaboration des normes techniques concernant l'Internet et des politiques associées."

e) Dans le cadre général du modèle de gouvernance multi-parties prenantes, l'*Agenda de Tunis* énonce des *principes directeurs* concernant divers aspects de la gestion de l'Internet, notamment:

i) Les conclusions pertinentes (paragraphes 29 à 82 de l'*Agenda de Tunis*) concernant la gouvernance de l'Internet.

ii) Les paragraphes 68 à 71 et 72 à 78 de l'*Agenda de Tunis* concernant le renforcement de la coopération en matière de gouvernance de l'Internet et la création du Forum sur la gouvernance de l'Internet (IGF).

**2.3.2.2 Par les Résolutions des Conférences de plénipotentiaires, les membres de l'UIT reconnaissent que le modèle de gouvernance multi-parties prenantes reposant sur les principes du SMSI constitue le cadre régissant la gouvernance mondiale de l'Internet.**

a) La reconnaissance des principes du SMSI, du modèle multi-parties prenantes de gouvernance de l'Internet ainsi que du rôle et des responsabilités importantes de chaque groupe de parties prenantes est soulignée dans les diverses Résolutions des Conférences de plénipotentiaires, en particulier dans la Résolution 102 (Rév. Guadalajara, 2010).

b) De nombreux paragraphes de l'*Agenda de Tunis* sur la coopération multi-parties prenantes figurent, notamment, dans les Résolutions 101, 102 et 133. La nécessité d'une coopération multi-parties prenantes apparaît aussi dans des paragraphes tels que ceux qui suivent[[48]](#footnote-48) où, s'il est reconnu que certains groupes de parties prenantes contribuent au développement de l'Internet, il est instamment fait appel à la totalité d'entre elles pour prendre part aux divers aspects de la gestion de l'Internet:

i) Le développement de l'Internet est essentiellement guidé par le marché ainsi que par des initiatives privées ou publiques.

ii) Le secteur privé continue de jouer un rôle très important dans l'expansion et le développement de l'Internet, par exemple grâce à des investissements dans les infrastructures et les services.

iii) La gestion de l'Internet suscite un intérêt légitime au niveau international et doit découler d'une collaboration internationale et multi-parties prenantes pleine et entière, sur la base des résultats du SMSI.

iv) Comme indiqué dans les textes établis lors du SMSI, tous les gouvernements devraient avoir égalité de rôle et de responsabilité dans la gouvernance internationale de l'Internet ainsi que dans le maintien de la stabilité, de la sécurité et de la continuité de l'Internet actuel et de son évolution future ainsi que de l'Internet de demain, et que la nécessité pour les gouvernements d'élaborer des politiques publiques en consultation avec toutes les parties prenantes a également été reconnue.

v) Le SMSI a reconnu la nécessité, à l'avenir, de renforcer la coopération afin de permettre aux gouvernements de s'acquitter, sur un pied d'égalité, de leurs rôles et responsabilités en ce qui concerne les questions de politiques publiques internationales concernant l'Internet, mais pas les questions techniques et opérationnelles courantes qui n'ont pas d'incidence sur les questions de politiques publiques internationales [source: [paragraphe 69 de l'*Agenda de Tunis*](http://www.itu.int/wsis/docs2/tunis/off/6rev1.html)[[49]](#footnote-49)].

vi) Compte tenu des résultats du SMSI, il faudrait s'efforcer d'oeuvrer assidûment à rendre l'Internet multilingue, dans le cadre d'un processus multilatéral transparent et démocratique associant les gouvernements et toutes les parties prenantes dans leurs rôles respectifs [source: [paragraphe 53 de l'*Agenda de Tunis*](http://www.itu.int/wsis/docs2/tunis/off/6rev1.html)[[50]](#footnote-50)].

**2.3.2.3 La mise en oeuvre des principes du SMSI relatifs à une participation multi-parties prenantes est en cours d'examen. Les questions soulevées dans les Résolutions des Conférences de plénipotentiaires reflètent la subtile interaction entre les rôles et responsabilités des différentes parties prenantes dans la gestion de l'Internet.**

a) Le principe de la gouvernance multi-parties prenantes de l'Internet est largement reconnu. Les discussions sur la gouvernance de l'Internet sont menées aussi bien dans une perspective étroite que dans une perspective large. Dans une perspective étroite, l'accent est mis sur l'architecture et l'infrastructure de l'Internet (DNS, numéro IP, serveurs racine) – domaines dans lesquels la Société pour l'attribution des noms de domaines et des numéros sur l'Internet (ICANN) et les Registres Internet régionaux (RIR), où sont représentées de nombreuses parties prenantes, jouent un rôle important. Dans une perspective plus large, le débat sur la gouvernance de l'Internet va au-delà des questions relatives à l'infrastructure et aborde des questions juridiques, économiques, de développement et socio‑culturelles, telle que l'approche adoptée par le SMSI [source: [Brésil](http://www.itu.int/md/S12-WTPF13PREP-C-0009/en)[[51]](#footnote-51)].

b) Les documents établis par le SMSI et les Résolutions des Conférences de plénipotentiaires ainsi que de nombreuses initiatives nationales ou régionales[[52]](#footnote-52) ont consacré le modèle multi‑parties prenantes du SMSI pour la gestion de l'Internet, qui associe les gouvernements, le secteur privé, les organisations internationales ou intergouvernementales, la société civile et les milieux universitaires.

c) On observe une divergence de vues en ce qui concerne la mise en oeuvre du modèle multi‑parties prenantes du SMSI dans l'écosystème actuel de gouvernance de l'Internet:

i) Selon un certain point de vue, la gouvernance actuelle de l'Internet est suffisamment inclusive et multi-parties prenantes, si l'on en juge par le niveau de participation de l'ensemble des groupes de parties prenantes[[53]](#footnote-53) [sources: [Cisco](http://www.itu.int/md/S12-WTPF13PREP-C-0014/en), [Royaume Uni](http://www.itu.int/md/S12-WTPF13PREP-C-0013/en), [Etats‑Unis](http://www.itu.int/md/S12-WTPF13PREP-C-0007/en), [ISOC](http://www.itu.int/md/S12-WTPF13PREP-C-0015/en)[[54]](#footnote-54)]. Les tenants de ce point de vue font valoir que les organisations, systèmes et processus actuels ont su répondre aux besoins des parties prenantes grâce à des processus "dirigés par le secteur privé, ascendants, d'application volontaire, décentralisés et reposant sur le consensus". Le modèle existant a été décrit comme "souple, transparent et fiable", et l'on a dit qu'il permettait d'assurer l'existence d'un "réseau de réseaux stable, ouvert et innovant, l'Internet d'aujourd'hui" [source: [Royaume Uni](http://www.itu.int/md/S12-WTPF13PREP-C-0013/en)[[55]](#footnote-55)]. Ces caractéristiques, dont on considère qu'elles ont contribué à optimiser la souplesse et l'innovation, sont citées comme l'une des raisons pour lesquelles l'Internet a pu évoluer et croître aussi rapidement, à la fois en tant que plate-forme technologique et en tant que moyen d'étendre la libre circulation du commerce et des idées.

 Selon un autre point de vue, l'Internet doit continuer à évoluer compte tenu de la rapidité de son expansion au niveau mondial et de l'utilisation qui en est faite aujourd'hui, et les différents acteurs doivent collaborer afin de garantir cette évolution[[56]](#footnote-56) [source: [Arabie saoudite et Soudan](http://www.itu.int/md/S12-WTPF13PREP-C-0021/en), [Algérie](http://www.itu.int/md/S12-WTPF13PREP-C-0021/en)[[57]](#footnote-57)]. Les tenants de ce point de vue font valoir que, sur le plan des politiques publiques internationales relatives à l'Internet, les principes du SMSI n'ont pas été mis en oeuvre en ce qui concerne l'évolution du rôle de l'une des parties prenantes, à savoir les pouvoirs publics. Ils estiment qu'il s'agit d'une des raisons des difficultés rencontrées actuellement pour traiter différents problèmes (par exemple l'exploitation des enfants, la sécurité, la cybercriminalité et le spam, etc.). Par ailleurs, ils identifient et soulèvent des problèmes relatifs à la souplesse, la transparence et la fiabilité de la structure de gouvernance actuelle, ainsi que des questions ayant trait, par exemple, à la pertinence du rôle joué par les pouvoirs publics au sein de l'ICANN par l'intermédiaire d'organes tels que le Comité consultatif gouvernemental (GAC) (voir § 2.3.6).

ii) Par sa Résolution 102 (Rév. Guadalajara, 2010), la Conférence de plénipotentiaires reconnaît "les paragraphes 71 et 78a) de l'*Agenda de Tunis*, concernant l'établissement d'un processus conduisant à une coopération renforcée sur la gouvernance de l'Internet ainsi que la création du Forum sur la gouvernance de l'Internet (FGI), en tant que deux processus distincts". Le Forum sur la gouvernance de l'Internet (FGI) rassemble chaque année toutes les parties prenantes et sert de cadre à un débat sur les questions de politiques publiques internationales relatives à l'Internet.

 Le rôle des différents groupes de parties prenantes est un thème de discussion[[58]](#footnote-58), [[59]](#footnote-59) concernant la mise en oeuvre du processus de renforcement de la coopération. Selon un certain point de vue, le "processus visant à renforcer la coopération fait intervenir toutes les parties prenantes dans leurs rôles respectifs, compte tenu de la nécessité pour toutes les parties prenantes de reconnaître le rôle de chacune d'entre elles et de coexister dans un environnement de coopération et de confiance mutuelles" [source: [Royaume Uni](http://www.itu.int/md/S12-WTPF13PREP-C-0013/en)[[60]](#footnote-60)]. Un autre point de vue consiste à dire que les gouvernements ont un rôle particulier à jouer, comme cela est clairement indiqué dans le paragraphe 69 de l'*Agenda de Tunis*: "il est nécessaire à l'avenir de renforcer la coopération afin de permettre aux gouvernements de s'acquitter, sur un pied d'égalité, de leurs rôles et responsabilités en ce qui concerne les questions de politiques publiques internationales concernant l'Internet", ainsi que dans son paragraphe 71: "Le processus tendant à renforcer la coopération fera intervenir toutes les parties prenantes selon leurs rôles respectifs" [source: [[Arabie saoudite et Soudan, Algérie](http://www.itu.int/md/S12-WTPF13PREP-C-0021/en)](http://www.itu.int/md/S12-WTPF13PREP-C-0017/en)[[61]](#footnote-61)].

 Selon un point de vue, la participation des différents groupes de parties prenantes (en particulier la société civile) pourrait être améliorée dans les instances de l'UIT où sont débattues les questions de politiques publiques relatives à l'Internet [sources: [Cisco](http://www.itu.int/md/S12-WTPF13PREP-C-0014/en), [ISOC](http://www.itu.int/md/S12-WTPF13PREP-C-0015/en)[[62]](#footnote-62)]. Ce point a fait l'objet de débats animés lors de récentes conférences, assemblées et réunions de l'UIT. Des débats approfondis sur ce thème ont eu lieu récemment à l'occasion de la session de 2012 du Conseil, dans le cadre des modalités des consultations ouvertes pour le GTC-Internet[[63]](#footnote-63). Conformément aux principes du SMSI, il est décidé, dans les Résolutions 101, 102 et 133 de la Conférence de plénipotentiaires "d'étudier les moyens de renforcer la collaboration et la coordination entre l'UIT et les organisations\* compétentes participant au développement des réseaux fondés sur le protocole Internet et de l'Internet de demain, au moyen d'accords de coopération, selon qu'il conviendra, afin de renforcer le rôle de l'UIT dans la gouvernance de l'Internet, en vue d'offrir le plus d'avantages possible à la communauté mondiale" (\* comprenant, sans toutefois s'y limiter, l'ICANN, les Registres Internet régionaux (RIR), le Groupe d'étude sur l'ingénierie Internet (IETF), l'Internet Society (ISOC) et le World Wide Web Consortium (W3C), sur une base de réciprocité)[[64]](#footnote-64).

iii) Les membres de l'UIT, dont la composition est multi-parties prenantes, comprennent des gouvernements, des régulateurs, des membres du secteur privé, des organisations internationales (intergouvernementales et non gouvernementales), des institutions financières et des membres de la société civile[[65]](#footnote-65) – qui tous participent à des titres différents à de nombreuses activités de l'UIT. Les membres de l'UIT comprennent aussi les opérateurs de téléphonie fixe ou mobile, les sociétés s'occupant de satellites, les vendeurs d'équipements, les radiodiffuseurs et les fournisseurs de services Internet. Ils englobent aussi les organisations qui s'intéressent à l'accès des personnes handicapées, par exemple, ou aux communications

 d'urgence. Sont également membres de l'UIT diverses organisations s'occupant de l'Internet ainsi que des établissements universitaires, notamment des universités et des instituts de recherche dont les activités sont axées sur les TIC. En effet, les institutions à but non lucratif peuvent être exonérées des droits de membre[[66]](#footnote-66).

 Selon un autre point de vue, il existe un manque de clarté concernant les organisations de la société civile: on ne sait pas si elles font partie des membres de l'UIT et selon quelles modalités elles peuvent devenir membres de l'UIT. Il convient de noter que toutes les organisations de la société civile ayant un caractère international et qui s'intéressent aux questions touchant aux TIC sont habilitées et encouragées à devenir membres de l'UIT.

 Le Groupe IPv6 de l'UIT, créé par le Conseil de l'UIT et placé sous l'égide du Directeur du Bureau de développement des télécommunications et du Directeur du Bureau de la normalisation des télécommunications, est un exemple de collaboration et de coordination interinstitutionnelles. Le Groupe d'experts informel (GEI) du FMTP, ouvert à toutes les parties prenantes extérieures à l'UIT et qui contribue à l'élaboration du présent rapport de manière transparente et constructive, constitue un autre exemple de coopération multi-parties prenantes réussie. Afin de favoriser une meilleure compréhension de la participation de tous les groupes de parties prenantes au sein des instances de l'UIT, il pourrait être dans l'intérêt de l'UIT d'encourager des efforts de collaboration similaires entre l'UIT et d'autres groupes pertinents [source: [PayPal](http://www.itu.int/md/S12-WTPF13PREP-C-0039/en)[[67]](#footnote-67)].

La Résolution 3 de la Conférence mondiale des télécommunications internationales (CMTI) "Promouvoir un environnement propice à la croissance accrue de l'Internet"[[68]](#footnote-68), renforce l'appui de l'UIT à l'implication de différents groupes de parties prenantes dans ses instances multi-parties prenantes. En vertu de cette Résolution, le Secrétaire général est chargé de continuer à prendre les mesures nécessaires pour que l'UIT joue un rôle actif et constructif dans le développement du large bande et dans le modèle multi-parties prenantes de l'Internet, comme indiqué au paragraphe 35 de l'*Agenda de Tunis*. Par conséquent, le Secrétaire général est chargé de favoriser la participation des Etats Membres et de toutes les autres parties prenantes, le cas échéant, aux activités menées par l'UIT à cet égard. Par ailleurs, les Etats Membres sont invités à collaborer avec toutes leurs parties prenantes, en vue d'exposer dans le détail leurs positions respectives sur les questions internationales techniques, de développement et de politiques publiques relatives à l'Internet qui relèvent du mandat de l'UIT, dans le cadre de diverses instances de l'UIT.

### 2.3.3 Réseaux fondés sur le protocole Internet (IP) et gestion des ressources Internet

a) L'Internet à large bande fixe et l'Internet à large bande mobile sont des infrastructures essentielles à la croissance de l'économie mondiale. Comme il en a été donné l'explication au § 2.3.1.j, l'augmentation de l'utilisation de l'Internet entraîne une appréciation de la valeur du réseau, due aux "effets de réseau" et à la Loi de Metcalfe, et favorise la création d'applications, de services d'information et de contenus supplémentaires, en raison de la nature de l'Internet et du principe du "bout en bout", qui place l'intelligence à la périphérie du réseau et facilite la création de nouvelles applications [source: [Nominet](http://www.itu.int/md/S12-WTPF13PREP-C-0024/en)[[69]](#footnote-69)]. Les services Internet sont aujourd'hui largement utilisés, bien qu'il subsiste des difficultés en ce qui concerne la qualité de service (QoS), l'incertitude de l'origine de certaines applications et le coût élevé de la connectivité Internet internationale (IIC) dans de nombreux pays en développement. A l'heure actuelle, de nombreux pays envisagent de promouvoir

 le développement de leur infrastructure nationale par la création de points IXP nationaux et d'améliorer l'environnement qui permet d'assurer la croissance des contenus et des applications locales (Kenya et Nigéria, par exemple) [source: [Nominet](http://www.itu.int/md/S12-WTPF13PREP-C-0024/en)[[70]](#footnote-70)]. La plupart des opérateurs s'efforcent de fournir un niveau de service satisfaisant aux utilisateurs finals [source: [Etats-Unis](http://www.itu.int/md/S12-WTPF13PREP-C-0033/fr)[[71]](#footnote-71)].

b) Grâce à l'innovation et à l'investissement, l'Internet est devenu une infrastructure de l'information essentielle, une composante vitale des infrastructures nationale et internationale, ainsi qu'un moteur de la croissance au XXIe siècle. L'Internet continuera d'évoluer et d'apporter de nouvelles méthodes d'acquisition, de production, de circulation et de consultation de l'information. Le fait d'encourager de la concurrence, qui permet de fournir l'Internet haut débit à bas prix, continuera de faire évoluer la façon dont nous produisons et vendons des biens et des services, pour le bienfait de tous [source: [ISOC Bulgarie](http://www.itu.int/md/S12-WTPF13PREP-C-0037/en)[[72]](#footnote-72)].

c) Du fait de cette croissance, des exigences croissantes sont imposées à l'infrastructure actuelle de l'Internet. Selon un certain point de vue, l'architecture technique sous-jacente de l'Internet actuel n'a peut-être pas été conçue, et n'est donc peut-être pas suffisamment solide, pour pouvoir offrir certaines catégories inédites d'applications et de services. La sécurité, la gestion d'identité et le multilinguisme sont souvent cités en exemple[[73]](#footnote-73). D'après un autre point de vue, l'architecture en place a permis d'atteindre un très haut degré d'innovation et de croissance, avec en particulier un essor spectaculaire du trafic vidéo et des applications multi-utilisateurs. [Source: [Royaume-Uni](http://www.itu.int/md/S12-WTPF13PREP-C-0013/en)[[74]](#footnote-74)]. Les opinions divergent en ce qui concerne la capacité de l'infrastructure actuelle de continuer d'évoluer et de croître afin de répondre à la croissance de la demande.

d) Le coût élevé des circuits utilisés pour assurer la connectivité Internet internationale (IIC) entre les pays les moins avancés (PMA) et les réseaux dorsaux Internet représente un problème persistent pour ces pays[[75]](#footnote-75). Il convient de mettre en place un environnement propice et concurrentiel qui permette de disposer d'une largeur de bande financièrement abordable pour l'interconnexion transfrontière et l'interconnexion à l'intérieur des pays, ainsi que pour permettre aux fournisseurs de services Internet de passer des accords commerciaux pour l'échange entre homologues et le transit [source: Cisco][[76]](#footnote-76). Il a été reconnu dans le paragraphe 50 de l'*Agenda de Tunis* (2005) qu'il était préoccupant pour certains pays, en particulier les pays en développement, que les coûts afférents à la connectivité Internet internationale ne soient pas plus équitablement répartis afin de renforcer l'accès à l'Internet. Il est instamment demandé que soient élaborées des stratégies permettant une connectivité mondiale à un coût plus abordable, ce qui permettrait de fournir un accès amélioré et équitable pour tous, en utilisant les moyens suivants:

i) Promouvoir des coûts de transit et d'interconnexion Internet négociés au niveau commercial dans un cadre concurrentiel et établis en fonction de paramètres objectifs, transparents et non discriminatoires, tenant compte des travaux en cours dans ce domaine.

ii) Créer des réseaux dorsaux Internet haut débit au niveau régional et des points IXP aux niveaux national, sous-régional et régional[[77]](#footnote-77).

iii) Recommander aux programmes des donateurs et aux mécanismes de financement du développement d'envisager la nécessité de financer des initiatives qui favorisent la connectivité, les points d'échange Internet et la production de contenus locaux à l'intention des pays en développement.

iv) Encourager l'UIT et d'autres institutions compétentes à poursuivre de toute urgence l'étude de la question de la connectivité Internet internationale et à en communiquer périodiquement les résultats à des fins d'examen et de mise en oeuvre éventuelle.

v) Promouvoir la mise au point et le développement de terminaux bon marché, accessibles tant aux particuliers qu'à la collectivité, en particulier pour les pays en développement.

vi) Inciter les fournisseurs de services Internet et d'autres parties aux négociations commerciales à adopter des pratiques visant à établir des coûts d'interconnexion justes et équitables.

vii) Inciter les parties concernées à négocier au niveau commercial des coûts d'interconnexion réduits pour les PMA, en tenant compte des contraintes particulières de ces pays.

e) La Commission d'études 3 de l'UIT-T a étudié les coûts de la connectivité Internet internationale et élaboré à cette fin plusieurs Recommandations[[78]](#footnote-78) sur les méthodes permettant de réduire ces coûts. En vertu de la Résolution 5[[79]](#footnote-79) de la CMTI "Terminaison et échange du trafic des services internationaux de télécommunication", les Etats Membres concernés sont invités à collaborer afin que leurs cadres réglementaires favorisent la conclusion d'accords commerciaux entre les exploitations autorisées et les fournisseurs de services internationaux, conformément aux principes de concurrence loyale et d'innovation. Par cette Résolution, le Directeur du TSB est en outre chargé de prendre les mesures nécessaires pour que la Commission d'études 3 de l'UIT-T étudie les évolutions récentes et les pratiques en ce qui concerne la terminaison et l'échange du trafic des services internationaux de télécommunication dans le cadre d'accords commerciaux, afin d'élaborer une Recommandation, si nécessaire, et des lignes directrices à l'intention des Etats Membres concernés, destinées à être utilisées par les fournisseurs de services internationaux de télécommunication concernant les questions qu'ils jugent pertinentes.

f) L'UIT et ses Etats Membres pourraient examiner quels environnements et stratégies politiques peuvent faciliter la croissance des réseaux et la réduction des coûts de la connectivité, notamment les points IXP (aux niveaux local et régional). Il est possible de réduire les besoins en matière de connectivité Internet internationale en créant des réseaux au niveau local, national ou régional. L'hébergement de contenus dans un pays plutôt qu'à l'étranger permettra de réduire la demande de connectivité internationale. En outre, le fait d'héberger les contenus locaux à proximité des utilisateurs peut permettre de réduire le temps de latence, d'améliorer le confort de l'utilisateur, et d'augmenter la demande de connectivité Internet [source: [Royaume-Uni](http://www.itu.int/md/S12-WTPF13PREP-C-0023/en)[[80]](#footnote-80)].

g) En raison du passage des réseaux traditionnels (utilisant des voies de service spécialisées et/ou des réseaux distincts pour chaque service) à des services intégrés (transport) sur une seule et même infrastructure de transport en mode paquet, il sera difficile de maintenir une planification de la transmission prédéfinie en ce qui concerne la qualité de service (QoS)[[81]](#footnote-81), étant donné qu'un grand nombre de réseaux IP pourraient ne pas être à même de fournir une qualité de service de bout en bout autonome, mais uniquement des classes de transport, ce qui permet de différencier la qualité de service. Afin de garantir la fiabilité des réseaux, plutôt que d'utiliser des équipements coûteux à l'épreuve des pannes, des ingénieurs ont essayé d'utiliser un plus grand nombre de noeuds, bon marché et moins fiables, et de multiplier le nombre de trajets [source: [PayPal](http://www.itu.int/md/S12-WTPF13PREP-C-0039/en)[[82]](#footnote-82)].

h) La qualité de service de bout en bout peut être assurée au moyen d'un réseau IP, si ses routeurs prennent en charge les mécanismes appropriés et si le réseau a été conçu dans l'optique de la qualité de service. Le fait d'ajouter de la qualité de service à un réseau peut en augmenter la complexité et le coût, suivant les mécanismes utilisés et les niveaux de qualité de service fournis [source: discussions du Groupe ad hoc, première réunion du GEI[[83]](#footnote-83)].

i) Du fait de l'essor considérable des communications mobiles (tant en ce qui concerne le nombre de dispositifs enregistrés que le volume et la transmission des ressources demandées), certains ont soulevé le fait que les scénarios de migration et les connexions hybrides avec les réseaux et terminaux filaires et traditionnels existants risquaient de passer au second plan et qu'il pourrait devenir de plus en plus difficile pour les opérateurs de réseaux de créer, de mettre en oeuvre ou de maintenir certaines normes de qualité de service[[84]](#footnote-84).

j) Selon un certain point de vue, l'importance que revêt la normalisation est telle que la qualité de service des télécommunications/TIC devrait être conforme aux normes internationales. Il est dans l'intérêt du public que les réseaux IP et les autres réseaux de télécommunication soient interopérables tout en offrant un niveau de qualité de service au moins identique à celui des réseaux traditionnels[[85]](#footnote-85). Un autre point de vue consiste à dire que toute tentative visant à imposer une qualité de service traditionnelle dans le cadre d'un Internet fondé sur les réseaux à commutation par paquets se traduira par une augmentation significative des coûts, ce qui risquerait d'entraîner l'exclusion les PMA de l'Internet, en raison de prix trop élevés, et de réduire les niveaux de participation des pays développés et des pays en développement [Source: [Royaume‑Uni](http://www.itu.int/md/S12-WTPF13PREP-C-0013/en)[[86]](#footnote-86)]. Les réseaux IP peuvent permettre d'assurer une qualité de service de bout en bout à condition que les routeurs intermédiaires prennent en charge les mécanismes appropriés et que le réseau ait été conçu dans l'optique de la qualité de service [sources: discussions du Groupe ad hoc à la première réunion du GEI[[87]](#footnote-87), Arabie Saoudite et Soudan[[88]](#footnote-88)].

k)Selon un certain point de vue, l'ampleur actuelle de la pénétration des services "over the top" (OTT)[[89]](#footnote-89) sur les réseaux d'opérateur, et leur incidence sur les services fournis par les opérateurs concernés, nécessite peut-être que l'UIT examine la gestion de la qualité de service des services OTT acheminés sur l'Internet [source: [Russie](http://www.itu.int/md/S12-WTPF13PREP-C-0010/en)[[90]](#footnote-90)]. En ce qui concerne les services OTT, certains ont affirmé que ces services ne relevaient pas du mandat de l'UIT, et que la gestion de la qualité de service des applications fonctionnant au moyen de l'Internet faisait partie du mandat de base d'autres organisations, sauf dans les cas où ces organisations doivent collaborer avec l'UIT-T dans les domaines relevant du mandat de ce Secteur [sources: [CISCO](http://www.itu.int/md/S12-WTPF13PREP-C-0014/en), Royaume-Uni[[91]](#footnote-91)]. Selon un autre point de vue, "les services de télécommunication, qu'ils soient ou non acheminés sur l'Internet, relèvent du mandat de l'UIT" [Source: [Arabie saoudite et Soudan](http://www.itu.int/md/S12-WTPF13PREP-C-0017/en)[[92]](#footnote-92)]. Le mandat de l'UIT est défini par ses membres et les travaux de normalisation de l'UIT-T se fondent sur les contributions des Membres de ce Secteur.

l) Sur le plan commercial, la conséquence naturelle de l'environnement actuel est que l'écart ne cesse de se creuser entre la croissance du trafic (qui nécessite une augmentation appropriée des investissements dans les infrastructures de télécommunication) et les tendances observées au niveau de la tarification et des recettes (Figure 2). Selon un certain point de vue, la disparité entre les tendances en matière de croissance du trafic, de tarification et de recettes, représente un défi pour les opérateurs[[93]](#footnote-93). D'après un autre point de vue, les investissements dans de nouvelles capacités sont proportionnés à la croissance du trafic [source: Nominet[[94]](#footnote-94)].

Figure 2 – Tendances des prix et des recettes[[95]](#footnote-95)



**Légende**:
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m)Les données relatives aux coûts ne sont pas représentées sur la Figure 2. D'un certain point de vue, il est normal que les prix baissent si les coûts diminuent, et il y a en effet des raisons de penser que les coûts d'exploitation sont à la baisse (il est cependant difficile de se procurer des données sur les coûts d'exploitation). Selon un autre point de vue, les dépenses d'investissement (qui contribuent aux coûts globaux) augmenteront sensiblement, d'où la nécessité de repenser le modèle traditionnel de facturation des services Internet[[96]](#footnote-96).

n) Les réseaux IP sont devenus un support largement accessible et doté d'une grande souplesse, utilisé pour le commerce et la communication. Par sa Résolution 101 (Rév. Guadalajara, 2010), la Conférence de plénipotentiaires a reconnu qu'il était nécessaire de recenser les activités consacrées dans le monde aux réseaux IP, en ce qui concerne, par exemple:

i) l'infrastructure, l'interopérabilité et la normalisation;

ii) le nommage et l'adressage sur l'Internet;

iii) la diffusion d'informations relatives aux réseaux IP et les incidences de leur mise en place pour les Etats Membres de l'UIT, en particulier pour les pays en développement.

#### 2.3.3.1 Infrastructure, interopérabilité et normalisation[[97]](#footnote-97)

a) Les applications Internet sont acheminées sur l'infrastructure de télécommunication publique et privée (filaire et/ou hertzienne)[[98]](#footnote-98).

b) Du fait de la convergence des technologies TIC, le protocole IP est devenu un protocole essentiel pour les services fournis à l'aide des réseaux de télécommunication modernes[[99]](#footnote-99), et joue un rôle de plus en plus important en tant que pilier de l'infrastructure.

c) Il a été demandé que des initiatives inédites et audacieuses soient prises pour conférer plus de souplesse à l'Internet et enrichir ses fonctionnalités, en allant plus loin que les améliorations par paliers apportées aux capacités existantes[[100]](#footnote-100). La conception fondamentale de l'Internet (notamment l'architecture, les protocoles, les interfaces et les services) fait actuellement l'objet de nouveaux travaux de recherche et développement et de nouvelles innovations (tant dans le cadre de la recherche menée au moyen de fonds publics que dans celui de la recherche privée), qu'il convient peut-être d'encourager davantage.

d) Etant donné que l'Internet est aujourd'hui profondément ancré dans le tissu économique et social d'un grand nombre de sociétés, il faudra s'efforcer, si l'on opte pour une approche évolutive lors de l'édification de l'Internet de demain, de garantir une parfaite interopérabilité avec le réseau existant, afin d'éviter, dans toute la mesure possible, les perturbations.

e) La recherche et la normalisation jouent un rôle important pour ce qui est de garantir cette interopérabilité, tout en facilitant le développement continu de l'Internet et de ses capacités[[101]](#footnote-101). De nombreux organismes étudient activement les questions relatives au protocole Internet et à l'Internet de demain, tant au niveau national et régional qu'au niveau international. Citons par exemple: l'UIT; l'Internet Engineering Task Force (IETF - Groupe d'étude sur l'ingénierie Internet); les projets de la National Science Foundation (NSF) des Etats-Unis, notamment le programme "Global Environment for Network Innovations" (Plate-forme de recherche et d'expérimentation sur les réseaux de demain - GENI) et le programme "Future Internet Design" (FIND); l'initiative japonaise de recherche et développement "NeW Generation Network" (NWGN), notamment le projet Akari lancé par le National Institute of ICT (NICT) du Japon; et, enfin, l'initiative européenne "Future Internet Research & Experimentation" (FIRE - Recherche et expérimentation sur l'Internet de demain).

#### 2.3.3.2 Nommage et adressage sur l'Internet

a) Chaque dispositif connecté à l'Internet est identifié par une adresse IP, qui sert à acheminer des paquets de données dans le monde entier par l'intermédiaire de l'Internet. Les adresses IP sont une ressource finie. La mise en oeuvre actuelle, à savoir la version 4 ou "IPv4", lancée le 1er janvier 1983, utilise 32 bits pour représenter les adresses, avec une limite totale théorique de 232 (4 milliards) d'adresses. Elle reste à ce jour la version la plus couramment utilisée. Si l'IPv4 limite le nombre d'adresses IP uniques à environ 4 milliards, il ne s'agit pas du nombre maximal de dispositifs qui peuvent être connectés à l'Internet au moyen de ce protocole. En fait, il n'existe pas de limite

 statique, étant donné que la plupart des dispositifs sont connectés à l'Internet par l'intermédiaire de réseaux privés qui leur assignent des adresses IP de manière dynamique, au moyen de protocoles tels que le protocole DHCP[[102]](#footnote-102) [source: [PayPal](http://www.itu.int/md/S12-WTPF13PREP-C-0039/fr)[[103]](#footnote-103)].

b) L'Autorité chargée de l'assignation des numéros Internet (IANA)[[104]](#footnote-104) assure un ensemble de fonctions techniques comprenant l'attribution aux Registres Internet régionaux (RIR), en fonction de leurs besoins, d'adresses IP provenant de la réserve mondiale d'adresses non attribuées. L'IANA a également pour tâche essentielle de réserver des adresses IP pour des usages techniques précis, tâche dont elle s'acquitte sous la direction de l'IETF. Citons à titre d'exemple l'attribution d'adresses pour la multidiffusion (Multicast), les techniques de transition reposant sur la tunnellisation, et les adresses à usage privé.

c) La croissance soutenue du nombre de dispositifs connectés à l'Internet a conduit à l'épuisement de la réserve mondiale d'adresses IPv4 gérée par l'IANA. En prévision de cet épuisement, l'IETF a élaboré en 1998 une nouvelle version – l'IPv6[[105]](#footnote-105) – qui permet d'augmenter considérablement l'espace d'adressage, puisqu'il utilise 128 bits pour représenter les adresses (ce qui fixe une nouvelle limite de 2128 adresses, soit environ 340 undécillions (1 undécillion = 1066). L'IANA a commencé à attribuer des blocs d'adresses IPv6 en 1999[[106]](#footnote-106), [[107]](#footnote-107). En février 2011, l'IANA a assigné les cinq derniers blocs d'adresses IPv4 disponibles aux cinq Registres Internet régionaux, ce qui a conduit à l'épuisement de la réserve mondiale d'adresses IPv4 de l'IANA.

d) Le passage en douceur du protocole IPv4 au protocole IPv6 constitue un enjeu de première importance à l'échelle mondiale. Cependant, le principal problème tient au fait que le protocole IPv6 et le protocole IPv4 ne sont pas compatibles au niveau de la Couche 3. Bien que l'on puisse utiliser les mêmes infrastructures, équipements, etc. pour le protocole IPv6, il faut déployer au niveau de la Couche 3 une pile modifiée qui prenne en charge les deux protocoles (IPv4 et IPv6) [source: discussions du Groupe ad hoc à la première réunion du GEI[[108]](#footnote-108)]. En outre, il faut modifier certaines applications (qui utilisent des littéraux d'adresses IP). La mise en oeuvre d'IPv6 a certes connu une progression relativement importante au cours des dernières années [source: [ARIN](http://www.itu.int/md/S12-WTPF13PREP-C-0012/en), [Etats‑Unis](http://www.itu.int/md/S12-WTPF13PREP-C-0019/en)[[109]](#footnote-109)][[110]](#footnote-110), mais, en termes de statistiques absolues, le déploiement de ce protocole demeure

 encore limité[[111]](#footnote-111) [source: [Algérie](http://www.itu.int/md/S12-WTPF13PREP-C-0021/en)[[112]](#footnote-112)] et l'on pourrait faire davantage pour encourager le déploiement d'IPv6 et le passage en douceur vers ce protocole. De l'avis de certains, les décideurs nationaux ainsi que l'ensemble des parties prenantes devraient faire du déploiement d'IPv6 un objectif prioritaire clairement défini, de manière à accélérer ce déploiement[[113]](#footnote-113). L'AMNT de 2008, la CMDT de 2010 et la Conférence de plénipotentiaires de 2010 ont adopté des Résolutions relatives à l'adressage IP, dans lesquelles l'accent est mis sur la nécessité de renforcer les capacités humaines et de mettre en place des activités de formation dans l'optique du déploiement des adresses IPv6.

e) Selon un certain point de vue, les nouvelles politiques d'attribution d'adresses IPv6 pourraient suivre la même approche que celles applicables au protocole IPv4, qui reposent sur le principe "premier arrivé, premier servi", à condition qu'il existe un besoin clairement "démontré". Selon un autre point de vue, il faut peut-être se préoccuper du choix d'une telle approche[[114]](#footnote-114), car cette politique a conduit à l'utilisation d'une grande partie de l'espace d'adressage IPv4, alors que les adresses IP constituent une ressource finie, et risque de pénaliser les derniers arrivants, en particulier les pays en développement. On peut opposer au point de vue précédent que l'espace d'adressage IPv6 est pratiquement inépuisable, de sorte qu'il sera possible d'éviter dans l'avenir les problèmes de déséquilibre [source: [ARIN](http://www.itu.int/md/S12-WTPF13PREP-C-0012/en), [Cisco](http://www.itu.int/md/S12-WTPF13PREP-C-0014/en)][[115]](#footnote-115) qui se sont posés par le passé, et que les politiques suivies actuellement par les Registres RIR en matière d'attribution sont tout à fait applicables au protocole IPv6. Les tenants de ce point de vue notent que les politiques relatives à l'adressage IPv6 sont appliquées depuis le début du processus, tandis que celles relatives à l'adressage IPv4 avaient été élaborées rétrospectivement [source: [Royaume-Uni](http://www.itu.int/md/S12-WTPF13PREP-C-0023/fr)[[116]](#footnote-116)]. Dans son [rapport de 2005](http://www.itu.int/wsis/wgig/docs/wgig-background-report.pdfhttp%3A/www.itu.int/wsis/wgig/docs/wgig-background-report.pdf), le Groupe de travail du SMSI sur la gouvernance de l'Internet (GTGI) a reconnu que la "gestion actuelle des numéros est une nécessité si l'on tient à assurer une répartition équitable des ressources et un accès pour tous dans l'avenir".

f) En outre, maintenant que l'IANA et l'APNIC ont épuisé leur réserve d'adressage IPv4 (respectivement en février 2011 et avril 2011), il est nécessaire, dans le cadre du passage actuel à l'IPv6, que les fournisseurs de services Internet utilisant l'IPv6 continuent d'utiliser l'IPv4, afin de permettre l'accès à la grande quantité de contenus[[117]](#footnote-117) uniquement disponibles dans la version IPv4 et de tenir compte des nombreux utilisateurs[[118]](#footnote-118) qui disposent uniquement de cette version (situation qui pourrait durer encore plusieurs années). C'est pourquoi, la disponibilité (ou la pénurie) d'adresses IPv4 demeure un thème d'actualité. Selon un autre point de vue, il reste une grande quantité d'espace d'adressage IPv4 et les politiques de transfert interrégionales permettront de limiter les éventuelles pénuries d'ici à ce que le passage à l'IPv6 ait pu atteindre un stade plus avancé [source: [PayPal](http://www.itu.int/md/S12-WTPF13PREP-C-0039/fr)[[119]](#footnote-119)]. Des politiques spéciales visant à réserver sur le long terme des blocs d'adresses IPv4 pour les nouveaux réseaux sont désormais entrées en vigueur [sources: [Cisco](http://www.itu.int/md/S12-WTPF13PREP-C-0014/en), [ISOC](http://www.itu.int/md/S12-WTPF13PREP-C-0015/en), [ARIN](http://www.itu.int/md/S12-WTPF13PREP-C-0012/en)[[120]](#footnote-120)] afin de permettre aux nouveaux réseaux d'avoir accès aussi bien à la version IPv4 qu'à la version IPv6 de l'Internet, en attendant que l'IPv6 ait été entièrement déployé.

g) L'épuisement des adresses IPv4 et le passage à l'IPv6 ont conduit à des suggestions selon lesquelles il était nécessaire de réformer la structure de la gestion des adresses IP, en vue de l'améliorer. Selon un certain point de vue, toute réforme devrait être entreprise dans le cadre des structures et des processus existants [source: [Royaume-Uni](http://www.itu.int/md/S12-WTPF13PREP-C-0013/en)[[121]](#footnote-121)][[122]](#footnote-122),[[123]](#footnote-123). Selon un autre point de vue, cette approche pourrait s'avérer insuffisante et de plus amples réformes seront peut-être nécessaires [source: [Algérie](http://www.itu.int/md/S12-WTPF13PREP-C-0021/en)[[124]](#footnote-124)][[125]](#footnote-125),[[126]](#footnote-126).

h) En ce qui concerne l'attribution des adresses IPv6, le Groupe IPv6 de l'UIT, créé par le Conseil de l'Union et placé sous l'égide du Directeur du Bureau du développement des télécommunications et du Directeur du Bureau de la normalisation des télécommunications, a conclu que "les politiques et procédures actuelles d'attribution des adresses IPv6 répondaient aux besoins des parties prenantes"[[127]](#footnote-127). Certains préconisent de mettre en place une utilisation rationnelle des adresses IPv6 dans toutes les régions, dans le cadre d'un renforcement de la fonction d'attribution des adresses IPv6 de l'UIT [source: [Russie](http://www.itu.int/md/S12-WTPF13PREP-C-0010/en), [Algérie](http://www.itu.int/md/S12-WTPF13PREP-C-0021/en)[[128]](#footnote-128)], tandis qu'un autre point de vue consiste à dire que les mécanismes actuels d'attribution des adresses IPv6 et les processus mis en oeuvre par les Registres Internet régionaux sont appropriés, et que l'on devrait avant tout rechercher des moyens d'encourager les parties prenantes concernées à adopter l'IPv6 [source: [Royaume-Uni](http://www.itu.int/md/S12-WTPF13PREP-C-0013/en)[[129]](#footnote-129)].

i) Au fur et à mesure que l'Internet évolue, les risques d'utilisation abusive de ses ressources augmentent. A la suite d'échecs d'acheminement et d'appels internationaux à une amélioration de la sécurité, des modifications importantes des politiques d'acheminement et d'adressage sur l'Internet sont en cours, afin d'y intégrer de nouvelles mesures propres à garantir une authentification sécurisée. L'infrastructure RPKI (Resource Public Key Infrastructure)[[130]](#footnote-130) est une

 technique de sécurisation qui serait utilisée afin de créer une hiérarchie de certificats numériques servant à authentifier les informations relatives aux adresses attribuées[[131]](#footnote-131). Ces certificats pourraient être utilisés par les fournisseurs de services Internet afin de sécuriser leurs annonces de de voies de routage et d'améliorer ainsi la sécurité du système d'acheminement mondial.

j) L'infrastructure RPKI permet aux utilisateurs de réseaux publics, tels que l'Internet, de vérifier l'authenticité des données d'enregistrement des ressources de numérotage de l'Internet qui ont été signées numériquement par l'expéditeur des données. En d'autres termes, l'infrastructure RPKI constitue un moyen sécurisé de certifier l'attribution des ressources de numérotage de l'Internet, en particulier les numéros des systèmes autonomes et les adresses IP. La structure du certificat reflète la manière dont sont distribuées les ressources de numérotage de l'Internet – l'IANA distribue ces ressources aux Registres Internet régionaux (RIR), qui les attribuent aux Registres Internet locaux (LIR), lesquels enfin assignent les ressources à leurs clients. Chaque Registre Internet régional publie sur son site web ses lignes directrices et processus relatifs à l'infrastructure RPKI [source: ISOC[[132]](#footnote-132)].

k) Selon un certain point de vue, une hiérarchie mondiale aussi rigide risquerait d'aboutir à une seule même ancre de confiance et, "si une infrastructure RPKI était utilisée, il est à craindre que cela nuise à la croissance, à la liberté et au fonctionnement démocratique qui caractérisent aujourd'hui l'Internet" [source: Nav6, Universiti Sains Malaysia[[133]](#footnote-133)]. Selon les responsables du projet de gouvernance de l'Internet élaboré par l'université de Syracuse[[134]](#footnote-134):

*"La solution proposée consiste essentiellement à essayer d'utiliser l'infrastructure RPKI afin d'établir un lien entre les certificats des ressources et les sources qui font autorité en matière d'attribution des ressources de l'Internet, à savoir l'ICANN et les Registres Internet régionaux. Cette solution pourrait modifier radicalement le rôle de gouvernance de ces entités."*

l) Un autre point de vue consiste à dire que, s'il est vrai que l'infrastructure RPKI est un outil d'authentification de données efficace, la décision de l'utiliser ou non reste à la discrétion des opérateurs de réseaux [sources: [ARIN](http://www.itu.int/md/S12-WTPF13PREP-C-0012/en), [ISOC](http://www.itu.int/md/S12-WTPF13PREP-C-0015/en)[[135]](#footnote-135)].

#### 2.3.3.3 Diffusion d'informations sur les réseaux IP et conséquences du développement de ces réseaux pour les Etats Membres de l'UIT, en particulier les pays en développement

a) La fourniture d'un accès ouvert et équitable aux ressources essentielles de l'Internet, en permettant l'adaptation de processus nationaux ou régionaux appropriés en matière de politiques générales, tout particulièrement pour les réseaux IP, et notamment en ce qui concerne le passage du protocole IPv4 au protocole IPv6 et le déploiement de ce protocole, les noms de domaine et leurs versions internationalisées, et la volonté de faire en sorte que les pays intensifient leurs activités de sensibilisation aux questions liées aux politiques publiques relatives à l'Internet, et notamment à la gouvernance de l'Internet, sont des enjeux fondamentaux pour les Etats Membres de l'UIT[[136]](#footnote-136).

b) Compte tenu de l'accélération du passage aux réseaux tout IP et de l'évolution des dispositions actuelles régissant la gouvernance de l'Internet, de nombreux pays en développement ont compris la nécessité de renforcer leurs capacités nationales et d'améliorer leur contribution et leur participation à la gestion et à la gouvernance efficaces de l'Internet[[137]](#footnote-137).

c) L'AMNT-08, la CMDT-10 et la Conférence de plénipotentiaires de 2010 ont adopté des Résolutions qui toutes mettent l'accent sur l'importance de la coordination et de la collaboration pour renforcer les capacités humaines et dispenser une formation en vue du déploiement des adresses IPv6 et du passage de l'IPv4 à l'IPv6.

d) Les participants des pays en développement et des PMA pourraient se trouver désavantagés en raison des coûts élevés et des capacités humaines requises pour participer à diverses instances mondiales, au sein desquelles sont examinées les questions techniques et les questions liées aux politiques publiques relatives à l'Internet[[138]](#footnote-138). On a souvent affirmé que cela constituait un obstacle à l'accès équitable à la participation au processus mondial de prise de décisions sur les questions se rapportant à l'Internet.

e) Pour permettre aux participants des pays en développement et des PMA de participer aux travaux de diverses instances mondiales au sein desquelles sont abordées les questions techniques et de politiques publiques ayant trait à l'Internet, divers programmes de renforcement des capacités sont en cours d'élaboration, en ce qui concerne notamment la participation à distance, les politiques de participation attrayantes, les bourses destinées à couvrir les frais de déplacement, et les méthodes de travail électroniques. Il conviendrait d'encourager de telles initiatives, et de les évaluer et de les revoir à intervalles réguliers, afin de favoriser un accès équitable à la participation à un processus mondial ouvert de prise de décisions sur les questions touchant à l'Internet.

f) Les organisations internationales compétentes reconnaissent l'importance de créer des conditions propices à une large participation des parties prenantes à leurs processus [source: [Nominet](http://www.itu.int/md/S12-WTPF13PREP-C-0024/fr)[[139]](#footnote-139)]. Parmi les organisations internationales qui se dotent d'initiatives visant à promouvoir la participation à distance, on peut citer le ccNSO [source: [Nominet](http://www.itu.int/md/S12-WTPF13PREP-C-0024/fr)[[140]](#footnote-140)], l'IETF et l'ISOC [source: [Etats‑Unis](http://www.itu.int/md/S12-WTPF13PREP-C-0033/fr)[[141]](#footnote-141)], et l'UIT.

### 2.3.4 Questions relatives aux politiques publiques internationales et gestion des ressources de l'Internet

#### 2.3.4.1 Domaines de premier niveau génériques (gTLD) dans le cadre du système DNS

a) Le système DNS (*Domain Name System*, système de noms de domaine) définit une structure hiérarchique des autorités de délégation chargées de la dénomination des domaines. La hiérarchie DNS, ordonnée de droite à gauche, est subdivisée en domaines de premier niveau (TLD), deuxième niveau (SLD), et ainsi de suite. Par exemple, dans l'adresse web de l'UIT "[www.itu.int](file:///%5C%5Cblue%5Cdfs%5Cpool%5CTRAD%5CF%5CLING%5CManouvrier%5CSG%5Cwww.itu.int)", le TLD est ".int" et le SLD est ".itu". Les TLD sont généralement classés dans deux groupes différents, à savoir les domaines de premier niveau génériques (gTLD) et les domaines de premier niveau de type code de pays (ccTLD)[[142]](#footnote-142).

b) A l'origine, il existait un seul gTLD appelé .arpa, auquel on a ajouté par la suite sept autres gTLD (.com, .org, .net, .gov, .edu, .mil et .int). En raison de l'accroissement de la demande de gTLD, plusieurs autres ont été ajoutés (.biz, .info, .aero, .coop, et .post) au système DNS. Ces nouveaux gTDL ont été ajoutés au système DNS sur la base de propositions soumises par l'ICANN au cours de périodes de candidatures précises, en 2000 et en 2003[[143]](#footnote-143). On compte aujourd'hui 22 gTLD fonctionnels[[144]](#footnote-144).

c) Le protocole ENUM définit une méthode permettant d'inscrire des indicatifs de pays conformes à la Recommandation UIT‑T E.164 dans le système DNS de l'Internet. Une zone spécifique sous le gTLD .arpa, à savoir "e164.arpa", a été attribuée en vue d'être utilisée avec les numéros E.164 du protocole ENUM. Par sa Résolution 133 (Rév. Guadalajara, 2010), la Conférence de plénipotentiaires reconnaît le rôle actuel et la souveraineté des Etats Membres de l'UIT en ce qui concerne l'attribution et la gestion de leurs ressources respectives de numérotage pour les codes de pays, conformément aux dispositions de la Recommandation UIT-T E.164[[145]](#footnote-145).

d) En 2005, l'ICANN a lancé un processus visant à élaborer les politiques et procédures nécessaires à la création d'un nombre illimité de nouveaux gTLD. En juin 2008, l'ICANN a annoncé sa nouvelle politique d'extension des gTLD, dans le cadre de laquelle toute entité du secteur public ou du secteur privé pourrait présenter une demande en vue de créer et d'exploiter un nouveau gTLD. L'ICANN a précisé à cet égard que déposer une demande en vue d'obtenir un nouveau gTLD n'était pas la même chose que d'acquérir un domaine de deuxième niveau (SLD) sur la base du principe "premier arrivé, premier servi". Les entités souhaitant obtenir un nouveau gTLD se verraient confier la gestion d'un registre consacré à ce nouveau gTLD, sur la base de leurs capacités techniques et financières et de leur engagement à mettre en oeuvre efficacement les politiques de l'ICANN. Au terme de plus de trois ans de préparation et de consultation, le Conseil d'administration de l'ICANN a adopté les règles du programme des nouveaux gTLD en juin 2011 [source: [Etats-Unis](http://www.itu.int/md/S12-WTPF13PREP-C-0033/fr)[[146]](#footnote-146)], et l'ICANN a lancé la première session de candidatures à l'obtention de nouveaux gTLD le 12 janvier 2012, session qui a pris fin le 30 mai 2012. Toute chaîne de caractères destinée à devenir un gTLD fait l'objet d'une candidature en ligne par l'intermédiaire du système de dépôt de candidature en ligne de l'ICANN, et du versement d'un droit d'évaluation de 185 000 USD destiné à couvrir les dépenses liées au processus d'évaluation.

e) L'extension de l'espace alloué aux nouveaux gTLD devrait, selon les attentes, fournir une plate‑forme pour les noms de domaine de villes et les noms de domaine géographiques et internationalisés, pour ne citer que quelques exemples de chaînes de caractères pouvant constituer des noms de domaine de premier niveau. Elle vise à permettre aux exploitants des nouveaux gTLD de créer et de mettre à la disposition des utilisateurs des noms de domaines dans des langues et des scripts autochtones, appelés noms domaine internationalisés (IDN), outre les nouveaux gTLD à base de caractères ASCII ou latins [source: [Etats-Unis](http://www.itu.int/md/S12-WTPF13PREP-C-0033/fr)[[147]](#footnote-147)]. Selon un autre point de vue, l'extension du système de noms de domaine pourrait, par exemple, permettre aux entreprises de s'identifier suivant leur secteur ou leur communauté [source: [Nominet](http://www.itu.int/md/S12-WTPF13PREP-C-0024/fr)[[148]](#footnote-148)].

f) Des préoccupations se sont fait jour concernant l'ampleur et la portée de l'extension des gTLD, la transparence du processus d'évaluation des coûts utilisé pour la détermination des droits d'enregistrement[[149]](#footnote-149) et les risques pour l'intérêt du public et la protection des consommateurs et des entreprises[[150]](#footnote-150). D'après le Guide de candidature gTLD de l'ICANN, le nombre de demandes de nouveau gTLD n'est assujetti à aucune limite. Toutefois, l'ICANN s'est engagée à ce qu'au plus 1 000 nouveaux gTLD soient ajoutés à la racine chaque année, conformément aux résultats des études de faisabilité sur la mise à l'échelle de la zone racine[[151]](#footnote-151) [source: [Etats-Unis](http://www.itu.int/md/S12-WTPF13PREP-C-0033/en)[[152]](#footnote-152)].

g) Des discussions ont également eu lieu au sujet de l'incidence des nouveaux gTLD sur la concurrence sur le marché des gTLD. Selon un certain point de vue, par exemple, on risque d'assister à la création d'une multitude de monopoles sur le marché des nouveaux gTLD[[153]](#footnote-153), due en particulier aux problèmes de participations croisées pour les registres et les bureaux d'enregistrement[[154]](#footnote-154), tandis que d'un autre point de vue, les nouveaux gTLD représentent une étape importante en vue d'augmenter la concurrence sur le marché des noms de domaine[[155]](#footnote-155). Une autre source de préoccupation potentielle est liée aux modalités actuelles du système DNS, dont on craint qu'elles entraînent une insuffisance de la concurrence sur le marché des noms de domaine en général[[156]](#footnote-156). Avant le lancement du programme des nouveaux gTLD, l'ICANN a mené deux études qui indiquent que les mesures associées à la première série de nouveaux gTLD fourniront des informations importantes en ce qui concerne la concurrence ainsi que d'autres facteurs économiques[[157]](#footnote-157) [source: [Etats-Unis](http://www.itu.int/md/S12-WTPF13PREP-C-0033/fr)[[158]](#footnote-158)].

h) Il existe également des préoccupations quant aux incidences d'une multiplication des nouveaux gTLD pour les titulaires de marques déposées ou les détenteurs de droits, en particulier ceux des pays en développement, qui pourraient être contraints d'assumer les coûts élevés liés à la lutte contre une éventuelle multiplication des cybersquatteurs exploitant un nombre illimité de nouveaux gTLD[[159]](#footnote-159). Par exemple, étant donné que le nom de domaine est généralement utilisé dans l'URL du site web d'une entreprise ou d'une organisation, il y a davantage de chances que les usurpateurs de marque déposée utilisent de nouveaux gTLD avec des noms de marque déposée ou des noms similaires qui risquent de conduire les utilisateurs et les consommateurs vers des sites web détournés ("hameçonnage") ou vers des sites web de sociétés concurrentes ("profiteurs"). En conséquence, il faudra peut-être que le détenteur du nom de domaine enregistré "www.A.com" enregistre le même nom de domaine dans tous les autres gTLD, par exemple "A.info", "A.biz", "A.mobi" et "A.(tous les autres nouveaux gTLD)" pour protéger le nom de la marque déposée "A". Concernant la proposition visant à déployer simultanément des gTLD multilingues (IDN), un point de vue consiste à dire que les candidats seront peut-être dans l'obligation de payer plusieurs fois les droits d'enregistrement pour plusieurs noms de domaine dans différentes langues, ce qui pourrait représenter une charge financière importante, en particulier pour les candidats des pays en développement[[160]](#footnote-160).

i) Le Guide de candidature de l'ICANN contient de nouveaux mécanismes de protection des droits visant à traiter certains de ces sujets de préoccupations[[161]](#footnote-161) [source: [Etats-Unis](http://www.itu.int/md/S12-WTPF13PREP-C-0033/fr)[[162]](#footnote-162)], dont un bureau central des marques déposées et un système de suspension rapide uniforme pour résoudre les différends à mesure qu'ils surviennent. Cependant, certains affirment que des difficultés subsistent sur le plan politique[[163]](#footnote-163). La protection contre les risques d'utilisation trompeuse des noms et sigles d'organisations intergouvernementales (IGO) a été citée comme exemple, et des discussions sont en cours concernant la manière de répondre à cette situation. Au sein de l'ICANN, on reconnaît que les droits des gouvernements ou des autorités publiques, s'agissant des droits de l'Etat souverain ou du territoire qu'ils représentent, ne sauraient être limités ou conditionnés par d'éventuelles procédures mises en place par l'ICANN concernant les nouveaux gTLD et que, à ce titre, l'ICANN devrait éviter les noms de pays, de territoire ou de lieu et les dénominations de langues ou de peuples à caractère national, territorial ou régional, sauf en cas d'accord avec les gouvernements ou administrations concernés[[164]](#footnote-164).

j) Compte tenu des préoccupations relatives à la concurrence, à la protection des consommateurs, à la sécurité et aux marques déposées, l'ICANN s'est engagée, à l'issue de la première session de candidatures pour les nouveaux gTLD, à examiner dans quelle mesure l'introduction ou l'extension des gTLD aura permis de promouvoir la concurrence, la confiance et le choix des consommateurs, ainsi qu'à évaluer les effets (a) du processus de candidature et d'évaluation, et (b) des garanties mises en place afin d'atténuer les problèmes liés à l'introduction et à l'extension[[165]](#footnote-165). L'ICANN prévoit d'organiser un nouvel examen de la manière dont elle aura mis en oeuvre les engagements précédents deux ans après le premier, qui sera mené par des volontaires issus de la communauté, la composition de l'équipe d'examen étant établie conjointement par le Président du GAC et le Président et Directeur général de l'ICANN[[166]](#footnote-166). Ces examens pourraient offrir à la communauté multi‑parties prenantes internationale, y compris aux pouvoirs publics, l'occasion de formuler des commentaires sur le programme des nouveaux gTLD et d'y apporter des améliorations[[167]](#footnote-167) [source: [Etats-Unis](http://www.itu.int/md/S12-WTPF13PREP-C-0033/fr)[[168]](#footnote-168)].

#### 2.3.4.2 Domaines de premier niveau de type code de pays (ccTLD) dans le cadre du système DNS

a) En vertu du *Plan d'action du SMSI* (2003), les pouvoirs publics sont invités "à gérer ou superviser, selon le cas, leurs noms de domaine respectifs de premier niveau correspondant à des codes de pays". Tout engagement de cette nature devrait se fonder sur la législation et les politiques nationales pertinentes. Il est recommandé aux pouvoirs publics de se concerter avec leurs parties prenantes au niveau local en ce qui concerne les modalités de collaboration avec le registre de ccTLD [source: [Groupe ad hoc, deuxième réunion du GEI](http://www.itu.int/md/S12-WTPF13PREP-C-0040/en)[[169]](#footnote-169)].

b) Conformément aux principes et lignes directrices du GAC pour la délégation et l'administration des domaines de premier niveau de type code de pays, il convient d'établir les politiques relatives aux ccTLD au niveau local, à moins qu'il puisse être mis en évidence que cette question a des incidences au niveau mondial et qu'il est nécessaire de la traiter dans un cadre international. La plupart des questions de politique relatives aux ccTLD sont de nature locale et devraient par conséquent être prises en charge par les groupes de parties prenantes locaux conformément à la législation nationale [source: [Groupe ad hoc, deuxième réunion du GEI](http://www.itu.int/md/S12-WTPF13PREP-C-0040/en)[[170]](#footnote-170)].

c) Un domaine ccTLD est généralement utilisé ou réservé pour représenter un nom de pays, de territoire ou de région présentant un intérêt géographique. Ses subdivisions sont identifiées dans la norme ISO 3166‑1[[171]](#footnote-171), et sont représentées par deux caractères US-ASCII. Les deux lettres choisies pour chaque ccTLD sont extraites directement de la liste ISO 3166‑1 ou de la liste des éléments de code Alpha-2 réservés définis par l'Agence de maintenance ISO 3166.

d) L'IANA est chargée de déléguer ou de redéléguer la gestion de chaque ccTLD à un administrateur approprié, mais n'exerce aucune responsabilité quant aux inscriptions figurant dans la liste ISO 3166-1. A partir de la liste des ccTLD, l'autorité sur chaque ccTLD est déléguée à un administrateur responsable de l'exploitation du domaine et des politiques qui s'y rapportent.

e) Etant donné que les ccTLD sont fondés sur un "territoire", les débats sur les ccTLD portent souvent sur la relation entre une chaîne TLD et un "territoire" (conformément à la liste ISO 3166-1). Plus précisément, on pourrait se demander si une chaîne TLD correspond exactement au territoire figurant dans la liste ISO 3166-1, si le ccTLD représente clairement le nom du territoire, combien de ccTLD sont possibles pour un seul territoire inscrit dans la liste, et ainsi de suite[[172]](#footnote-172). Par exemple, le Royaume-Uni de Grande-Bretagne et d'Irlande du Nord a toujours utilisé le codet "UK" comme ccTLD, codet qui, selon le tableau de décodage ISO 3166-1, lui est réservé à titre exceptionnel, plutôt que le codet "GB", qui lui est officiellement attribué. Le domaine ".gb" reste délégué au gouvernement du Royaume-Uni, et ne peut être attribué à aucun autre pays. Par ailleurs, le codet AX (*Åland, Îles*)a été réservé à la demande de la Finlande et le codet FX (*France, Métropolitaine*) l'a été à la demande de la France[[173]](#footnote-173).

f) Le processus de délégation ou de redélégation d'un ccTLD se déroule en plusieurs étapes et comprend de nombreux acteurs différents, qui interviennent dans l'ordre suivant[[174]](#footnote-174), [[175]](#footnote-175):

i) un nouvel opérateur proposé, qui demande un nom dans un ccTLD;

ii) l'opérateur en place, qui confirme que le changement est approprié, en cas de demande de redélégation;

iii) dans de nombreux cas, il est demandé à un gouvernement national associé au ccTLD de vérifier, en tant qu'organisation dont relève la demande, que la redélégation bénéficie du soutien approprié;

iv) les parties bénéficiant du ccTLD, qui doivent démontrer qu'elles appuient la demande et que celle-ci satisfait aux intérêts et aux besoins de la communauté locale de l'Internet;

v) l'IANA, qui joue le rôle de coordonnateur et analyse la demande, notamment en étudiant les aspects détaillés de cette demande, en soumettant une recommandation au Conseil d'administration de l'ICANN et en donnant suite à la demande, si celle-ci est approuvée;

vi) le Conseil d'administration de l'ICANN, qui examine la recommandation de l'IANA et statue sur la question de savoir s'il y a lieu de donner suite à la demande;

vii) enfin, le Gouvernement des Etats-Unis, qui évalue un rapport relatif à la demande établi par l'IANA.

g) Le potentiel des ccTLD sur le plan socio-économique est de plus en plus largement reconnu. Par ailleurs, le nombre de demandes de redélégation de ccTLD a régulièrement augmenté [source: [Royaume‑Uni](http://www.itu.int/md/S12-WTPF13PREP-C-0013/en)[[176]](#footnote-176)]. Certains relèvent que des problèmes se sont fait jour à propos du rôle de l'autorité nationale chargée de déléguer et d'administrer les ccTLD[[177]](#footnote-177). En fait, certains gouvernements ont fait appel au système des Nations Unies en vue de récupérer leurs propres ccTLD ou ont essayé d'utiliser leur législation nationale pour récupérer des ccTLD auprès de gestionnaires de ccTLD en titre. A titre d'exemple, la demande de redélégation du ccTLD ".so" a été acceptée par le Conseil d'administration de l'ICANN en février 2009. Dans la norme ISO 3166-1, le TLD ".so" est utilisé pour désigner la Somalie, mais le TLD ".so" a été affecté initialement en 1997 à la société World Class Domains, qui est basée aux Etats-Unis. La demande de redélégation du TLD ".so" a été soumise par l'UIT, et le TLD ".so" a été redélégué au Ministère des postes et télécommunications du Gouvernement fédéral de transition de Somalie en 2009[[178]](#footnote-178).

h) Conformément à l'*Agenda de Tunis*, les Etats Membres représentent les intérêts de la population du pays ou territoire pour lequel il y a eu délégation d'un ccTLD[[179]](#footnote-179). Le paragraphe 63 de l'*Agenda de Tunis* dispose que "les pays ne devraient pas intervenir dans des décisions relatives au domaine de premier niveau correspondant au code de pays (ccTLD) d'un autre pays", et que "leurs intérêts légitimes, tels qu'ils sont exprimés et définis par chaque pays, de diverses manières, en ce qui concerne les décisions relatives à leurs ccTLD doivent être respectés, défendus et traités dans un cadre et au moyen de mécanismes souples et améliorés".

#### 2.3.4.3 Sécurité du système DNS

a) Au départ, le système d'adressage de l'Internet, ou système DNS, n'a pas été conçu dans l'optique de la sécurité. Par conséquent, il existe des failles de sécurité qui rendent ce système vulnérable aux menaces que constituent, par exemple, les attaques de l'homme du milieu (une tierce partie malveillante intercepte une requête, envoie une fausse réponse et redirige l'utilisateur vers son propre site) et l'empoisonnement de cache (introduction de fausses données DNS dans le cache des serveurs de noms DNS). Ces failles peuvent être exploitées afin de rediriger le trafic Internet vers des sites frauduleux et des adresses indésirables, ce qui ouvre la voie à des pratiques telles que l'usurpation d'identité et l'hameçonnage, l'écoute clandestine des communications, la fourniture d'informations trompeuses ou l'introduction de logiciels malveillants [source: [Nominet](http://www.itu.int/md/S12-WTPF13PREP-C-0024/fr)[[180]](#footnote-180)]. Ces attaques mettent à mal la confiance des utilisateurs de l'Internet.

b) Pour la fourniture de certaines applications et de certains services, les considérations relatives à la sécurité peuvent n'avoir qu'un caractère limité, tandis que d'autres nécessitent des cadres de confiance et des mécanismes de sécurité qu'on ne trouve pas dans les protocoles Internet de base. Le fonctionnement d'une vaste classe d'applications et de services fait appel à l'utilisation de certificats de confiance (Rec. UIT‑T X.509) afin d'établir l'identité de ces applications et services lors de communications sur des canaux sécurisés, tels que les protocoles SSL (Secure Sockets Layer)[[181]](#footnote-181) et TLS (Transport Layer Security)[[182]](#footnote-182), bien que l'utilisation des certificats de sécurité ait suscité quelques problèmes [source: [PayPal](http://www.itu.int/md/S12-WTPF13PREP-C-0039/fr)[[183]](#footnote-183)]. A cet égard, il a été demandé d'améliorer les normes, d'élaborer de bonnes pratiques et de définir des procédures d'exploitation. La confiance dans l'écosystème des certificats nécessite la confiance dans toutes les parties du système, le niveau de confiance tenant compte uniquement du maillon le plus faible de la chaîne. Compte tenu de leur position centrale au sein de la structure de sécurité de l'Internet, les certificats et, en particulier, leur délivrance, nécessitent une collaboration et une coopération internationales afin de garantir que les entités qui les délivrent appliquent les normes les plus élevées et qu'elles fonctionnent conformément à des principes et à des règles reconnus.

c) Un ensemble d'extensions de sécurité du système DNS, appelé protocole DNSSEC, qui permet d'authentifier l'origine des données DNS et d'en valider l'intégrité, a été élaboré[[184]](#footnote-184) à l'intention des clients du système DNS. Ce mécanisme fournit une garantie supplémentaire du fait qu'une entité de réponse (serveur de noms) est bien ce qu'elle prétend être.

d) Le protocole DNSSEC facilite la fourniture de signatures cryptographiques, qui permettent aux parties qui l'utilisent de vérifier l'authenticité des réponses DNS. Le processus de résolution garantit "l'authentification de l'origine des données DNS" en créant une "chaîne de confiance" ininterrompue. Caractéristique essentielle de cette chaîne de confiance, chaque zone "parent" est garante de ses zones "enfants". Si la chaîne d'authentification est rompue en quelque endroit que ce soit en raison d'une réponse d'une entité non reconnue, alors la résolution pour l'adresse correspondante échoue.

e) Pour pouvoir fonctionner, la "chaîne de confiance" du protocole DNSSEC doit avoir une origine unique de confiance (à la racine), c'est-à-dire une ancre de confiance à laquelle les utilisateurs puissent se fier et à partir duquel la chaîne de confiance puisse être établie. Pour remplir cette condition, il est nécessaire de créer, d'utiliser et de gérer des clés cryptographiques. Le Département du commerce des Etats-Unis a établi qu'il convenait de répartir la gestion des clés racines entre les partenaires qui géraient actuellement la zone racine, à savoir l'opérateur des fonctions de l'IANA (l'ICANN) et l'entité responsable de la gestion de la zone racine (Verisign). De manière plus précise, l'ICANN est responsable de la clé de signature de clé (KSK), et Verisign (organisme privé) de la clé de signature de zone (ZSK). La clé KSK est la clé fondamentale qui est requise pour signer à intervalles réguliers la clé ZSK, laquelle permet ensuite de signer la zone racine. L'ICANN est également responsable de la publication de l'ancre de confiance [source: [Etats‑Unis](http://www.itu.int/md/S12-WTPF13PREP-C-0024/fr)[[185]](#footnote-185)].

f) Si d'aucuns émettent des réserves quant aux dispositions prises pour assurer cette fonction essentielle[[186]](#footnote-186), [[187]](#footnote-187), [[188]](#footnote-188), d'autres ont indiqué avoir confiance dans les dispositions et les processus mis en place, expliquant que la National Telecommunication Industry Association (NTIA, Etats‑Unis), l'ICANN et VeriSign s'étaient concertés avec les communautés du nommage et de la sécurité pour que les processus soient "transparents, soumis à un audit indépendant et efficaces" [sources: [Royaume-Uni](http://www.itu.int/md/S12-WTPF13PREP-C-0013/en), [ISOC](http://www.itu.int/md/S12-WTPF13PREP-C-0015/en)[[189]](#footnote-189)]. Les tenants de ce point de vue notent que la gestion de la clé KSK par l'ICANN repose sur l'implication directe des parties prenantes au niveau mondial, avec la participation de 21 "représentants de confiance de la communauté" (TCR). Les représentants TCR sont des experts issus de 17 pays de localisation géographique variée, qui jouent un rôle de premier plan dans le processus de génération, de sauvegarde et de signature, en vue de garantir la neutralité, la transparence et la sécurité [source: [Etats-Unis](http://www.itu.int/md/S12-WTPF13PREP-C-0024/fr)[[190]](#footnote-190)].

### 2.3.5 Rôle des Administrations des Etats Membres dans la gestion des noms de domaine (multilingues) internationalisés[[191]](#footnote-191)

a) Dans sa Résolution 133 (Rév. Guadalajara, 2010), la Conférence de plénipotentiaires a reconnu les points i) à xi) suivants en ce qui concerne la gestion des noms de domaine (multilingues) internationalisés:

i) Le Sommet mondial sur la société de l'information (SMSI) a pris un engagement dans l'*Agenda de Tunis* pour la société de l'information en vue de faire progresser l'adoption du multilinguisme dans un certain nombre de secteurs, par exemple, les noms de domaine, les adresses de courrier électronique, les adresses Internet et la recherche par mot clé.

ii) Il est nécessaire de promouvoir des serveurs racine régionaux (voir le § 2.3.5.2) et l'utilisation de noms de domaine internationalisés, afin de surmonter les obstacles linguistiques à l'accès à l'Internet.

ii) Etant donné les progrès constants de l'intégration des télécommunications et de l'Internet et le fait que les internautes sont généralement plus à l'aise lorsqu'ils lisent ou consultent des textes rédigés dans leur propre langue, pour être plus largement accessible à un grand nombre d'utilisateurs, l'Internet (système de noms de domaine) doit être mis à disposition dans des alphabets non latins, compte tenu des progrès accomplis récemment à cet égard.

iv) Compte tenu des résultats du SMSI, il faudrait s'efforcer d'oeuvrer assidûment à rendre l'Internet multilingue, dans le cadre d'un processus multilatéral, transparent et démocratique, associant les gouvernements et toutes les parties prenantes, dans leurs rôles respectifs.

v) Le système actuel des noms de domaine ne reflète pas pleinement les besoins linguistiques différents et croissants de tous les utilisateurs.

vi) Les noms de domaine Internet internationalisés, et plus généralement les TIC et l'Internet, doivent être largement accessibles à tous les habitants du monde, sans considération de sexe, de race, de religion, de pays de résidence ou de langue.

vii) Les noms de domaine Internet ne doivent privilégier aucun pays ou aucune région du monde au détriment des autres et doivent tenir compte de la diversité des langues dans le monde.

viii) Compte tenu des résultats du SMSI et des besoins des groupes linguistiques, il faut d'urgence:

• faire progresser l'adoption du multilinguisme dans un certain nombre de secteurs, par exemple, les noms de domaine, les adresses de courrier électronique et la recherche par mot-clé;

• mettre en oeuvre des programmes permettant la présence de noms de domaine et de contenus multilingues sur l'Internet et d'utiliser divers modèles logiciels pour faire face au problème de la fracture numérique linguistique et assurer la participation de tous à la nouvelle société qui se fait jour;

• renforcer la collaboration entre les organismes concernés, afin de poursuivre l'élaboration de normes techniques et de faciliter leur mise en oeuvre dans le monde entier.

ix) Les questions de propriété intellectuelle et de mise en service des noms de domaine internationalisés posent plusieurs problèmes pour lesquels des solutions adaptées devraient être recherchées.

x) Les rôles joués par l'Organisation mondiale de la propriété intellectuelle (OMPI) en ce qui concerne le règlement des différends en matière de noms de domaine et par l'Organisation des Nations Unies pour l'éducation, la science et la culture (UNESCO) en ce qui concerne la promotion de la diversité et de l'identité culturelles, de la diversité linguistique et des contenus locaux sont reconnus. Il est également reconnu que l'UIT travaille en étroite collaboration tant avec l'OMPI qu'avec l'UNESCO.

xi) Il est indispensable de conserver une interopérabilité à l'échelle mondiale, alors que les noms de domaine s'élargissent à des jeux de caractères non latins.

b) Si la nécessité et l'importance de l'Internet multilingue sont reconnues de tous, il existe des divergences quant au caractère d'urgence que revêt actuellement la nécessité de faire progresser l'adoption du multilinguisme et de mettre en oeuvre des programmes à cet égard. Selon un certain point de vue, la mise en place des noms de domaine internationalisés (IDN) dans le système DNS (voir le § 2.3.5.1) avance très vite dans le cadre du processus actuel mis en place par l'ICANN et, par conséquent, ce processus permet de faire face à l'urgence reconnue auparavant [source: [Royaume‑Uni](http://www.itu.int/md/S12-WTPF13PREP-C-0013/en)[[192]](#footnote-192)]. D'après un autre point de vue, bien que l'utilisation des noms IDN soit possible, des efforts restent à faire en ce qui concerne la recherche par mot-clé. Les tenants de ce point de vue soulignent également que la mise en oeuvre actuelle des noms IDN consiste "en réalité à faire une retouche à un système reposant sur les caractères ASCII et que le système DNS ne reflètera convenablement le multilinguisme que lorsque celui-ci sera pris en charge en natif par le système" [sources: [Arabie saoudite et Soudan](http://www.itu.int/md/S12-WTPF13PREP-C-0017/en), [Algérie](http://www.itu.int/md/S12-WTPF13PREP-C-0021/en)[[193]](#footnote-193)]. La mise en oeuvre des noms IDN figurant dans les documents RFC 5890, 5891, 5892, 5893 et 5894, et dans les documents d'information RFC 3743, 4185 et 4690, qui ont été élaborés sur la base de la série de normes Unicode (ISO/CEI 10646), est essentiellement une retouche[[194]](#footnote-194). Cependant, d'autres affirment qu'il ne s'agit pas d'une retouche au système de noms de domaine en caractères ASCII (de la même façon que les protocoles IPV6 et DNSSEC ne sont pas des retouches), qu'il n'est pas possible de mettre en place une prise en charge "en natif" pour les noms IDN sans causer de perturbations aux serveurs de noms, aux serveurs de résolution et aux clients, et que tout script peut être pris en charge et codé de manière à tenir dans un nom de domaine en caractères ASCII, puisqu'il n'existe pas réellement de restrictions en la matière [source: [Nominet](http://www.itu.int/md/S12-WTPF13PREP-C-0024/fr)[[195]](#footnote-195)].

c) Les efforts menés actuellement visent avant tout à élaborer des normes, des technologies et des pratiques permettant de faire en sorte que des noms IDN interopérables soient pris en charge par l'Internet sans bloquer ou interrompre le fonctionnement des serveurs racine et de leurs miroirs, des autres serveurs de résolution du système DNS, et des services au niveau application [source: [PayPal](http://www.itu.int/md/S12-WTPF13PREP-C-0039/fr)[[196]](#footnote-196)].

#### 2.3.5.1 Noms de domaine internationalisés (IDN) dans le cadre du système DNS

a) Au départ, la zone racine du système DNS ne pouvait comprendre qu'un ensemble de caractères conformes au code américain ASCII ou des caractères de l'alphabet latin. Ce n'est plus le cas aujourd'hui du fait de l'introduction de noms IDN grâce auxquels les noms de domaine de premier niveau peuvent être composés de caractères de différents alphabets (par exemple, alphabet arabe, chinois, cyrillique ou coréen), les internautes pouvant ainsi avoir accès à des noms de domaine dans leur propre langue.

b) L'adoption du multilinguisme dans le système DNS grâce aux noms IDN progresse considérablement depuis 2010. Grâce à la procédure accélérée ccTLD IDN approuvée par le Conseil d'administration de l'ICANN à sa réunion annuelle tenue à Séoul (Corée) en octobre 2009, les pays et les territoires ont pu soumettre à l'ICANN des demandes d'enregistrement de ccTLD IDN représentant les noms de leurs pays ou territoires respectifs dans des alphabets utilisant des caractères autres que les caractères ASCII.

c) La mise en oeuvre des noms IDN dans le programme des nouveaux noms de domaine de premier niveau génériques (gTLD) et la mise en oeuvre des ccTLD IDN posent des problèmes complexes, par exemple en ce qui concerne la définition de politiques applicables aux alphabets que les registres peuvent accepter, le type et le nombre de caractères composant la chaîne, etc.[[197]](#footnote-197)

d) En juin 2012, les demandes de 30 pays ou territoires avaient donné lieu à une évaluation de chaîne positive. Sur ces 30 pays ou territoires, 21 (représentés par 31 ccTLD IDN) bénéficient d'une délégation dans la zone racine du système DNS et les autres s'apprêtent à déposer ou ont déjà déposé une demande de délégation pour leur chaîne[[198]](#footnote-198).

#### 2.3.5.2 Serveurs racine régionaux

a) Le système DNS associe à des ordinateurs des adresses IP comportant des noms de domaine significatifs sur le plan sémantique. Lorsqu'un utilisateur tape l'adresse "www.itu.int", le système DNS résout cette adresse de droite à gauche en allant tout d'abord sur un serveur racine ("."), qui fournit un renvoi vers un serveur de noms ".int", lequel fournit à son tour un renvoi vers un serveur de noms "itu.int". En l'espèce, un serveur de noms racine est un serveur DNS qui répond à des demandes concernant la zone racine du système DNS, et fournit des renvois pour des noms relevant d'un certain TLD à des serveurs de noms de ce TLD. Actuellement, douze opérateurs exploitent treize serveurs racine dont les noms sont spécifiés sous la forme "letter.root-servers.net", où la valeur de "letter" va de A à M. Les serveurs A, C, E, F, G, I, J, K, L et M sont maintenant présents en de multiples endroits sur différents continents pour permettre un service décentralisé[[199]](#footnote-199).

Tableaux 2 – Opérateurs et serveurs racine

| Serveur | Opérateur | Emplacement | Nombre d'instances |
| --- | --- | --- | --- |
| A | VeriSign, Inc. | Réparti grâce à la technologie "anycast"  | 6 |
| B | Information Sciences Institute  | Marina Del Rey, Californie (Etats‑Unis d'Amérique) | 1 |
| C | Cogent Communications | Réparti grâce à la technologie "anycast"  | 6 |
| D | Université du Maryland | College Park, Maryland (Etats‑Unis d'Amérique) | 1 |
| E | Centre de recherche Ames de la NASA | Réparti grâce à la technologie "anycast"  | 12 |
| F | Internet Systems Consortium, Inc. | Réparti grâce à la technologie "anycast"  | 49 |
| G | Centre d'information de réseau du Département de la Défense des Etats-Unis | Réparti grâce à la technologie "anycast"  | 6 |
| H | Laboratoire de recherche de l'armée des Etats-Unis | Réparti sur le territoire des Etats‑Unis grâce à la technologie "anycast"  | 2 |
| I | Netnod (ex-Autonomica) | Réparti grâce à la technologie "anycast"  | 43 |
| J | VeriSign, Inc. | Réparti grâce à la technologie "anycast"  | 70 |
| K | RIPE NCC | Réparti grâce à la technologie "anycast"  | 18 |
| L | ICANN | Réparti grâce à la technologie "anycast"  | 121 |
| M | WIDE Project  | Réparti grâce à la technologie "anycast"  | 6 |

b) Ces douze opérateurs gèrent le système utilisé pour publier la zone racine dont l'administration relève de l'IANA et pour laquelle la signature cryptographique est mise au point et distribuée par VeriSign, qui est chargé de tenir à jour la zone racine.

c) Sur le plan géographique, seuls trois opérateurs de serveur racine ont leur siège administratif en dehors des Etats-Unis (aux Pays-Bas, en Suède et au Japon). Néanmoins, la majorité des opérateurs de serveur racine ont déployé partout dans le monde des copies miroir des serveurs racine existants, si bien qu'on compte à présent 341 instances de serveurs racine et de miroirs. Par exemple, bien que son siège soit en Californie (Etats-Unis d'Amérique), l'ICANN fournit le service correspondant au serveur L ROOTSERVERS.NET en utilisant des copies miroir (instances) situées à 112 emplacements dans 49 pays.

d) Selon un certain point de vue, la répartition géographique des serveurs racine du système DNS (et de leurs miroirs) est inégale[[200]](#footnote-200). La Figure 3 montre la disparité entre la répartition géographique des serveurs racine et la répartition des internautes dans le monde, tandis que la Figure 4 montre leur implantation. Par la Résolution 133 (Rév. Guadalajara, 2010) de la Conférence de plénipotentiaires, les membres de l'UIT ont souligné la nécessité de promouvoir les serveurs racine régionaux. Cependant, un autre point de vue consiste à dire que le ratio du "nombre d'utilisateurs par serveur racine" n'est pas nécessairement significatif. En raison de la nature des réseaux et des concepts de relation d'homologue à homologue, d'acheminement et de sélection des serveurs DNS, il est tout simplement impossible de garantir que, par exemple, les internautes se trouvant en Australie utiliseront nécessairement les serveurs racine situés physiquement dans ce pays [source: [Nominet](http://www.itu.int/md/S12-WTPF13PREP-C-0024/fr)[[201]](#footnote-201)]. Les serveurs racine représentent le sommet de la chaîne de délégation, qui est mise en cache pendant environ deux jours en moyenne. Les internautes utilisent le serveur de cache de leur fournisseur de services Internet, et doivent se trouver à proximité de ce serveur (du point de vue de la topologie du réseau). Par ailleurs, la mise en cache par préemption permet de réduire la probabilité que surviennent de longs temps de latence. L'ensemble des serveurs racine continue de croître en permanence [source: [Nominet](http://www.itu.int/md/S12-WTPF13PREP-C-0024/fr)[[202]](#footnote-202)].

e) Les tenants de ce point de vue notent que le système existant a démontré qu'il permettait d'améliorer la répartition des serveurs racine, et qu'il n'est pas nécessaire pour atteindre cet objectif de modifier la structure administrative du système des serveurs racine en revoyant l'attribution de la responsabilité des serveurs racine existants ou en en créant de nouveaux [source: [Royaume‑Uni](http://www.itu.int/md/S12-WTPF13PREP-C-0013/en)[[203]](#footnote-203)].

Figure 3 – Répartition géographique des emplacements des serveurs racine
du système DNS et des internautes, 2011[[204]](#footnote-204)

Répartition géographique des emplacements des serveurs racine (à gauche) et des internautes (à droite)
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**Figure 4 – Répartition géographique des serveurs racine
du système DNS et de leurs miroirs[[205]](#footnote-205)**
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**2.3.6** Les gouvernements jouent un rôle important dans la structure de l'ICANN par l'intermédiaire du Comité consultatif gouvernemental (GAC), qui fournit des avis à l'ICANN sur des questions de politiques publiques, en particulier dans les cas où il peut y avoir une interaction entre les activités ou les politiques de l'ICANN et les législations nationales ou les accords internationaux[[206]](#footnote-206).

a) Selon les Règlements de l'ICANN, les avis du GAC sur les questions de politiques publiques doivent être dûment pris en considération, autant pour ce qui est de la formulation que de l'adoption de politiques par le Conseil d'administration de l'ICANN. Au cas où le Conseil d'administration de l'ICANN décide de prendre des mesures qui ne sont pas conformes avec l'avis du GAC, il doit en informer le GAC et exposer les raisons pour lesquelles il a décidé de ne pas se conformer à cet avis[[207]](#footnote-207). Le Président du GAC joue le rôle de chargé de liaison sans droit de vote au Conseil d'administration de l'ICANN [source: [Etats-Unis](http://www.itu.int/md/S12-WTPF13PREP-C-0033/fr)[[208]](#footnote-208)].

b) L'adhésion au GAC est ouverte à tous les gouvernements nationaux et économies distinctes reconnus comme tels par les instances internationales. Par ailleurs, les organisations gouvernementales multinationales et les organisations régies par un traité peuvent rejoindre le GAC en tant qu'observateurs [source: [Royaume-Uni](http://www.itu.int/md/S12-WTPF13PREP-C-0023/fr)[[209]](#footnote-209)]. Actuellement, le GAC compte 114 pays membres et 27 observateurs[[210]](#footnote-210).

c) Selon un certain point de vue, le rôle du GAC est limité en raison de son statut d'organe consultatif. En outre, certains ont noté qu'il existait plusieurs obstacles à une plus grande intégration du GAC dans le processus d'élaboration des politiques multi-parties prenantes, notamment des malentendus concernant son rôle en tant qu'organisation de représentants d'Etats-nations [source: [Royaume-Uni](http://www.itu.int/md/S12-WTPF13PREP-C-0023/fr)[[211]](#footnote-211)]. Selon un autre point de vue, un renforcement des échanges entre le GAC, le Conseil d'administration de l'ICANN et d'autres membres de la communauté de l'ICANN, pourrait permettre de lever ces malentendus [source: [Etats-Unis](http://www.itu.int/md/S12-WTPF13PREP-C-0033/fr)[[212]](#footnote-212)].

d) Il est arrivé en certaines occasions que le Conseil d'administration de l'ICANN ne demande pas l'avis du GAC ou le rejette, alors que les questions à l'étude avaient des incidences en matière de politiques publiques[[213]](#footnote-213). Le Conseil d'administration de l'ICANN et le GAC ont mené des efforts conjoints afin de parvenir à donner au GAC un plus grand rôle dans la structure de l'ICANN[[214]](#footnote-214), efforts qui ont été poursuivis par l'Equipe d'examen de la responsabilité et de la transparence (ATRT)[[215]](#footnote-215) [source: [Etats-Unis](http://www.itu.int/md/S12-WTPF13PREP-C-0033/fr)[[216]](#footnote-216), [[217]](#footnote-217)]. Plusieurs recommandations figurent dans le rapport publié en 2011 par Groupe de travail commun (JWG) au Conseil d'administration de l'ICANN et au GAC.

# 3 Conclusion

Le présent projet de Rapport du Secrétaire général au FMPT-13, dans lequel sont reprises les contributions des Etats membres et des Membres des Secteurs de l'UIT, vise à offrir une base de discussion aux participants à ce Forum. Ce rapport sera l'unique document de travail du Forum et traitera avant tout de questions-clés, sur lesquelles il serait souhaitable de parvenir à des conclusions (Décision 562 du Conseil à sa session de 2011).

Annexe A

Liste de projets d'Avis

A ce jour, six projets d'Avis ont été reçus et brièvement examinés à la deuxième réunion du GEI. Ils feront l'objet d'un examen plus approfondi à la troisième réunion du GEI:

• Projet d'Avis [1] du Royaume d'Arabie saoudite "Pour la participation de toutes les parties prenantes à la gouvernance de l'Internet", reçu le 1er octobre 2012 et disponible à l'adresse: [www.itu.int/md/S12-WTPF13PREP-C-0027/en](http://www.itu.int/md/S12-WTPF13PREP-C-0027/en).

• Projet d'Avis [2] du Royaume d'Arabie saoudite et des Emirats arabes unis "Pour l'adoption du protocole IPv6 et une gestion rigoureuse du passage du protocole IPv4 au protocole IPv6", reçu le 1er octobre 2012 et disponible à l'adresse: [www.itu.int/md/S12-WTPF13PREP-C-0028/en](file:///%5C%5Cblue%5Cdfs%5Cpool%5CTRAD%5CF%5CLING%5CManouvrier%5CSG%5Cwww.itu.int%5Cmd%5CS12-WTPF13PREP-C-0028%5Cen).

• Projet d'Avis [3] du Royaume d'Arabie saoudite "Pour la mise en oeuvre du processus de renforcement de la coopération", reçu le 1er octobre 2012 et disponible à l'adresse: [www.itu.int/md/S12-WTPF13PREP-C-0029/en](http://www.itu.int/md/S12-WTPF13PREP-C-0029/en).

• Projet d'Avis [4] du Royaume-Uni de Grande-Bretagne et d'Irlande du Nord "Pour le renforcement des capacités aux fins du déploiement du protocole IPv6", reçu le 5 octobre 2012 et disponible à l'adresse: [www.itu.int/md/S12-WTPF13PREP-C-0034/en](http://www.itu.int/md/S12-WTPF13PREP-C-0034/en).

• Projet d'Avis [5] du Royaume-Uni de Grande-Bretagne et d'Irlande du Nord "Pour l'utilisation des points d'échange Internet (IXP) comme solution à long terme pour développer la connectivité", reçu le 5 octobre 2012 et disponible à l'adresse: [www.itu.int/md/S12-WTPF13PREP-C-0035/en](http://www.itu.int/md/S12-WTPF13PREP-C-0035/en).

• Projet d'Avis [6] du Royaume-Uni de Grande-Bretagne et d'Irlande du Nord "Pour des communications inclusives pour tous", reçu le 5 octobre 2012 et disponible à l'adresse: [www.itu.int/md/S12-WTPF13PREP-C-0035/en](http://www.itu.int/md/S12-WTPF13PREP-C-0035/en).

Annexe B

Liste des acronymes

AMNT Assemblée mondiale de normalisation des télécommunications

AP-CERT Equipe d'intervention en cas d'urgence informatique de l'Asie-Pacifique

APEC Coopération économique Asie-Pacifique

APNIC Asia-Pacific Network Information Centre

ARIN American Registry for Internet Numbers

ARPANET Advanced Research Projects Agency Network

AS Système autonome

BGRI Groupe de travail de mise en oeuvre des recommandations du CA-GAC

ccTLD Domaine de premier niveau de type code de pays

CMDT Conférence mondiale de développement des télécommunications

DNS Système de noms de domaine

DNSSEC Extensions de sécurité du système de noms de domaine

DoD Département de la défense des Etats-Unis

GTC Groupe de travail du Conseil de l'UIT

GTC-Internet Groupe de travail du Conseil sur les questions de politiques publiques internationales relatives à l'Internet

FIND Programme "Future Internet Design"

FIRE Initiative européenne "Recherche et expérimentation sur l'Internet de demain"

FIRST Forum des équipes d'intervention et de sécurité en cas d'incident

FMPT Forum mondial des politiques de télécommunication/TIC

GAC Comité consultatif gouvernemental

GEI Groupe d'experts informel

GENI Global Environment for Network Innovations

GGE Groupe d'experts gouvernementaux de l'Assemblée générale des Nations Unies

gTLD Domaine de premier niveau générique

IANA Autorité chargée de l'assignation des numéros Internet

ICANN Société pour l'attribution des noms de domaine et numéros sur l'Internet

IDN Nom de domaine internationalisé

IETF Groupe d'étude sur l'ingénierie Internet

IGF Forum sur la gouvernance de l'Internet

IGO Organisations intergouvernementales

IIC Connectivité Internet internationale

INR Ressources de numérotage de l'Internet

IP Protocole Internet

IPv4 Version 4 du Protocole Internet

IPv6 Version 6 du Protocole Internet

IPTV Télévision IP

ISOC Internet Society

ISP Fournisseurs de services Internet

IXP Points d'échange Internet

JWG Groupe de travail commun au Conseil d'administration de l'ICANN et au GAC

KSK Clé de signature de clé

MAAWG Groupe de travail contre l'utilisation abusive des messageries

NASA National Aeronautics and Space Administration

NGN Réseau de prochaine génération

NICT National Institute of ICT du Japon

NSF National Science Foundation des Etats-Unis

NTIA National Telecommunication Industry Association des Etats-Unis

NWGN Initiative japonaise de recherche-développement NWGN (NeW Generation Network)

OCDE Organisation de coopération et de développement économiques

OMPI Organisation mondiale de la propriété intellectuelle

OTT Over The Top

PIB Produit intérieur brut

PMA Pays les moins avancés

PME Petite ou moyenne entreprise

QoS Qualité de service

RIPE Réseaux IP Européens

RIR Registre Internet régional

RPKI Resource Public Key Infrastructure

SLD Domaine de deuxième niveau

SMSI Sommet mondial sur la société de l'information

TCP/IP Protocole de commande de transmission/protocole Internet

TIC Technologies de l'information et de la communication

TLD Domaine de premier niveau

TVIP Télévision à Protocole Internet

UIT Union internationale des télécommunications

UIT-T Secteur de la normalisation des télécommunications de l'UIT

UNESCO Organisation des Nations Unies pour l'éducation, la science et la culture

VoIP Protocole de transmission de la voix par Internet

WIDE Projet WIDE (Widely Integrated Distributed Environment)

WGIG Groupe de travail sur la gouvernance de l'Internet

W3C World Wide Web Consortium

ZSK Clé de signature de zone
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