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This document is the updated Issues List for WG5. 

1. Issues List Structure

What is sometimes referred to as the “Terms of Reference” and the “Living List” is combined into a single table, the ‘Issues List’, consisting of 4 columns as shown below:

	Item Number
	Status
	Item Description
	Reference(s)

	1
	Open
	Identifying HN specific issues in DHCP operation.
	C526

	2
	Close
	QoS mechanism based on HGI
	

	3
	Close
	Access Gateway based on HGI
	

	4
	Close
	Remote management based on HGI
	

	5
	Open
	Home Network requirements
	Annex C

	6
	Open
	Home Network QoS operation
	Annex D

	7
	Open
	DHCP operation
	Annex E

	
	
	
	


· The ‘Item Number’ uniquely identifies an issue for quick reference.

· The ‘Status’ of an issue shall be either ‘Open (date)’, ‘Agreed (resolution date)’ or 'Closed (resolution date)'.

· An issue may become partially resolved at some point in time. In this case, it shall be split apart. The unresolved part of the issue shall keep the original item number and Open status. The resolved part of the issue shall use the same number with an added numerical suffix (e.g., “9.1”) and shall have the status ‘Agreed (resolution date)’.

· The ‘Item Description’ delineates an issue as follows:

· ‘Open’ issues, which generally address what the issue is, shall be formatted as questions.

Example: “Should the IPTV Architecture allow for the utilization of Internet protocols and standards?”
·  ‘Agreed (resolution date)’ issues, which generally address how the issue has been resolved, can be categorized as general ‘goals’ or ‘requirements’, or as ‘specific actions’.

· Goals shall be identified by using the words ‘that ... should ...’ in the delineation of an issue.

Example: “that the IPTV Architecture should allow for the utilization of Internet protocols and standards”.

· Requirements shall be identified by using the words ‘that ... shall ...’ in the delineation of an issue.

Example: “that the IPTV Architecture shall allow for the utilization of Internet protocols and standards”.

· Specific actions shall be identified by using the words ‘to adopt ... ’ in the delineation of an issue. These are generally for adopting referenced text.

Examples:
“to adopt (doc #) as the initial working text for the IPTV Architecture 




document”




“to adopt the text of (doc #) as the text for section y.y of the IPTV 




Architecture document”.

· 'Closed (resolution date)' issues are those that will no longer be considered, either because it has been explicitly agreed to no longer consider them, or because they have been superseded by other agreements and are no longer pertinent.

· The ‘Reference(s)’ is a list of meeting contribution numbers that address a particular issue.

For contributions that have been submitted “for information only”:

· references to existing open issues are shown in parentheses

· references to agreed issues are not shown

OPEN issues will automatically be CLOSED after 3 meetings of inactivity. CLOSED issues will be deleted from the Issues List after one meeting cycle.
Annex C

Remote management based on HGI

9
Remote management
9.1
Management Architecture

Note1 – Baseline material: Clause 5.4 (HGI)

Note2 – The management architecture including NW side entities such as RMS and ACS should be aligned with WG1 and WG4.

Note3 – Figure 11 and 12(HGI) should be revised.

9.1.1
Device Management
Note1 – Baseline material: Clause 5.4.1 (HGI)

Note2 – Figure 13, 14, 15 and 16 should be revised.

Note3 – Table 2 shows some categories such as D, U, CD and so on for terminal device from the viewpoint of remote management capability. The relevant category for IPTV-TD should be discussed.

9.1.2
QoS Management
Note – Baseline material: Clause 5.4.2 (HGI)

9.1.3
Security Management
Note1 – Baseline material: Clause 5.4.3 (HGI)

Note2 – Security management should be aligned with WG3.

9.1.4
Software Management and Upgrade

Note – Baseline material: Clause 5.4.4 (HGI)

9.1.5
Performance Monitoring and Diagnostics & Troubleshooting
Note – Baseline material: Clause 5.4.5 (HGI)

9.1.6
Local Management Application

Note1 – Baseline material: Clause 5.4.6 (HGI)

Note2 – Figure 17 should be revised.

9.2
Management requirement

The IPTV TD shall support an IP-based bi-directional communication including a software updating mechanism for remote management.
Editor’s Note – The above sentence is a original text contained in clause 9.1 of FG IPTV-DOC-0069.

Note – Baseline material: Clause 6.5(HGI)

9.2.1
Northbound Interfaces
Note1 – Baseline material: Clause 6.5.1(HGI)

Note2 – R214 and R215 are defined as mandatory items in HGI document.  Further study is needed.

Note3 – R214: Further study is needed on the interface for HG/ACS.  Alignment with WG1 and WG4 should be discussed.

R214: “The HG/ACS communication interface MUST comply with all the mandatory requirements of the CWMP protocol v1 as defined in TR-069 [1].”
9.2.2
RMS Requirements
Note1 – Baseline material: Clause 6.5.2(HGI)

Note2 – R216, R217, R220, R221, R223 and R223 are defined as mandatory items in HGI document.  Further study is needed.
9.2.3
General HG configuration and management
Note1 – Baseline material: Clause 6.5.3(HGI)

Note2 – R225, R226, R227, R229, R230. R231, R232, R233 and R234 are defined as mandatory items in HGI document.  Further study is needed.

9.2.4
Definition of the data model supported
Note1 – Baseline material: Clause 6.5.4(HGI)

Note2 – R235, R236, R237 and R238 are defined as mandatory items in HGI document.  Further study is needed.

9.2.5
Diagnostics, notifications and alarms
Note – Baseline material: Clause 6.5.5(HGI)

9.2.5.1
Notifications and logging
Note – Baseline material: Clause 6.5.5.1(HGI)

9.2.5.1.1
Mechanisms
Note1 – Baseline material: Clause 6.5.5.1.1(HGI)

Note2 – R239, R240 and R241 are defined as mandatory items in HGI document.  Further study is needed.

9.2.5.1.2
Mechanisms
Note1 – Baseline material: Clause 6.5.5.1.2(HGI)

Note2 – R242, R243, R244 and R245 are defined as mandatory items in HGI document.  Further study is needed.
9.2.5.2
Statistics and Diagnostics
Note – Baseline material: Clause 6.5.5.2(HGI)

9.2.5.2.1
Mechanisms
Note1 – Baseline material: Clause 6.5.5.2.1(HGI)

Note2 – R246 and R247 are defined as mandatory items in HGI document.  Further study is needed.
9.2.5.2.2
Defined diagnostics and statistics
Note1 – Baseline material: Clause 6.5.5.2.2(HGI)

Note2 – R248, R250, R251 and R252 are defined as mandatory items in HGI document.  Further study is needed.

9.2.6
End device management
Note – Baseline material: Clause 6.5.6(HGI)

9.2.6.1
Device Identification
Note1 – Baseline material: Clause 6.5.6.1(HGI)

Note2 – R254, R257, R258, R259, R260, R261, R262, R263, R264, R266, R267, R268, R269, R270, R271, R273, R274, R275 and R276 are defined as mandatory items in HGI document.  Further study is needed.

9.2.6.2
Activity discovery and Database management
Note1 – Baseline material: Clause 6.5.6.2(HGI)

Note2 – R277, R278, R279, R280, R281, R282, R283, R284, R285, R286, R287, R288, R289, R290,and R291 are defined as mandatory items in HGI document.  Further study is needed.

9.2.7
Local HG management user interface
Note – Baseline material: Clause 6.5.7(HGI)

9.2.7.1
General
Note1 – Baseline material: Clause 6.5.7.1(HGI)

Note2 – R293, R294, R296, R297 and R299 are defined as mandatory items in HGI document.  Further study is needed.

9.2.7.2
Design guidelines
Note1 – Baseline material: Clause 6.5.7.2(HGI)

Note2 – R300 and R302 are defined as mandatory items in HGI document.  Further study is needed.

9.2.7.3
Operator Portal User Interface link
Note1 – Baseline material: Clause 6.5.7.3(HGI)

Note2 – R305 and R306 are defined as mandatory items in HGI document.  Further study is needed.

9.2.7.4
Contents and functionality
Note1 – Baseline material: Clause 6.5.7.4(HGI)

Note2 – R308, R309, R310 and R311 are defined as mandatory items in HGI document.  Further study is needed.
9.2.8
Firmware management and updates
Note1 – Baseline material: Clause 6.5.8(HGI)

Note2 – R312 is defined as mandatory items in HGI document.  Further study is needed.

9.2.8.1
General

Note – Baseline material: Clause 6.5.8.1(HGI)

Note2 – R313, R314 and R315 are defined as mandatory items in HGI document.  Further study is needed.

9.2.8.2
Software upgrades
Note1 – Baseline material: Clause 6.5.8.2(HGI)

Note2 – R316, R317, R319, R320, R321 and R322 are defined as mandatory items in HGI document.  Further study is needed.

9.2.8.3
Configuration

Note1 – Baseline material: Clause 6.5.8.3(HGI)

Note2 – R323, R324, R325, R326 and R327 are defined as mandatory items in HGI document.  Further study is needed.

9.2.8.4
User Interaction
Note1 – Baseline material: Clause 6.5.8.4(HGI)

Note2 – R329 is defined as mandatory items in HGI document.  Further study is needed.

9.2.9
Security management
Note – Baseline material: Clause 6.5.9(HGI)

9.2.9.1
Firewall management
Note1 – Baseline material: Clause 6.5.9.1(HGI)

Note2 – R330, R331, R332, R333, R334, R335 and R336 are defined as mandatory items in HGI document.  Further study is needed.

9.2.9.2
Application Layer Gateway Management
Note1 – Baseline material: Clause 6.5.9.2(HGI)

Note2 – R337, R338 and R339 are defined as mandatory items in HGI document.  Further study is needed.

9.2.10
End-device recommendations
Note1 – Baseline material: Clause 6.5.10(HGI)

Note2 – R340, R341, R342, R343, R344, R345 and R346 are defined as mandatory items in HGI document.  Further study is needed.
Annex C

Home Network requirements

6.2.2.1.1
Requirements for Classification of packets received upon the WAN ingress

	N°
	Requirement

	R103

-> LL
	Access GW MUST be able to classify packets based upon IP destination address.

	R104

-> LL
	Access GW MUST provide a configurable IP destination subnet mask, so that classification is performed only upon the network prefix bits of the IP destination address. 

	R105

-> LL
	Access GW MUST be able to classify packets based upon IP source address.

	R106

-> LL
	Access GW MUST provide a configurable IP source subnet mask, so that classification is performed only upon the network prefix bits of the IP source address.

	R107

-> LL
	Access GW MUST be able to classify packets based upon the DSCP field.

	R108

-> LL
	Access GW MUST be able to classify packets based upon the Protocol field in the IP header (e.g. ICMP, IGMP, TCP, UDP, …).

	R109

-> LL
	Access GW MUST be able to classify packets based upon source TCP/UDP port number or range of port numbers. Port numbers may be either statically configured or determined dynamically within Access GW. This specification does not specify methods for dynamic determination of port number. This could be done, for example, by use of application layer logic. 

	R110

-> LL
	Access GW MUST be able to classify packets based upon destination TCP/UDP port number or range of port numbers. Port numbers may be either statically configured or determined dynamically within Access GW
. This specification does not specify methods for dynamic determination of port number. This could be done, for example, by use of application layer logic.


6.2.2.1.3
Requirements for Multi-field Classification packets received on the LAN ingress ports

	N°
	Requirement

	R128

-> LL
	Access GW MUST be able to classify packets based upon the LAN type (Ethernet, Wi-Fi, etc.)

	R129

-> LL
	Access GW SHOULD be able to classify packets based upon physical port.

	R130

-> LL
	Access GW MUST be able to classify packets based upon MAC source address

	R131

-> LL
	Access GW MUST have a configurable MAC source address mask, so that classification is performed only upon bit fields within the MAC source address determined by this source address mask.

	R132

-> LL
	Access GW MUST be able to classify packets based upon Wi-Fi SSID

	R133

-> LL
	Access GW MUST be able to classify packets based upon MAC destination address

	R134

-> LL
	Access GW MUST have a configurable MAC destination address mask, so that classification is performed only upon bit fields within the MAC destination address determined by this destination address mask.

	R135

-> LL
	Access GW MUST be able to classify packets based upon IP destination address

	R136

-> LL
	Access GW MUST provide a configurable IP destination subnet mask, so that classification is performed only upon the network bit field within the IP destination address as determined by this destination subnet mask.

	R137

-> LL
	Access GW MUST be able to classify packets based upon IP source address

	R138

-> LL
	Access GW MUST provide a configurable IP source subnet mask, so that classification is performed only upon the network bit field within the IP source address as determined by this source subnet mask. 

	R139

-> LL
	Access GW MUST be able to classify packets based upon DSCP.

	R140

-> LL
	Access GW MUST be able to classify packets based upon the Protocol field in the IP Header (e.g. ICMP, IGMP, TCP, UDP,…).

	R141

-> LL
	Access GW MUST be able to classify packets based upon source TCP/UDP port number or range of port numbers. Port numbers may be either statically configured or determined dynamically Within Access GW. This specification does not specify methods for dynamic determination of port number. This could be done, for example, by use of an application layer logic.

	R142

-> LL
	Access GW MUST be able to classify packets based upon destination TCP/UDP port number or range of port numbers. Port numbers may be either statically configured or determined dynamically within Access GW. This specification does not specify methods for dynamic determination of port number. This could be done, for example, by use of an application layer logic.


6.2.2.1.3.1Requirements for Classification of packets received on the LAN ingress using information determined by DHCP Options 60, 61, and 77

	N°
	Requirement

	R146

-> LL
	Access GW MUST be able to interpret DHCP option 60 messages received on LAN ports and associate a vendor class ID with a source IP address so that the source IP address can be used as a classification parameter. 

	R147

-> LL
	Access GW MUST be able to interpret DHCP option 60 messages received on LAN ports and associate a vendor class ID with a source MAC address so that the source MAC address can be used as a classification parameter.

	R148

-> LL
	Access GW MUST be able to interpret DHCP option 61 messages received on LAN ports and associate a client identifier with a source IP address so that the source IP address can be used as a classification parameter.

	R149

-> LL
	Access GW MUST be able to interpret DHCP option 61 messages received on LAN ports and associate a client identifier with a source MAC address so that the source MAC address can be used as a classification parameter.

	R150

-> LL
	Access GW MUST be able to interpret DHCP option 77 messages received on LAN ports and associate a user class ID with a source IP address so that the source IP address can be used as a classification parameter.

	R151

-> LL
	Access GW MUST be able to interpret DHCP option 77 messages received on LAN ports and associate a user class ID with a source MAC address so that the source MAC address can be used as a classification parameter.


6.2.2.3.3
Requirements for Classification Rule Sets
	N°
	Requirement

	R167

-> LL
	Access GW MUST support a minimum of 32  concurrent rules for  WAN_Rule_Set_1

	R168

-> LL
	Access GW MUST support a minimum of 32 concurrent rules for LAN_Rule_Set_1

	R169

-> LL
	Access GW MUST support a minimum of 16 concurrent rules for LAN_Rule_Set_2

	R170

-> LL
	Access GW MUST support a minimum of 16 concurrent rules for LAN_Rule_Set_3


6.2.2.6
Dropping/Congestion Management (-> LL)

The congestion manager monitors the buffer resource consumption by tracking the depth of each class queue for each out-going port.  The congestion manager will either permit or deny the packet from being enqueued into the class queue based on the Random Early Discard algorithm.

The following requirements pertain to congestion management functions in Access GW.

	N°
	Requirement

	R179
	Access GW MUST support Random Early Discard (RED) for the upstream queues and the LAN egress queues 

	R180
	The operation of the RED function in either direction MUST be configurable from the ACS for each queue

	R181
	Access GW MUST support the RED function to be disabled in either direction.

	R182
	Access GW MUST allow independent configuration of the maximum threshold parameter for RED in each direction

	R183
	Access GW MUST allow independent configuration of the minimum threshold parameter for RED in each direction

	R184
	Access GW MUST allow independent configuration of the w_q (weighting factor) parameter for RED in each direction

	R185
	Access GW MUST allow independent configuration of the maximum probability parameter for RED in each direction


Editor’s Note – The above text is imported from clause 6.4.6 of HGI document.

6.6.1.2
Access Gateway Functionalities: block diagram
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Figure 6-7 Access GW functional blocks ( -> LL)

Annex D

QoS operation in Home Network

6.2.2.5.1
Overall Mappings (Appendix)

6.2.2.5.1.1
Access GW Egress Markings (Appendix)

 Table 6-1shows the correspondence between HGI service classes and the default DSCP or layer 2 markings applied by Access GW to packets as they are emitted onto the LAN side.
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Table 6-1 Correspondence between Service Classes and HG Egress Markings

Editor’s Note – The above text is imported from clause 6.4.5.1.1 of HGI document.

6.2.2.5.2
Integrated Access Devices

The following requirements pertain to the use of priority markings for integrated wireless or powerline access devices within Access GW.

	N°
	Requirement

	R178
	If both layer 2 and layer 3 egress markings are used, the marking action associated with the classification rules SHOULD be configured so that layer 2 and layer 3 markings follow the correspondence with service classes as shown in Table 6-2.


Editor’s Note – The above text is imported from clause 6.4.5.2 of HGI document.

6.2.2.7.3
Example of Queuing Configuration (Appendix)

Table 6-2 provides an example of a queuing configuration that may be configured in Access GW.

	Direction
	Purpose
	Scheduling into Port

	Upstream
	Voice
	Strict Priority (highest)

	Upstream
	Video
	Strict Priority (next)

	Upstream
	Temporary Voice
	W1 Weighted Round Robin

	Upstream
	Premium Data, GPRS Data, Game Data
	W2 Weighted Round Robin

	Upstream
	Best Effort Data
	W3 Weighted Round Robin

	
	
	

	Downstream
	Managed Services
	Strict Priority (highest)

	Transit
	LAN streaming
	Strict Priority (next)

	Downstream
	Best Effort Data
	W2 Weighted Round Robin


Table 6-2 Example of Queuing Configuration
Editor’s Note – The above text is imported from clause 6.4.7.3 of HGI document.

6.2.2.9
Bridging devices within IP-HN-S and IP-HN-P
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Table 6-5 Correspondence between Service Classes and Infrastructure Device Markings ( -> Appendix)
Editor’s Note – The above text is imported from clause 6.4.9.2 of HGI document.

6.2.2.9.1
End devices (-> Appendix)

Table 6-6 shows the correspondence between service classes and the default DSCP and layer 2 markings applied to packets by end devices (IPTV-TD and HN-TD) within IP-HN-P and IP-HN-S.
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Table 6-6 Correspondence between Service Classes and End Device Markings
Editor’s Note – The above text is imported from clause 6.4.9.3 of HGI document.

6.2.2.9.3.1
Informative notes on IPTV-TD and VoIP Client Devices (-> Appendix)

The following notes pertain to IPTV-TD deployed within the home network and not integrated within Access GW.

· The outgoing packets from IPTV-TD should have their DSCP bits configurable to conform to the “Upstream Video” category in.

The default DSCP markings for outgoing packets from the IPTV-TD should conform to the “Upstream Video” category in Table x.

The following notes pertain to VoIP client devices deployed within the home network and not integrated within Access GW.

· The outgoing packets from the VoIP Client Device should have their DSCP bits configurable.

The default DSCP marking for outgoing voice packets from the VoIP client device should conform to the  “Upstream Voice” category in Table 6-6.

Editor’s Note – The above text is imported from clause 6.4.9.3.1 of HGI document.

Annex E

DHCP operation

3.9 Issue of 6.6.4.1
Support of routed model and extensions WAN side
This clause corresponds to clause 6.3.1(HGI)

Comment on R68, R69 and R70 – These requirements specify the DHCP options supported by a DHCP client residing in the Access Gateway (Home Gateway).  These options are summarised below.  Some of these options may not be necessary for IPTV service. Further study is needed.

Table-2 – A list of DHCP options specified for DHCP client in Access Gateway by HGI document

	Option code
	Requirement

(MUST/SHOULD/MAY)
	Note/Comment

	0 Padding
	MAY
	Not specific to IPTV

	1 Subnet Mask
	MUST
	Not specific to IPTV

	2 Timer Offset
	MAY
	Not specific to IPTV

	3 Default Gateway
	MUST
	Not specific to IPTV

	6 Domain Server
	MUST
	Not specific to IPTV

	7 SysLog Servers
	SHOULD
	Related to NW side function

	12 Host Name
	MAY
	Not specific to IPTV

	15 Domain Name
	MAY
	Not specific to IPTV

	33 Classful Static Route
	MAY
	Not specific to IPTV

	42 NTP Server
	MAY
	Related to NW side function. The distribution of time information to Access Gateway needs to be studied.

	43 Vendor Specific Information
	MAY
	Clarification on the use of this code is needed.

	50 Requested IP Address
	MUST
	Not specific to IPTV

	51 Lease Time
	MUST
	Not specific to IPTV

	53 DHCP Message Type
	MAY
	Not specific to IPTV

	54 DHCP Server Identifier
	MAY
	Not specific to IPTV

	55 Parameter Request List
	MAY
	Not specific to IPTV

	56 DHCP Notification Message
	MAY
	Not specific to IPTV

	58 Renewal time
	MAY
	Not specific to IPTV

	59 rebind time
	MAY
	Not specific to IPTV

	60 Vendor Class Identifier
	MUST
	Clarification on the use of this code is needed.

	61 Client Identifier
	MUST
	Clarification on the use of this code is needed.

	66 TFTP Server Name
	MAY
	Related to NW side function

	67 Boot Filename
	MAY
	Related to NW side function

	77 User Class
	SHOULD
	Not specific to IPTV

	121 Classless Static Route
	MAY
	Not specific to IPTV

	125 Vendor Specific Information
	MUST
	Clarification on the use of this code is needed.

	255 End Option
	MAY
	Not specific to IPTV


3.11 Issue of 6.6.4.2.3
LAN-side DHCP requirements
This clause corresponds to clause 6.3.2.3(HGI)

Comment on R81 and R82 – These requirements state a local DHCP server at Access Gateway as mandatory.  The relationship NW side functionality needs to be studied.

R81: “A LAN side DHCP server MUST be available on the HG.”
R82: “The HG MUST support a means to remotely configure its own DHCP server”
Comment on R83 and R84 – These requirements specify the DHCP options supported by a DHCP server residing in the Access Gateway (Home Gateway).  These options are summarised below.  Some of these options may not be necessary for IPTV service. Further study is needed.

Table-3 – A list of DHCP options specified for local DHCP server in Access Gateway by HGI document

	Option code
	Requirement

(MUST/SHOULD/MAY)
	Note/Comment

	0 Padding
	MUST
	Not specific to IPTV

	1 Subnet Mask
	MUST
	Not specific to IPTV

	3 Default Gateway
	MUST
	Not specific to IPTV

	6 Domain Server
	MUST
	Not specific to IPTV

	12 Host Name
	MUST
	Not specific to IPTV

	15 Domain Name
	MUST
	Not specific to IPTV

	42 NTP Server
	MUST
	Related to NW side function. The distribution of time information to Access Gateway needs to be studied.

	43 Vendor Specific Information
	MUST
	Clarification on the use of this code is needed.

	50 Requested IP Address
	MUST
	Not specific to IPTV

	51 Lease Time
	MUST
	Not specific to IPTV

	53 DHCP Message Type
	MUST
	Not specific to IPTV

	54 DHCP Server Identifier
	MUST
	Not specific to IPTV

	55 Parameter Request List
	MUST
	Not specific to IPTV

	56 DHCP Notification Message
	MUST
	Not specific to IPTV

	58 Renewal time
	MUST
	Not specific to IPTV

	59 rebind time
	MUST
	Not specific to IPTV

	60 Vendor Class Identifier
	MUST
	Used for QoS management. (See R146 and R147)

	61 Client Identifier
	MUST
	Used for QoS management. (See R148 and R149)

	66 TFTP Server Name
	SHOULD
	Related to NW side function

	77 User Class
	MUST
	Used for QoS management. (See R150 and R151)

	125 Vendor Specific Information
	MUST
	Clarification on the use of this code is needed.

	255 End Option
	MUST
	Not specific to IPTV


________________
� This specification does not specify methods for dynamic determination of port number. This could be done, for example, by use of an ALG.
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