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Abstract 
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1 Introduction 
This document provides a high level architectural framework for end-to-end systems’ 
implementation and interoperability for the supporting network design. This will serve as 
reference architecture for the Internet Protocol Television (IPTV) functional specifications to be 
defined in separate IPTV Interoperability Forum (IIF) Specification documents. As such, the 
defined architecture is sufficiently explicit in terms of the identified components and the 
interfaces between them. 


The specification identifies which components interface with each other and takes into 
consideration the architecture scaling from local to regional and national service offerings.   


2 Scope 
The architecture is developed in response to the requirements identified in the ATIS-0800002, 
Architecture Requirements [1].  At first priority, this specification accounts for all the high priority 
services slated to be addressed during Phase 1, in the Section 3 service priorities table of the 
ATIS-0800003, IPTV Roadmap [2], however it takes into consideration future services. Future 
revisions of this document may be generated to address the later phasing from the ATIS-
0800003, IPTV Roadmap.   


3 Abbreviations 


 
ABNF Augmented Backus-Nauer Form 


ADA Americans with Disabilities Act 


AM Amplitude Modulation 


ANI Application-to-Network Interface 


ARU Automatic Response Unit 


ASI Asynchronous Serial Interface 


ARCH TF Architecture Task Force 


ATIS Alliance for Telecommunications Industry Solutions 


ATU-C ADSL Transmission Unit, Central office 


ATU-I  ADSL Transmission Unit, Intermediate 


ATU-R  ADSL Transmission Unit, Remote 


A/V Audio/Video 


BNF Backus-Nauer Form 


BPON Broadband PON 


BSS Business Support System 


CBF Charging and Billing Functions 


CDR Charging Data Records 


CE Computer Equipment 
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CoD Content on Demand 


CoS Class of Service 


COT  Central Office Terminal 


CPU Central Processing Unit 


CP Content Protection 


CSP Content Service Provider 


CSR Customer Service Representative 


DAI Digital Ad Insertion 


DHCP Dynamic Host Configuration Protocol 


DLC Digital Loop Carrier 


DLNA Digital Living Network Alliance 


DMA Demographic Market Area 


DN Delivery Network 


DNG Delivery Network Gateway 


DNGF Delivery Network Gateway Function 


DNS Domain Name System 


DoS Denial of Service 


DRM Digital Rights Management 


DSCP Differentiated Services Code Point 


DTD Document Type Declaration 


DTH Direct To Home 


DVB Digital Video Broadcasting 


DVB-RC Digital Video Broadcasting – Return Channel 


DVB-S Digital Video Broadcasting – Satellite 


DVBSTP DVB SD&S Transport Protocol 


DVR Digital Video Recording 


EAN Emergency Alert Notification 


EAS Emergency Alert System 


EMI Exchange Message Interface 


EPG Electronic Program Guide 


EPON Ethernet PON 


ETSI European Telecommunication Standards Institute 


EUI End-system Unique Identifier 


FAT Fiber Access terminal 


FCAPS Fault, Configuration, Accounting, Performance, and Security 


FDT Fiber Distribution Terminal 


FE Functional Entity 


FTP File Transfer Protocol 


FTTC Fiber To The Curb 


FTTH Fiber To The Home 


FTTN Fiber To The Node 


FVOD Free VOD 


GPON Gigabit PON 


GUID Global Unique Identifier 
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HN Home Network 


HNCD Home Network Connecting Device 


HND Home Network Device 


HNED Home Network End Device 


HNS Home Network Segment 


HTC Head-end Time Clock 


HTTP Hyper Text Transfer Protocol 


IANA Internet Assigned Numbers Authority 


ICMP Internet Control Message Protocol 


ID Identifier 


IEEE Institute of Electrical and Electronics Engineers 


IEG IPTV Exploratory Group 


IETF Internet Engineering Task Force 


IGMP Internet Group Management Protocol 


IIF IPTV Interoperability Forum 


IM Instant Message 


IMS IP Multimedia Subsystem 


IP Internet Protocol 


IPDR Internet Protocol Detail Record 


IPG Interactive Program Guide 


IPI Internet Protocol Infrastructure 


IPPV Impulse Pay Per View 


IPTV Internet Protocol Television 


Ipv4 Internet Protocol version 4 


ISO International Organization for Standardization 


ISP Internet Service Provider 


ITF IPTV Terminal Function 


iTV Interactive Television 


LAN Local Area Network 


LFA Long-Format Advertising 


LMB Live Media Broadcast 


MAC Media Access Control 


MBwTM Media Broadcast with Trick Modes 


MHP Multimedia Home Platform 


MIME Multipurpose Internet Mail Extension 


MoD Music on Demand 


MPEG Moving Pictures Expert Group 


MPTS Multiple Program Transport Stream 


MSO Multiple Service Operator 


MTS MPEG-2 Transport Stream 


MTU Maximum Transmission Unit 


NACF Network Attachment Control Functions 


NA(P)T Network Address (Port) Translation 


NE Network Element 
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NGN Next Generation network 


NNI Network-to-Network Interface 


NTP Network Time Protocol 


OAMP Operate, Administer, Maintain, and Provision 


OBF Ordering and Billing Forum 


OLT Optical Line Terminal 


ONT Optical Network Terminal 


ONU Optical Network Unit 


OPPV Order-ahead Pay Per View 


OSI Open Systems Interconnection 


OSS Operational Support System 


PAT Program Association Table 


PCR (MPEG-2) Program Clock Reference 


PDP Policy Decision Point 


PEG Public Education Government 


PEP Policy Enforcement Point 


PIM-SM Protocol Independent Multicast – Sparse Mode 


PLL Phased Locked Loop 


PMT Program Map Table 


PON Passive Optical Network 


POTS Plain Old Telephone Service 


PPV Pay Per View 


PSIP Program and System Information Protocol 


PTF Protocol Translation Function 


PVR Personal Video Recorder 


QAM Quadrature Amplitude Modulation 


QoE Quality of Experience 


QoS Quality of Service 


QoSM Quality of Service Measurement (Metrics) 


QPSK Quadrature Phase Shift Keying 


RACF Resource and Admission Control Function 


RFC Request For Comments 


RG Residential Gateway 


RRT Rating Region Table 


RSS Really Simple Syndication 


RT Remote Terminal 


RTCP Real-time Transport Control Protocol 


RTP Real-time Transport Protocol 


RTSP Real Time Streaming Protocol 


SAI   Serving Area Interface, also called crossbox, FDI, JWI 


SD&S Service Discovery and Selection 


SHE Super Head End 


SI Service Information 


SLA Service Level Agreements 
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SNTP Simple Network Time Protocol 


SOHO Small Office/Home Office 


SONET Synchronous Optical Network 


SP Service Provider 


SPTS Single Program Transport Stream 


STB Set Top Box 


STC (MPEG-2)  System Time Clock 


SVOD Subscription VOD 


TCP Transmission Control Protocol 


TDM Time Division Multiplexing 


TLS Transaction Layer Security 


TMOC Telecom Management and Operations Committee 


ToS Type of Service 


T-STD (MPEG-2) Transport Stream System Target Decoder 


TV TeleVision 


UDP User Datagram Protocol 


URI Uniform Resource Indentifier 


URL Uniform Resource Locator 


UTC  Coordinated Universal Time 


UTF Unicode Transformation Format 


VCR Video Cassette Recorder 


VHO  Video Hub Office 


VM Virtual Machine 


VOD Video on Demand 


VOD Server It is the server in the Video Serving Office that completes a unicast 
connection with a customer and streams video content upon request 


VoIP Voice over Internet Protocol 


VRE Virtual Runtime Engine 


VSB Vestigial Side-band 


VSB-8 8-level vestigial sideband 


VSO Video Serving Office 


VTU-I  VDSL Transmission Unit, Intermediate 


VTU-R  VDSL Transmission Unit, Remote 


WAN Wide Area Network 


WWW World Wide WXML eXtensible Markup Language 


 


4 IIF Concepts and Terminology 
Cooperation among many different systems spanning multiple networks is required in order to 
define and build an IPTV system satisfying the requirements identified in the ATIS-0800002, 
Architecture Requirements. This section establishes a set of common terminology concepts and 
terminology to be used across the IIF functional specifications. 
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4.1 IPTV Domains and Logical Interfaces 
The ATIS-0800002, Architecture Requirements, and ATIS-0800003, IPTV Roadmap, use terminology 
for logical domains of Content Provider, Service Provider, Network Provider, and Consumer. These terms 
have an implication of identifying logical domains as regions of administrative control or 
ownership. The architecture has to support the existence of multiple entities with different 
regions of administrative control and ownership interests. Ownership and administrative control 
are impacted by a variety of factors including: prevailing regulatory regimes, competitive 
commercial environments, and the commercial strategies of the entities involved. As such, 
ownership or administrative control may be considered arbitrary boundaries within the 
functional decomposition of the IPTV architecture, and not the basis for that decomposition. 


This decomposition, although typical, does not preclude that a single administrative entity 
implements more than one logical domain. In addition, the logical interfaces between the 
domains are not always linear as shown in  


Figure 1 and described below. 


 
 


Figure 1: IPTV Logical Domains and Interfaces 


4.1.1 Logical Domains 
1. Consumer: The domain where the IPTV services are consumed. In the consumer domain, a 


single terminal may be used for service consumption, but also a network of terminals and 
related devices may be present for this purpose.  The domain may also be a mobile end 
device; in this case, the delivery system of a network provider is a wireless wide area 
network (WAN). This domain is in scope for the IIF specifications. 


2. Network Provider: The domain connecting customers and service providers. The delivery 
system usually is composed of access networks and core or backbone networks, using a 
variety of network technologies. The delivery network is transparent to the IP traffic, 
although there may be timing and packet loss issues relevant for IPTV content streamed 
on IP. This domain is in scope for the IIF specifications. 
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3. Service Provider: The domain providing a service to the subscriber. Different types of service 
providers may be relevant for television services on IP -- e.g., simple Internet Service 
Providers (ISPs) and Content Service Providers (CSPs). In the context of television 
services on IP, the CSP acquires/licenses content from Content Providers and packages 
this into a service. In this sense, the service provider is not necessarily transparent to the 
application and content information flow. This domain is in scope for the IIF 
specifications. 


4. Content Provider: The domain that owns or is licensed to sell content or content assets. 
Although the Service Provider is the primary source for the customer at Home, a direct 
logical information flow may be set up between Content Provider and Home customer -- 
e.g., for rights management and protection. This domain is in scope for the IIF 
specifications, primarily for the aspect of acquisition of content by the service provider. 
Specifications related to the content development processes of the content provider are not 
considered in scope at this time. 


4.1.2 Interfaces between Logical Domains 
5. Consumer/Network Provider: The Consumer/Network Provider logical interface is in scope. 


6. Network Provider/Service Provider: The Network Provider/Service Provider logical interface is 
in scope. 


7. Service Provider/Content Provider: The Service Provider/Content Provider logical interface is 
in scope. 


8. Consumer/Service Provider: The Consumer/Service Provider logical interface is in scope. 


9. Network Provider Content Provider: The Network Provider/Content Provider logical interface 
is not in scope. The Network Provider and Content provider may choose to support a 
logical interconnection for a variety of purposes, but these are beyond the scope of IPTV. 
From the definition of IPTV as a secure, reliable, managed service, the Service Provider is 
required to be involved in the service delivery.  An organization that is a Content Provider 
may also act as a Service Provider to deliver the service, but such an action would not 
require this interface, but rather be an example of interface #6.  


10. Consumer/Content Provider: The Consumer/Content Provider logical interface is not in scope. 
The Consumer and Content Provider may choose to support a logical interconnection for 
a variety of purposes, but these are beyond the scope of IPTV. From the definition of 
IPTV as a secure, reliable, managed service, the Service Provider is required to be involved 
in the service delivery.  An organization that is a content provider may also act as a service 
provider to deliver the service, but such an action would not require this interface, but 
rather be an example of interface #8. 


 


4.2 Applicable NGN Terminology 


♦ Next Generation Network (NGN):  The evolving NGN is defined in ITU-T Y.2001 [3]. 
It provides a QoS enabled packet-based infrastructure supporting multiple service 
providers and access technologies. ITU-T Y.2011 [5] provides a general reference model 
for NGNs.  The Functional requirements and architecture of the NGN are specified in 
ITU-T Y.2012 [6]. The ATIS NGN Focus group has developed a framework for the 
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NGN in three parts. ETSI TISPAN has also been working on specifications in the area 
of NGN.  At the time of writing, ATIS/PTSC also has ongoing NGN work actively in 
progress through several issue statements.  In this document, unless otherwise specified, 
the term NGN refers to the evolving ITU-T version of NGN specifications.  


♦ IP Multimedia Sub System (IMS):  The IMS provides a significant set of initial functions 
for the NGN infrastructure.  The IMS was originally specified by 3GPP and is under 
continuing evolution by that group. At the time of writing, the latest complete set of 
specifications was Release 6, with work in progress for later releases.  ETSI TISPAN has 
also been working on enhancements to the IMS. In this document, unless otherwise 
specified, the term IMS refers to the Release 6 IMS as defined by 3GPP.  


♦ Core IMS: Core IMS is a subset of the 3GPP IMS which is restricted to the session 
control functionalities. For example, Application Servers (AS) are considered to be 
outside the Core IMS. In this document, unless otherwise specified, the term Core IMS 
refers to the ITU-T version of the Core IMS as specified in Y.2021 [4]. 


5 IIF IPTV and NGN: Architectural Approach 


The ARCH Task Force has studied several options in consideration of a reference architecture. 
The two approaches are: 


1. Core IMS Approach for IPTV in the NGN framework; and  


2. Non-IMS Approach for IPTV in the NGN framework. 


Furthermore, the core IMS and non-IMS approaches shall be able to co-exist on the same NGN 
framework and should use common components where possible.   


In addition to the co-existence mentioned above, there may be a coupling of the two systems.  
Such an architecture may appeal to an operator who has existing IPTV and IMS core systems 
and wishes to maximize the re-use of the features of each system, or wherever applications that 
are native to one system are deemed desirable in the other system’s domain.  One example 
contemplated is in the area of communications or conversational applications; when offered as part 
of an IPTV system, these applications might be enabled by native IMS applications.  Conversely, 
web services -- such as web-based alerts and information -- may be best enabled in a core IMS 
IPTV deployment by access to elements that are native to the non-IMS IPTV system.   


The present document will identify the IPTV functional components in more details and map 
them into NGN strata. 


6 IPTV High Level Functional Decomposition 
Figure 2 provides a high-level view of both IMS-based and non-IMS IPTV services coexisting in 
the same network. The services integrate via the application layer (for future study). Services 
should use common components whenever possible. All services are delivered to the consumer 
via the NGN Transport strata.  


The Figure shows many of the components and interfaces essential for any IPTV service in solid 
lines. The IMS client is required for IMS-based IPTV services, other IMS services, or both.  


 8 







ATIS-0800007 


Components and interfaces shown by dotted lines are optional. For example, Other IMS Services 
are not in the scope of the IIF, are not required for proper IPTV operation and are presented in 
the picture for illustration only. 


The functional components are mapped into the IPTV logical domains as introduced earlier. 


 


 


Core IMS 


Service Provider 
Domain ITF 


DNGF&ITF Transport Network Provider Domain 


Content 
Provider 
Domain 


Consumer 
Domain


Common Components 
in support of 
Applications & Services  


IMS-based
IPTV 
Control 


Application Layer 


Net Management 


Client’s Application 


IMS Client 


Media Client 


Other IMS Services 


Transport Control


Transport Functions


NACF 
RACF 


Access Core 


WS-based, etc.
signaling for 
multicast 
appl., 
streaming 
appl., etc.


Non-IMS
IPTV 
Control 


IPG Server 
Function 


User Profile (SUP) 


DRM Server Function 


Media Delivery 
Functions 


IPG Data 
Source 


DRM 
Source 


Media 
Source 


IMS-based 
IPTV 
Services 


Non-IMS 
IPTV 
Services 


OSS/BSS 


DRM Client 


IPG Client 


IP Delivery Modes 


Others 


Resource Management 


Figure 2: IPTV Functional Decomposition 
 


7 Common Components Overview 
Figure 2 identifies a number of specific common components in support of applications and 
services, while others are not specifically identified in the figure.  This section describes those 
components and identifies additional common components or objects that may exist at this 
point in the architecture.  Additional common components can be added to the architecture 
using the box labeled Others in the figure.   


The common functions and capabilities used an IPTV system can be classified in three broad 
categories:  


1. Category A: IPTV Functional Components are components that must made available for 
any IPTV application for proper operation. These components are implemented in such 
a way that the same service logic could be used by an IPTV system irrespective of 
whether it is an IPTV system using IMS or an IPTV system not using IMS within NGN. 
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Some components may expose their functionality through multiple protocols as 
specified by the IIF.   


2. Category B: Application & Service Support Functions are those functions that may be 
used by several services in NGN including IPTV, conversational services, and 
transactional services. 


3. Category C: Transport Stratum Functions are those transport related functions that are 
used by all services in NGN including IPTV, conversational services, and transactional 
services. 


 


7.1 Category A: Common IPTV Functional Components 


7.1.1 IPG Server Function 
Interactive Program Guide (IPG) Server Function is the entity responsible for maintaining and 
distributing the IPTV content Metadata in the IPTV system. 


IPTV content Metadata is machine understandable information consumed by the IPG user 
interface.  IPTV content Metadata includes a common format and mechanism for the 
interchange of content and preference descriptors.  This data is an amalgamation of data from 
the content producer (e.g., title, producer, genre, and year of production) and service provider 
(e.g., time of delivery, cost, preferences, etc.) provided in an industry standard format. The IPTV 
content metadata should include a schema to specify how the data relates to real world objects.  


Note: IPTV content Metadata will be available and can be consumed by applications other than the IPG.  
For example, IPTV content metadata will contain title, producer, genre, and year of production for 
content.  This metadata could also be consumed by a search application. 


7.1.2 DRM Server Function 
The Digital Rights Management (DRM) server function includes key management and other 
DRM system management functions. 


7.1.3 Media Delivery Functions 
Media Transport and control functions include: 


♦ Content Preparation;  


♦ Content Distribution from preparation to delivery servers; 


♦ Unicast Content Delivery (including CoD); and 


♦ Linear Broadcast Server Function (multicast content delivery). 


Linear Broadcast Server receives content, which may be analog or digital, from a broadcaster or 
other source of linear content.  This content may be encoded or re-encoded and then 
encapsulated for delivery over an IPTV network. 


7.1.4 Media Source Function 
For Linear Broadcast Service, this function includes over the air transmission of linear program 
content and other sources.  For other services, this function is for further study. 
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7.2 Category B: Common Application and Service Support Components and 
Functions 


7.2.1 Service User Profile (SUP)  
The Service User Profile (SUP) provides a structured persistent data repository covering multiple 
service domains that can be accessed from both IMS and non-IMS applications.  The SUP may 
be implemented in centralized or distributed mechanisms as required for system performance.  
The major contribution of the SUP is to provide a shared repository and common structure for 
data elements related to users.  These data elements are intended to be reusable between 
different applications. There may be multiple types of identities with profiles stored in the SUP 
(refer to 7.2.2, Identity Management). 
Example SUP data elements include: 


♦ Type of user identity;  


♦ User identifier (name, URI); 


♦ Account information; and 


♦ User service subscription information. 


The SUP is derived from the TISPAN UPSF and 3GPP HSS, with extensions to be described in 
the subsequent IIF documents. Some differences include, but are not limited to: 


♦ The availability of a web services interface; and 


♦ Some additional data elements driven by the IPTV service suite. 


Service or application specific data, such as Parental control settings, has traditionally been 
stored locally on the application server. SUP should contain common profile data.  The same 
high capacity, highly available data storage infrastructure may also be used for application data 
beyond the scope of the common profile. 


7.2.2 Identity Management 
Identities must be handled in a secured and authenticated manner in a multi-network and service 
provider environment.  A harmonized approach to address Identity management related issues 
in the ATIS NGN architecture and related specifications is needed to allow service providers 
and network providers to offer services efficiently and securely in a converged environment.  


It is noted that ATIS/PTSC currently has an active issue statement to identify ATIS NGN 
Identity Management Requirements. This emerging Identity Management standardization 
activity is expected to lead to an architecture for Identity Management services that is potentially 
common between IMS and non-IMS NGN applications.  The IIF expects to work closely with 
ATIS/PTSC to provide input on Identity Management requirements from an IPTV perspective.  


The ATIS-0800002, Architecture Requirements, provides preliminary information regarding a 
number of identities that are relevant to IPTV services. These notions include: 


♦ User;  


♦ Device; 
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♦ Subscriber; 


♦ Network Provider; 


♦ Service Provider; and 


♦ Content Provider. 


 Identities may be used in IPTV services for a number of purposes including: 


♦ Authentication/Authorization for Service Access; 


♦ Service Consumption; 


♦ Service Customization; and 


♦ Targeted Advertising. 


The IMS provides a set of public and private identities that may be used in conjunction with 
IPTV services.  


To be consistent with our general approach above, these identity management services are 
expected to be accessible from both IMS and non-IMS entities.  


7.2.3 User Authentication 
Common user credentials are desired for single sign on, multi-client service blending, and service 
mobility.  This function needs to work for IMS and non-IMS (e.g., Web services) systems as 
appropriate.  The common credentials should be stored securely as part of the user profile.  A 
harmonized approach to address Identity Management-related issues in the NGN architecture 
and related specifications is needed to allow service providers and network providers to offer 
services efficiently and securely in a converged environment. The approach needs to meet the 
IPTV identity requirement identified within IIF Architecture Requirements. 


For core IMS based solutions, the authentication architecture is based on the ISIM and GBA 
mechanisms.   


For applicable work refer to: 


♦ 3GPP: Reference ISIM and GBA  work;  


♦ DSL Forum Model; and 


♦ PTSC Identity Management.  


7.2.4 User Policies 
User policies are maintained as persistent rules that can aggregate user/application specific 
policies for consumption of services (e.g., Parental Control) and rules for using capabilities of 
other common service elements (e.g., location, presence, etc.).   


7.2.5 Location 
Client Location data can be provided by standard interfaces to shared geographic and civic data 
with appropriate measures to ensure user privacy and policy. The geodata can be acquired from 
various networks/sources and formatted according to the requests. 


7.2.6 Presence 
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Aggregates and responds to requests for availability status of devices and applications associated 
with a user. Presence provides a common framework for collecting, storing, and distributing 
presence information across different service domains, subsystems, and applications – e.g., 
IPTV, IM, Wireless, Wireline, and VoIP. It also supports user and group list subscriptions for 
storing presence information.  Presence in IPTV may also include state and context information 
-- e.g., current channel being viewed.  Performance requirements for presence information in an 
IPTV context  may be a topic for additional consideration. 


7.2.7 Content Metadata 
Content metadata is information that describes the content (e.g., EPG, Program Ratings, 
CODEC formats, etc.) and is applicable to multiple applications such as parental control, 
content preferences, screening rule, etc.  This data is useful to multiple applications, and 
standardization eliminates the need to adapt individual applications to a service provider specific 
data structure. 


7.2.8 Notification 
Common notification framework used across multiple service domains, subsystems, and 
applications to send notifications to users and end points either on demand, or at a specific time 
or schedule. Notifications are delivered to their targets based on user profile, location, and 
presence. Some notifications may require delivery confirmation.   


7.2.9 Service Brokering 
Service Brokering provides service mediation and interaction coordination functionality based 
on rules for service interactions within a service domain and among service domains.  Service 
rules may query other common functions -- e.g., profile, presence, location, etc.  This manages 
complex interaction between application service enablers to provide a seamless IPTV user 
experience.  


 A service broker may be scoped based on the types of services it operates on: 


♦ Web Services;  


♦ IMS Services; and 


♦ Combined, dual-mode, Web Services + IMS Services, or Web Services Gateway. 


7.2.10 OSS/BSS 
The ATIS TMOC is currently working on High Level OSS/BSS Architecture for IPTV. As part 
of this work proper terminology was consolidated and existing relevant specifications were 
reviewed. A Top-Down analysis of the required OSS/BSS business processes for IPTV was 
built. The following TMF eTOM level 1 processes were used as a basis: 


♦ Service Management & Operations Processes (SM&O);  


♦ Customer Relationship Management CRM Processes;  


♦ Resource Management & Operations (RM&O) Processes; and  


♦ Supplier/Partner Relationship Management (S/PRM) Processes. 


Currently the ATIS TMOC work is focused on the functional requirements for IPTV OSS/BSS 
that are derived from the analysis of the above business processes as well as from explicit IPTV 


 13 







ATIS-0800007 


OSS/BSS related requirements depicted in the ATIS-0800002, Architecture Requirements. 
Following that, a proper OSS/BSS high level architecture for IPTV will be built. 


7.2.11 Charging Functions 
The IPTV services are commercial services expected to exist within the framework of the NGN. 
As commercial services they require mechanisms to support charging, billing, and data collection 
for the services delivered.  It is desirable that the charging architecture for IPTV services be 
aligned with that for other NGN services, as this will support both better integration for the case 
of integrated NP/SPs and better transparency of charges for the nonintegrated case.    


The ATIS TMOC Accounting Management Task Force is working on several issues related to 
accounting/charging architecture for IP services such as: 


♦ American National Standard (ANS) – Usage Data Management For Packet – Based Services - 
Service-Neutral Protocol Specification For Billing Applications (ATIS-030075.1.2006).  


♦ The first version of the IPDR IPTV service specification release recently by IPDR.org is 
currently being developed as a trial use American National Standard (ANS). 


The specific data elements and charging events are for further study and are beyond the scope of 
this specification.  


 


7.3 Category C: Common Transport Stratum Functions 
The transport layer provides common NGN transport functions for both IMS and non-IMS 
service layer applications. These functions lie predominately within the Network Provider 
domain, but many of these functions may also exist within the Consumer Domain.  


7.3.1 IP Delivery Modes 
The IPTV service is expected to encompass a variety of IP delivery modes for the data to transit 
the Network Provider’s facilities between the service provider and the consumer. Different IP 
delivery modes may be required for a number of different types of traffic (the content stream, 
control traffic, error control mechanisms, DRM key exchanges, etc.), and in different segments 
of the network -- e.g., SHE-VSO versus VSO-Consumer. Potential IP delivery modes for IPTV 
services include: 


♦ Unicast characterized by a 1:1 correspondence between a data source and a sink point. 


♦ Multicast characterized by a 1:N ratio between data source and sink points with the 
source on the Network Provider facilities and the ultimate sinks in the Consumer 
Domain. 
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Figure 3: IP delivery modes 


The ATIS-0800003, IPTV Roadmap, places an emphasis on the early definition of Linear IPTV 
services. The Linear IPTV service is characterized by a 1:N ratio between sources and sinks of 
the content streams. Multicast data transfer capabilities are expected (in at least some regions of 
the network) for both content streams and DRM key distribution. 


7.3.2 Network Provider Domain Time and Frequency References  
Time is important to the function of networks of devices in a distributed system, as it provides 
the only frame of reference between all the devices on the network. Time of day synchronization 
is required for correlation of events logs between devices.  


If a time of day reference is to be provided, the Network Provider infrastructure shall provide a 
time of day reference using Network Time Protocol (NTP) that is traceable to national 
standards. The current version of NTP is v3 (RFC1305). Work is currently in progress for 
security extensions to NTP that are expected to be useful for the IPTV applications.  The 
provision of Frequency References is for further study. 


7.3.3 Resource Management and Control (QoS) Functions 


7.3.3.1 Network Provider Domain  
IPTV is just one of many services that may traverse an IP network.  Some services will have 
different delivery requirements than others.  For instance, two-way communication such as voice 
traffic will require low latency, low jitter, and low packet loss.  IPTV may tolerate more latency, 
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but is more sensitive to jitter and packet loss.  Conventional high speed internet service is 
generally just best effort. 


It is a challenge to build scalable networks in which transmission resources are reserved for 
individual flows.  However, the classification of traffic into service classes and the differentiated 
treatment of the aggregate traffic within a class are both scalable and effective. 


The NGN functions that support transport layer QoS are split between transport control functions 
and transport functions.  Included in transport control functions is the Resource and Admission Control 
Function (RACF), which provides an abstract view of transport network infrastructure to 
Service Control Functions (SCF) and Application Server Functions (ASF), and which makes 
Application Service Providers agnostic to the details of transport facilities such as network 
topology, connectivity, resource utilization, and QoS mechanisms/technology.  Included in the 
transport functions are QoS mechanisms dealing directly with user traffic, including buffer 
management, queuing and scheduling, packet filtering, traffic classification, marking, policing, 
shaping, gate control, and firewall capability. 


7.3.3.1.1 Differentiated Services 
The treatment of traffic belonging to a particular behavior aggregate within an individual 
network node is the differentiated services Per Hop Behavior (PHB).  IPTV transport network 
elements could use different PHBs to distinguish IPTV traffic from other IP network traffic, or 
components within the IPTV traffic.  The IETF has defined PHBs for several classes of data 
including Default Forwarding (DF), Expedited Forwarding (EF), and Assured Forwarding (AF).  The 
PHB classes are indicated using the Differentiated Services CodePoint (DSCP) field of the IP 
packet header.  The use of the DSCP field is defined in RFC 2474 [1].  An architecture for 
Differentiated Services is described in RFC 2475. 


7.3.3.1.2 RACF 
Within the NGN architecture the Resource and Admission Control Functions (RACF) act as the 
arbitrator between Service Control and Application Server Functions and Transport Functions 
for QoS-related transport resource control within access and core networks. The arbitration is 
based on transport subscription information, SLAs, network policy rules, service priority, and 
transport resource status and utilization information. 


The RACF performs the policy based transport resource control upon the request of the SCF, 
determines the transport resource availability and admission, and applies controls to the 
Transport Functions to enforce the policy decision, including resource reservation, admission 
control and gate control, Network Address Port Translation (NAPT) and Firewall control, and 
NAPT traversal. The RACF interacts with Transport Functions to control one or more of the 
following functions in the transport layer: bandwidth reservation and allocation, packet filtering, 
traffic classification, marking, policing, and priority handling, network address and port 
translation, firewall.  


The RACF takes into account the capabilities of transport networks and associated transport 
subscription information for subscribers in support of the transport resource control. The 
RACF interacts with Network Attachment Control Functions (NACF), including network access 
registration, authentication and authorization, parameters configuration for checking transport 
subscription information.  


NOTE: The details and other aspects of the RACF are specified in Y.2111. 
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7.3.3.1.3 Multicast Considerations  
IPTV leverages a multicast distribution tree for efficient delivery of linear IPTV services from 
the video source to the ITF.  The creation of this distribution tree and the corresponding 
multicast service will be detailed in future specifications currently under development. 


The location of the IPTV multicast video source may reside in the SHE, VHO, or the VSO 
based on the last point of video processing, and is considered the root of the multicast tree.  The 
root is stateless with regard to the fact that it does not include any application session 
establishment or direct knowledge of multicast receivers such as the ITFs.   


The ITFs join the distribution tree through group membership joins provided by the IGMP 
protocol at the outer edges of the network, typically isolated between the ITF and the VSO.  
The only multicast state kept, specific to the multicast application and its receivers, is within this 
IGMP domain and the corresponding network elements. 


For IPTV using IP multicast, the RACF must also take into consideration multicast resource 
utilization.  Traditional unicast applications rely on client-server session establishment as part of 
the resource management model and do not apply to multicast technologies that are not client-
server specific.  Therefore, multicast-specific models must be implemented that co-exist with 
unicast resource management. 


7.3.4 Network Authorization and Attachment 
The ITF attaches to the network using standard IP layer protocols.  The standard IP layer 
protocol is the Network Attachment Control Function (NACF) of the NGN through which a 
device (e.g., ITF device) is registered and authorized for network access based on user profile, 
device capability. The device acquires IP connectivity, IP address, and initial host/device 
configuration from the NACF. The ITF's interface is standardized to a point where it allows for 
an IIF compliant ITF to be plugged into a NP's IP network in order to enable it for next steps 
of configuration for IPTV services. Further work on network attachment and configuration 
specifications is currently in progress1 in the IIF.   


7.3.5 Access Network Functions 
The access network provides transport and aggregation functions of end user traffic between the 
consumer domain and the edge network.  The access network functions also perform QoS 
controls on pass-through traffic including marking, policing, shaping, traffic classification, 
queuing, scheduling, packet filtering, and buffer management. Finally, the access network 
provides IP multicast transport to the IPTV application. 


 


The access network functions are technology dependent.   The access network includes 
functions related to Cable, xDSL, fixed and mobile wireless (e.g., IEEE 802.11x, IEEE 802.16x, 
3G), and optical -- e.g., xPON. 


7.3.6 Edge Functions 
Edge functions provide media and traffic processing of traffic between multiple access networks 
and the core network.  This includes functions related to QoS and traffic control. 


 


                                          
1 WT-017 and WT-020. 
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7.3.7 Core Transport Functions 
Core transport functions provide for information transport across the core network. These 
functions support differentiated treatment of traffic according to interactions with transport 
control functions.   QoS mechanisms include marking, policing, shaping, traffic classification, 
queuing, scheduling, packet filtering, buffer management, gate control, and firewall capability. 


8 Consumer Network  


A consumer network consists of one or more Home Network Segments (HNS), each providing an 
IP network for carriage of IPTV (and other) traffic. Furthermore, for each Home Network, 
there is a Delivery Network Gateway (DNG). The DNG terminates the consumer’s Access 
Segment (on its WAN side) and the Home Network Segment toward the consumer. HNSs 
connect Device Endpoints where Device Endpoints include, but are not limited to, Rendering 
Components and Storage Components as shown in Figure 4.  


 


 


Figure 4: Consumer Domain and Home Network Segments 


A Device Endpoint may connect to IPTV services by either direct implementation of the IPTV 
Terminal Function (ITF), or by implementing DLNA functionality for interacting with the 
DLNA Media Server functionality implemented in a Protocol Translation Function (PTF).  If 
you have a DLNA home network environment, a PTF converts between the IPTV access 
network protocols and DLNA home network protocols on one or more HNSs.  To the Delivery 
Network, the PTF appears to be an ITF, while to Device Endpoints on the home network, it 
appears to be a DLNA Media Server. 


Note that the PTF could be implemented in any device on an HNS, including the DNG.   


Additional information regarding the ITF and PTF are covered in ATIS-0800002, IPTV 
Architecture Requirements, in Section 7, IPTV Home Domain Requirements. 
Additional information on DLNA functionality and protocols can be found in the DLNA 
Networked Device Interoperability Guidelines 
<http://www.dlna.org/en/industry/guidelines>. 
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8.1 QoS Considerations 
The notion of a consumer network with multiple services running in parallel on multiple devices 
and competing for the same bandwidth resources is one of the new challenges that IPTV 
presents in some cases. This challenge is not specific to IPTV, but IPTV is one of the first 
commercial services that will run in a consumer network and on the Access link. Some of these 
other services, such as real-time online games, are not necessarily bandwidth intensive, but are 
very sensitive to network latency.  


One approach to managing QoS is that multiple applications, running on a consumer network, 
coordinate the bandwidth and the traffic patterns of the network among themselves.  


As a part of this multi-application consumer network environment, within the IPTV service 
itself coordination between multiple devices in the home can ensure that the totally consumed 
bandwidth (both unicast and multicast) does not exceed the value allocated for the application. 
Moreover, it can be done in such way that when IPTV system switches from ITF to ITF, Service 
to Service, or Unicast to Multicast, the bandwidth requests are issued only when there is a 
change in the resource requirements. 


The consumer network is expected to follow one of the following three basic options: 


1. Best Effort QoS: In this case, it is recommended that the consumer domain network 
facilities be dedicated to the IPTV service and not shared with other services that 
may interfere with the QoS. 


2. Prioritized QoS:  Example home network architectures that support static prioritized 
QoS have been developed by a number of organizations including: 


• DLNA  


• UPNP <http://www.upnp.org/specs/qos/UPnP-qos-Architecture-v2-20061016.pdf >     


• DSL Home ( TR-133)  


• DVB  


In this case, a mapping is required between any network markings for QoS and those 
markings supported in the home network. 


3. Parameterized QoS:  DSL Forum, DLNA, UPnP QoS v.3.0, and others are working on 
standards in this area. 
In this case, there is a need for interaction between the network provider QoS 
manager (e.g., RACF) and the entity managing the QoS within the home network.  
This interaction may be subject for further study.  


9 Mid Level Architectural Decomposition 


The figures below provide a mid-level decomposition of the IPTV Architecture. In the figures, 
the high-level functional elements introduced in the preceding section are expanded. The non-
IMS and IMS approaches to session control are shown separately. 


The focus of these figures is on the functional elements that are concerned with the relationship 
between the service and the underlying network. They build upon the network structure 
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introduced in 4.1, IPTV Domains and logical Interfaces, of this document and generally follow the 
representation of 6, IPTV High Level Functional Decomposition, of the same document. 


There are five main layers in the decomposition as shown in Figures 5 and 6: 


1. The Application component layer contains the functional components of the IPTV 
Application. The main role of this layer is to enable the use of the IPTV terminal to 
select, and purchase if necessary, an item of content. It will also contain support for 
content protection. 


NGN Service Stratum is divided into Service Support Functions and Service Control 
Functions.  
Note: these are NGN terms and are network not IPTV focused. 


2. Service Support Functions contains the functional components that support the delivery 
of the media content from its source to the ITF device. 


3. Service Control Functions contain the functional components for the management of the 
network to ensure the delivery of the media content from it source to the ITF 
device. 


NGN Transport Stratum is divided into:  


4. Transport Functions; and  


5. Control Functions. 


The Network Transport and Control functions are as defined in NGN 
standards, section 4.2.  Consumer Transport – provides transport functions 
corresponding to the NGN Transport Stratum within the Consumer Domain 


 


9.1 Key to Figures Depicturing Mid Layer Architectural Decomposition 
The rectangular blocks represent functional components in the control planes of the NGN and 
service architectures. 


The rounded rectangular areas represent the main groupings of functionality by provider and the 
dashed areas the layers in the NGN architecture. 


The solid lines represent IP connectivity between the functional components. 


The dotted lines represent end-to-end connectivity between functional components. 


The solid blue line represents the transport path of the media streams. 


The components and paths shown in black will exist for all IPTV services irrespective of the 
approach used for session management and control. 


The components and paths shown in red will exist for an IPTV service that uses IMS for session 
management and control. 


The components and paths shown in green will exist for an IPTV service that uses non-IMS 
based session management and control. 
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9.2 Non-IMS based IPTV 
Figure 5 provides a more detailed view showing the non-IMS based IPTV service with the 
interfaces to common components and other NGN supporting functions. 


 
 


Figure 5: Non-IMS based IPTV within a NGN Framework 


9.2.1 Network Functions 
The Network Transport and Control functions are as defined in NGN standards documents 
such as ITU-T Y.2012[2]. 


9.2.2 Consumer Transport Functions 
The Delivery Network Gateway Functions provide the consumer domain network connectivity 
between the external network and the ITF. In general, these functions will manage the IP 
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connectivity, obtaining IP address(s) and configuration for the home and ITF. These functions 
are normally contained within the DNG.  


9.2.3 IPTV Terminal Functions (ITF) 
The Program Guide Client provides the client side functions that support the User Interface of 
the Linear TV application. 


On Demand Client provides the client side functions that support the User Interface of the On 
Demand Content application. 


Control Client provides the functions required to communicate to the IPTV Service Control 
Function to identify and prepare for the connection to the content delivery server.  For example, 
it could pass the URL of the server and content instance received from the IPTV application. 


Media Client provides the functions to receive and control the media stream. 


9.2.4 Application Component Functions 
IPTV Applications provide the server side functions of the IPTV Applications. 


Typical applications are: 


♦ Program Guide Application supports the browsing and selection of content within the 
Linear TV application. 


♦ On Demand Application supports the browsing and selection of content within the 
Content on Demand application.  For example, it could deliver the URL of the Delivery 
service for the content selected. It may communicate with the Service Functions if 
resources need to be checked or reserved before the URL is released. 


♦ Application Profile Function provides the function for the management of the user’s 
application level service details. For example, it could work with the Network Service 
level User Profile Function to provide the network services with the relevant end user 
profile. 


9.2.5 Service Component Functions 
♦ IPTV Service Control Function – If present this provides the functions to request and 


release the network and system resources required to support the required application 
functionality. It may validate the requests against the service user profile.  The set of 
functions provided by this component are not fully defined.    


♦ User Profile Functions – Provides for the storage and management of the user profiles 
required to support the network service functions.  


♦ Media Delivery Broadcast & VoD – Provides the functions for the distribution and delivery 
of content for Broadcast and On-Demand services. 


For example, On-Demand services could receive a content item (e.g., a digital video file), and 
distribute this to a set of video servers. The distribution can be rule-based and/or usage-based, 
and the servers may be geographically distributed.  


It could also provide for the mapping between the Content identifier provided by the IPTV 
Application to the actual video server and content instance to be allocated to the Media Client. 
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For example, Linear IPTV services could receive one or more digital video streams (IP or 
otherwise) and output these as IP multicast streams. The reception and streaming may be 
geographically distributed. It could also provide for the mapping between the Logical Channel 
Number and the Multicast Address that the IPTV terminal can receive. 


9.3  IMS based IPTV 
Figure 6 provides a more detailed view showing IMS-based IPTV service with the interfaces to 
common components and other NGN supporting functions. 


The IMS specific components are described below: 


 
 


Figure 6: IMS based IPTV within a NGN Framework 


9.3.1 IPTV Terminal Functions (ITF) 
♦ Session client – Provides the functions required to communicate to Core-IMS to establish 


the SIP-based session.  
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For example, it could use the SIP address of the server and content instance received 
from the IPTV application to establish the session to the SIP server that hosts on-
demand application.   


9.3.2 Service Component Functions 
♦ Core IMS - Provides the session control functionalities to deliver SIP-based services to 


the ITF.  


♦ Service User Profile Functions – Provides for the storage and management of the user 
profiles required to support the network service functions. In the IMS-based 
implementation, this includes the full HSS capability as defined by 3GPP.  


 


9.4 Coexistent IMS and non-IMS IPTV Including Content Provider and OSS/BSS 
Both the IMS-based and non-IMS IPTV services can coexist within the same implementation 
reusing the interfaces to common components and other NGN supporting functions.  Figure 7 
extends the representations above to also include the functional components that relate to 
Content and to OSS/BSS. 


 
 


Figure 7: Content and OSS Functional components NGN based IPTV 
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The additional components included in this figure are: 


♦ DRM Client, DRM Server, and DRM & Rights Source – These functional components 
provide for the description and protection of a content item’s rights. In general, the 
Content Provider will be the source of the content for the IPTV service and define the 
usage rights for a content item. The DRM Server protects the content and provides the 
DRM client with the key to enable it to access the content. In general, Off-line 
Encryption is performed by the Content Processing function and Real-Time Encryption 
is performed by the Media Delivery function. 


♦ IPG Data Source – The source of the metadata that describes the content of the Linear 
TV application. 


♦ Content Source – The source of On-Demand Media files and their metadata and the Linear 
TV Media streams. 


♦ Content Management – Provides the functions to manage content and its metadata for the 
IPTV applications. 


♦ Content Preparation – The functions required to convert the media files into their delivery 
format. 


♦ OSS/BSS – These are the Operational and Business Support Systems for the different 
layers in the architecture. In general, these will be common to all services provided by an 
entity at that layer in the architecture -- e.g., a Network Transport Provider. 


9.4.1 Composite Applications 
Composite services in the IPTV context refer to the blending of normative IPTV services with 
other non-IPTV services such as conversational services.  These composite services can be 
achieved through the interaction of IPTV client and conversational service client applications 
and/or through service orchestration of application service functions.  How this is accomplished 
is outside the scope of this document. 


 


 


 


 


 


 


 


 


 


 


 


 25 







ATIS-0800007 


10 IPTV Physical Network 


10.1 IPTV Physical Domains 
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Figure 8: Inter-Domain Interfaces 


The A Reference Point represents the aggregation of all communication flows between elements 
that reside in the Consumer physical domain and the NGN transport stratum. Similarly, the B 
Reference Point is the aggregation of all communication flows between the NGN transport 
stratum and the NGN service stratum. The C Reference Point is the aggregation of all 
communication flows between the NGN service stratum and the application components. The 
D Reference Point is the aggregation of all communication flows between the application 
components and the content provider.  


 If elements within the Consumer domain need to communicate with Application Components, 
these flows will utilize interfaces at A, B, and C. Further constituent components of aggregated 
interfaces at these defined Reference Points will be driven by the functional decomposition of 
the IPTV system covered later in this document. 


10.1.1 IPTV Physical Domain Hierarchy 
To build upon this and create a broader-scoped view, we can scale this reference framework to 
create a useful end-to-end architecture. Useful attributes include: 1) support for multiple 
interconnections to multiple Content Providers; 2) providing a more meaningful model to apply 
to an end-to-end NGN Infrastructure; and 3) allowing for IPTV Service and Application 
Components to exist at different physical and logical points in a network. 


Figure 9 shows how the framework scales to provide the building blocks of an end-to-end 
network for IPTV. The ability to have, as an option, multiple instantiations of these interfaces 
(B1, B2, and B3 for example) for different sized networks with varying take rates and evolve 
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them harmoniously should allow a high degree of scalability for both service and network 
operators. 
 


 


Figure 9: Scaling the Interface Schema for an End-to-End IPTV 
Network 


It is important to reiterate that each of these reference points actually represent an aggregation 
of interfaces. The A interface will include video streams, initialization and authorization 
communications, as well as the option to interwork to an IMS for converged services. 
  
10.2 IPTV End-to-End Network Overview 
The functional elements of the network architecture can be mapped to the physical network as 
shown in Figure 10.   
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Figure 10: End-to-End IPTV Network 


This Figure includes a network hierarchy as media and control flows from the content provider 
to the consumer.  This hierarchy is intended to be typical, with larger networks having more 
levels and smaller networks having fewer. 


♦ Super Head End (SHE) Network node(s) with the broadest content scope. The SHE sources 
content to an entire IPTV network. Intended uses include primary storage for off-line 
content and transmission of region-independent off-air content -- e.g., premium and 
specialty programming. 


♦ Video Hub Office (VHO) Network node(s) with a local/regional content scope. The VHO sources 
region-dependent off-air content (e.g., local programming) and houses local off-line 
storage of content. 


♦ Video Serving Office (VSO) Network node(s) connect consumers (via access systems) to the IPTV 
network. The VSO (typically a Central Office) hosts or connects all access systems for 
interconnection to consumers. In addition, the VSO contains aggregation equipment to 
enable efficient interconnection of access systems to the IPTV network. The option to 
locate content interconnection and/or content processing equipment is shown, though 
perhaps not typical. 
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Appendix A: Initialization and Attachment (Informative) 


Based on the need to support the two approaches above (Core IMS and non-IMS) the ARCH 
TF has created an Initialization and Attachment Framework, shown in Figure 11. The objective of 
the exercise that created the framework was to identify common NGN elements, such as User 
Profile Server Function (UPSF) Home Subscriber Server (HSS) assets, while also identifying 
IMS elements, such as Call Session Control Functions (CSCFs) for Network Operators’ 
infrastructure that can leverage them. 


The IPTV Application Server (IPTV AS) shown here represents a dedicated server within the 
IPTV Service and Application Components Domain for IPTV. The IPTV AS is composed of 
one or more elements that coordinate content (EPGs, Linear Broadcast channels, VoD), manage 
business rules for subscriptions, and control delivery to authorized consumers.  The IPTV AS 
can also manage user equipment profiles (device capabilities, device rights), and specific IPTV 
customer data. 


It is acknowledged that the functional composition of the IPTV AS is likely to differ between 
IMS-based and non-IMS based deployment models. This flexibility is necessary to enable 
different partitioning and sharing of these functions to match the needs of different operator’s 
deployment models. 


This framework is intended to provide a starting point for supporting specifications related to 
Initialization and Attachment. 
 


 
         


Figure 11: Initialization and Attachment Framework 
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Appendix B: Resource Admission Control (Informative) 


Similar to Initialization and Attachment, the need to support an NGN-based Resource 
Admission Control (RAC) functionality for both IMS and non-IMS approaches drove the 
creation of a RAC Framework by the ARCH TF. It is shown in Figure 12.  


The framework identifies common NGN infrastructure elements, such as NACF and RACF, 
and transport network functionality such as PE-FE, TRC-FE, and PD-FE. There is a need to 
interface a Network Operator’s Proxy Call Session Control Functions (p-CSCF) for IPTV 
networks that are able to leverage them. 


In future work, the IIF may develop additional specifications for resource admission control in 
the context of IPTV. 


                
 


Figure 12: Resource Admission Control Framework 
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Appendix C: Quality of Service Framework (Informative) 


A measurement model for the measurement of the quality of content delivery is required to 
provide an abstraction from the network detail that will differ between IPTV service providers.   
Figure 13 represents the content flow within an IPTV system. It identifies the key functional 
blocks through which the content passes and within which the content, or its encapsulation, 
could change. This is a generic model; implementation within specific IPTV systems and 
networks might change the flow, but is not expect to introduce additional functional steps. 
Functional blocks can introduce undesirable changes to the content or its transport; however, 
they can be null functions. 


The framework identifies common infrastructure elements, such as Transmission Equipment 
(e.g., Switches and Routers), Consumer Elements (STB, Display, Residential Gateway/DNG) 
and Content Provider Sources. 


This framework is intended to align with other ongoing work in the area of the quality of service 
metrics within the IIF. 
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Figure 13: Quality of Service Framework 
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Appendix D: Digital Rights Management Framework (Informative) 


A mechanism for the rights protection of content is required for an IPTV system. Figure 14 
represents a model that has been adapted from ongoing work by the Digital Rights Management 
Task Force. It identifies some of the key functional elements through which content and DRM-
related information passes. 


The framework identifies common infrastructure elements, such as the IPTV Application 
Server, the IPTV Terminal (in which DRM clients must reside), and Content Provider Sources. 


This framework is intended to align with other ongoing work in the area of digital rights 
management within the IIF. 


Note: DRM is a requirement of most IPTV systems, however this is not currently shown in the diagrams 
since, if implemented correctly, it does not impact content quality. Note that for testing the QoS of the 
payload, and potentially the stream, the content must be in the clear so that tests may be carried out at 
each node. 


 


Figure 14: Digital Rights Management Framework 
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