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1. Proposed Agenda
1) Opening of Meeting(A1)
2) Approval of Agenda(A2)
3) Review of assignment of incoming documentations:37(A3)
Incoming Liaisons (3):FG IPTV-IL-0095,101&102
Input Contributions within WG3 (34): FG IPTV-C-0827, 828, 829, 835, 836, 843, 846, 847, 854, 858, 860, 861, 867, 868, 869, 870, 871, 872, 873, 891, 895, 908, 909, 910, 916, 921, 947,  959, 960, 961, 970,  973, 992&995
Input Contributions related to other WGs and Plenary with/without joint meetings: 
- With all WG of Plenary on Monday (1): FG IPTV-C-0829;
- With WG1/Joint Plenary Meeting on Wednesday (9): FG IPTV-C-0835[TERM], 836[R], 854[R], 869[TERM], 872[A], 873[R], 908[R], 916[R], 921[R];
- With WG4 no joint meeting needed (2): FG IPTV-C-0916&921; 
- With WG5 joint meeting (arranged in the first session on Wednesday afternoon in WG5 meeting room) (6):FG IPTV-C-0846, 847, 970, 973, 992&995

- With WG6 no joint meeting needed (1): FG IPTV-C-0961.
4) Review of Incoming Liaisons on security part:3(A4):
FG IPTV-IL-095,101&102
5) Review of Input Contributions:34(A5):
Within WG3 (20): FG IPTV-C-0827, 828, 843, 858, 860, 861, 867, 868, 869, 870, 871, 872, 873, 891, 895, 908, 909, 947,  959, 960
With WG1/Joint Meeting on Wednesday (9): FG IPTV-C-0835, 836, 854, 869, 872; 873, 908, 916&921;
With WG4 no special joint meeting needed (2): FG IPTV-C-0916&921;

With WG5 joint meeting on Wednesday afternoon (6):FG IPTV-C-0846, 847, 970, 973, 992&995

With WG6 no special joint meeting needed (1): FG IPTV-C-0961;

The category and the review sessions are as follows:

5.1) Security Requirement: 836, 846, 847, 854, 873, 908, 916, 921, 

5.2) Terms definition: 835, 868&869
5.3) Security Threat: 843, 909, 

5.4) Security Architecture: 828, 846, 858, 860, 870, 872, 910, 947, 960, 970&992
5.5) Security Mechanism: 846, 847, 871, 891, 895, 909, 916, 960, 961, 970, 973, 992&995;
5.6) Interoperability: 827&828
5.7) DOC: 829&843,959,
5.8) Other: 861&867.
6) Drafting and Reviewing of Working Documents online related to Joint Meeting with Plenary, WG1 about Security Requirement and terms definition(A6a)
7) Joint Meeting with WG1 about Security Requirement, Security Architecture and Vocabulary:9(A6)：
FG IPTV-C-0835, 836, 854, 869, 872; 873, 908, 916&921;
8) Drafting and Reviewing of Working Documents online(A7) 
DOC: IPTV Security Aspects
LL:    IPTV Security Aspects
9) Drafting of Meeting Report and Outgoing Liaisons offline (A8)
10) Review and Approval of Meeting Report and Outgoing Liaisons(A9) 
11) Discussion of next working activities (A10)
12) Closing of Meeting(A11)
1.1 Proposed Time Schedule
WG3 (Service Security and Content Protection Aspects Working Group) will meet as shown in the table below. (Note: Subject to change)

	Day
	Date
	Morning
	Afternoon

	
	
	Session 1

09:00-10:30
	Session 2

11:00-12:30
	Session1

14:00-15:30
	Session2

16:00-17:30

	Monday
	15   Oct.
	Plenary
	-
	-
	-

	Tuesday
	16 Oct.
	A1/A2/A3/A4/A5(R)
	A5(R/TERM/T) [1]/ A6a
	A5(A)
	A5(A) / [2] 

	Wednesday
	17 Oct.
	Joint Meeting (A6)
	Joint Meeting (A6)
	Joint Meeting with WG5 on A5(A/M) [3]
	A5(M)

	Thursday
	18 Oct.
	A5(M/I/DOC/

Other)/A7
	A7
	A7
	A8(offline)

	Friday
	19 Oct.
	A9/10/11
	-
	Plenary
	Plenary


Note 1-The participants of WG5 are welcomed to attend WG3 meeting on the discuss of home network and terminal security requirements [C-0846&847]
Note 2 – The night session (Meeting room to be announced) will start 18:00 -19:30, which will continue to complete A6a and continue to review A5(A).

Note 3- The blank session of WG3 is allocated to be as the joint session with WG5 on security mechanisms harmonization, to be held in WG5 meeting room.

2. Documents information

2.1 Incoming Liaisons List

	Doc. No.
	Sources
	Titles
	Pages
	WGs

	[ 95 ]  
	DSL Forum  
	Liaison Statement on TR144    
	3/62
	ALL

	[ 101 ]  
	ITU-T SG 17  
	Liaison on Technical Output of Focus Group on Identity Management (FG IdM)    
	3
	3

	[ 102 ]  
	ITU-T SG 17  
	Reply to LS on IPTV security    
	3
	ALL


2.2 Input Contributions List

Note – The following alphabet and short-word indicate the meaning as follows:
A: Security Architecture; M: Security Mechanism; R: Security Requirements; T: Security Threat; 
I: Security Interoperability; TERM: Terms definitions; DOC: Working Document aspects.
	Doc. No.
	Sources
	Titles
	Related content
	Category
	WGs

	[ 827 ]
	ETRI, Republic of Korea  
	Proposal for improvements on FG IPTV-DOC-0122 "Interoperability" - Appendix II.5 Scenarios of SCP-IX deployed in IPTV terminal device    
	
	I
	3

	[ 828 ]
	ETRI, Republic of Korea  
	A SCP Interoperable Architecture based on Standard Protocol    
	
	I&A
	3

	[ 829 ]
	Information & Communications University
	Some considerations and alignments among IPTV FG documents
	
	DOC
	ALL

[&PLEN]

	[ 835 ]
	Nortel Networks (Canada)  
	Definition of terms    
	
	TERM
	ALL[&3]

	[836]
	Nortel Networks (Canada)  
	Comments on working document FG IPTV-DOC-0114    
	
	R
	1[&3]

	[ 843 ]
	Nortel Networks (Canada)  
	Comments on working document FG IPTV-DOC-0122    
	
	T/DOC
	3

	[ 846 ]
	Nortel Networks (Canada)  
	Comments on working document FG IPTV-DOC-0125    
	Home network Security
	R/A/M
	5[&3]

	[ 847 ]
	Nortel Networks (Canada)  
	Comments on working document FG IPTV-DOC-0126    
	7.1.4 Security, 7.1.5 Privacy, 7.1.6 Parental Control
	R/M
	5[&3]

	[854]
	Alcatel-Lucent  
	Proposed Modifications to FG IPTV-0114 - "IPTV Service Requirements"    
	
	R
	ALL[&3]

	[ 858 ]
	CATR/MII, China  
	Proposed Modifications on Figure 9-1 in FG IPTV-DOC-0122    
	
	A
	3

	[ 860 ]
	CATR/MII, China  
	Proposed Modifications on figure 9-2 of FG IPTV-DOC-0122    
	
	A
	3

	[ 861 ]
	CATR/MII, China  
	Reconsider the useful materials in WG3's living list    
	
	LL
	3

	[ 867 ]
	ZTE Corporation  
	Proposed modification for clause 2 (Reference) of WG3 working document    
	
	REF
	3

	[ 868 ]
	ZTE Corporation  
	Proposed text for sub-clause 3.1 (Terms defined elsewhere) of WG3 working document    
	
	TERM
	3

	[ 869 ]
	ZTE Corporation  
	Proposed modifications to sub-clause 3.2 ( Terms defined in this Recommendation ) of WG3 Working document and WG1 requirements working document    
	
	TERM
	3&1

	[ 870 ]
	ZTE Corporation  
	Proposed modifications to clause 9 (security architecture) of WG3 working document    
	
	A
	3

	[ 871 ]
	ZTE Corporation  
	Proposed modification to clause 10 (Security Mechanisms) of WG3 working document    
	
	M
	3

	[ 872 ]
	ZTE Corporation  
	Proposed modification to security part of WG1 architecture working document    
	
	A
	3&1

	[ 873 ]
	ZTE Corporation  
	Proposed modifications to sub-clause 6.3 (Security Requirements) of WG1 requirements working document    
	
	R
	3&1

	[ 891 ]
	China Telecom
	Proposal on Downloadable Application Protection Mechanism
	
	M
	3

	[ 895 ]
	Huawei Technologies Co., Ltd.  
	Alignment of with WG1 on terminologies for section 10.2.2    
	
	M
	3

	[ 908 ]
	Huawei Technologies Co., Ltd.  
	Changes to Some Network Security Requirements    
	
	R
	3

	[ 909 ]
	Huawei Technologies Co., Ltd.  
	Securely Exchange Digital Rights    
	
	T/M
	3

	[ 910 ]
	Huawei Technologies Co., Ltd.  
	Improvement for DRM rights and key management function    
	
	A
	1[&3]

	[ 916 ]
	Huawei Technologies Co., Ltd.  
	Proposal for new sub-clause on parental control    
	
	R&M
	4&3

	[ 921 ]
	UTStarcom, Inc., USA  
	Working Document: IPTV Network Control Aspects
	1)7.2.1.2 Robust network against Attacks
2) 7.3 Multicast Security Requirements
	R
	4[&3]

	[ 947 ]
	ETRI  
	A Proposal for the Service Security Architecture "9.3.2 Service Security Architecture"    
	
	A
	3

	[ 959 ]
	NTT, SONY, NEC  
	Proposal for structural changes in IPTV-DOC-0122    
	
	DOC
	3

	[ 960 ]
	NTT, SONY, NEC, TBS  
	Proposed modifications on IPTV security aspects - 9.3 General Security Architecture and 10.2.2 Service Authorization of FG IPTV-DOC-0122    
	
	A&M
	3

	[ 961 ]
	NTT Corporation  
	Proposal of " rights metadata for contents protection" documents to FG IPTV-IL-0096    
	
	M
	3&6

	[ 970 ]
	NTT Corporation  
	Proposed modifications on Working Document: Aspects of IPTV End System - Terminal Device    
	WG3:Terminal Security Architecture and related Terminal Security Mechanism
	A&M
	5&ALL

	[ 973 ]
	France Telecom (France)  
	Comments and proposed modifications to FG IPTV-DOC-0125 "Aspects of IPTV End System - Terminal Device"    
	WG3:Terminal Security Mechanism
	M
	5&ALL

	[ 992 ]
	WG5 Editor  
	Corrections to DOC 125    
	WG3: Terminal Security mechanisms and interface.
	A&M
	5[&3]

	[ 995 ]
	Cisco  
	Terminal Device (DOC 125) TD-SM Section 7.2.2.5 Modification    
	WG3: Terminal Security mechanisms (TD-SM module function) and interface.
	M
	5[&3]
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