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1.
Introduction

At last FG-IPTV meeting, a liaison statement from ISO/IEC JTC 1/SC25, which requests to consider ISO/IEC 15045 in the Home Network discussion of FG-IPTV, was introduced and discussed. This contribution is intended to provide information on this IEC standard and text relevant for inclusion to the Working Document.

The reviewing activities have been motivated by TTC (the Telecommunication Technology Committee) in Japan and the source companies have voluntarily participated in this effort.
2.
Discussion and proposal

IEC 15045 provides generic high-level requirements and functional model for the gateway device, called Residential Gateway. Since IPTV requires some specific considerations such as QOS and multicast, such issues need to be highlighted if RG is used in IPTV system.  Also, due to the difference of, for example, industry background, both documents, IEC15045 and DOC-160, use different terminology.  To be friendly to the reader, the comparison of terminology needs to be provided. 

The brief introduction of IEC 15045 is provided in the Annex of this contribution and proposed for inclusion to the Working Document.

Annex

Proposed text for the Working Document: Aspects of Home Network supporting IPTV services
1
Introduction of IEC15045

IEC15045-1 describes the model and key functions of Access GW. Since the key subject of the standard is a generic model applicable to various implementation scenario, regardless of IP or non-IP environment, some specific considerations are needed for the IPTV service. This [annex] provides IPTV specific issues.

2
Comparison of terminology

Since IEC15045 is developed by the different body, it uses different terminologies from this document. For convenient of the reader, the following table is provided for the comparison of both documents.

Table 6-x Comparison of terminologies with IEC15045

	IEC15045
	Corresponding term
	Note

	HAN
	Home Network (HN)
	If it means all the networks and entities placed beyond Access GW.

	
	IP-HN-P
	If it means only the network and entities directly connected with Access GW.

	
	IPI-3 Interface
	If it specifically means the HN side interface.

	HGI

(HAN to gateway interface)
	IPI-3 Interface
	The same term is used for different meaning (HGI, Home Gateway Initiative).

	LAN
	Home Network
	

	PAN
	Home Network
	

	RG
	Access GW
	

	WAN
	Access NW
	If it means the network and related entities connected to the Access GW.

	
	IPI-4 Interface
	If it specifically means the AN side interface.

	WGI

(WAN to gateway interface)
	IPI-4 Interface
	


2
Packet processing and interfaces of the Access GW

IEC15045 allows the use of both IP and non-IP at the interface, IPI-4 or IPI-3, of Access GW.  In case of IPTV, the network transmission technology by the IPTV-TD is limited to IP by its definition. Although it is possible to use non-IP protocol, for example IEEE1394, beyond IPTV-TD as a part of Secondary Domain as depicted in the architecture, the Access and Home Network around Access GW needs to be IP based network except the case where Access GW is incorporated in the IPTV-TD.  The Access GW without IPI-3and IPI-4 specified in the Working Document for HN is not relevant for IPTV service.

The interface and traffic across Access GW is described in its clause 5.  The packet processing in the sense of QoS and multicast at the gateway device, which is important aspects for IPTV, is not mentioned in the standards.  The technical information relevant for the Home Network supporting IPTV service is described in the clause 6.2 and 6.6 of this document.  IEC15045 compliant device is also required to meet these requirements.

3
Security consideration

In its clause 6 and 7, IEC15045 describes security issues necessary for the Access GW.  Some consideration is described in the context of remote control of consumer electronics device from outside controller.  Different from IPTV-TD, some kinds of consumer electronics devices potentially carry the risk caused by physical action that may result in the loss of physical property and, in the worst case, serious damages of human body. While security mechanism addressing such risk is important, IPTV requires some additional considerations of, for example, content protection.  The risks to which IPTV content and associated information are exposed and the methods addressing them are described in the Working Document being developed by WG4.

In addition to the protection of device and information, the designing Access GW product requires the operational aspects of IPTV service.  Limiting types of traffic across the Access GW is a way of enhancing the security.  However, there is a potential risk of intercepting a necessary packet by such mechanism.  Designing the filtering mechanism requires detail analysis of IPTV and associated traffic.  In this sense, the Working Document “IPTV related protocol” gives a good guidance.
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