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1 Introduction
At the 5th meeting of the FG IPTV, WG3 could not reach a consensus on new requirements for interoperability amongst multiple IPTV security technologies and SCP systems, which was proposed by ETRI (with FG IPTV-C-0810). So in order to clearly understand the requirements, the possible interoperable scenarios were depicted with 4 diagrams at Appendix II section of the working document (FG IPTV-DOC-0122, II.5 Scenarios of SCP-IX deployed in IPTV terminal device) on the site. However the document does not have the explanations on the scenarios. This contribution paper proposes the improvement of the diagrams and explanation of each scenario. 
2 Key Points of the Proposed Improvements

· Proposed new diagrams and definition of terms
· Explanation of the each use case scenarios

· Necessity of the interoperability function in IPTV standard

3 Proposed Documents

Whole sentences and diagrams below are proposed to be replaced with existing II.5 section in the FG IPTV-DOC-0122.
-------------------------------------------------------------------------------------------------------------------
II.5 Scenarios of SCP-B or SCP-IX deployed in IPTV terminal device
This sub-clause describes 3 possible scenarios which need SCP Interchange between Service Security and Content Security. 
II.5.1 Definition of terms used in the diagram

· SCP : A combination of service protection and content protection.
· SCP_B(Bridge) : Interoperable standard function or interface between two or more different SCPs on a single device. 

· SCP_IX(Interchange) : Interoperable standard function or interface between two or more different devices which adopt different SCPs, respectively. 
· SCP_IN : An input port from which IPTV content protected by SCP comes in. 
· SCP_OUT : An output port to which IPTV content protected by SCP goes out. 
II.5.2 Scenario 1 : SCP with SCP_IX 
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Figure 1. SCP with SCP_IX
An IPTV TD(Terminal Device) in this case has the SCP with SCP_IX to support interoperability between the IPTV TD without storage which adopts only specific service security (e.g. STB with CAS), and external device with storage which has only specific content protection (e.g. PVR with MS-DRM). 
The IPTV Content protected by SCP1 is able to be displayed directly via display connection or to be done later by storing into external device via other display connection under SCP2 environment. 

In order to support secure and flexible connectivity to any kind of external devices which adopts various content protection mechanisms, the IPTV TD is required to have SCP_IX better than case-by-case implementation for the security connection between two devices.
II.5.2 Scenario 2 : SCP with optional SCP-B and storage
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Figure 2. SCP with optional SCP-B and storage
An IPTV TD in this case has the SCP with SCP-B to support interoperability between service protection and content protection on a single device (e.g. STB with PVR function which adopts CAS and MS-DRM). The IPTV Content protected by SCP1 is able to be displayed directly via display connection or to be done later by storing into internal storage via the same display connection. 
Manufacturer of the IPTV TD may adopt the proprietary content protection mechanism for internal storage. In that case SCP_B is not necessary and the storage may use SCP1
The IPTV Content protected by SCP1 is able to be displayed directly via display connection or to be done later by storing into internal device via the same display connection under still SCP1 environment or SCP2 one.
In order to support flexible connectivity to any kind of internal storage which adopts various content protection mechanisms, the IPTV TD is recommended to have SCP_B better than case-by-case implementation for the security connection between service protection and content protection.

II.5.3 Scenario 3 : SCP with storage and SCP_IX
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Figure 3. SCP with storage and SCP_IX
An IPTV TD in this case has the SCP with storage and SCP_IX to support interoperability between internal content protection mechanism and external one. (e.g. connection from STB with PVR function which adopts CAS and proprietary DRM to another PVR which adopts MS DRM ). 
The IPTV Content protected by SCP1 is able to be displayed directly via display connection, to be done later by storing into internal storage via the same display connection, or to be also done later also by storing into external storage via other display connection. 

In order to support flexible connectivity to any kind of external storage which adopts various content protection mechanisms, the IPTV TD is recommended to have SCP_IX better than case-by-case implementation for the security connection between internal content protection mechanism and external one.
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