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This contribution proposes the updated section 8.1.3 “IPTV Multicast in Core Node” in FG IPTV-DOC-0092 (IPTV Multicast Frameworks). 

1. Introduction

In last Mountain View FG IPTV meeting, WG4 has decided to start the standardization activity for “IPTV Multicast Frameworks”.  This document describes functional requirements and frameworks of supporting multicast capabilities in terms of IPTV network control.
Specially, the section 8.1.3 “IPTV Multicast in Core Node” is to describe various multicast requirements in IPTV delivery for a core node in network domain. However, this subsection has not been contributed yet.
2. Proposal

We propose to update the section 8.1.3 “IPTV Multicast in Core Node” with the following texts.

__________
8.1.3. IPTV Multicast in Core Node



In IPTV architecture, the core node is responsible for ensuring IPTV data transport throughout the core network. Then, it can build up a multicast tree in core network and it can extend the multicast tree to an edge node in access nodes. Therefore, the following requirements are needed to support IPTV multicast in the core node.
· IPTV network provider can optionally support the replication of IPTV traffic in a core node.
· IPTV network provider can optionally deliver the replicated IPTV traffic to multiple access nodes. 
· IPTV network provider can optionally identify IPTV multicast traffic in a core node.
· IPTV network provider can optionally build up multicast tree in core network with multicast routing statically or dynamically. 
· IPTV network provider is recommended to aggregate IPTV traffic in core network.
· IPTV network provider can optionally support differential service when IPTV traffic enters in core network with priority.
· IPTV network provider is recommended to allocate bandwidth for IPTV traffic in core node.
· IPTV network provider can optionally authorize and/or authenticate in a core node when an access node requests to join. 
· IPTV network provider is required to secure IPTV traffic from unauthorized access nodes.
__________
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