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Summary

This document is a compilation of reported defects identified in the versions of ITU-T Recommendation
H.323 and its related Recommendations currently in force. It must be read in conjunction with the
Recommendations to serve as an additiond authoritative source of information for implementers. The
changes, clarifications and corrections defined herein are expected to be included in future versions of
affected H.323- series Recommendations.

This revison contains al updates submitted upto and including those a Study Group 16 meeting, November
2004, in Geneva (TD 52R1/PLEN). ThisImplementors Guide provides corrections and clarifications for
implementations of the H.323-series Recommendations agpproved in May 2003, and supersedes the earlier
Implementors Guide version gpproved 2004-01.
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IMPLEMENTORS GUIDE FOR ITU-T H.323, H.225.0, H.245, H.246, H.283, H.235, H.341,
H.450 SERIES, H.460 SERIES, AND H.500 SERIES RECOMMENDATIONS

1 Introduction

This document is a compilation of reported defectsidentified in the versons of ITU-T Recommendation
H.323 and its rlated Recommendations currently in force. It must be read in conjunction with the
Recommendations to serve as an additiona authoritative source of information for implementors. The
changes, dlarifications and corrections defined herein are expected to be included in future versons of
affected H.323-series Recommendetions.

Upon discovering technica defects with any components of the H.323 Recommendations series, please
provide awritten description directly to the editors of the affected Recommendations with a copy to the
Q2/16 or Q3/16 Rapporteur. The template for a defect report islocated at the end of the Guide. Contact
information for these partiesisincluded at the front of the document. Return contact information should
a0 be supplied so a did ogue can be established to resolve the matter and an appropriate reply to the
defect report can be conveyed. This defect resolution process is open to any interested party. Formal
membership inthe ITU isnot required to participate in this process.

2 Scope
This guide resolves defects in the following categories
editorid errors
technica errors, such as omissons and inconsstencies
ambiguities
In addition, the Implementors Guide may include explanatory text found necessary as a result of
interpretation difficulties gpparent from the defect reports.

This Guide will not address proposed additions, deletions, or modifications to the Recommendations that
are not drictly related to implementation difficulties in the above categories. Proposals for new features
should be made in through contributions to the ITU-T.

3 References

Thefallowing ITU-T Recommendations and other references contain provisions which, through reference
in this text, condtitute provisions of this Recommendation. At the time of publication, the editions indicated
were valid. All Recommendations and other references are subject to revison; users of this
Recommendetion are therefore encouraged to investigate the possibility of gpplying the most recent edition
of the Recommendations and other references listed below. A list of the currently vaid ITU-T
Recommendationsis regularly published. The reference to a document within this Recommendation does
not give it, as a tand-aone document, the status of a Recommendation

- ITU-T Recommendation H.323 (2003), Packet-Based multimedia communications systems

- ITU-T Recommendation H.225.0 (2003), Cdl signaing protocols and media stream packetization
for packet based multimedia communications Systems

- ITU-T Recommendation H.245 (7/2003), Control protocol for multimedia communication
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- ITU-T Recommendation H.246 (1998), Interworking of H- Series multimedia terminds with H-
Series multimedia terminas and voice/voiceband terminals on GSTN and ISDN

- ITU-T Recommendation H.246 — Annex C (2003), ISDN User Part Function - H.225.0
Interworking

- ITU-T Recommendation H.235 (2003), Security and encryption for H Series (H.323 and other
H.245 based) multimediaterminas

- ITU-T Recommendation H.235 Amendment 1 (2004)

- ITU-T Recommendation H.450.1 (1998), Generic functional protocol for the support of
supplementary servicesin H.323

- ITU-T Recommendation H.450.2 (1998), Cal transfer supplementary service for H.323
- ITU-T Recommendation H.450.3 (1998), Cdl diverson supplementary service for H.323
- ITU-T Recommendation H.450.4 (1999), Cal hold supplementary service for H.323

- ITU-T Recommendation H.450.5 (1999), Cdll park and cal pickup supplementary services for
H.323

- ITU-T Recommendation H.450.6 (1999), Cdl waiting supplementary service for H.323

- ITU-T Recommendation H.450.7 (1999), Message waiting indication supplementary service for
H.323

- ITU-T Recommendation H.450.8 (2000), Name identification supplementary service for H.323
- ITU-T Recommendation H.450.9 (2000), Cal Completion Supplementary Servicesfor H.323
- ITU-T Recommendation H.450.10 (2001), Cdl offer supplementary service for H.323

- ITU-T Recommendation H.450.11 (2001), Cdl intruson supplementary services

- ITU-T Recommendation H.450.12 (2001), Cdl Information Additional Network Feature for
H.323

- ITU-T Recommendation H.460.1 (2002), Guiddines for the use of generic extenshility
framework

- ITU-T Recommendation H.460.2 (2001), Number Portability interworking between H.323 and
SCN networks

- ITU-T Recommendation H.460.3 (2002), Circuit status map within H.323 systems
- ITU-T Recommendation H.460.4 (2002), Cdl priority designation for H.323 cdlls

- ITU-T Recommendation H.460.5 (2002), H.225.0 transport of multiple Q.931 |E of the same
type

- ITU-T Recommendation H.460.6 (2002), Extended Fast Connect Feature

- ITU-T Recommendation H.460.7 (2002), Digit Maps Within H.323 Sysems

- ITU-T Recommendation H.460.8 (2002), Querying for dternate routes within H.323 systems
- ITU-T Recommendation H.460.9 (2002), Support for online QoS-Monitoring report

- ISO/IEC 11571 (1998), Information technology — Telecommunications and information exchange
between systems — Private Integrated Services Networks — Addressing
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- ITU-T Recommendation Q.931 (1998), ISDN user-network interface layer 3 specification for
basic cdl control

- ITU-T Recommendation H.283, Remote device control logica channel transport

4 Nomenclature

In addition to traditiond revison marks, the following marks and symbols are used to indicate to the
rmereader how changes to the text of a Recommendation should be gpplied:

Symbol Description
_ _ Identifies the start of revision marked text based on
[Begin Correction] extractions from the published Recommendations

affected by the correction being described.

Identifies the end of revision marked text based on
[End Correction] extractions from the published Recommendations
affected by the correction being described.
Indicates that the portion of the Recommendation
between the text appearing before and after this
symbol has remained unaffected by the correction
being described and has been omitted for brevity.
Indicates a set of gpecid editing indructionsto be
followed.

--- SPECIAL INSTRUCTIONS --- {instructions}

5 Technical and Editorial Correctionsto H.323 Series Recommendations

51 Technical and Editorial Correctionsto I TU-T Recommendation H.323 (2003)

511 H.245 Request Mode I nitiation

Description: | Figures D.8 through D.11/H.323 show the H.245 procedures necessary to
edtablish afax cal. The endpoints shown are labeled as Originating and
Terminating. However, this digtinction is not important and any endpoint that
detects the fax tone may initiate the procedures, regardless of whether it originated
or terminated the cal. The following text should be added to Annex D/H.323 to
further darify this

[Begin Correction]

D.5 Replacing an existing audio stream with a T.38 fax stream

Figure D.8 illudrates a successful switchover from voice to fax when a separate H.245 channd is
aready open for two unidirectiond media channds. Note that in this diagram and in ones that follow,
originating and terminating endpoints do not necessarily refer to sending and receiving or cdling and
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caled endpoints. Any endpoint that detects the fax tone initiates H.245 procedures to switch to fax
mode.

[End Correction]

5.2 Technical and Editorial Correctionsto I TU-T Recommendation H.225.0 (2003)

521 Error Codes Mapping is Unspecified

Description: | Mapping from LocationRe ectReason and A ccessRejectionReason codes to
AdmissionRegectReason codes is not specified within H.225.0. The following new

section provides this mapping.

[Begin Correction]

7.22 Error Code Mapping

A Gatekeeper that needsto return an AdmissionRe ect message in response to an AdmissionRequest
from an endpoint, as aresult of having received a L ocationRe ect or an H.501 AccessRej ection in
response to its sending an L ocationRequest or A ccessReguest message, should use the following tables
to map the error code that it returnsin the AdmissionRe ect message.

Table 24/H.225.0 — L ocationRej ectReason to AdmissionRe ectReason

L ocationRejectReason Corresponding AdmissionRejectReason

notRegistered calledPartyNotRegistered
invaidPermission invaidPermisson
requestDenied requestDenied
undefinedReason undefinedReason
securityDenial securityDenial
aliaslncons stent aliaseslncons stent
routeCall ToSCN routeCall ToSCN

resourceUnavailable

resourceUnavailable

genericDataReason

genericDataReason

neededFeatureNotSupported neededFeatureNotSupported
hopCountExceeded noRouteToDestination
incompleteAddress incompleteAddress
securityWrongSyncTime securityWrongSyncTime
securityReplay securityReplay
securityWrongGenera 1D securityWrongGenera 1D
securityWrongSenders| D securityWrongSenders|D

securityM essagel ntegrityFailed

securityM essagel ntegrityFailed
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securityWrongOID

securityWrongOID

securityDHmismatch

securityDHmismatch

noRouteToDestination

noRouteToDestination

unallocatedNumber

unallocatedNumber

Table 25/H.225.0 — AccessRe ectionReason to AdmissionRejectReason

AccessR e ectionReason

Corresponding AdmissionRejectReason

noMatch noRouteToDegtination
packetSizeExceeded undefinedReason

Ssecurity securityDenia
hopCountExceeded noRouteToDegtination
needCdlInformation undefinedReason
noServiceRd ationship noRouteToDestination
undefined undefinedReason
neededFeature neededFeatureNotSupported

genericDataReason

genericDataReason

destinationUnavailable

resourceUnavailable

aliaseslnconsistent

aliaseslnconsistent

resourceUnavailable

resourceUnavailable

incompleteAddress incompleteAddress
unknownServicel D noRouteToDegtination
usageUnavailable undefinedReason
cannotSupportUsageSpec undefiedReason
unknownUsageSendTo undefinedReason

[End Correction]

5.2.2 Clarification on Usage of additional Sour ceAddr esses

Description:

The interworking function between 1SUP and H.323 uses Cdling Party |E and
additionSour ceAddresses in H.225.0 Cal Signdling Setup message to carry
more than one caling party address. The usage by a call sgnaling routed GK is
noted as below.

[Begin Correction]

7.2.2.6 Calling party number
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H.323 endpoints shal not send multiple Cdling Party Number |Es in the same message. Gateways may
provide support for interworking with Q.931 SETUP messages that contain multiple Calling Party Number
|Es. Gateways that provide such support shdl map the first Q.931 Cdling Party Number | E to the Cadling
Party Number |E of the H.225.0 Setup message, and map subsequent Q.931 Calling Party Number IESto
the additional Sour ceAddresses fidd of the H.225.0 Setup message. Gatekeepers that route H.225.0
Setup messages initiasted by an H.323 endpoint may insert anumber in the additional Sour ceAddr esses
field before forwarding it to its next recipient.

[End Correction]

523 Gatekeeper Assignment of Aliases

Description: | Thetext in H.225.0v4 removed the capability of a Gatekeeper to assign an E.164
address to an endpoint that does not register any itsdf. The following corrections

restore this capability.

[Begin Correction]

7.9.1 RegistrationRequest (RRQ)

terminalAlias — This optiond vaueisalig of dias addresses, by which other terminals may identify
thistermind. Thisfield may be used in addition to or as an dternative to the terminal AliasPattern
and supportedPrefixes fidds. If theterminalAlias isnull, aterminalAlias address may be
assigned by the gatekeeper; and included in the RCF. If the terminal Alias does not contain any
dialedDigits or partyNumber address, adialedDigits or partyNumber address may be assigned
by the gatekeeper and included in the RCF. If an email-1D isavailable for the endpoint, it should be
registered. Note that multiple aias addresses may refer to the same transport addresses. All of the
endpoint's diases that it desires to register shdl beincluded in thislist unlessthe
additiveRegistration option is specified, in which case the endpoint diasesin an RRQ shdl be
added to the list of diases currently registered for the endpoint.

[End Correction]

524 Useof Facility toinitiate H.245

Description: | The usage of Facility message to carry h245Address to initiate H.245 procedures
is not correctly reflected in the text. The following sectionsin H.225.0 should be
amended as shown below

[Begin Correction]

7.3.1 Alerting
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h245Address — This is a specific trangport address on which the caled endpoint or gatekeeper
handling the cal would like to establish H.245 sgndling. This address may dso be sent in Call
Proceeding, Progress, e-Connect, or Fecility.

7.3.3 Connect

h245Address — This is a specific trangport address on which the caled endpoint or gatekeeper
handling the cal would like to establish H.245 sgndling. This address shdl be sent if sent earlier in
Alerting, Progress, e-Cal Proceeding, or Facility.

7.3.7 Progress

h245Address — This is a specific trangport address on which the caled endpoint or gatekeeper
handling the cal would like to establish H.245 sgndling. This address shdl be sent if sent earlier in
Cdl Proceeding, Alerting, e-Connect, or Facility.

[End Correction]

525 Length Field of UUIE

Description: | The current text describing the length of the UUIE fidd and the value supplied in
Table 7/H.225.0 through Table 18/H.225.0 can be mideading. The text below
supplies the correction.

[Begin Correction]

7.3 Q.931 based H.225.0 call signalling message details

Note that the lengths of the information eements specified in the tables below refer to messages that
are generated by H.323 terminds only. The size of the User-user information eement, not explicitly
shown, is understood as the size of the user-data-sructure FAPER encoded H323-

User I nfor mation sequenceand-doesnetinclude the-h323-UU-RPDU. Thetota sze of H323-

User Information islimited to 65 536 octets. Regardless of the specified sizes, messages forwarded
from the SCN sde may have different (larger) sizes.

[End Correction]

[Begin Correction]

[Editorid Note] The correction below to the User-User Information Element should be gpplied to al tables
from Table 7/H.225.0 through to Table 18/H.225.0.
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Table 7/H.225.0 — Alerting

Information element H.225.0 status (M/F/O) | Lengthin H.225.0
Protocol discriminator M 1
Cal reference M 3
Message type M 1
Bearer capability (@) 56
Extended facility O 8-*
Channel identification FFS NA
Facility O 8-*
Progress indicator @) 2-4
Notification indicator O 2-*
Display @) 2-82
Signa @) 2-3
High layer compatibility FFS NA
User-user M 2120

[End Correction]

53 Technical and Editorial Correctionsto I TU-T Recommendation H.245 (7/2003)

5.3.1 Annex A corrections

Description: | Itisnot currently possible to indicate the OID of the encryption agorithm used for
encryptedSigna Type in H.245 signad Userlnputindication. This can cause
interoperability problems, so a new field will be added to the H.245 ASN.1
definition to indicate the dgorithm OID.

[Begin Correction]
Userlnputindication ::=CHOICE
{
nonStandard NonStandardParameter,
alphanumeric GeneralString,
userinputSupportindication CHOICE
{
nonStandard NonStandardParameter,
basicString NULL, --indicates unsecured basic string
iA5String NULL, --indicates unsecured iA5 string
generalString NULL, --indicates unsecured general string
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encryptedBasicString
encryptedIA5String
encryptedGeneralString

NULL, -- indicates encrypted Basic string
NULL, -- indicates encrypted IA5 string
NULL -- indicates encrypted general string

IA5String (SIZE (1) » FROM ("0123456789#*ABCD!")),
-- holds dummy "!" if encryptedSignalType is being used

-- encrypted signalType

-- encryptedAlphanumeric is being used

h
signal SEQUENCE
{
signalType
duration INTEGER (1..65535) OPTIONAL, -- milliseconds
rtp SEQUENCE
{
timestamp INTEGER (0..4294967295) OPTIONAL,
expirationTime INTEGER (0..4294967295) OPTIONAL,
logicalChannelNumber LogicalChannelNumber,
} OPTIONAL,
rtpPayloadindication NULL OPTIONAL,
paramS Params OPTIONAL, -- any "runtime" parameters
encryptedSignalType OCTET STRING (SIZE(1)) OPTIONAL,
algorithmOID OBJECT IDENTIFIER OPTIONAL
h
signalUpdate SEQUENCE
{
duration INTEGER (1..65535), -- milliseconds
rtp SEQUENCE
{
logicalChannelNumber LogicalChannelNumber,
} OPTIONAL,
h
extendedAlphanumeric SEQUENCE
{
alphanumeric GeneralString, -- holds empty string if
rtpPayloadindication NULL OPTIONAL,
encryptedAlphanumeric SEQUENCE
{
algorithmOID OBJECT IDENTIFIER,
paramS Params OPTIONAL, -- any "runtime" parameters
encrypted OCTET STRING, -- general string encrypted
} OPTIONAL
h

encryptedAlphanumeric
{
algorithmOID
encrypted
param$S

SEQUENCE

OBJECT IDENTIFIER, OPTIONAL, -- any "runtime" parameters

Params OCTET STRING, -- basic string encrypted

[End Correction]
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5.4

Technical and Editorial Correctionsto I TU-T Recommendation H.246 (1998)

541 Annex A Correctionsfor MCV and Cancd-MCV commands
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Description: | The H.245 equivalents defined for H.230 commands MCV and Cancd-MCV
were incorrectly defined in H.246. The following text corrects those table entries.

[Begin Correction]

A.5.24.1 Multipoint Control C&|

H.230 command/indication H.245 equivelent
MCV Send broadcastMe
Send either

confer enceRequest.broadcastM yL ogical Chann
el or

conferenceCommand.broadcastM yL ogicalChan
nel with the LCN of the video channd in the
direction from the gateway to the H.323 endpoint.

If the gateway has previoudy both sent and received
the MV C capability to/from the H.230 side
(indicating that both ends of the termind-MCU or
inter-MCU link have declared the MV C capability
or the H.245 equivdent), then the H.245 sde shdll
use the confer enceRequest form of the message.

Otherwisg, it shdl use the conferenceCommand
form of the message.

Cancd-MCV

Send-cancelBroadeastM-e

Send
conferenceCommand.cancel BroadcastM yL ogic
alChannégl

[End Correction]

Description: | New H.243 codepoints MVC, MV A, and MVR were approved in February
2000. To support those new codepoints, the following additions shall be added to
the tablein A.5.2.4.1 as shown below

[Begin Correction]

A.5.2.4.1 Multipoint Control C&|

H.230 command/indication

H.245 equivelent

MVC

Send
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confer enceCapability.multipointVisualizationCa
pability

MVA Send
confer enceResponse.br oadcastM yL ogical Chan
nel.grantedBroadcastM yL ogical Channel

MVR Send

confer enceResponse.broadcastM yL ogical Chan
nel.deniedBroadcastM yL ogical Channel

[End Correction]

A.

Description: | A minor incondstency has been discovered in section A.5.2.4.4 of H.246 Annex

The H.245 equivaent continuous presence BAS codes were not included in
H.245v3 so continuous presence processing cannot be trandated through a
H.320-H.323 gateway. To correct this, commands are added to H.245 and the
following corrected trand ations amend H.246.

[Begin Correction]

A.5.2.4.4 Multipoint Control C&|l

H.230 command/indication

H.245 equivelent

VIN

Send terminal Y ouAreSeeing

VCB/Cancd-VCB

Send makeT erminalBroadcaster /
CancelM akeT er minalBroadcaster

VCS/Cancel-VCS

Send sendT hisSour ce / Cancel SendThisSour ce

VCR Send videoCommandRej ect
VIN2 FESSend
terminalY ouAr eSeeingl nSubPictureNumber
VIC EESSend videol ndicateCompose
VIM EESSend videol ndicateM ixingCapability

542 Referenceto ATM Forum Document

[End Correction]

Description: | To hdp clarify the usage of H.246 with respect to ATM, areferenceto an ATM
Forum document has been proposed. This reference shdl appear in next H.246
publication from the ITU.

Implementors Guide for ITU-T H.323 Systems (2004-11) 11




[Begin Correction]

1 Scope

Voice/Voiceband terminals on GSTN use the appropriate nationa standards for call control and
G.711 or anadlogue sgnas for voice. Voice/Voiceband terminas on ISDN use the appropriate
national variant of Q.931 for call control and G.711 for voice.

Interworking of H.323 over ATM with H.323 over nonrATM |P networks is possble through the
use of an H.323-H.323 gateway. Trangport of H.323 media streams over ATM isdescribed in
AF-SAA-0124.000.

[End Correction]

[Begin Correction]

2 N ormative References

- ATM Forum Technicd Committee, AF-SAA-0124.000, Gateway for H.323 Media
Transport Over ATM, 1999

[End Correction]

55 Technical and Editorial Correctionsto I TU-T Recommendation H.235 (2003)

5.6 Technical and Editorial Correctionsto | TU-T Recommendation H.450 Series

5.6.1 Technical and Editorial Correctionsto H.450.1 (1998)

5.6.1.1 Actionsat a Destination Entity

Description: | Typographica errors have been discovered in section 6.6 of H.450.1 (1998).
The text below outlines the necessary changes.

[Begin Correction]

1) Section6.6,line6

Change:

"r gl ectUnr ecognizedl nvokePdu"

to

"r gfectAnyUnr ecognizedl nvokePdu"
2) Section6.6, line 12
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Change:
"discar dAnyUnr ecognizedl nvokePDU"
to

"discar dAnyUnrecognizedl nvokePdu"

[End Correction]

5.6.1.2 Correctionstothe ASN.1

Description: | H.225.0 (1999) introduces redundancy with H.450.1 in that both H.225.0 (1999)
and H.450.1 have screening and presentation information. To remove the
redundancy, it was decided that H.225.0 was the proper place for this information
and the redundant elements shdl be removed from H.450.1. Below showsthe
revison to the ASN.1 found in Table 6/H.450.1.

[Begin Correction]

Addr essi ng- Dat a- El ement s
{ itu-t recomendation h 450 1 versionl(0) addressing-data-elenments(9)}
DEFI NI TI ONS AUTOMATI C TAGS :: =
BEG N
| MPORTS Al i asAddress, PartyNunber, Presentationlndicator, Screening |ndicator

FROM H323- MESSAGES; -- see H. 225.0

-- PartyNunmber defined in Recommendation H. 225.0

-- PublicPartyNumber defined in Reconmendation H.225.0

-- PrivatePartyNunber defined in Recommendation H. 225.0

-- NunmberDigits defined in Recommendati on H. 225.0

-- PublicTypeOf Nunber defined in Recommendation H. 225.0

-- PrivateTypeOf Number defined in Recomendation H.225.0

-- Presentationlndicator defined in Recomendati on H. 225.0 (v3 and beyond)
-- Screeninglndi cator defined in Reconmendation H 225.0 (v3 and beyond)

Endpoi nt Addr ess i1 = SEQUENCE{
destinati onAddress SEQUENCE OF Al i asAddress,
-- nmultiple alias addresses may be used to address the same H. 323
endpoi nt
renot eExt ensi onAddr ess Al i asAddress OPTI ONAL,
destinati onAddr essPresent ati onl ndi cat or Present ati onl ndi cat or
OPTI ONAL,
-- Note 1, 2
destinati onAddr essScr eeni ngl ndi cat or Scr eeni ngl ndi cat or OPTI ONAL,
renot eExt ensi onAddr essPresent ati onl ndi cat or Present ati onl ndi cat or
OPTI ONAL,
-- Note 1, 2
r enot eExt ensi onAddr essScr eeni ngl ndi cat or Scr eeni ngl ndi cat or
OPTI ONAL

}

-- Note 1: If this elenent is not avail able, presentation allowed
shal | be assuned.
-- Note 2: If an H. 450 APDU that carries this el enent Endpoi nt Address

al so

-- contains an el ement PresentationAll owedl ndicator, then the setting
of the

-- el enent PresentationAll owedl ndi cator shall take precedence in case
of

-- conflicting presentation information

Implementors Guide for ITU-T H.323 Systems (2004-11)
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[End Correction]

5.6.1.3 Clarificationsto ROS APDUs

Description:

The ASN.1 specification of ROS APDUSs has caused some uncertainty over the
correct encoding of invoke identifiers. A correct encoding is essentid for
interoperability between different implementations. The text below attempts to
clarify the uncertainty.

Add the following note below Table 4/H.450.1:

[Begin Correction]

Note:

In the Invoke APDU, theinvokel D is an INTEGER constrained by a PER-visble congtraint

(Invokel dSet = 0..65535) and is therefore encoded as a constrained INTEGER (16 bits, no

length fidd). In the ReturnResult and ReturnError APDUS, however, the invokel D is encoded

asan unconstrained INTEGER (with explicit length fidld) because the applicable constraint

(“must be that for an outstanding operation...") is not PER-visble. In the Reject APDU the

invokel D is aso encoded as an unconstrained INTEGER (with explicit length fidd) Snce no

condtraint applies.

[End Correction]

5.6.1.4 Error Definitions

Description:

Error description as defined in Table 8 need to be clarified. The text below
provides the needed clarifications.

[Begin Correction]

10.3 General error list

Implementors Guide for ITU-T H.323 Systems (2004-11)
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Table 8 contains the definitions of generd Eerrors that may be used within H.450.x
Recommendations.

Note — Every operation defined in any H.450.x Recommendation lists all permitted error
values explicitly. This means that the errors defined here are not automatically part of
another H.450.x Recommendation. An H.450.x Recommendation that uses one of the error
values below must import it from the modul e defined below before it can be used for an
operation of H.450.x.

Table 8/H.450.1 — H.450.1 General Error List

H4501- Gener al - Error - Li st
{ itu-t recommendation h 450 1 versionl(0) general-error-list (1) }

DEFI NI TI ONS AUTOVATI C TAGS =
BEG N
| MPORTS ERROR FROM Renot e- Oper ati ons-1 nformati on-CObjects
{ joint-iso-itu-t renote-operations(4) informationCbjects(5)
versi on1(0) };

-- The following errors are based on the error definitions of Recommendation Q.950.

user Not Subscri bed ERROR ::= {CODE | ocal : 0}
--isan indication that the user has not subscribed to this service.

Rr ej ect edByNet wor k ERROR ::= {CODE | ocal : 1}
--isanindication that the requested serviceisrejected by the network
-- (e.g. gatekeeper).

Rr ej ect edByUser ERROR ::= {CODE | ocal : 2}

-- isan indication that therequested-service isprovided-by the
—-network-but that the remote user has rejected this service request.

Nnot Avai | abl e ERROR ::= {CODE | ocal : 3}
-- isan indication that the user-has-subscribed-to-thisservice butthe
-- requested serviceis not available under the specific circumstancescombined-with-the basic-serviceor

H onsufficientlnformation ERROR ::= {CODE | ocal : 5}
-- isan indication that the-content of some essential information is missing.eperation-argumentis
--although the operation argument is formally correct-Hrcempleteorabsent-entirely.

H nval i dSer vedUser Nunber ERROR ::= {CODE | ocal : 6}
-- isan indication that the requested service cannot be performed
-- because of the usage of an invalid served user number.
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Table8/H.450.1 — H.450.1 General Error List (concluded)

LinvalidCall State ERROR ::= {CODE | ocal : 7}
—isanindication that nc-match-exists betweenthe service requeet isand
- mcomoatlblewrth theval-r-d-current H. 225 Ocall state—thrsappl-r%alsg-tg-r-m;ahd

Bbasi cSer vi ceNot Provi ded ERROR ::= {CODE | ocal : 8}
--is an mdrcatron that the servr ce request refersto an unsunoorted r-selwested-tg-a-Basrc

Nnot I ncomi ngCal | ERROR ::= {CODE | ocal : 9}
--isan indication that the service request has been invoked for an
-- outgoing call, which is not permitted for that service.

Ssuppl ement ar ySer vi cel nt eract i onNot Al | owed ERROR ::= {CODE
| ocal : 10}

--isan indication that the Sservice request is not permitted in

-- combination with either a further requested or active supplementary

-- service.

Rresour ceUnavai | abl e ERROR ::= {CODE | ocal : 11}
-- isanindication that the service provider has temporarily no
-- resour ce available for the provision of the requested service.

Ccal | Failure ERROR ::= {CODE | ocal: 25}
—isanindication that the requested supplementary service was not executable by virtue
- ofaBasrc CaII Failure. = A

Pprocedural Error ERROR ::= {CODE | ocal : 43}

--isan indication that atransper-t-meecage&eg—SEFUQ}
-- Isreceived which-hasone or moreoperation APDUs which-have avalid

--is not compatible with the procedural context in which it is received-content but which-are not specified asvalid
. , r
—-thetransport message used.

END -- of H4501- General -Error-List

[End Correction]

5.6.2 Technical and Editorial Correctionsto H.450.2 (1998)

5.6.2.1 Editorial Corrections

Description: | Typographica errors have been discovered in sections 11.4.2, 11.5.2, 11.6.2,
and 13.4 of H.450.2. The text below outlines the necessary changes.

Implementors Guide for ITU-T H.323 Systems (2004-11)
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1)

2)

3)

4)

5)

6)

[Begin Correction]

Editorid - Clause 11.4.2, line4 ¢)
Change:
"The CTSetup.request primitive is used to request call establishment from TRTSE."
to
"The CTSetup.request primitive is used to request cal establishment to TRTSE"
Editorid - Clause 11.4.2, line 5 d)
Change:
"The CTSetup.confirm primitive is used to indicate success of cdl establishment to TRTSE."
to

"The CTSetup.confirm primitive is used to indicate success of cal establishment from
TRTSE."

Editorid - Clause 11.5.2, line 6 €)

Change:

"The CTldentify.indication primitive is used to request acal identification.”
to

"The CTldentify.indication primitive is used to indicate a cal identification.”
Editorid - Clause 11.5.2, line 11,12 )

Change:

"The CTCompleterequest primitive may be used by GKs to request sending of cal transfer
information to the transferred-to user.”

to

"The CTCompleterequest primitive may be used by GKsto request sending of cal transfer
information to the transferred-to endpoint.”

Editorid - Clause 11.5.2, line 13,14 k)

Change:

"The CTCompleteindication primitive is used to indicate cdl transfer information to the
transferred-to endpoint.”

to

"The CTCompleteindication primitive is used to indicate call trangfer information to the
transferred-to user."

Editorid - Clause 11.6.2, line 2
Change:

Implementors Guide for ITU-T H.323 Systems (2004-11)
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"CT-T1- Timer CT-T1 shdl operate at the TRGSE during state CT-Await-1dentify-
Response. Its purposeis to protect against the absence of response to the
CTldentify.request.”

to

"CT-T1- Timer CT-T1 shdl operate at the TRGSE during state CT-Await-1dentify-
Response. Its purposeis to protect against the absence of response to the
CTldentify.invoke."

7) Editorid — Clause 13.4, FIGURE 25 (sheet 2 of 3, 4th branch) of H.450.2
(i.,e. HGURE 22/H.450.2 (sheet 2 of 3, 4th branch) of H.450.2 (2/98) publication)

Change:

"T4 Timeout"

to

"CT-T4 Timeout"

In addition, the type of symbol was mistake. Time-Out event is an interna event.

. T4 CT-T4
change Timeout fo Timeout

[End Correction]

5.6.2.2 Clarification of Callldentifier and Confer encel dentifier

Description:

A darification of the setting of H.225.0 dements Calll dentifier and
Conferencel dentifier vauesin conjunction with H.450.2 transferred cdls has
been added within anew clause 10.7 "Interactions with H.225.0 parameters’.

Special Note: This section appeared in the May 1999 | mplementors’
Guide, but stated that the Calll dentifier should be the same for transferred
calls. That definition contradicted H.323v2's definition of the

Calll dentifier, so this section has been changed to align with H.323v2 and
higher.

[Begin Correction]

10.7 I nteractions with H.225.0 parameters

The H.225.0 Calldentifier vaue of the transferred call shdl use a new value, rather than the vaue

that was used in the primary call.

The H.225.0 Conferencel dentifier of atransferred call may use anew value. However, the

Conferencel dentifier of an existing conference (multipoint conference) shal not be atered.

[End Correction]

Implementors Guide for ITU-T H.323 Systems (2004-11)
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5.6.2.3 Transfer without Consultation

Description: | An exceptiond procedure for atransferred endpoint B actions has been added in
clause 8.2.1 to alow cal transfer without consultation to take place successtully
even if the transferred-to endpoint C does either not support H.450.2 or not
support H.450 at al. Furthermore, clause 6 was enhanced to dlow a different
Interpretation APDU setting.

[Begin Correction]

6 Messagesand Information elements

When conveying the invoke APDU of operation cal TransferSetup, the Interpretation APDU shall
contain value clearCalllIfAnylnvokePduNotRecognized in case of Trangfer with Consultation. In
case of Call Transfer without Consultation, the Interpretation APDU shall be set to vaue
discardAnyUnrecognizedi nvokePdu

[End Correction]

[Begin Correction]

8.2.1 Transfer without Consultation with transferred-to endpoint C not supporting
H.450.2

a) When receiving a CONNECT message from endpoint C (that does not include a response to
the cal TransferSetup Invoke APDU) while being in state CT-Await- Setup-Response, the
trandferred endpoint B should continue as if acal TranderSetup Return Result APDU would have
been received. This dlows endpoint B to successfully continue with the Call Transfer procedures
(including appropriate internd cdl transfer state handling and dearing of the primary cdl to the
trandferring endpoint A). This exceptiona procedure engbles successful Cdl Transfer even if the
transferred-to endpoint C does not support H.450 at dl.

b) When a RELEASE COMPLETE message as aresponse to a SETUP message containing
cadlTransferSetup Invoke APDU s recaived in endpoint B on the transferred cal attempt, possibly
containing cal TransferSetup Return Error or Reect APDU, then endpoint B may retry cdl
establishment to endpoint C using anorma basic call. Upon receiving the CONNECT message
from endpoint C, endpoint B may continue with the procedures as described in a) above.

Note that this procedure may apply if endpoint C supports H.450.1 but no H.450.2 and if
endpoint B has not selected the recommended I nterpretation APDU vaue

discardA nyUnrecognizedinvokePdu but has set the value to
clearCaAllfAnylnvokePduNotRecognized.

[End Correction]
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5.6.3 Technical and Editorial Correctionsto H.450.3 (1998)

5.6.3.1 Editorial Correction in H.450.3

Description: | Typographical errors have been discovered in H.450.3 clause 12 SDLs.

[Begin Correction]

Editorid — Clause 12 SDL FIGURES 21 (mogt right branch), 22 (most right branch), 23 (most
right branch), 28 (sheet 1 of 4, second right branch) of H.450.3

(i.e. FIGURES 19,20,21 and 24 (sheet 1 of 4) of H.450.3 of H.450.3 (2/98) published).
The type of symbol was mistake. Time-Out event is an interna event.
Note: The text within the referred symbols remains unchanged.

change E to >

[End Correction]

5.6.3.2 Clarification of the Callldentifier and Confer encel dentifier

Description: | A darification of the setting of H.225.0 eements Calll dentifier and
Conferencel dentifier valuesin conjunction with H.450.3 forwarded calls has
been added within a new clause 9.9.3 "Interactions with H.225.0 parameters’.

Special Note: This section appeared in the May 1999 | mplementors
Guide, but stated that the Calll dentifier should be the same for diverted
calls. That definition contradicted H.323v2's definition of the
Callldentifier, so this section has been changed to align with H.323v2 and
higher.

[Begin Correction]

9.9.3 Inter actions with H.225.0 parameters

The H.225.0 Calll dentifier of aforwarded cal shal use anew vaue, rather than the vaue that
was used in the forwarding call.

The H.225.0 Confer encel dentifier of aforwarded call may use a new value. However, the
Conferencel dentifier of an existing conference (multipoint conference) shall not be dtered.

[End Correction]

5.6.3.3 Correction tothe ASN.1

Description: | A typographical error has been discovered in the ASN.1 definitions presented in
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| H.450.3, Chapter 11.

[Begin Correction]

H225Infor mationElement FROM H225-Generiegeneric-parameter s-definition

[End Correction]

5.6.4 Technical and Editorial Correctionsto H.450.4 (1999)

5.6.4.1 Change Relating to Interpretation APDU

Description: | Inorder to adign H.450.4 with other H.450-series A modified description of the
Cdl Hold Interpretation APDU (i-gpdu) setting has been added in clause 6 of
Recommendation H.450.4.

Thisinformeation will be contained in the revison 2 of H.450.4 Recommendation to
be published by the ITU-T. The modified text is shown below.

[Begin Correction]

6 Messagesand Information elements

When conveying the Invoke APDU of operationsremoteHold and remoteRetrieve, the
Interpretation APDU shall be omitted or shdl contain the vdue
rejectAnyUnrecognizedl nvokePdu.

[End Correction]

5.6.4.2 Featurelnteraction between H.450.4 and H.450.2

Description: | A modified description of the Call Hold interaction with Cal Transfer has been
added in clause 9.2.1 of Recommendation H.450.4.

Thisinformeation will be contained in the revison 2 of H.450.4 Recommendation to
be published by the ITU-T. The modified text is shown below.

[Begin Correction]

921 Call Transfer (H.450.2)

If prior to Consultation, the first cal has been put on hold, the served User endpoint shdl decide
whether or not to autométicaly retrieve the held User before Call Transfer isinvoked.

> If the served User endpoint decides for the automatic retrieve option, aA retrieveNotific
Invoke APDU (in case of near end cdl hold) or aremoteRetrieve Invoke APDU (in case of
remote-end cal hold) may either be sent by the served user prior to the message containing the
callTransfer I nitiate Invoke APDU or may be sent within the same message containing the
callTransferInitiate Invoke APDU.
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If cdl transfer falls after retrieva from hold was successful (i.e. if cal Trandferlnitiate Return
Error or Reject APDU isrecaved or if timer CT-T3 expires), the served user endpoint may
automaticdly re-invoke SS-Hold.

If remote-end cal hold retrieva is unsuccesstul, in order to proceed with cdl trandfer the
remoteRetrieve Return Error or remoteRetrieve Reect APDU should be disregarded.

> |If the served User endpoint decides to not choose the automatic retrieve option, call hold
appliesto the primary cdl until cal trandfer has been completed successfully (i.e. until the
primary cal is deared). If trander falls, the primary cal remains being hdd by User A.

[End Correction]

5.6.5 Technical and Editorial Correctionsto H.450.5 (1999)

5.6.5.1 Clarification of the Callldentifier

A daification of the setting of H.225.0 dement Cdlldentifier in conjunction with
H.450.5 parked calls has been added within clause 8.3 "Interactions with H.225.0
parameters'.

Thisinformation will be contained in the revison 2 of H.450.5 Recommendation to
be published by the ITU-T. The modified text is shown below.

Description:

[Begin Correction]

8.3 Interaction with H.225.0 parameters

The H.225.0 Calll dentifier value within a parked cal shdl use anew vaue, ratherbe-set-to the
Cdlldentifier vaue that was used in the primary cdl. For dl other SETUP messages carrying S&
PARK or SS-PICKUP related APDUs as defined within this recommendation, new Cdlldentifier
vaues shdl be used. Note that the Cdlldentifier vaue of the parked/derting call is preserved during the
SS-PARK / SS-PICKUP procedure within the H.450 APDUSs.

[End Correction]

5.6.6 Technical and Editorial Correctionsto H.450.7 (1999)

5.6.6.1 Change Relating to Interpretation APDU

Description: | In order to aign H.450.7 with other H.450- series, a modified description of the
Message Waiting Indication Interpretation APDU (i-apdu) setting has been added
in clause 7.1.1 of Recommendation H.450.7.

Thisinformation will be contained in the revison 2 of H.450.7 Recommendation to
be published by the ITU-T. The modified text is shown below.

[Begin Correction]

7.1.1 H.450.1 Supplementary Service APDU

Implementors Guide for ITU-T H.323 Systems (2004-11) 22



When conveying the Invoke APDU of operations mwiActivate, mwiDeactivate, and
mwil nterrogate, the interpretation APDU shall be omitted or shal contain the vaue
r ej ectAnyUnr ecognized| nvok ePdu.—Fhististplicith-equivalentto-specifying-an-ate

APDU of raectAnyUnrecognizedinvokePDU-

[End Correction]

5.6.7 Technical and Editorial Correctionsto H.450.8 (2000)

5.6.7.1 Usage of CalledName and AlertingName

Description: | An editoria error has been found in the H.450.8 (2000) Recommendetion in the
usage of caledName and dteringName. The following text corrects the errors.

[Begin Correction]

7.2 Terminalsor MCU as Originating Endpoint

A termina or MCU in receipt of an H.225.0 Connect, Alerting, or Release Complete message containing a
connectedName, ealeddertingName, or busyName APDU should not present name information if the
Name element indicates namePresentati onRestricted.

8.2 Terminalsor MCU as Terminating Endpoint

A terminal or MCU in receipt of the H.225.0 Setup message may indude name information in the Connect,
Alerting or Release Complete as described above in 6.2, 6.3 or 6.4. If presentation of the name to the
cdling party is desrable, the Name element in the dertingName, connectedName, or busyName operation
should indicate namePresentationAllowed. If presentation of the name to the called party is to be restricted,
the Name dement in the ealteddertingName, connectedName, or busyName operation should indicate
namePresentationRestricted.

[End Correction]

5.6.8 Technical and Editorial Correctionsto H.450.12 (2001)

5.6.8.1 Technical Correction

Description: | Thereceipt of aCmninform APDU at User A’s Endpoint is not described.
Therefore add the text below at the end of section 7.1.1.1 ANF-CMN invocation.

[Begin Correction]

7.1.1.1 ANF-CMN invocation
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Upon receipt of a Cmninform invoke APDU in any message, the Originating endpoint shal remain
in the current sate.

[End Correction]

5.6.8.2 Add definition of the states CM N-Wait-Response and CM N-Wait-Answer-Response

Description: | The states CMN-Wait-Response and CMN-Wait- Answer- Response are used
only in the SDL diagrams but are not defined anywhere. To avoid confusion, a
definition of their meaning is added in section 13.

[Begin Correction]

13. Specification and Description Language (SDL) Diagramsfor ANF-CM N

In the following SDL s the states CM N -Wait- Response and CM N -Wait- Answer-Response are
used to describe the behavior of the Endpoints using explicit primitive exchange.

The state CMN-Wait-Response is entered at the Endpoint after a primitive CMNRequest
indication is received and the previous state was CMN-1dle.

The state CMN-Wait-Answer-Response is entered at the Endpoint after a primitive CMNReguest
indication is received and the previous state was CMN-Wait- Answer.

[End Correction]

5.6.8.3 Redesign the SDL Diagrams, add two missing collision branches and delete an
erroneous message symbol

Description: | Two collison branches are missing: add in section 13.1 Figure 8/H.450.12 the
possible receipt of a CMNInform request from the application in state CMN-
Wait-Answer and in Figure 9/H.450.12 the possible receipt of a CMNRequest
request in state CMN-Wait- Response.

In Figure 9/H.450.12 the receipt of a CMNInform Request in state CMN-Wait-
Response shdl be ignored and the message with CMNInform invoke APDU shdll
not be forwarded to endpoint B.

[Begin Correction]

Editorid - Replace the indicated diagrams by the following:
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CMN-Wait-

Answer

Message with ) ; . Message with
CMNRequest.res Timer T1 Expiry Basic Call Cleared CMNInform.inv
Message with i CMNInform
CMNRequest.rej Message with Indication
CMNRequest.err
Stop Timer T1 if Stop Timer T1 if Stop Timer T1 if CMNInform Reguest
running running running q
CMNRequest CMNRequest CMNRequest Message with
Confirm-Success Confirm-Reject Confirm-Error CMNRequest.inv
Message with
CMNInform.inv
CMN-Idle CMNRequest
Indication

CMN-Wait-

CMN-Wait-
Answer-

Response

Answer

Figure 8/H.450.12 — SDL Representation of ANF-CMN at Endpoint A (Part 3)
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CMN-Wait-
Response

CMNRequest Message with CMNRequest
Response CMNInform Request CMNInform.inv Request
Message with CMNInform Message with
CMNRequest.res Indication CMNRequest.inv

Start Timer T1
_Wait- CMN-Wait-
CMN-Idle CMN-Wait

Answer-

Response
Response

Fiqure 9/H.450.12 — SDL Representation of ANF-CMN at Endpoint A (Part 3)

[End Correction]

5.6.8.4 Message Flow of ANF-CMN

Description: | Timer T1lisdarted if cmnRequest invokeissent in FACILITY message, but not
if itis sent in a SETUP message. However, the message flow diagram in Figure
2/H.450.12 erroneoudy contains timer T1. The erroneous diagram should be
replaced by the corrected diagram as below.
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[Begin Correction]

User A's User B's
Endpoint Endpoint

Normal Basic Cal A-B (Idle)

SETUP(C1) >
cmnRequest.inv

ALERT (C1)
cmnRequest.rr

Normal Basic Call A-B (Alerting)

T1610010-01

User A’'s User B’'s
Endpoint Elndpoint
|

Normal Basic Call A-B (Idle)

SETUP (C1)
cmnRequest.inv

ALERT(C1)
cmnRequest.rr

Normal Basic Call A-B (Alerting)

[End Correction]

5.7 Technical and Editorial Correctionsto I TU-T Recommendation H.341 (1999)

57.1 CorrectionstoH.341 Annex B-1 H225-M B

Description: | Eachfiddin CallSignalStatsEntry SEQUENCE referred to the number of
messages received ("In") and the number of messages tranamitted ("Out"). These
counters shall be combined.

[Begin Correction]

Cal | Signal StatsEntry::= SEQUENCE {

cal | Si gnal StatsCal | Connectionsln
Count er 32,

cal | Si gnal St atsCal | Connecti onsQut
Count er 32,

cal | Signal StatsAl erti ngMsgsln
Count er 32,

cal | Si gnal St atsAl erti ngMsgsQut
Count er 32,

cal | Si gnal StatsCal | Proceedi ngsln
Count er 32,
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cal | Si gnal St at sCal | Proceedi ngsQut

Count er 32,
cal | Si gnal St at sSet upMsgsl n
Count er 32,
cal | Si gnal St at sSet upMsgsQut
Count er 32,
cal | Si gnal St at sSet upAckMsgsl n
Count er 32,
cal | Si gnal St at sSet upAckMsgsQut
Count er 32,
cal | Si gnal St at sProgressMsgsln
Count er 32,
cal | Si gnal St at sProgr essMsgsQut
Count er 32,
cal | Si gnal St at sRel easeConpl et eMsgsl n
Count er 32,
cal | Si gnal St at sRel easeConpl et eMsgsQut
Count er 32,
cal | Si gnal St at sSt at usMsgsl n
Count er 32,
cal | Si gnal St at sSt at usMsgsQut
Count er 32,
cal | Si gnal St at sSt atusl nqui ryMsgslin
Count er 32,
cal | Si gnal St at sSt at usl nqui r yMsgsQut
Count er 32,
cal |l Signal StatsFacilityMsgsln
Count er 32,
cal | Si gnal StatsFacilityMsgsQut
Count er 32,
cal | Si gnal St at sl nfoMsgsln
Count er 32,
cal | Si gnal St at sl nfoMsgsQut
Count er 32,
cal | Signal StatsNotifyMsgsln
Count er 32,
cal | Si gnal St at sNoti f yMsgsQut
Count er 32,
cal | Si gnal St at sAver ageCal | Dur ati on
I nteger 32,
cal | Si gnal St at sCal | Connecti ons
Count er 32,
cal | Si gnal St at sAl erti ngMsgs
Count er 32,
cal | Si gnal St at sCal | Proceedi ngs
Count er 32,
cal | Si gnal St at sSet upMsgs
Count er 32,
cal | Si gnal St at sSet upAckMsgs
Count er 32,
cal | Si gnal St at sProgressMsgs
Count er 32,
cal | Si gnal St at sRel easeConpl et eMsgs
Count er 32,
cal | Si gnal St at sSt at usMsgs
Count er 32,
cal | Si gnal St at sSt at usl nqui ryMsgs
Count er 32,

cal | Si gnal StatsFacilityMsgs
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Count er 32,

cal | Si gnal St at sl nf oMsgs

Count er 32,

cal | Si gnal St at sNoti f yMsgs

Count er 32

cal |

cal |

cal |

cal |

cal |

cal |

cal |

}

Si ghal St at sCal | Connecti onsl n OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS depr ecat edcurrent
DESCRI PTI ON
"The nunber of successful connections in which this entity
has been a callee.”
::={ callSignal StatsEntry 1 }
Si gnal St at sCal | Connecti onsOQut OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS depr ecat edcurrent
DESCRI PTI ON
"The nunber of successful connections in which this entity
has been a caller.”
::={ callSignal StatsEntry 2 }
Si ghal St at sAl erti ngMsgsl n OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS depr ecat edcurrent
DESCRI PTI ON
"The nunber of alerting nessages received by this entity."
::={ callSignal StatsEntry 3 }
Si gnal St at sAl erti ngMsgsOQut OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS currentdeprecated
DESCRI PTI ON
"The nunber of alerting nessages sent by this entity."
::={ callSignal StatsEntry 4 }
Si gnal St at sCal | Proceedi ngsl n OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS currentdeprecated
DESCRI PTI ON
"The nunber of call proceeding nmessages received by this
entity."”
::={ callSignal StatsEntry 5 }
Si gnal St at sCal | Proceedi ngsOQut OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS currentdeprecated
DESCRI PTI ON
"The nunber of call proceedi ng messages sent by this entity."
::={ callSignal StatsEntry 6 }

Si gnhal St at sSet upMsgsl n OBJECT- TYPE
SYNTAX Count er 32

MAX- ACCESS read-only

STATUS currentdeprecated
DESCRI PTI ON
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"The nunber of setup nmessages received by this entity."
::={ callSignal StatsEntry 7 }
cal | Si gnal St at sSet upMsgsQut OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS currentdeprecated
DESCRI PTI ON
"The nunmber of setup nmessages sent by this entity."
::={ callSignal StatsEntry 8 }
cal | Si gnal St at sSet upAckMsgsl n OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS currentdeprecated
DESCRI PTI ON
"The nunber of setupAck nessages received by this entity."
::={ callSignal StatsEntry 9 }
cal | Si gnal St at sSet upAckMsgsQut OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS currentdeprecated
DESCRI PTI ON
"The nunmber of setupAck nessages sent by this entity."
::={ callSignal StatsEntry 10 }
cal | Si gnal St at sProgressMsgsli n OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS currentdeprecated
DESCRI PTI ON
"The nunber of progress nessages received by this entity."
::={ callSignal StatsEntry 11 }
cal | Si gnal St at sProgressMsgsQut OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS currentdeprecated
DESCRI PTI ON
"The nunber of progress nessages sent by this entity."
::={ callSignal StatsEntry 12 }

cal | Si gnal St at sRel easeConpl et eMsgsl n OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS currentdeprecated
DESCRI PTI ON
"The nunber of release conplete nessages received by this
entity."”
::={ callSignal StatsEntry 13 }
cal | Si gnal St at sRel easeConpl et eMsgsOQut OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS currentdeprecated
DESCRI PTI ON
"The nunber of release conplete nmessages sent by this
entity."”
::={ callSignal StatsEntry 14 }
cal | Si gnal St at sSt at usMsgsl n OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS currentdeprecated
DESCRI PTI ON

Implementors Guide for ITU-T H.323 Systems (2004-11)



"The nunmber of status nessages received by this entity."
::={ callSignal StatsEntry 15 }
cal | Si gnal St at sSt at usMsgsQut OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS currentdeprecated
DESCRI PTI ON
"The nunmber of status nessages sent by this entity."
::={ callSignal StatsEntry 16 }
cal | Si gnal St at sSt at usl nqui ryMsgsl n OBJECT- TYPE

SYNTAX Count er 32

MAX- ACCESS read-only

STATUS currentdeprecated

DESCRI PTI ON
"The nunber of status inquiry nessages received by this
entity."”

::={ callSignal StatsEntry 17 }

cal | Si gnal St at sSt at usl nqui ryMsgsOQut OBJECT- TYPE

SYNTAX Count er 32

MAX- ACCESS read-only

STATUS currentdeprecated

DESCRI PTI ON
"The nunber of status inquiry nmessages sent by this
entity."”

::={ callSignal StatsEntry 18 }
cal | Signal StatsFacilityMsgsln OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS currentdeprecated
DESCRI PTI ON
"The nunmber of connect messages received by this entity.”
::={ callSignal StatsEntry 19 }
cal | Signal StatsFacilityMsgsQut OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS currentdeprecated
DESCRI PTI ON
"The nunber of connect nmessages sent by this entity."
::={ callSignal StatsEntry 20 }
cal | Si gnal St at sl nfoMsgsl n OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS currentdeprecated
DESCRI PTI ON
"The nunber of info nessages received by this entity."
::={ callSignal StatsEntry 21 }
cal | Si gnal St at sl nfoMsgsQut OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS currentdeprecated
DESCRI PTI ON
"The nunmber of info nessages sent by this entity."
::={ callSignal StatsEntry 22 }

cal | Si gnal StatsNotifyMsgsln OBJECT- TYPE

SYNTAX Count er 32
MAX- ACCESS read-only
STATUS currentdeprecated
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DESCRI PTI ON
"The nunmber of notify nessages received by this entity."
::={ callSignal StatsEntry 23 }
cal | Si gnal StatsNotifyMsgsQut OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS currentdeprecated
DESCRI PTI ON
"The nunmber of notify nessages sent by this entity."
::={ callSignal StatsEntry 24 }

cal | Si gnal St at sAver ageCal | Durati on OBJECT- TYPE

SYNTAX I nt eger 32

MAX- ACCESS read-only

STATUS current

DESCRI PTI ON
"The average duration of the call in mnutes since
system boot tine. "

::={ callSignal StatsEntry 25 }

cal | Si gnal St at sCal | Connecti ons OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The nunmber of successful connections
c:={ callSignal StatsEntry 26 }

call Si gnal St at sAl erti ngMsgs OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The nunber of alerting nessages.”
c:={ callSignal StatsEntry 27 }

cal |l Si gnal St at sCal | Proceedi ngs OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The nunber of call proceedi ng nessages.”
c:={ callSignal StatsEntry 28 }

cal | Si gnal St at sSet upMsgs OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The nunber of setup nessages.”
c:={ callSignal StatsEntry 29 }

cal | Si gnal St at sSet upAckMsgs OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The nunber of setupAck nessages.”
::={ callSignal StatsEntry 30 }
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cal | Si gnal St at sProgressMsgs OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The nunber of progress nessages.”
c:={ callSignal StatsEntry 31 }

cal | Si gnal St at sRel easeConpl et eMsgs OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The nunber of rel ease conpl ete nessages.”

::={ callSignal StatsEntry 32 }

cal | Si gnal St at sSt at usMsgs OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The nunber of status nessages."”
::={ callSignal StatsEntry 33 }

cal | Si gnal St at sSt at usl nqui ryMsgs OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The nunber of status inquiry nessages."”
c:={ callSignal StatsEntry 34 }

cal | Si gnal StatsFacilityMsgs OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The nunber of connect nessages.”
::={ callSignal StatsEntry 35 }

cal | Si gnal St atsl nfoMsgs OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The nunber of info nessages."”
c:={ callSignal StatsEntry 36 }

cal | Si gnal St atsNoti fyMsgs OBJECT- TYPE
SYNTAX Count er 32
MAX- ACCESS read-only
STATUS current
DESCRI PTI ON
"The nunber of notify nessages."”
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::={ callSignal StatsEntry 37 }

[End Correction]

5.7.2 Correctionsto H.341 Annex B-2 RAS-MIB

Description:

A few editorid errors have been identified in the RASMIB in H.341. The
rasAdmissionCalll dentifier field isinserted twice in the
RasAdmissonTableEntry SEQUENCE. The ASN type of
rasRegistrationEndpointType fiddin RasRegistrationTableEntry
SEQUENCE should be changed to MmH 323EndpointType.

[Begin Correction]

RAS-M B DEFINI TIONS ::= BEGA N
| MPORTS

Count er 32, |nteger32, OBJECT- TYPE,

MODULE- | DENTI TY, NOTI FI CATI ON- TYPE
FROM SNVPv2- SM

TAddr ess, RowSt atus, TruthVal ue, Dat eAndTi me
FROM SNWVPv2- TC

MODULE- COVPLI ANCE, OBJECT- GROUP
FROM SNMVPv 2- CONF

i flndex
FROM | F-M B

MrGat ekeeper | D, M1TAddr essTag, MrEndpoi nt I D, Mrd obal | dentifier,

MMAl i asTag, MMl i asAddress, mH323Root, MrH323Endpoi nt Type,

MYH225Cr v, MrCal | Type
FROM MULTI - MEDI A- M B- TC;

RasRegi strati onTabl eEntry ::=

SEQUENCE {

rasRegi strationCall Si gnal | i ngAddr essTag
MMTAddr essTag,

rasRegi strationCall Si gnal | i ngAddr ess
TAddr ess,

rasRegi strati onSrcRasAddr essTag
MMTAddr essTag,

rasRegi strati onSrcRasAddr ess
TAddr ess,

rasRegi strationl sGat ekeeper
Tr ut hval ue,

rasRegi strati onGat ekeeperld
MrGat ekeeper | D,

rasRegi strati onEndpointld
MrEndpoi nt | D,

rasRegi strati onEncryption
Tr ut hval ue,

rasRegi strati onW I | Suppl yuUUl E
Tr ut hval ue,

rasRegi strationlntegrityCheckVal ue
Tr ut hval ue,

rasRegi strati onTabl eNunmber Of Al i ases
I nt eger 32,

rasRegi strati onTabl eRowSt at us
RowSt at us,
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rasRegi strati onEndpoi nt Type
MTH323Endpoi nt Typelnteger32,

rasRegi strati onPregrant edARQ
Tr ut hval ue,

rasRegi strationl sregi steredByRRQ
Tr ut hval ue

rasRegi strati onEndpoi nt Type OBJECT- TYPE
SYNTAX MTH323Endpoi nt Typelnteger32
MAX- ACCESS r ead-only
STATUS current
DESCRI PTI ON
"Term nal type represents the type of H 323 term nal:

RasAdm ssi onTabl eEntry :: =
SEQUENCE {
rasAdm ssi onSrcCal | Si gnal | i ngAddr essTag
MMTAddr essTag,
rasAdm ssionSrcCal | Si gnal |i ngAddr ess
TAddr ess,
rasAdm ssi onDest Cal | Si gnal | i ngAddr essTag
MMTAddr essTag,
rasAdm ssi onDest Cal | Si gnal | i ngAddr ess
TAddr ess,
rasAdm ssionCal | I dentifier
Md obal | denti fier,
rasAdm ssi onConf erencel d
M3 obal | denti fier,
rasAdm ssi onRasAddr essTag
MMTAddr essTag,
rasAdm ssi onRasAddr ess
TAddr ess,
rasAdm ssi onCRV
MTH225Cr v,
rasAdm ssi onl sGat ekeeper
Trut hVval ue,
rasAdm ssi onSrcAl i asAddr essTag
MmMAl i asTag,
rasAdm ssi onSrcAl i asAddr ess
MmMAl i asAddr ess,
rasAdm ssi onDest Al i asAddr essTag
MmMAl i asTag,
rasAdm ssi onDest Al i asAddr ess
MmMAl i asAddr ess,
rasAdm ssi onAnswer Cal | | ndi cat or

| NTEGER,
rasAdm ssi onTi ne

Dat eAndTi ne,
S T e
rasAdni ssi onEndpointld
MrEndpoi nt | D,
rasAdm ssi onBandwi dt h
I nt eger 32,
rasAdm ssi onl RRFrequency
I nt eger 32,
rasAdni ssi onCal | Type
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MrCal | Type,

rasAdm ssi onCal | Model
| NTEGER,

rasAdm ssi onSr cHandl esBandwi dt h
Tr ut hVal ue,

rasAdm ssi onDest Handl esBandwi dt h
Tr ut hVal ue,

rasAdm ssi onSecurity
Tr ut hVal ue,

rasAdmi ssionSrcW I | Suppl yuul E
Tr ut hVal ue,

rasAdnmi ssi onDest W I | Suppl yUUl E
Tr ut hVal ue,

rasAdm ssi onTabl eRowSt at us
RowsSt at us

}

[End Correction]

5.7.3 Support for Expanded Country Code Valuesin T.35in H.341 Annex B-3

Description: | T.35 (1999) expanded the available country codes from one octet to two octets.
In order to support the expanded country codes going forward, it is recommended
that implementers make the following changes to these definitionsin H.341 Annex
B-3 H323TERMINAL-MIB.

[Begin Correction]

h323Ter nSyst ent 35Count ryCode OBJECT- TYPE
SYNTAX | NTEGER (0. . 255)
MAX- ACCESS r ead-only
STATUS current
DESCRI PTI ON
"Country code, per T.35 Annex A."
::= { h323TernBystentEntry 5 }
h323Ter nSyst ent 35Count r yCodeExt enti on OBJECT- TYPE
SYNTAX | NTEGER (0. . 255)
MAX- ACCESS r ead-only
STATUS current
DESCRI PTI ON
"Assigned nationally, unless the country code
is 255, in which case this value shall contain
the country code found in T.35 Annex B."
.= { h323TernBystenEntry 6 }

[End Correction]

5.8 Technical and Editorial Correctionsto Annex C/H.246 (2003)

5.8.1 Interworkingfor Conveying Two Calling Party Numbers

Description: | 1ISUP networks can convey 2 cdling party numbers. Onein the cdling party
number, and another one in the generic number (which hasthe qudification
“additiond calling party number”). H.323 describes H.460.5 to convey multiple
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|Es. However this does not alow Gatekeepers to add a“network provided
number” and is un-necessarily complex for this Smple function.

The interworking function to use the exigting H.225.0 fidd
additional Sour ceAddr esses to support this functiondity is described using the
following set of corrections and additions.

[Begin Correction]

C.6.211 Special arrangement applies

Setup Received from Gatekeeper

A) If only the additional Sour ceAddr esses is present, or
If only the Cdling Party Number is present, or
If only the sour ceAddressis present, then Table C.20.1 applies.

Table C.20.1/H.246 — Calling Party Number

SETUP® IAM®

additional Sour ceAddr esses or Calling Party Number
Calling Party Number or

sour ceAddr ess

B) If the Cdling Party Number (or the sour ceAddr ess in case the Caling Party Number |E is absent) and
the additional Sour ceAddr esses are present, then Table C.20.2 applies.

Table C.20.2/H.246 — Calling Party Number

SETUP®. IAM®
Calling Party Number or Generic Number
sour ceAddr ess (= additional Calling Party Number)
additional Sour ceAddr esses Calling Party Number

Table G20 applies
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The address presentation restricted indicator of the calling party number and generic number parameters
shdl be st according to the CLI R suppl ementary service. m%mma%mmmm%m

[End Correction]

[Begin Correction]

C.6.2.1.2 Special arrangement does not apply

Table C.20.1 and Table C.20.2 apply.

The address presentation restricted indicator of the cdllng party number parameter shail be set according
tothe CLIR supplementary service. 3 icatesw
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[End Correction]

[Begin Correction]

C.6.2.2 Calling Party Name Restriction (H.450.8)/Calling Line Identification Restriction (CLIR)
If additional Sour ceAddr esses fidd is hot present then Fthe address presentation restricted indicator of the

calling party number and of the generic number parametersis coded as described in Table C.23.

NOTE - If the calling user does not have the Calling Party Name Restriction, the address presentation
restricted indicator of the calling party number parameter is set to presentation allowed

(see 4.10/Q.951.x [19]).

Table C.23/H.246 — Coding of the addr ess presentation restricted indicator
of the calling party number and generic number parameters

Internal data (User profile data)

SETUP®

IAM®

Permanent mode

Temporary mode

default setting

Cdlling party number
information € ement/

User-user information
eement

Calling party number/
generic number
parameter

Presentation indicator

Address presentation
restricted indicator

Yes Value non-significant Value non-significant Presentation restricted
Presentation restricted Presentation restricted

Restricted Absent Presentation restricted

No Presentation alowed Presentation alowed
Presentation alowed Presentation alowed

Allowed Absent Presentation alowed

Presentation restricted

Presentation restricted

Q.951.x.

NOTE — The presentationlndicator field in Setup-UUIE carriesinformation identical to the presentation
indicator found in the Cdling Party Number IE. If both presentationl ndicator and the presentation
indicator of the Calling Party Number |E are present and are in conflict, the presentation indicator of the
Calling Party Number |E shall be used. The meaning and use of the presentation indicator is defined in

If additional Sour ceAddresses fidd is present then the address presentation restricted indicator of the

caling party number and of the generic number parameters is coded as described in Table C.23bis.
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Table C.23bis/H.246 — Coding of the addr ess presentation restricted indicator

of the calling party number and generic number parameters

Inter nal data (User profile data) SETUP® IAM®
Permanent mode Temporary mode
default setting
Caling party number generic number

information € ement/

User-user information
eement

presentation indicator

presentation indicator

Yes Vaue non-significant
Value non-significant Presentation restricted
additional Sour ceAddr Cdling party number
esses presentation presentation indicator
indicator
Presentation restricted
Vaue non-sgnificant
Calling party number generic number
information el ement/ presentation indicator
User-user information
eement
presentation indicator
Presentation restricted Presentation restricted
Restricted Absent Presentation restricted
No Presentation allowed Presentation allowed

additional Sour ceAddr Cdling party number
esses presentation presentation indicator
indicator

Presentation restricted

Presentation restricted

Absent

Presentation restricted

Presentation allowed

Presentation allowed

Caling party number
information e ement/

User-user information
eement

presentation indicator
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Presentation allowed

Presentation allowed

Allowed Absent

Presentation alowed

Presentation restricted

Presentation restricted

additional Sour ceAddr

Cdling party number

esses presentation
indicator

presentation indicator

Presentation allowed

Presentation allowed

Absent

Presentation allowed

Presentation restricted

Presentation restricted

NOTE — The presentationlndicator field in Setup-UUIE carries information identical to the presentation

indicator found in the Caling Party Number |E. If both presentationl ndicator and the presentation

indicator of the Calling Party Number |E are present and are in conflict, the presentation indicator of the

Cadling Party Number |E shall be used for the | SUP generic number with the qudification “additiond cdling

party number”. The meaning and use of the presentation indicator is defined in Q.951.x.

[End Correction]

[Begin Correction]

C.7.2.3 Calling Line I dentification Presentation (CL I P)/Calling Party Name Presentation

(H.450.8)

If the called user has CLIP, one or two caling party number information € ements are sent in the SETUP
| message by performing the converson specified in H-460.5[20}tables C.56 and C.60.

SETUP message sent to Terminal or Gateway

See Table C.56.

Table C.56/H.246 — CL | P information sent to the called user

IAM®

SETUP®

Cadling party number
parameter Address

Generic number parameter
with number qudifier set to

presentation restricted additional calling party CPAP information sent to the calling user
indicator number
Presentation allowed Absent sourceAddress
or

Cdling party number IE
(see Table C.57)
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Presentation allowed

Present

sourceAddress

or
Calling party number |E (Notes l-ard-2)

(see Table C.578)

additional Sour ceAddr esses Calthgparty

AdrberE-(Notes 1-and-2)
(see Table C.58his)

Presentation restricted
(Note 32)

Value non-significant

sourceAddress

or

Cadlling party number IE

And

additional Sour ceAddr esses

Option 1:
Type of number
Numbering plan

Presentation ind.

Screening ind.
Number digits

Option 2:
Type of number
Numbering plan

Presentation ind.

Screening ind.
Number digits

Asreceived
As received

Presentation
restricted

Asreceived
No digit

Unknown
Unknown

Presentation
restricted

Network provided
No digit

Implementors Guide for ITU-T H.323 Systems (2004-11)

42



Table C.56/H.246 — CLIP information sent to the called user (concluded)

IAM® SETUP®
sourceAddress
Address not available R _ o
o Vdue non-significant Cadlling party number IE
No calling party number Type of _number Unknown
parameter Numbering plan  Unknown

Presentation ind. Not available due
to interworking

Screening ind. Network provided
Number digits No digit

NOTE 1 — If the "two caling party nhumber delivery option" does not apply:
— only one caling party number information element is sent on H.225.0 side. The generic number is used
(see Table C.58).

If the 'two cdllng party number dellvery optlon applles

- The additional SourceAddreeses issent and is coded accordl ng to the calllnq party number parameter
received, and the Cdling Party Number |E is coded according to the generic number parameter (see

Table C.58)

NOTE 2 — Asanationa option, the presentation restriction indication received in the caling party number
parameter can be overridden for specific calling access categories. In such a case, the same actions are
taken asif presentation allowed was received, except for the presentation restriction indication, which is
passed transparently into the calling party number information element.

Table C.57/H.246 — Coding of the calling party number information element according
to the calling party number parameter

IAM® SETUP®
Calling party number parameter sourceAddress
or
Cadlling party number |E
Nature of address indicator Type of number (Note 1)
National number National number
International number International number
Numbering plan indicator Numbering plan identification
| SDN/Telephony numbering plan | SDN/Telephony numbering plan
Address presentation restricted indicator Presentation indicator (Note 2)
Presentation allowed Presentation allowed
Presentation restricted Presentation restricted

Implementors Guide for ITU-T H.323 Systems (2004-11)

43



Screening indicator Screening indicator (Note 3)
User provided, verified and passed User provided, verified and passed
Network provided Network provided

Address signals Number digits

NOTE 1 — As anetwork option, the type of number may be coded unknown when a prefix is added to the
number.

NOTE 2 — The Presentation Indicator may be coded as part of the Calling Party Number or asaH.225.0
presentationlndicator 1E.

NOTE 3 — The Screening Indicator may be coded as part of the Screening Indicator or as aH.225.0
screeninglndicator |E.

Table C.58/H.246 — Coding of the calling party number information element
according to the generic number parameter

IAM® SETUP®
Generic number parameter sourceAddress
with number qualifier set to or
additional calling party number Calling party number IE
Nature of address indicator Type of number (Note 1)
National number National number
International number International number
Numbering plan indicator Numbering plan identification
| SDN/Telephony numbering plan | SDN/Telephony numbering plan
Address presentation restricted indicator Presentation indicator (Note 2)
Presentation allowed Presentation allowed
Presentation restricted Presentation restricted
Screening indicator Screening indicator (Note 3)
User provided, not verified User provided, not verified
Address signas Number digits

NOTE 1 - Asanetwork option, the type of number may be coded unknown when a prefix is added to the
number.

NOTE 2 — The Presentation Indicator may be coded as part of the Calling Party Number or as a H.225.0
presentationl ndicator |E.

NOTE 3 — The Screening Indicator may be coded as part of the Screening Indicator or as aH.225.0
screeninglndicator |E.

Table C.58bis /H.246 — Coding of the additional Sour ceAddr esses infor mation element
accor ding to the calling party number parameter

IAM® SETUP®

Calling party number parameter additionalSourceA ddresses
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Nature of address indicator
National number
I nter national number

Type of number (Note 1)
National number
I nter national number

Numbering plan indicator
| SDN/Telephony numbering plan

Numbering plan identification
I SDN/Telephony numbering plan

Address presentation restricted indicator
Presentation allowed
Presentation restricted

Presentation indicator
Presentation allowed
Presentation restricted

Screening indicator
User provided, verified and passed

Screening indicator
User provided, verified and passed

Networ k provided Networ k provided
Address signals Number digits

NOTE 1 — As anetwork option, the type of number may be coded unknown when a prefix is added to the

number.

[End Correction]

[Begin Correction]

SETUP M essage sent to Gatekeeper

A) If the caling party number is absent in |SUP then Table C.60.1 applies;

Table C.60.1/H.246 — Calling Party Number

- SETUP

sourceAddress
o
Cdling Party Number |E
Type of number  Unknown
Numbering plan  Unknown

Presentation ind. Not available due to interworking

Screening ind.
Number digits

Networ k provided
No digit

B) If only the caling party number is present in ISUP, then Table C.60.2 applies:

Table C.60.2/H.246 — Calling Party Number

- SETUP
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Calling Party Number Calling Party Number

C) If the cdling party number and the generic number (with the qudification additional Caling Party
Number) are present, then Table C.60.3 applies:

Table C.60.3/H.246 — Calling Party Number

- SETUP - 1AM

Calling Party Number Generic Number
(— additional Calling Party number)

additional Sour ceAddr esses Calling Party Number

SeatableC60-

-[End Correction]

58.2 ACM sending without cause when P1=8

Description: | The current text seemsto indicate an SS7 ACM message should not be sent when
the Progress Indicator had value 8 (in-band information or an appropriate pattern
isnow avalable) in a Cdl Proceeding or Progress message. Thisisincorrect snce
the SS7 backward talk path will not be set up without sending ACM and there will
be no way for the in-band information to make it to the caling party without
sending ACM.
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[Begin Correction]

C.7.1.3.2 ACM without cause parameter

The following cases are possible trigger conditions of sending the address complete message (ACM)
without cause parameter:

a) The degtination has determined independently of access indications that the complete called party

number has been received.
b) Overlap receiving is used on the H.225.0 side and a CALL PROCEEDING is received.

C) En bloc rece|V| ng is used on the H. 225 0 sde anda Progress |nd| cator mformatl on element

in aCALL PROCEEDI NG mamge orina PROGRESS m&wage
d) The firsdt ALERTING message is received.

On speech or 3.1 kHz cdls, the awaiting answer indication (e.g. ring tone) is sent to the cdling party upon
receipt of the firsde ALERTING message.

NOTE 1 — In all cases, it is assumed that no Address Complete Message (ACM) has aready been sent.

NOTE 2 — The case of the sending of the Address Complete Message (ACM) when the cal is forwarded
is not described hereafter: see C.7.2.

[End Correction]

5.9 Technical and Editorial Correctionsto I TU-T Recommendation H.283 (1999)

59.1 Support for Expanded Country Code Valuesin T.35

Description: | T.35 (1999) expanded the available country codes from one octet to two octets.
In order to support the expanded country codes going forward, it is recommended
that implementers take note of the following usage guiddinesfor fidldsin H.283.

[Begin Correction]

H221NonSt andard :: = SEQUENCE

{
t 35Count r yCode | NTEGER( 0. . 255), -- country, as per T.35 Annex A
t 35Ext ensi on | NTEGER( 0. . 255), -- assigned nationally, unless
t he

t 35CountryCode is binary 1111 1111,
- in which case this field shall
- contain the

country code found

-- in T.35
Annex B
manuf act ur er Code | NTEGER(O. . 65535) -- assigned nationally
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[End Correction]

510 Technical and Editorial Correctionsto I TU-T Recommendation H.460 Series

5.10.1 Technical and Editorial Correctionsto H.460.1 (2002)

5.10.1.1Encoding rules

Description: | Currently, H.460.1 requires each individua recommendation to specify the
encoding that it will use for parametersin the raw format. It would be better to
specify the default encoding in H.460.1 and let individua recommendations change
it only if needed. The textua changes are shown below.

[Begin Correction]

7.2 Encoded in Raw Method

If the feature is defined usng ASN.1, then it is recommended that the basic digned variant of the
PER encoding rules be used. However, irrespective of this, the-encoding rules that are used, if
different from the above, shdl be explicitly stated in the specification of the feature.

[End Correction]

5.10.2 Technical and Editorial Correctionsto H.460.2 (2001)

5.10.2.1 Typographical Error in Section 4.1

Description: | A typographical error has been discovered in that the parameter
gor PortedNumber in the ASN.1 isreferred to as qor PortedAddressin Section
4.1 of H.460.2 (2001). The text below outlines the necessary change.

[Begin Correction]

4.1 M essages and Signaling

5) When a Gatekeeper receives an ARQ or LRQ and determines that the detination number is
ported out of the network and it may wish to invoke number portability Query on Release
(QoR) procedures (as specified in Annex C/Q.769.1). In such cases, the Gatekeeper
must respond with ARJ or LRJ that contains areject reason of genericDataReason.
The Gatekeeper should include the genericData of the ARJYLRJthat containsthe
Number PortabilityGenericData with the number Por tabilityRe ectReason. The
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number Por tabilityRej ectReason now will have avaue of gor PortedNumberAddress
(=1). Thismapsto the ISUP release cause value = #14 (QoR: ported number) as
specified in Addendum 1/Q.850.

[End Correction]

5.10.2.2 Cardinality of Number

Description: | A typographica error has been discovered in that the parameter
gor PortedNumber in the ASN.1 is referred to as gor PortedAddressin Section
4.1 of H.460.2 (2001). The text below outlines the necessary change.

[Begin Correction]

5 H.225.0 Generic Data Usage
Generic Extensibility Fidds Field Value
Type name
Enumer atedPar ameter
Genericldentifier id standard | 1
Contents content | raw ASN.1 PER encoding of the
Number Portabilityl nfo
Parameter Cardinality Once and Only Once

[End Correction]

5.10.3 Technical and Editorial Correctionsto H.460.6 (2002)

5.10.3.1Close All Channdls

Description: | Theintent of the Close All Media Channels request described in section 4.1.2 isto
close dl open mediachannels and cancel dl available sessions, as described in
section 4.5. Tothisend, text in sections 4.1.2 and 4.5.2 should be changed as
follows.

[Begin Correction]

412 CloseAll Channds

This parameter may be used by a party to request that the recelving endpoint close al open media channels
| and cancd dl available sessons. Support for this parameter is optiond, and shdl be negotiated during
EFC feature negotiation.
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45.2 Regquesting Close-All-Channels

An endpoint or athird party may request that the other endpoint close al open media channels and cancel
al avallable sessons by sending a genericData eement with the EFC featurel D and parameter 2 present
in any convenient cal sgnalling message (eg., FACILITY). Therecelving endpoint is expected to slently
close dl open channds without any response (e.g., without issuing any Null-OLCs))

[End Correction]

5.10.3.2Signaling of EFC Support in supportedFeatures

Description: | Itishdd that sgnaling of EFC in supportedFeatur es by the originating party is
unnecessary. Thetext in section 4.2 should be corrected as below.

[Begin Correction]

4.2 I nvocation of Extended Fast Start

An originating party shdl indicate its desire to use EFC when it issuesa SETUP message. The SETUP
shall contain arequest for EFC support in the desiredFeatur es eement, or a reqw rement for EFC
support in the neededFeatur es demern. »
aswell—The EFC feature is symmetric, hence requestor support for the feature may be mferred from a
request for EFC, and the supportedFeatur es dement need not be included to indicate support for EFC.
In addition, the SETUP message shdl include a genericData eement specifying EFC Proposa (parameter
1) and afastStart element containing one or more proposals. That is, EFC procedures shdl include the
standard Fast Connect procedures.

[End Correction]

5.10.3.3Prevention of Race Condition in Master/Slave Deter mination

Description: | Thereisapossible race condition that may occur, depending on the order in which
an endpoint processes fastStart dements versus tunnelled H.245 master/dave
negotiation messages embedded in the same H.225.0 message. Thus, it is
suggested that the following paragraph be added to the end of section 4.2.1.

[Begin Correction]

421 Master/Slave Deter mination

Parties supporting Extended Fast Connect should use the H.245 tunndl to carry out master/dave
negotiation. For theinitia Fast Connect exchange, the caller (sender of the SETUP with proposas) shal
be considered the dave, and the caled party (acceptor of proposals) shall act asthe master. Although this
convention will suffice for smple A-to-B cdls, it can lead to complications in more complex cal scenarios.

Different implementations may processfastStart € ements and tunndled H.245 messages in different
orders. EFC proposals or acceptances shal not be included in any H.225.0 message that carries an
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H.245 M aster SlaveDeter minationAck message that conveys a change in master/dave satus. Doing so
could lead to temporary confusion about which party is master and how to respond to the EFC € ements.

[End Correction]

5.10.3.4Remote Endpoint Type and Version after Re-routing

Description: | Anendpoint may not be aware of the H.323 protocol version number supported
by the remote endpoint, especidly if the call gets re-routed one or moretimes. In
some cases it might be helpful for the endpoint to have this information. The
following additions should be made to H.460.6 document.

[Begin Correction]

55 EFC Third-party Pause and Rerouting

EFC supports third-party pause and rerouting, as described in H.323 Annex F for SETS, when used by a
routing gatekeeper. Thethird party (the gatekeeper in the example in Figure 5) may idlethe caller's
transmit and/or receive channels via Null-OL Cs, then supply the caller’ s proposd fastStart to anew
party (e.g., inaSETUP). The acceptance fastStart will gppear to the caler as aredirection or
reconfiguration, asllustrated in Figure 5.

Cdler Gatekeeper CdleeA CadleeB
FastStart(proposals) q FastStart(proposals)
>
FastStart(accept
< FastStart(accept) [¢ (eccept)
R ~ media " >
< FastStart(NullOLC) RELEASECOMPLETE
FastStart(proposals) >
FastStart(accept
< FastStart(accept) [¢ (eccept)
R ~ media TTTTTTTTTTTTTTTTTTS P

Figure 5/H.460.6 - Third-Party Redirection

In the above diagram, the Gatekeeper, or the entity that re-routes a cal should send a Facility message
containing the destinationl nfo fidd upon completion of the re-routing to the entity that gets re-routed, i.e.,
Cdler. An endpoint should examine this message for the H.225.0 verson information at any point that a
Fecility message is received containing thisfidd.

After coming out of the “paused” sate an endpoint should examine the versonrid fields in TCS messages
to determine the H.245 version supported by the remote endpoint.
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In addition, an endpoint interested in knowing the verson of the remote endpoint should send a Status
Inquiry message and wait for the receipt of the Status message to determine the version of the H.225.0 in
use when it exits the paused state when the above Facility message is not received within areasonable
amount of time. The length of thistimeis I &ft to the implementation.

[End Correction]

5.10.35 Termination of Extended Fast Connect

Description: | Itished that extended fast connect shal not be terminated when an H.245
addressiis present in amessage returned by the called party. Instead, EFC shdl be
terminated when a connection is established to the H.245 address. To thisend,
text in section 4.2 should be changed as follows.

[Begin Correction]

4.2 I nvocation of Extended Fast Connect

Extended Fast Connect Start requires that H.245, if used, shdl be tunnelled in the H.225.0 sgndlling
channd. If acaling party offers Extended Fast Connect Start-support in SETUP, and the caled party
returns a message including h245Addr ess before returning an EFC response, {thereby-requestiing-a
separate-H-245-connection)-the calling party shall presume that EFC is not supported and may proceed
with establishment of the requested connection. Including h245addr ess in messages does not by itself
terminate EFC, but establishing a connection to an H.245 address will cause termination of EFC.

[End Correction]

5.10.3.6  Clarification on smultaneous use of EFC acceptance and acceptance fastStart

Description: | EFC acceptance and acceptance fastStart  can be smultaneoudy included in any
message up to and including Connect. Having both the fidds in the same message
can cause undue processing on the recipient and must be avoided when it is
possible. To thisend, text in section 4.2 should be changed as follows.

[Begin Correction]

4.2 I nvocation of Extended Fast Connect

Note that the EFC acceptance and acceptance fastStart can be returned in any message up to and
including the CONNECT message, but the identical acceptance should not be repested in any subsequent

[End Correction]

5.10.3.7  Clarification on orientation of logical channels

Description: | Orientation of logica channels proposed using EFC are not related to the direction
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| | of the call. The following paragraph should be added to Section 4.3 to dlarify this. |

[Begin Correction]

4.3 Opening New Sessions

Opening new media sessions proceeds just like standard Fast Connect, except that either party may invoke
EFC a any time to propose new media sessions by sending amessage (e.g., FACILITY) containing a
proposa fastStart eement with one or more OL Csfor one or more sessionl Ds, dong with a
genericData dement indicating “EFC Proposd”. Asfor standard Fast Connect, multiple OL Cswith the
same sessionl D are considered to be dternative proposas for asingle media stream. The other party

may reply with afastStart eement containing OL Cs for the accepted channels and sessions. A dave
party will supply anon-zero sessionl D for any media channels it proposes. Parties may use EFC to
propose and open any number of sessons. Session IDs may take any valid value and need not be limited
to the “wdl-known” values of 1, 2, or 3.

For each logica channd, the EFC proposa establishes the orientation of the forward and reverse logicd
channds: the forward logica channd carries media from the proposer to the acceptor, and the reverse
logicd channd carries media from the acceptor to the proposer; the order is not determined from the
direction of the cdl asawhole.

Asin gandard Fast Connect, once a proposed aternative is selected by another party, the issuing endpoint
may suspend any reception of media on the other dternatives. Neverthdess, it shdl be prepared for the
other party to replace the initidly-selected dternative with another (see section 4.7, below).

[End Correction]

5.10.4 Technical and Editorial Correctionsto H.460.7 (2002)

5.10.4.1Compound Type Parameter Usage

Description: | The contents of the compound parameter in Section 6.4, Table 9 are not well
defined. The text below clarifiesits usage.

[Begin Correction]

6.4 Digit map string parameters
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Table 1/H.460.7 — Type of Number Associated Digit Maps

Parameter name:

ToN Associated Digit Map

Parameter description:

This compound type conveys Digit Map associated with a
particular Type of Number

Parameter identifier type: | Standard
Parameter identifier 5

vaue

Parameter type: Compound
Parameter cardindity: Zexro or more

Within the compound type defined in Table 9 the parameters defined in Table 2 and Table 11 shdl be

included to convey one or more Digit Map strings for a particular Type of Number:
Table 2/H.460.7 — Type of Number Parameter

Parameter name:

Type of Number (ToN)

Parameter description:

This parameter indicates the type of number

Parameter identifier type:

Standard

Parameter identifier 1
vaue
Parameter type: Number8
Parameter vaid vaues: 1 Internationa number
2 Nationa number
3 Network specific number
4 Subscriber number
6 Abbreviated number
Parameter cardindlity: Once

The Digit Map strings comprising the Digit Map associated with a Type of Number are conveyed as
additiona parameters within the compound type of the Type of Number Associated Digit Maps parameter
shown in Table 219. Thisisshown in Table 11.
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Table 3/H.460.7 - Digit Map stringsfor ToN Parameter

Parameter name:

Digit Map Stringsfor ToN

Parameter description:

This parameter contains a single Digit Map string

Parameter identifier type:

Standard

Parameter identifier 2

vaue

Parameter type: Text
Parameter cardindlity: One or more

The syntax of the text field, which holds a single Digit Map string, is described in section 10.
The order of the Digit Map gtrings in the par ameter s field has no significance.

5.10.4.2Duplicate Parameters

[End Correction]

Description:

Section 6.3 (Table 3) and Section 6.5 (Table 12) both define a parameter with 1D
2. They can be used in the same place (in an RCF), so it is not possible to
distinguish between them. The parameter identifier value should be changed to 2 as
below.

[Begin Correction]

6.5 URL parameter

Table 4/H.460.7 - URL Parameter

Parameter name: Digit Map URL

Parameter description: This parameter contains a URL to Digit Magp information

accessbleviaHTTP

Parameter identifier type: | Standard

Parameter identifier 26

vaue

Parameter type: Alias
Parameter cardindity: Zero or one

[End Correction]
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5.10.5 Technical and Editorial Correctionsto H.460.8 (2002)

5.10.5.1 CallTerminationCause Parameter Usage

Description: | Table 3 defines a parameter for "Cdl Termination Cause”" but does not explicitly
define its format. The text below clarifiesthis.

[Begin Correction]

6 Querying For Alternate Routes

TABLES

Parameter to contain the Call Termination Cause

Parameter name; Cdl Termination Cause

Parameter description: The CallTer minationCause structure contains the reason
for the previoudy failed cal attempt

Parameter identifier type: | Standard

Parameter identifier 2

vaue

Parameter type: Raw
Parameter cardindlity: Zexo or one

The contents of the raw parameter shall be encoded the same as Call T er minationCause as defined in the
ASN.1in Annex H/H.225.0.

[End Correction]

511 Technical and Editorial Correctionsto I TU-T Recommendation Annex P/H.323 (2003)

511.1 Allowancefor multiple Audio and VBD Streams

Description: | Inconsstencies exist between the current Annex P text and the text found in
V.150.1 related to the same functiondity for SDP-based systems. In particular,
the text for SDP-based systems dlows for any number of audio streams and
multiple VBD streams. The text below provides the correction.
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[Begin Correction]

While there are no drict limitations on the number of streams that may be contained within any MPS
channd, the MPS channel used for Mol P shdl contain ne-zero or more than-ene-audio streans, ve-one or
more than-ereVBD streams, no more than one SSE stream, and no more than one SPRT gream. If the
SPRT gtream is opened as a separate channel, the MPS channel shdl not also include an SPRT stream. In
addition, there say-shdl be ene-different payload types for nerma-audio, eneforthe VBD-stream, onefor
the SSE-stream, and eneforthe-SPRT streams within the MPS. It is possible that more than four payload
types may be utilized for these-audio, VBD, SSE, and SPRT feurgtreams. For example, if the VBD
stream is protected with Forward Error Correction (FEC), and if those FEC packets are contained within
a Redundancy Encoding packet, there may be not just one payload type value for the VBD stream, but
three: one used in the RTP header to signify that the packet contains aredundantly encoded payload, one
for the primary payload (the VBD data), and one for the FEC data carried as the secondary encoding.

To optiondly protect the-a VBD stream, an endpoint may utilize forward error correction and/or
redundancy encoding. A stream that utilizes forward error correction shdl be sgndled viathe fec fidd of
the DataType structure within the M ultiplePayloadStreamElement sructure. A sream that utilizes
redundancy encoding shdl be sgnaled via the redundancyEncoding fidd in the DataT ype structure
within the M ultiplePayloadStreamElement structure.

[End Correction]

6 I mplementation Clarifications

6.1 Token Usagein H.323 Systems

There has been some confusion on the usage of individua CryptoH323Tokens as passed in RAS
messages. There are two main categories of CryptoH323T okens; those used for H.235 procedures and
those used in an gpplication specific manner. The use of these tokens should be according to the following
rules

All H.235 defined (e.g. cryptoEPPwdHash, cryptoGK PwdHash, cryptoEPPwdENCr,
cryptoGK PwdEncr, cryptoGK Cert, and cryptoFastStart). shdl be utilized with the procedures
and agorithms as described in H.235.

Application specific or proprietary use of tokens shdl utilize the nestedcr yptoT oken for their
exchanges.

Any nestedcryptoT oken used should have atokenOI D (object identifier) which unambiguoudy
identifiesit.

6.2 H.235 Random Value Usage in H.323 Systems

The random va ue that is passed in xRQ/XCF sequence between endpoints and Gatekeepers may be
updated by the Gatekeeper. As described in section 4.2 of H.235 this random value may be refreshed in
any xCF message to be utilized by a subsequent XRQ messages from the endpoint. Due to the fact that
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RAS messages may be logt (including XCF/XRJ) the updated random value may dso belost. The recovery
from this Stuation may be the reinitidizing of the security context but isleft to local implementation.

Implementations that require the use of multiple outstanding RAS requests will be limited by the updating of
the random values used in any authentication. If the updating of this value occurs on every responseto a
request, pardld requests are not possible. One possble solution, isto have alogica "window" during
which arandom vaue remains condant. Thisissueisaloca implementation metter.

6.3 Gateway Resour ce Availability M essages

The Resources Available Indication (RAI) is anatification from a gateway to a gatekeeper of its current
cal capacity for each H-series protocol and datarate for that protocol. The gatekeeper responds with a
Resources Available Confirmation (RAC) upon receiving a RAI to acknowledge its reception. A
Gatekeeper should ignore any RAI natifications (e.g. send no RAC) upon receiving a RAI which contains
bogus information (i.e. a bad endpointl dentifier).

6.4 OpenLogicalChannd in fagtStart

Inthe H.225.0 ASN.1, fastStart is defined as SEQUENCE OF OCTET STRING OPTIONAL. Thetext
definition Sates "This uses the OpenL ogical Channel structure defined in H.245..." Each OCTET
STRING in fastStart isto contain the OpenL ogical Channel structure, not an entire request message.

6.5 Clarification in Q.931 (1993)

Table 4-3/Q.931 (1993) (Information Element Identifier Coding) shows that the Progress Indicator |IE
identifier is Ox1e, but Figure 4-29/Q.931 (octet layout of Progress Indicator |E) showsthe identifier as
Ox1f. Note that the identifier should be Ox1e.

6.6 Graceful Closure of TCP Connections

When a TCP connection is closed, the graceful closure procedure documented in section 3.5 of RFC 793
should always be used.

6.7 Race Condition on Simultaneous Close of Channels

Section 8.5 of H.323 describes the procedures that an endpoint follows to terminate acall. 1t should be
noted that as prescribed in Step 6, both endpoints shdl issue a Release Complete smultaneoudly.
Endpoints should be prepared for this potential race condition.

6.8 Acceptance of Fast Connect

When an endpoint accepts the Fast Connect procedure, it may select from the proposed channels as
specified in section 8.1.7.1/H.323. The Recommendation clearly specifies what fields shall be modified by
the endpoint to accept both the forward and the reverse channds. An endpoint shal not modify any fieds
other than those specified in 8.1.7.1/H.323 when returning the proposed channels.

Newer versons of H.245 may introduce new fields into the OpenL ogical Channel sequence or one of the
Structures contained therein, aswell as new procedures. An older endpoint is obvioudy not required to
decode such new fields or to return such new fields when accepting any proposa. Implementers should
consider the consequences of transmitting a newer H.245 OLC to an older endpoint. For the purposes of
Fast Connect, the caling endpoint shal assume that the called endpoint's verson of H.245 is the minimum
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verson of H.245 necessary to be complaint with an H.323 device that advertises the version of H.225.0
transmitted in the messages from the caled endpoint (refer to the " Summary” section of H.323).

6.9 Semantic Differences between Lightweight RRQsand IRQ/IRR M essages

The lightweight RRQ and the IRR message serve two different functions with an H.323 sysem. While
both are a means of dlowing the Gatekeeper to discover that an endpoint is dive, they dso each serve
separate, unique functions.

The lightweight RRQ isintended to prevent a regidtration with a Gatekeegper from expiring. The messageis
generated by the endpoint and does not require the Gatekeeper to poll each endpoint on aregular interval.
This message is dso ameans of dlowing the Gatekeeper to provide updated regigtration information, such
asanew lig of Alternate Gatekeepers, after the initid registration.

Verson 1 of H.323 did not have the concept of alightweight RRQ, so the IRQ/IRR exchangeisthe only
mechanism available to determine endpoint status of Verson 1 devices. However, the lightweight RRQ
may be a better choice for determining endpoint status for Verson 2 and higher devices.

The IRQ/IRR exchange dlows the Gatekeeper to poll the endpoint periodicaly to discover if the endpoint
isdill dive. However, an IRR isdso intended to convey details about current active cals. Thiscan be
used by the Gatekeeper to discover cdls that have terminated, which may happen if the endpoint failsto
properly send a DRQ message for acall. The IRR message aso provides specific detalls about active
cdls.

6.10  Specifying the Payload Format for a Channel

Implementers should be conscientious of the fact that there are possibly multiple payload formats defined
for mediaformats. For example, two payload formats are defined for H.263—one is defined for the
Recommendation H.263 (1996) and one for Recommendation H.263 (1998). Other payload formats may
be defined for existing codecs or revisons of those codecs. For interoperability, it is strongly advised that
implementers provide the mediaPacketization eement of the h2250L ogical Channel Parameters
sequence in the OpenL ogical Channel message o that there is no ambiguity at to which payload format is
being used.

6.11 Version Dependenciesin Annexes

It was noted that the Annexes to H.323 often fall to indicate the minimum verson of H.323 and H.245
required for the Annex. Thistable is an attempt to clarify the version rdaionships:

Annex Dv1 (1998) 1998 (Verson 2) 1998 (Verson 4)
Annex Dv2 (2000) 2000 (Version 4) 2000 (Version 7)
Annex E 1998 (Verson 2) N/A
Annex F 1998 (Verson 2) N/A
Annex G 1998 (Verson 2) 1998 (Verson 4)
Annex J 1998 (Verson 2) N/A
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Annex M.1 2000 (Version 4) N/A

Annex M.2 2000 (Version 4) N/A
Annex P 2000 (Verson 4) 2003 (Verson 9)
Annex R 2000 (Version 4) N/A

6.12  Routing through Signaling Entities and Detecting L oops

In some cal scenarios, acal may be routed though a signding entity multipletimes. For example, acal
from Endpoint 1 (EP1) may be routed through Gatekeeper 1 (GK1) and Gatekeeper 2 (GK2) to Endpoint
2 (EP2) as shown in the Figure 1.

Endpoint 1 ——» Gatekeeper 1

Gatekeeper 2 ——»{ Endpoint 2

Figure 1 - Call placed through multiple gatekeepers

If EP2 redirects the cdl to athird endpoint, such as Endpoint 3 (EP3), Sgnaling entities such as GK1 and
GK2 should be prepared to handle such cdl rerouting. For this example, assume that EP2 returned a
Facility message with ar eason of callForwar ded upon receiving a Setup message. Rather than propagate
that response back to EP1, GK2 may choose to handle the call forward operation. GK2 would send a
Release Complete to EP2 and begin rerouting the call. Suppose that GK2 sends an LRQ message to

GK1 for EP3 and that GK 1 replies with its address so that that calls routed to EP3 are routed through it.
GK2 would then send a Setup message for this call to GK1 as shown in Figure 2.

Endpoint 1 ———» Gatekeeper 1

Endpoint 3

Gatekeeper 2 Endpoint 2

Figure 2 - Gatekeeper 2re-routescall back to Gatekeeper 1

When GK 1 receives the Setup message from GK2, it may inadvertently mistake the cdl as "bogus’, snce
the Cdl Identifier will match an dready exigting call within the Gatekeeper. Implementers should consder
thistype of call scenario and be prepared to receive incoming calsthat contain Cal Identifiers for cals that
are dready being routed through the routing entity. The routing entity should examine not only the Call
Identifier, but also the destination address of the cdl (the cdl signaling address, diases, or Caled Party
Number of the destination). In this case, the cdl is routed through GK1 with a destination address of EP2
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isrerouted by GK2 to GK 1, but with a destination address of EP3. In thisway, the GK1 will properly
handle cdl routing and rerouting, as well as prevent loopsin the cal sgnding path.

In this example, there was a dependency on the H.323v2 Cdll Identifier. Unfortunately, H.323 verson 1
systems did not have Cdl Identifiers. For this reason, these |oop detection and rerouting procedures are
not possible. Nonetheless, it is advisable for routing entities to make an effort to prevent loops properly.
For example, if the entitiesin Figure 2 were version 1 devices, the GK1 may examine the source address,
destination address, and Conference ldentifier (CID) of the cdll. Thefirst timethe cdl is presented to the
Gatekeeper, the destination addressis EP2, just as before. However, when GK re-routes the call back to
GK1, the destination address is EP3. In thisway, GK1 may alow proper rerouting of the cal to EP3.

Thelogic for Verson 1 devices seems Smilar to that for Verson 2 and higher devices, but there are issues
when EP2 and EP3 are MCUSs, for example. Suppose that EP2 isan MCU that isdirecting dl cdlsto
EP3. Thefirg timeacdl isredirected to GK1, GK1 may redizethat thisis, indeed, acdl redirection as
described above. However, when the second call is redirected, GK 1 has no means of digtinguishing
between the firgt redirected call and the second: the source address may be the same, the destination
addressis the same as the previoudy rerouted cal (EP3), and the Conference ID isthe same. Sointhis
case, GK1 may have no choice but to assume that aloop has occurred and rel ease the offending call.
Although thisis unfortunate, H.323v2 and higher systems do not suffer from this problem. What is
important, though, is that loop detection is possible—even with verson 1 systems.

6.13 Packetization for G.729, G.729a, G.711, and G.723.1

The delay associated with codec processing and packetization should be kept as short as possible. To
accomplish this objective when G.729 or G.729A is used, two frames per packet should be considered as
the maximum packet size. Smilarly, G.711 may be used with packet sizes of 10 ms (80 frames) or 20 ms
(160 frames) to achieve this objective. Finaly, when G.723.1 is used, only one frame should be included in
each packet. The 30 msframe size of G.723.1 results in speech collection and coding delay of at least 60
ms, contributing to difficulty of interactive communications.

6.14  Checking versionsfor T.38 and V.150.1

It isimportant that devices properly negotiate the version of the T.38 or VV.150.1 to be used and agree to
use the same version. At the present time there are few guiddines for verson negotiation. Until the
guiddlines are developed the following note applies:

Devices supporting multiple versons of T.38 and V.150.1 may offer multiple proposals in Fast Connect,
each with a different verson specified. A device shall not accept a proposal for averson that it does not
support.

7 Allocated Object Identifiersand Port Numbers

Information in this section is provided for informationa purposes and convenience. This section does not
supercede nor replace proper referencesin H.225.0, H.225, H.235, or other Recommendations.

7.1 Allocated Object Identifiers

The following object identifiers have been alocated for protocols associated with H.323. Any future
object IDs that are alocated should be indexed here to prevent duplication.
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Note that object IDs below that are alocated below the arc { itu-t(0) recommendation(0) } are show with

an abbreviated prefix of "0 0" below.

{ 00 h(8) 2250 verson(0) [V] }
Assgned vauesof v: 1-4

{ 00 h(8) 2250 annex(1) g(7) verson(0) [Vv] }
Assgned vauesof v: 1-2

{ 00h(8) 2250 annex(1) 9(7) usage(1) [u] }
Assgned vaduesof u: none

{ 00 h(8) 245 verson(0) [V] }

Assgned vauesof v: Please refer to Table
D.1/H.245

{ 00 h(8) 245 generic-capahilitiex(1) video(0) [c] }

Assigned values of c: Please refer to Table
D.1/H.245

{ 00 h(8) 245 generic-capabilitie(1) audio(1) [c] }

Assgned vaues of c: Pleaserefer to Table
D.1/H.245

{ 00h(8) 245 generic-capabilities(1) data(2) [c] }

Assgned vauesof c: Please refer to Table
D.1/H.245

{ 00 h(8) 245 generic-capabilities(1) control(3) [c] }

Assgned vauesof c: Pleaserefer to Table
D.1/H.245

{ 00 h(8) 245 generic-capabilities(1) multiplex(4) [c] }

Assigned values of c: Please refer to Table
D.1/H.245

{ 00N(8) 283 generic-capabilitiex(1) 0}

{is0 (1) identified-organization (3) icd-ecma (0012) private-

isdn-ggndling-domain (9)}

H225.0 verson numbers

H225.0 Annex G verson numbers

H225.0 Annex G usage tags

H245 verson numbers

Generic video cagpabilities

Generic audio capabilities

Generic data cagpabilities

Generic control capabilities

Generic multiplex capabilities

H.283 Capability

| dentifies QSIG as the tunnded
protocol within an H.225.0 Call
Sgndling Channd

7.2 Allocated Port Numbers

The following IP port numbers have been dlocated for various components of H.323:

1300  TLSsecured cdl sgndling
1718  Multicest RAS Signdling
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1719  Unicast RAS Sgndling
1720  TCPcdl sgndling

2099  Annex G/H.225.0 Sgndling
2517  Annex E/H.323 Signdling

8 Useof E.164 and | SO/IEC 11571 Numbering Plans

8.1 E.164 Numbering plan

ITU-T Recommendation defines E.164 numbers the following way for geographic aress.

cC NDC SN
1 to 3 digits Max (15-n) digits
< > ¢ - — g
National (significant) number
¢ Max 15 digits P
< International public telecommunication >
number for geographic areas T0206150-96/d01

CC Country Code for geographic areas
NDC National Destination Code (optional)
SN Subscriber Number

n Number of digits in the country code

NOTE — National and international prefixes are not part of the international public telecommunication number for
geographic areas.

Figure—International public telecommunication number structurefor geographic areas

Similar descriptions are dso defined for non-geographic areas. Recommendation E.164 further defines
country codes (CC) for al the countries and regions of the world.

Aninternationa E.164 number always starts with a country code and itstota length is aways 15 digits or
less. More importantly, it does not include any prefixes that are part of adiding plan (for example, "011"
for aninternationa cal placed in North America, or "1" for along-distance cal), nor doesit include "#" or
"*"_The number "49 30 345 67 00" is an E.164 number with CC=49 for Germany. A nationd number is
the international number stripped of the country code, "30 345 67 00" in this case. The subscriber number
IS the national number stripped of the national destination code, "345 67 00" in this case.

An E.164 number has globa sgnificance: any E.164 number can be reached from any location in the
world. A "didled digit sequence"’, however, only has Sgnificance within aspecific domain. Within atypica
private numbering plan in an enterprise, for example, aprefix, such as"9", may indicate that a call goes
"outsde", at which point the loca telephone company's diding plan takes over. Each telephone company or
private network is free to choose its own diding plan. It isaso free to change it asit pleases—and
frequently does so (adding new area codes, for example).

Inatypica geographicaly determined network where users input telephone numbers manualy and where
users do not travel too much, having different dialing plans everywhere is usudly a problem. However,
when a user travels, the user must determine the other network's numbering plan in order to place calls.
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When computer systems perform the diding automaticaly, the user is usudly required to cusomize the
diding software for every region or network.

Because of these issues with varying diding plans and automated diding, it is essentid to be able to refer to
an absolute "telephone number” ingtead of "what you have to did to reech it from a specific location.”
Proper usage of E.164 numbers can resolve these issues. Many systems use E.164 numbersinstead of
dided digits for example, a PBX may gather the dialed digits from a user on atelephone and then initiate a
cdl to the loca phone company using an E.164 number in the Cdled Party Number information ement in
Q.931. When completing the Called Party Number |E, specifying the numbering plan as"1SDN/telephony
numbering plan (Recommendation E.164)" indicates an E.164 number. Specifying the type of number as
"unknown" and the specifying the numbering plan as "unknown™ indicates dided digits.

The following are a st of definitions from E.164:
number

A glring of decimd digits that uniquely indicates the public network termination point. The number contains
the information necessary to route the call to this termination point.

A number can bein aformat determined nationdly or in an internationd format. The internationd formet is
known as the Internationa Public Telecommunication Number which includes the country code and
subsequent digits, but not the internationd prefix.

numbering plan

A numbering plan specifies the format and structure of the numbers used within that plan. It typicaly
congsts of decimd digits segmented into groups in order to identify specific dements used for identification,
routing and charging capabilities, e.g. within E.164 to identify countries, nationa destinations, and
subscribers.

A numbering plan does not include prefixes, suffixes, and additiond information required to complete acall.
The nationd numbering plan is the nationa implementation of the E.164 numbering plan.
dialing plan

A giring or combingtion of decimd digits, symbols, and additiond information thet define the method by
which the numbering plan is used. A diding plan indludes the use of prefixes, suffixes, and additiond
information, supplementa to the numbering plan, required to complete the call.

address

A dring or combination of decimd digits, symbols, and additional information which identifies the specific
termination point(s) of a connection in a public network(s) or, where applicable, in interconnected private
network(s).

prefix

A prefix isan indicator congsting of one or more digits, that alows the sdection of different types of
number formats, networks and/or service.

international prefix

A digit or combination of digits usad to indicate that the number following is an Internationa Public
Teecommunication Number.

country code (CC) for geographic areas
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The combination of one, two or three digits identifying a specific country, countries in an integrated
numbering plan, or a specific geographic area.

national (significant) number [N(S)N]

That portion of the number that follows the country code for geographic areas. The nationa (significant)
number conssts of the Nationa Destination Code (NDC) followed by the Subscriber Number (SN). The
function and format of the N(S)N is nationally determined.

national destination code (NDC)

A nationaly optiona code field, within the E.164 number plan, which combined with the Subscriber's
Number (SN) will condtitute the nationd (Significant) number of the internationd public telecommunication
number for geographic areas. The NDC will have a network and/or trunk code sdlection function.

The NDC can be adecimd digit or a combination of decimd digits (not including any prefix) identifying a
numbering area within a country (or group of countries included in one integrated numbering plan or a
specific geographic area) and/or network/services.

national (trunk) prefix

A digit or combination of digits used by a calling subscriber, making a cal to a subscriber in his own
country but outside his own numbering area It provides access to the automatic outgoing trunk equipment.

subscriber number (SN)

The number identifying a subscriber in anetwork or numbering area.

8.2 Private Network Number

Private Network Numbers are used in private or virtua private telephony networks, e.g., a corporate
network of PBXsand virtud private lines.

ISO/IEC 11571 defines Private Network Number (PNP) as having up to three regiond levels.

A PNP Number shall comprise a sequence of x decimd digits (0,1,2,3,4,5,6,7,8,9) with the possibility that
different PNP Numbers within the same PNP can have different vaues of x. The maximum vaue of x shall
be the same as for the public ISDN numbering plan, see ITU-T Recommendation E.164.

Level 2 Regional Number Level 1 Regional Number Level O Regional Number

Figure—H.323 - Structure of a PNP Number with three levels of regions

A leve n Regiond Number (RN) shdl have sgnificance only within the level n region to which it gpplies.
When that number is used outsde that level n region, it shdl bein the form of an RN of leve greater than n.
Only a Complete Number shdl have significance throughout the entire PNP.

A typicd example in North Americawould be a 4-digit "extenson” asthe Leve 0 Regiona Number: a 3-
digit "location code’ combined with the 4 digit "extensgon” would form the Level 1 Regiond Number. The
Levd 2 Regiona Number would be nil.

A prefix could aso be used to sgnd which regiona number is used, and would not be part of the regiona
number per se, but only part of the diaing plan. Again, atypicd example would be the use of digit "6" to
access aLevd 1 Regiond Number, and no digit for aLevel 0 Regiona Number.
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The following are a set of definitions from ISO/IEC 11571
Private Numbering Plan (PNP)

The numbering plan explictly reaing to a particular private numbering domain, defined by the PISN
Adminidrator of that domain.

PNP Number
A number belonging to a PNP.
Region

The entire domain or asub-domain of a PNP. A region does not necessarily correspond to a geographical
areaof aPISN.

Region Code (RC)

The leading digits of a PNP Number which identify aregion. The RC may be omitted to yield a shortened
form of a PNP Number for use interndly to that region.

Regional Number (RN)
A paticular form of a PNP Number which is unambiguousin the region concerned.
Complete Number

A number which is unambiguous in the entire PNP, i.e. which corresponds to the highest regiond level
employed in that PISN.

9 ASN.1 Usage, Guidelines, and Conventions

9.1 NULL, BOOLEAN, and NULL/BOOLEAN OPTIONAL

Throughout the ASN. 1 used in H.323-series documents, the reader will see the types NULL and
BOOLEAN used, dong with the modifier OPTIONAL in some cases. People have questioned when
NULL should be used or when BOOLEAN should be used and what the semantic differences are.

The BOOLEAN type dlows a TRUE or FALSE vaue to be conveyed in the protocol. When used in
conjunction with OPTIONAL, it actudly alows three values to be conveyed through the protocol: TRUE,
FALSE, and absent. The question iswhat does absent mean? In some instances, the absence of a
BOOLEAN OPTIONAL means should be interpreted as FAL SE, while in other cases, it should be
interpreted as "'l don't care” or "'l don't know"—but not dways. For example, the additiveRegistration
fied inthe RRQ of H.225.0 Version 4 is defined asa BOOLEAN OPTIONAL. When present, it clearly
indicates that the endpoint supports the feature or does not support the feature. However, absence of this
fidd shdl aso beinterpreted as FALSE. The reason isthat an older endpoint would not know anything
about the field and would obvioudy not be able to includeit. Moreover, they certainly do not support the
feature. Another exampleisthe originator fidd in the per Calllnfo sequence. When present, the meaning
is quite clear: the cdller isthe originator or the terminator of the cal. However, if the fidld is not present, it
may mean that the endpoint does not know or cannot supply this information for some reason.

The NULL typeis often used to sdlect one of severa CHOICE options. NULL carries no particular
vaue, asit merdly indicates presence. In selecting the conference god in a Setup message, for example,
the god CHOICEes are smply NULL typesto alow the endpoint to indicate a sdlection. Another
common use of NULL iswith the OPTIONAL modifier. A NULL OPTIONAL type alows an endpoint
to indicate support for afeeture, for example. Itissamilar in semanticsto aBOOLEAN in that the
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presence of aNULL fidd indicates TRUE and absence of the NULL fidd indicatesaFALSE. Asan
example, thefastConnectRefused field in the Alerting messageisa NULL OPTIONAL. Absence of the
fidd isinterpreted as FAL SE—Fast Connect is not (yet) refused. Presence of the field, though, clearly
indicates refusa of Fast Connect. So why was BOOLEAN not used as the type for thisfield? It would
not have made the encoding any clearer, because the fied is past the extenson marker (ellipss). A verson
1 and 2 device, for example, would not know to send thisfield, so there would be three values to consider
if BOOLEAN were used: TRUE, FALSE, and absent.

Idedly, afidd will convey no more vaues than makes sense. |n most cases, these typesindicate only two
possible vaues: TRUE/present or FAL SE/absent. However, there may be cases where three values are
intended and the reader should refer to the appropriate Recommendation to determine if, indeed, thereis
dgnificancein tri-sate fields.

9.2 ASN.1 Usage in H.450-Series Recommendations

This section summarizes the use of ASN.1 in the current H.450.x recommendations. Thisinformation is
provided for implementers of the H.450.x protocols, as well as authors of new H.450.x Recommendations.

9.21 ASN.1lversion and encoding rules

The ASN.1 codein H.450.x is based on the 1994 version of X.680-683, including the amendments on
“Rules of extensibility”.

Thebasic aligned variant of packed encoding rules (PER) is used as specified in X.691 (1995).
9.22 Tagging

All modules defined in Recommendations H.450.x use the tag default AUTOMATIC TAGS.

The ROS APDUS (see below) are defined in H.450.1 as tagged types within the CHOICE type ROS.
No other type defined in H.450.x is atagged type, i.e. dl sets, sequences and choices (except ROS) are
automaticaly tagged.

9.23 BascASN.1Types

The following types occur in ASN.1 definitions of H.450.x:

BMPString, NumericString NULL

BOOLEAN OBJECT IDENTIHER
CHOICE OCTET STRING
CLASS (see below) Open type (see below)
ENUMERATED SEQUENCE
GenadizedTime SEQUENCE OF
INTEGER SET OF

No useis currently foreseen for the following basic types (needs consderation on a case-by-case basis):
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CHARACTER STRING ObjectDescriptor
EMBEDDED PDV REAL
EXTERNAL UTCTime

Genera String, GraphicString, PrintableString, TeletexString (T613tring),
Universal Sring, VideotexSiring, VisbleString (1S0646String)

Use of the following basic types in future recommendations H.450.x should not be precluded (needs
congderation on a case-by-case basis):

BIT STRING Sdlection Type (out of a CHOICE)
IA5String SET
INSTANCE OF TYPE-IDENTIFIER (see X.681)

Note: Some of these types are already used by other recommendations in the H.323 universe, e.q.
BIT STRING and TYPE-IDENTIFIER in H.235.

9.24 Value sats, subtyping and constraints used in H.450.x:
H.450.x recommendations use size constraints (strings, set-of and sequence-of) and value range
congraints (integers). In H.450.1 inner subtyping (“WITH COMPONENTS") is used occasionally.

Theuse of value sets, single values, contained subtypes and permitted al phabets should be possble if
needed by future services. The type constraint (for restricting an open type) may be useful, too.

Explicit set arithmetic (UNION, INTERSECTION, EXCEPT, ALL EXCEPT) is currently not used on
subtype specifications.

9.25 Object classes, parameterization, general constraints, and ROS

H.450.1 defines a remote operations service (ROS) based on X.880. ROS uses object classes
(X.681), parameterization (X.683) and constraints (X.682) for its generic part.

Two object classes OPERATION and ERROR are defined and then used to define four PDU types
(Invoke, ReturnResult, ReturnError and Reject) as sequences containing individua parts of these classes.
Thefirg three PDU types contain an optiona open type component which istied by atable constraint
(“at (@) notation) to the code vaue identifying the particular operation or error.

For each supplementary service the actual operations and errors are then defined as object instances of
the generic classes OPERATION and ERROR in the corresponding Rec. H.450.x. Each operation and
error isidentified uniquely (within the context of the H.450.x series) by a code vaue (type INTEGER). A
list of currently assigned operation and error vaues is contained in section 10.8 below.

Each supplementary service defines an object set containing al operations defined for that service.

9.2.6 Extensbility and non-standard infor mation

Wherever meaningful, an extension marker (elipgs®...”) isincuded in the definitions.
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All operations, and some errors, include placeholders for non-standard (e.g. manufacturer- specific)
information. This non-standard information can ether be of type NonStandardParameter (imported from
H.225.0) or of type Extension, which is defined in H.450.1 and conssts of an object identifier followed
by an open type. The definition of the Extension type uses an object class (EXTENSION) with
parameterization and constraints amilar to the ROS definition.

Usudly thereis space for more than one addition of non-standard information in an operation. Additions of
both types (NonStandardParameter and Extension) can be mixed in any order.

9.2.7 List of Operation and Error Codes

Table 10.1: ASN.1 Operation values used in H.450 series

Valuenumber | Value name Defined in standard:
0 calingName H.450.8

1 calleddertingName H.450.8

2 connectedName H.450.8

3 busyName H.450.8

7 callFranstertdentitycd | Trandfer] dentify H.450.2

8 cal TransferAbandon H.450.2

9 cdl TranderInitiate H.450.2

10 cdl TrandferSetup H.450.2

11 cdlTranderActive H.450.2

12 cdlTransferComplete H.450.2

13 cdlTranderUpdate H.450.2

14 subaddressTransfer H.450.2

15 activateDiversonQ H.450.3

16 deactivateDiversonQ H.450.3

17 interrogateDiversonQ H.450.3

18 checkRestriction H.450.3

19 cdlRerouting H.450.3

20 divertingL egnformetionl H.450.3

21 divertingL eglnformation2 H.450.3

22 divertingLeglnformation3 H.450.3

23 cfnrDivertedl egFailed H.450.3

27 ccnrRequest DraftH.450.9
28 ccCancel BraitH.450.9
29 ccExecPossble Braft-H.450.9
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31 ccRingout Draft-H.450.9

32 ccSuspend Draft-H.450.9

33 ccResume Braft-H.450.9

A cdlOfferRequest H.450.10

40 cchsRequest Draft-H.450.9

43 cdllntrus onRequest H.450.11

44 callntrus onGetCIPL H.450.11

45 cdllntrusonlsolate H.450.11

46 cdllntrusionForcedRel ease H.450.11

47 cdllntrus onWOBReguest H.450.11

49 cfbOverride H.450.10
(re-used in H.450.11)

80 mwiActivate H.450.7

81 mwiDesactivate H.450.7

82 mwilnterrogate H.450.7

84 cmnRequest H.450.12

85 cmninform H.450.12

100 divertinglLeglnformation4 H.450.3

101 holdNatific H.450.4

102 retrieveNotific H.450.4

103 remoteHold H.450.4

104 remoteRetrieve H.450.4

105 cdlWaiting H.450.6 (re-usedin
H.450.10, H.450.11)

106 cpRequest H.450.5

107 cpSetup H.450.5

108 grouplndicationOn H.450.5

109 groupl ndicationOff H.450.5

110 pickrequ H.450.5

111 pickup H.450.5

112 pickExe H.450.5

113 cpNotify H.450.5

114 cpickupNotify H.450.5
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115 remoteUserAlerting H.450.10
(reused in H.450.11)

116 callntrusonSilentMonitor H.450.11

117 cdllntrusonNatification H.450.11
Table10.2: ASN.1 Error Valuesused in H.450 series

Valuenumber | Valuename Defined in standard:

0 userNotSubscribed H.450.1

1 rejectedByNetwork H.450.1

2 rejectedByUser H.450.1

3 notAvailable H.450.1

5 insufficiantinformation H.450.1

6 invalidServedUserNumber H.450.1

7 invaidCalState H.450.1

8 basi cServiceNotProvided H.450.1

9 notl ncomingCall H.450.1

10 supplementary Servicel nteractionNotAllowed H.450.1

11 resourceUnavailable H.450.1

12 invalidDivertedNumber H.450.3

14 specid ServiceNumber H.450.3

15 diversionToServedUserNumber H.450.3

24 numberOf DiversonsExceeded H.450.3

25 cadlFalure H.450.1

31 notActivated H.450.7

43 procedura Error H.450.1

1000 temporarilyUnavailable H.450.3, H.450.11

1004 invaidReroutingNumber H.450.2

1005 unrecognizedCallldentity H.450.2

1006 establishmentFailure H.450.2

1007 notAuthorized H.450.3, H.450.11

1008 unspecified H.450.2, H.450.3

1009 notBusy H.450.11

1010 shortTermRegection Draft-H.450.9

Implementors Guide for ITU-T H.323 Systems (2004-11)

71



1011 longTermRgection DraftH.450.9
1012 remoteUserBusyAgain Draft-H.450.9
1013 fallureToMatch DBraitH.450.9
1018 invaidMsgCentreld H.450.7

2000 calPickupldUnvdid H.450.5

2001 calAlreadyPickedUp H.450.5

2002 undefined H.450.4, H.450.5,

H.450.7-(re-usedin
H.450.9, H.450.11
H.450.12)
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Annex: H.323 Recommendation System Defect Report Form

DATE:
CONTACT
INFORMATION
NAME:
COMPANY:
ADDRESS:
TEL:
FAX:
EMAIL:
AFFECTED

RECOMMENDATIONS:

DESCRIPTION OF
PROBLEM:

SUGGESTIONS FOR
RESOLUTION:

NOTE - Attach additiona pages if more spaceis required than is provided above.
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