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Introduction

The concept of a NGN (Next Generation Network) has been introduced to take account the new situation in telecommunications, characterised by a lot of factors: open competition between operators due to the total deregulation of markets, explosion of digital traffic, e.g. due to the increasing use of internet, increasing demand from users for new multimedia services, increasing demand from users for a general mobility, etc.

ITU-T has already paved the way to the standardization of the new generation of networks with the GII Project. The GII started in 1995 and it has already met its objective in producing a number of Recommendations from the Y series. However, implementation issues were not in the scope of the GII. As a result, GII Recommendations have to be completed by additional specifications and implementation guidelines dealing with realisations. This will be the role of the new ITU Project on NGN. 

A major goal of the NGN Project is to facilitate convergence of networks and services. The common understanding is that the NGN has to be seen as the concrete realisation of concepts defined for the GII. In addition, a clear demand from the market for short-term standards in the field of NGN has been identified, which has led to propose 2004 as the target date to prepare first Recommendations on NGN.

This Project has the objective to coordinate ITU-T activities on NGN. Its target is to produce first Recommendations by the end of the 2001 – 2004 study period, i.e. mid-2004.

1 Scope of the Project 

The intention of the NGN 2004 Project is to coordinate all ITU-T activities related to the establishment of implementation guidelines and standards for the realisation of a Next Generation Network. The major task of the Project is to ensure that all elements required for interoperability and network capabilities to support applications globally across the NGN are addressed by ITU-T standardization activities.

2 Basic characteristics of NGN

The term NGN is commonly used to give a name to the changes to the service provision infrastructures that have already started in the telecom and IT industry. 

A Next Generation Network (NGN) is a packet-based network able to provide services including Telecommunication Services and able to make use of multiple broadband, QoS-enabled transport technologies and in which service-related functions are independent from underlying transport-related technologies. It offers unrestricted access by users to different service providers. It supports generalized mobility which will allow consistent and ubiquitous provision of services to users.
The NGN is characterized by the following fundamental aspects:

· Packet-based transfer

· Separation of control functions among bearer capabilities, call/session, and application/ service

· Decoupling of service provision from network, and provision of open interfaces

· Support for a wide range of services, applications and mechanisms based on service building blocks (including real time/ streaming/ non-real time services and multi-media)

· Broadband capabilities with end-to-end QoS and transparency

· Interworking with legacy networks via open interfaces

· Generalized mobility

· Unrestricted access by users to different service providers
· A variety of identification schemes which can be resolved to IP addresses for the purposes of routing in IP networks
· Unified service characteristics for the same service as perceived by the user

· Converged services between Fixed/Mobile

· Independence of service-related functions from underlying transport technologies

· Compliant with all Regulatory requirements, for example concerning emergency communications and security/privacy, etc.

3 NGN capabilities

NGN will have to provide the capabilities (infrastructure, protocols, etc.) to make the creation, deployment and management of all kinds of services (known or not yet known) possible. This comprises services using all kinds of media (audio, visual, audiovisual), with all kinds of encoding schemes and data services, conversational, unicast, multicast and broadcast, messaging, simple data transfer services, real time and non-real time, delay sensitive and delay tolerant services. Services with different bandwidth demands from a few kbit/s to hundreds of Mbit/s, guaranteed or not. Within the NGN there is an increased emphasis on service customisation by the Service Providers whereby some of them will offer their customers the possibility to customise their own services. NGN will comprise service related APIs (Application Programming Interfaces) in order to support the creation, provisioning and management of services.

One of the main characteristics of NGN is the decoupling of services and networks, allowing them to be offered separately and to evolve independently. Therefore in the NGN architectures proposed, there is a clear separation between the functions for the services and the functions for the transport. NGN allows the provisioning of both existing and new services independently of the network and the access type used.

In NGN the functional entities controlling policy, sessions, media, resources, service delivery, security, etc, may be distributed over the infrastructure, including both existing and new networks. When they are physically distributed, they communicate over open interfaces. Consequently the identification of reference points is an important aspect of NGN. New protocols are being standardized to provide the communication between those functional entities. Interworking between NGN and existing networks such as PSTN, ISDN and GSM is provided by means of Gateways.

NGN will support both existing and "NGN aware" end terminal devices. Hence terminals connected to NGN will include analogue telephone sets, fax machines, ISDN sets, cellular mobile phones, GPRS terminal devices, SIP terminals, Ethernet phones through PCs, digital set top boxes, cable modems, etc.

Specific issues include the migration of voice services to the NGN infrastructure, Quality of Service related to real time voice services (bandwidth guarantees, delay guarantees, packet loss guarantees etc) as well as Security. NGN should provide the security mechanisms to protect the exchange of sensitive information over its infrastructure, to protect against the fraudulent use of the services provided by the Service Providers and to protect its own infrastructure from outside attacks.

At present, similar services are offered to users both on fixed accesses and on mobile networks. However, they are still considered up to now as different customers, with different service configurations and no bridging possible between the different services. A major feature of NGN will be generalized mobility, which will allow a consistent provision of services to users, i.e. the users will be regarded as a single person when they use different access technologies, whatever they are.

4 Objectives of the NGN

NGN fulfils the requirement of the environment described in Recommendations Y.110, Y.130 and Y.140, e.g.:

· To promote fair competition;

· To encourage private investment;

· To define a framework for architecture and capabilities to be able to meet various regulatory requirements;

· To provide open access to networks,

while:

· ensuring universal provision of and access to services;

· promoting equality of opportunity to the citizen;

· promoting diversity of content, including cultural and linguistic diversity;

· recognizing the necessity of worldwide cooperation with particular attention to less developed countries.

5 Study areas for the NGN 

5.1 General framework models for the NGN

5.1.1 General architectural principles

This will provide a basis for NGN similar to that contained in Recommendation X.200.

The technical objective will be to develop a functional methodology and general model, to enable an NGN to be described in terms of control functions that can be abstracted and represented separately from the major areas to be controlled (such as resources, services and transport).

5.1.2 Functional architecture methodology model

This model will provide guidelines on how to define a functional architecture for NGN using a functional approach.

The technical objective will be to develop a functional architecture using the methodology identified above, to decompose an NGN into an appropriate set of functions. Relationships and connection between functions will be shown in terms of reference points. Useful groupings of functions will be described to represent certain practical physical realizations. Consideration will be given to reference points which may be candidates, at which interfaces could be defined.

5.2 Functional architecture models for the NGN

NGN work on architectures and protocols issues should concentrate on:

· Consideration of the use of generic reference modelling techniques, to help identify additional standards needed to support NGN compliant communication establishment service either within an operator domain or in between operator domains. 

· Definition of interworking functions to support legacy (non-NGN aware) terminals.  

· Determination of how end-to-end service, call control and user mobility can be supported across heterogeneous networks

· Definition of functionality of NGN-aware terminals in terms of software upgrade mechanisms, redundancy and evolution of cost-reduced terminals, version negotiation and management 

5.3 End-to-end Quality of Service (QoS)

Work is required to handle both the way in which different end system can reach agreement on the end-to-end QoS for a call and how the parameters set with this upper layer protocol can be used to control the lower layer, transport and access level QoS mechanisms.  

For the issue of upper layer QoS control it is felt that a distinction can be made between telephony, where the work is now almost complete, and the wider topic of QoS for multimedia which needs work on both a “framework” and the definition of each individual media stream (video, white board, etc.).

Likewise the control of lower layer QoS mechanisms is best divided into two topics: a “vertical” protocol linking the upper and lower layer QoS mechanisms (diffserv, etc) and a lower layer “horizontal” mechanism to link the lower layer QoS control between different domains and networks.

NGN work on end-to-end QoS should concentrate on:

· Completion of end-to-end QoS class definition for telephony, including voice over packet networks

· Definition of a new end-to-end multimedia QoS class definition framework and a method of registering QoS classes of individual media components

· Specification of how to use lower layer QoS mechanism to achieve upper layer QoS within the network

· Inter-domain lower layer QoS control

· End user perception of QoS

5.4 Service platforms (APIs)

Two of the key “new” aspects of NGN are the separation of service control and provision from the underlying network, and the extension of service control for telephony to cover multimedia.  
The required service platforms should offer open interfaces, using APIs (such as PARLAY) and/or proxy servers, for third party service providers use, the resulting services will need to be accessible to end users as they roam between networks and, naturally, end-to-end services should be available between users connected to different networks using different service providers.

NGN work on service platforms should concentrate on:

· Definition of service control architectures covering both OSA APIs and proxy aspects;

· Enhancement of mechanisms to support provision of services across multiple networks covering both service roaming and interconnectivity of services;

· Development of mechanisms to support user presence and user control of service customisation and profiles;

· Impact of user mobility on service platforms.

5.5 Network management

The emergence of various forms of combined fixed, mobile, IP, access, etc. networks creates increasing complexities and challenges related to the management of such networks. This also applies to the management of existing and new services across different network types. 

NGN work on network management should concentrate on:

· Enhancement of the overall “core” network management architecture and definition of basic network management services and interfaces to suit NGN requirements (fault, performance, customer administration, charging/accounting, traffic and routing management)

· Inclusion and application of new architectural concepts and new technologies such as TML.

5.6 Security

The fact that NGN security is inherent but nevertheless crucial and is touching many areas and SDOs, just underlines the strategic importance of this area.

Within NGN, security issues interrelate with architecture, QoS, network management, mobility, billing and payment.  

One of the most significant challenges facing the design of NGN security standards is the fact that the networks are no longer conceived as a monolithic systems with clear interfaces. Much of the standardisation work in NGN security has to be based on guides and principles along with APIs so that a secure network can be built from a given selection of specific NGN components.

NGN work on security should concentrate on:

· Development of a compound security architecture for NGNs. In a further step, this NGN security group should devise NGN operational security guidelines.

· Development of NGN specific security protocols and APIs.

5.7 Generalized mobility

Generalized mobility means that users will be regarded as a single person when they use different access technologies, allowing them to use and manage consistently their services across existing network boundaries. 

At present, the user may be able to roam between similar public wireless accesses, and nomadism is allowed between some fixed accesses, with strong limitations. In the future, users will be proposed more and more access technologies and they will require soon to move between different fixed (e.g. xDSL to cable) and public wireless access of various technologies (e.g. UMTS to WLAN) and to get access consistently to their set of services. 

The general user requirements for mobility should include:

· user ability to change access point and/or terminal, and who benefits from the requirements below, can be marked as mobile/nomadic users (see definition in next section). This implies that the mobility management functions may be applicable only to those users marked as mobile/nomadic;
· user get access from any network access point. This includes all access technologies identified above, and the ability to use other networks (see definition of roaming below). These possibilities may be limited by subscription;

· user get their services in a consistent manner, depending on the constraints they experience in their current situations. This is required for services provided by their network operator as well as services provided by a third party;

· user availability and reachability should be known to network functions, and possibly to services and applications, including those provided by a third party.

Several capabilities should be considered for mobility:

· to support personal mobility;

· to support terminal mobility;

· to support a combination of both.

Generalized mobility requires significant evolutions of current network architectures. Enabling more transparent fixed-wireless broadband communications and mobility across various access technologies appears as a major issue.

The following requirements for the NGN systems can be derived from the above objectives, in a mobility management perspective:

· consistent approach from initial 3G systems and fixed systems

· cost reduction (network deployment and operation)

· increased spectrum efficiency

· nomadism, mobility and roaming among different access systems, fixed or mobile.

In order to support global mobility in heterogeneous environment, further work is needed to develop network functions at the control layer:

· Identification and authentication mechanisms

· Access control and authorisation function

· Location management 

· Terminal and/or session address allocation and management

· Support of user environment management (VHE)

· User profile management

· Access to user data

5.8 Network control architecture(s) and protocols

Considering the increasingly distributed nature of the control functions in NGN architectures, there is a need to study Network control reference models encompassing:

· Resource and QoS at the access to the network and in the core network,

· Media processing, transcoding and information transfer

· Call/session control,

· Service control.

The Network control architecture model will take into account the various control related functional requirements arising from the relevant study areas and will define typical functional groupings which interact through reference points. 

Examples of functional groupings may include :

· Media access gate (at the network edge), with e.g. firewall, NATP, transfer policy enforcement functions …

· Resource control, including e.g. admission control, access request handling, …

· Access session control, including e.g. address allocation, user location, user access profile management,

· Service control, including e.g. user registration, user service profile management, service requests handling, service interaction management …

The network control functional models will be used as the basis to identify reference points for which there is a need for standardization. This should be based on Recommendation Y.140. Such reference points will be defined as standard interfaces where the control protocols will be defined and standardized on the basis of relevant protocol basis, e.g. by means of profiles for the re-use of already specified protocols, e.g. on the basis of H.248 for Media gate control, of SIP for Call/session control.

The Network control architecture models will take into account of functional requirements at the network access (user-network interface), at the interfaces between networks (network-network interfaces) and at the interfaces between networks and service/application providers (e.g. network-providers interfaces), to the extend the study will determine their relevance.

5.9 Service capabilities and Service Architecture 

Considering the present trends and future evolution of customers requirements for services involving real time and non-real time, wired and wireless, human-to-human, human-to-machine and machine-to-machine communications, this study area should :

· address the telecommunication service capabilities that the NGN should provide, bearing in mind the separation between applications services and networks 

· develop a suitable service architecture focused on the interfaces that are needed to support different business models and seamless communication in different environment.

The work should include the backward compatibility with and the evolution from the existing services and systems.

5.10 Interoperability of Services and Network in NGN

Considering that NGN will involve a large amount of protocols (including various profiles) at the services and network level, there is a need in the framework of the NGN-2004 project to ensure the interoperability among systems and networks.

This study area will include in particular:

· specifications for interoperable profiles for complex systems

· specifications for compliance verification of standards

· the development of the relevant procedures and documentation, including the development of tools.

5.11 Numbering, naming and addressing

5.11.1 General

Since the NGN would be made up of interconnected heterogeneous networks, using heterogeneous user access and heterogeneous user devices (fixed, mobile, nomadic, etc) and that the NGN should provide a “seamless user experience” independent of access method and network, work is required on Numbering, Naming and Addressing and so must be added as an element of the NGN 2004 Project. 

Individual users may be identified by name/numbers using a name/number resolution system which will be able to translate a given name/number into a routable and valid address in order to establish a transfer (transport).

Examples of such Naming/Numbering schemes may be:

· E.164 numbering scheme

· unified resource locater (URL) scheme 

· unique name system (e.g. 1800Airways etc.)

· or other naming conventions like developed in the Internet community, like H.323, SIP, telephone and mail unified resource identifier (URIs. - Use of International character set for URIs is for further study.) etc.

A user who requires access to another user may directly input one of the above mentioned identifiers and then either the terminal or the network may translate the user input into an end-point address, either using internal data or an external database (for example, accessed via the DNS using enum functionality).

5.11.2 Achieving a Seamless User Experience

Within the NGN, preference should be given to portable numbering and naming schemes to provide full control to the end user as well as service providers over his identity.

5.11.3 Fundamental Principles for Name Resolution

1)
Fundamental Requirements
As a public operation network, the NGN shall meet the following requirements for the name resolution:
· Speed: The name resolution is a necessary process for establishment of a call, and speed of the resolution directly impacts the call establishment delay. The call establishment delay is strictly specified in real-time communications, and it is directly related to the important service index of the call completion ratio.

· Database: A repository of various names, numbers and associated NGN addresses for a given user. This database will play a role in facilitating the resolution function and also could b used to provide additional services like service selection and delivering targeted presence information.

· High capacity: As the network is designed to provide national and global services, it may have thousands of local control systems and tens of millions of terminal users. There are two dimensions to the capacity requirements. First, the database should be big enough to contain the name resolution information of the whole network; secondly, the resolution system shall be able to handle the numerous concurrent resolution requests in the overall network.

· Expandability: As the NGN expands, so should the capacity of the name resolution system. The expansion requirements also have two dimensions. First, along with the expanding network, the resolution system shall be flexible enough to add new information, and expand new resolution levels. Secondly, as new terminal and name types are introduced, the resolution system shall be able to expand appropriate name resolution information systems.
It should be constructed in a way that it could be implemented as a distributed name/number resolution system if necessary.

· Reliability: The name resolution system is directly related to the running of the NGN, so it should have carrier class reliability. It shall have two capabilities in the architecture. First, it shouldn't be a single-point of failure. Secondly, it should have excellent load balancing mechanism. Good configuration and arrangement shall be conducted to meet the capacity requirements during the network planning.

· Security: The name resolution data are important network data that may directly impact the operation of the network, and they are also sensitive commercial data reflecting the structure and policy of the network operations. Accordingly, the name resolution system shall be a special system used only by this network, and certain security measures shall be in place. The security is mainly maintained by the means of user access authentication, data security, network data synchronization and fault recovery.

2)
Basic techniques
As mentioned above, in the NGN call and connection are completely separate from each other and the call/session control is an end-to-end process only involving the call control entities at the two ends. So an independent name resolution system is necessary.

5.12 Routing Protocols

Considering, that multiple routing protocols are defined and used in the markets, the NGN project should investigate the implications of the most promising. Whilst currently IPv4 is the most widely used and understood protocol, the next version, IPv6, provides significant enhancements in functionality but also significant challenges for migration towards future wireline and wireless network environments. It is widely expected that the IPv6 protocol will be a useful carrier for transport, control, and management flows of the NGN. In alignment with the reference model and functional architecture of NGN which are currently developed by the JRG-NGN, other protocols relevant to IPv6 and mechanisms using it should be investigated.

New work items on IPv6 over NGN are as follows:

· The IPv6 based protocols and mechanisms for the U-plane, C-plane and M-plane flows in alignment with the NGN functional architecture and reference model (e.g., IPv6 address autoconfiguration, DNS service, service discovery, etc.)

· The integrated wireline and wireless network architecture in consideration for the IPv6 capability within the scope of NGN

· The media gateway architectures and functional blocks to use the IPv6 protocol as well as the IPv4 protocol (The interworking or conversion functions between the IPv4 and the IPv6 may be included.)

· The transport network architecture using the IPv6-based control and management flows
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