
ITU WI-FI Terms of Use 
 

By accessing and using the ITU Wi-Fi networks, you agree to these terms of use, as may be amended 

by ITU from time to time. If you do not agree, do not use the ITU Wi-Fi networks.  Access to and use 

of the ITU Wi-Fi networks is provided without prejudice to ITU’s privileges and immunities under 

international and national laws. 

 

Accessing the ITU Wi-Fi networks 
User authentication is necessary in order to connect a compatible wireless device to the ITU Wi-Fi 

networks. The login (computing account)/password combination (“credentials”) identifies a single 

user and is reserved for that user only. You remain solely responsible for the use of the network and 

the online activities conducted using your credentials. Consequently: i. you should never disclose 

your login password to anyone; and ii. you should never leave your wireless enabled device 

unattended while logged-in. Any use of the ITU Wi-Fi networks performed using your credentials 

shall be deemed to be made by you.  

Network security and disclaimer regarding the use of ITU Wi-Fi networks 
ITU Information Services Department (ISD) takes reasonable measures, precautions, and actions to 

provide reliable and secure access to the internet via its Wi-Fi Networks and to prevent illegal or 

unacceptable uses under the present terms. Such measures include, without limitation, the  

implementation of intrusion prevention systems (IPS) and firewalls, as well as network monitoring 

and logging of connectivity data. Any data processing performed by ITU in this context aims to 

achieve only the following purposes: (i) safeguarding network security and integrity; (ii) improving 

reliability and network performance; (iii) conducting maintenance, capacity planning, and auditing; 

and (iv) preventing or stopping illegal or unacceptable uses in accordance with the section below. 

Correspondingly, ITU ISD may, inter alia, limit or restrict access to specific users, devices, websites, 

and services, and/or implement bandwidth quotas towards achieving the aforementioned purposes. 

Despite such measures, precautions and actions taken, ITU cannot guarantee that access to the 

internet via the ITU Wi-Fi networks will be continuous, fault-free, reliable or secure at all times. You 

acknowledge that there are security, reliability and confidentiality risks inherent in accessing or 

transmitting information through the internet. Security risks include, without limitation, interception 

of transmissions, loss of data; and the possible intrusion of viruses and other programs that can 

corrupt or damage your data and/or devices when connected to the Internet. 

Accordingly, access and use of the ITU Wi-Fi networks is provided “as is”, with no guarantees or 

warranties of any kind, including that the Wi-Fi networks will function always without interruption, 

faults, or security incidents. You are solely responsible for protecting your devices and your data 

when using the ITU Wi-Fi networks and assume the risk of any and all damage or loss from use of, or 

inability to use the ITU Wi-Fi networks. 

Using the ITU Wi-Fi networks 
It is your responsibility to use the ITU Wi-Fi networks responsibly and in compliance with applicable 

laws.  

While using the ITU Wi-fi network you must refrain from:  



- interfering with the security, integrity, and/or performance of the Wi-Fi networks and other 

ITU networks and equipment, as well as interfering with third party devices connected to the 

Wi-Fi networks;  

- Creating or disseminating malware (e.g. viruses, worms, trojans, dialers, keyloggers, etc.) 

- Intercepting third-party communications and/or data; 

- Falsifying, forging, or otherwise misrepresenting your or your device’s identity; 

- creating, communicating, or distributing fraudulent, obscene, offensive, indecent, 

derogatory, or pornographic content; 

- engaging in conduct which is abusive, threatening, defamatory, or intimidatory, or which 

could be considered as harassment; 

- sending unsolicited bulk and/or commercial messages;  

- using software or applications which may result in high-bandwidth consumption and 

interfere with the ability of third parties to effectively use the Wi-Fi networks; 

- infringing or misappropriating the intellectual property rights of third parties; 

- committing illegal or criminal acts; 

- attempting or facilitating any of the acts above. 

 

 

 

 


