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Trust in AN and Trust in AI for Networks



Introduction of trust standardization of SG13

Trust in autonomous networks

Trust in AI for future networks

Standardization advice



Introduction of trust standardization of SG13

ITU-T Y.supp.trust-roadmap, “Standardization roadmap on trustworthy networking and services”.



Trust in Autonomous Networks

 ITU-T Y.3060 (formerly Y.trust-an), “Autonomous networks – overview on trust”.
ITU-T Y.TiAN-eval, “Trustworthiness Evaluation for Autonomous Networks including IMT-2020 and beyond”.



Trust in Autonomous Networks

 ITU-T Y.3060 (formerly Y.trust-an), “Autonomous networks – overview on trust”.
ITU-T Y.TiAN-eval, “Trustworthiness Evaluation for Autonomous Networks including IMT-2020 and beyond”.



AI for Future Networks
-- AI Technologies Enabled Network OAM



AI for Future Networks
-- ‘Brain’ for Computing Force Network



AI for Future Networks
-- AI Technologies Enabled Intelligent Customer Service

• AI technology enabled customer service: 24-hours, Timely, Effective, Warm, 

Personalized

• Unified AI capability center, unified management center, and unified deployment center



AI for Future Networks -- Holistic AI



AI for Future Networks
-- Collaborative Mechanism for Large and Small Models 

  Network 
Native

Safety and 
Trust

Flexiblity and 
Efficiency

Open 
Ecosystem



Trust in AI for future networks

• How can it be trusted for AI in the future networks?

• How to evalate and assess trust/trustworthiness of AI itself/thmselves?

• What the benchmark of trustworthiess for network and sevice with AI?

• The continuous trust for AI is very important in the future networks.

• All the basic principles, i.e. accountability, equitability, explanability, 

robustness, safety, are suggested to be satisfied for future networks 

with AI.



Standardization Advice for “trust in AI”

• Kick off relevant studies and discussions of trust topics for AI and 

relevant technologies

• Make trust more objective and quantifiable in the future

• Cooperate with more groups and SDOs

• Call for more attentions to this important topic/direction

• More adivce and cooperations are welcome



THANKS!


