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Capacity

Rank Member States GCl Score Legal Technical Organizational iS5
building

Cooperation

United Kingdom 0.931 0.200 0.191 0.200 0.189 0.151

| United States ofﬂ

. 0.926 0.200 0.184 0.200 0.191 0.151
America

24 39

France 0.918 0.2( Israel” 0.783

T - Portugal 0.758 25 42
L'thuan'a 0.908 0.2[ Monaco 0.751 26 43 O a
I F Latvia 0.748 27 44

Estonia 0.905 0.2C

Slovakia 0.729 28 45

e e Cybersecurity

Slovenia* 0.701 30 48

Moldova 0.662 31 53
Spain 0.896 0.2(
! = Ukraine 0.661 32 54
< - Cyprus* 0.652 33 56
Malaysia 0.893 0.17 "
Serbia 0.643 34 58
Montenegro 0.639 35 61
Norway
Albania 0.631 36 62
Czech Republic 0.569 37 71
Canada
Romania 0.568 38 72
Liechtenstein 0.543 39 75
Australia
Greece 0527 40 77
Malta 0.479 41 82
Iceland 0.449 42 87
Bosnia and Herzegovina 0.204 43 118
Andorra 0.115 44 143
San Marino* 0075 a5 154 Creating a trusted cyberspace for all

Vatican* 0.021 46 170
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Status of National Child Online Protection
Ecosystems In South Eastern Europe

This report was compiled following extensive desktop research supplemented by
online surveys administered to relevant stakeholders within each of the countries.

Methodology

Deep dive desktop research was aimed to find valuable online information and
organisations working in the field of online safety of children for each country.

Contact was made with stakeholder organisations and a request was submitted to
fill out a stakeholder mapping form.

Communication with national contacts was maintained for clarity and further
Interviewing stakeholders and identifying additional activities.

Compiling the data and creating the overview for each country.

The data collected for each country has been synthesised in relevant sections
depicting latest ICT statistics, observations, alignment with current ITU COP
guidelines, stakeholder ecosystems and a country level analysis.
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Stakeholder ecosystem
« Government bodies

* Industr
y Table 25: Key partnerships with associations, organizations and conventions on child online protection
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Status of National Child Online Protection
Ecosystems In South Eastern Europe

Albania, Bosnia and Herzegovina, Georgia, Moldova, North Macedonia, Serbia, and Ukraine

Main Conclusions

* Primary challenges common to all countries:

Creation, development, and implementation of national child online protection (COP) strategies
and activities;

Diversity in stakeholder involvement;

Legal aspects of child online protection and child sexual abuse material (CSAM);
Industry involvement and support;

Awareness raising and educational campaigns.

* Primary challenges identified and conclusions reached in this report should be
further researched at a national level and addressed in a national child online
protection strategy.

« New 2020 ITU Child Online Protection Guidelines will be fundamental for

harmonized way of advancing COP across the region.
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== WWW.itu-cop-guidelines.com
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