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Methodology

• Deep dive desktop research was aimed to find valuable online information and 

organisations working in the field of online safety of children for each country.

• Contact was made with stakeholder organisations and a request was submitted to 

fill out a stakeholder mapping form.

• Communication with national contacts was maintained for clarity and further 

interviewing stakeholders and identifying additional activities.

• Compiling the data and creating the overview for each country.

• The data collected for each country has been synthesised in relevant sections 

depicting latest ICT statistics, observations, alignment with current ITU COP 

guidelines, stakeholder ecosystems and a country level analysis. 

This report was compiled following extensive desktop research supplemented by 
online surveys administered to relevant stakeholders within each of the countries. 
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Stakeholder ecosystem
• Government bodies 

• Industry 

• Non-governmental organisations

• Parents

• Children 

• International organisations 

• Educational institution

Primary challenges identified

Examples of suggested 

improvements and positive 

actions
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Main Conclusions

• Primary challenges common to all countries:

– Creation, development, and implementation of national child online protection (COP) strategies 

and activities;

– Diversity in stakeholder involvement;

– Legal aspects of child online protection and child sexual abuse material (CSAM);

– Industry involvement and support;

– Awareness raising and educational campaigns.

• Primary challenges identified and conclusions reached in this report should be 

further researched at a national level and addressed in a national child online 

protection strategy. 

• New 2020 ITU Child Online Protection Guidelines will be fundamental for 

harmonized way of advancing COP across the region. 

Albania, Bosnia and Herzegovina, Georgia, Moldova, North Macedonia, Serbia, and Ukraine 
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