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THE FUTURE

 Analytical thinking and innovation

 Active learning and learning strategies

 Creativities, originality and initiative

 Technology design and programming

 Critical thinking and analysis

 Complex problem solving

 Leadership and social influence

 Emotional intelligence  

 …..     
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vv

WHY and HOW

WHEN
WHAT

WHERE
WHO



5 I  n r d c s . l t  

WHY?

Money

Consequences

Trust

Cyber
Incident

Reputation

Data

Time

The growing threat
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WHO NEED A TRAINING? 

Managements

Financial units

DPO

Decision 
makers

Cybersecurity 
team

No IT
specialists

IT 
Specialists

Public 

sector

Privat 

sector

Public Security

State Security

Critical 
Infrastructure

Financial sector

Media

???? ????

Horizontal  approach
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WHEN IS THE BEST TIME TO ORGANISE TRAINING ?

Timely
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WHAT KIND OF TRAININGS?

Multiple level security approach:

1. Cybersecurity team – resilience strengthening

2. Management – empowering

3. All staff – awareness rising 

Relevant
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HOW 
could we improve our skil ls  on cybersecurity ?

 Awareness raising campaigns

 Training courses

 Events

 etc.
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ITU CENTRES OF EXCELLENCE 
(COE)

10+ topicsDelivery 
methods

6 regionsITU 
certificates

29 CoERelevance

Africa 

Americas

Arab

Asia-Pacific

CIS

Europe

Content aligned with ITU  

Standards and policy

Evaluation

 O. S. Popov Odessa National Academy of 
Telecommunications, Ukraine 

 Faculty of Electrical Engineering and Information 
Technologies, Ss. Cyril and Methodius University, 
North Macedonia

 Institute for Security and Safety at the Brandenburg 
University of Applied Sciences, Germany 

 Cybersecurity National Institute of 
Telecommunications, Poland

 NRD Cyber Security, Lithuania 

 The Abdus Salam International Center for Theoretical 
Physics, Italy

 Belarusian State Academy of Communications, Belarus 

 Institute of Electronics and Telecommunications at 
the Kyrgyz State Technical University, Kyrgyztan

 Digital Economy 

 Internet Governance

 Cybersecurity

 Digital Broadcasting

 Wireless and Fixed Broadband 

 Smart Cities and Communities 

 Internet of Things 

 Big Data and Statistics

 ICT Applications

 Spectrum Management

 ICTs and the Environment

 Innovation and Entrepreneurship

Face to Face

Online

Blended
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EXAMPLE
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LETS  WORK  TOGETHER !

NRD Cyber Security

Rūta Jašinskienė rj@nrdcs.lt

linkedin.com/in/ruta-jasinskiene-

006a2932/

Address: Gynėjų str. 14, Vilnius, 

Lithuania

www.nrdcs.lt

mailto:rj@nrdcs.no
mailto:rj@nrdcs.no
mailto:rj@nrdcs.no
http://www.nrdcs.lt/

