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% Purpose

President of the Commission von der Leyen in the European Parliament on 27. November 2019: “/.../ cyber

security and digitalisation are two sides of the same coin. This is why cyber security is a top priority.”

* To strengthen the global delivery, coordination and coherence of the EU’s external cyber capacity

building projects

* To reinforce EU’s capacity to provide technical assistance to third countries in the areas of

cybersecurity and countering cybercrime

* |Implementation period: September 2019 until August 2023



% EU CyberNet Partners
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% EU’s main principles for external cyber capacity building

* Applicability of existing international law and norms in cyberspace

* Protection of fundamental rights and freedoms

* Promotion of a democratic and multi-stakeholder internet governance model

* Open access to internet for all

* Integrity of infrastructure, hardware, software and services

* Involvement and partnership across public authorities, private sector and citizens

* Building on experience and lessons learned - bridge between development cooperation and

cybersecurity communities



% EU CyberNet Deliverables

(1) Network of experts and stakeholders
500+ experts
* 150+ institutions
(2) Online Technical Platform
(3) Training and Assistance Capability
* Courses and modules, 20+ partner countries, wide geographical scope
* Train-the-trainers
(4) Central Processing for EU’s External Cyber Engagement

. Knowledge hub supporting the EU institutions and bodies, exchange of best practice and experience aiming better

deliver of capacity building, mainstreaming cybersecurity



% Stakeholder community in the making
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Thank you for your attention!
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