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N! UNAOC, Consortium Finding meaning and defining new values for NGN

Transformation of technological and maintenance

processes

Huge number of IDs and protocols Actual business models

Huge number of digital subjects and
applications fields

Security challenges

Diversity of geographical regions, political
and economic systems

Scalability and data uniformity challenges

AN EREEE IR EHE ES Huge number of new technological decisions

Challenges of low architecture flexibility




N! UNAOC, Consortium Background of the transformation appearance

Broadband Internet

Intelligent Services
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N! UNAOC, Consortium Where does security troubles begin point?

Application and internal processes
management

Operation of access processes in the
system
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Identification, authentication and authorization
Profile management (Service Profile) —
Secunty

Identification, authentication and authorization f—.

Sensor network management
Device profile management
Security (key management)

Accounting management

Differenthated QoS and data prioritization
Connectivity

Location management

|dentification, authentication and authorization

Security (Sensor Data]]——

Application traffic control
Differenthated QoS and data priorntization
Mobility

Overall functional architecture model

USN applications using sensor networks
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Recommendation Y.2026 (12)
Functional requirements and
architecture of the next
generation network for
support of ubiquitous sensor
network applications and
services

ANI Application Network Interface
USN Ubiquitous Sensor Network
UNI User network interface

SNI Service node interface

NNI Network-to-network interface
IdM ID Management




NE UNAOC, Consortium IdM Place in General Architecture

Security architecture begins with authentication, authorization, verification, and validation as subject matter

processes of the identification management and the identifiers management

Governance

Governance

Security Architecture Begins Where IdM Begins

Data storage,
anal¥yis, .
be logic
\© analvsis.__
Identity

" management
systems of the

What is an eSIM as an IdM processes object?

D,

‘_ igital object Does eSIM have unique new features as an IdM
e \I\ _ , processes object?
Agfglregatiun,
1 iltering, :
| data transmission Does eSIM have unique new features as an IdM

processes object?
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N! UNAOC, Consortium eSIM - breakthrough in technology or embedded troubles?

SIM — Subscriber Identity Module — storage for identification network subscribers for an ONE E.164 ID

eSIM — storage for identification network subscribers up to FIVE virtual E.164 IDs

eSIM — storage for identification network subscribers up to FIVE virtual E.164 IDs

eSIM and SIM can be used in parallel on one device

eSIM allows to automatically set the previous number on a new device

eSIM allows to automatically set the previous number on a new device




N! UNAOC, Consortium eSIM - new breakthrough in technology or embedded troubles?

eSIM has unique profile that can’t be changed by simple operation with a SIM-card

eSIM doesn’t allow the use of the roaming feature if there is no appropriate network

eSIM allows you to remotely configure any gadget

eSIM allows to remotely configure any gadget




NE UNAOC, Consortium Place and role eSIM in the personalization as a services development trend

Connection &
Connectivity
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Identity Management
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Ukrainian Numbering, Naming and Addressing Operation Center

Thanks!
Questions?
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