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DECENTRALIZED SECURITY
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Specific Blockchain Technology Risks
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CertLedger is creating a new transparent, reliable, and efficient
Public Key Infrastructure (PKI) with certificate transparency based on blockchain.
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SMART CONTRACTS
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Transparency
or Privacy?
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Blockchain Systems
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Summary

. Blockchain has a different approach to security

. Current regulation is not technologically neutral and has friction points
with decentralized systems

Thank you

Questions?

Consultant on Blockchain & GDPR
jorn@erbguth.ch

Geneva, Switzerland



