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Topical problems of ensuring cybersecurity



Cross-border cybercrime has the following 
problems

• the high complexity of the investigation of crime and causation;
• lack of a single programme to combat cybercrime (at the 

international and national levels);
• the complexity of the collection of evidence and the process of 

proof;
• the complexity of the investigation and disclosure of computer 

crimes;
• absence of generalized judicial and investigative practice in this 

category of cases



The role of the state in ensuring 
cybersecurity is to ensure the 

security of national interests in the 
information sphere
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