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N! Convergence paradigm S ects:
1) Access
2) Interaction & Interconnection
Communication at any TIME 3) NNA
4) Services
5) Rates and Tariffs
In move; Outdoors;
at night; inside the room
daytime (away from the computer); .
dL COTTIEREY - Forming the basis of a convergent
Communication at any PLACE environment in which (1) any user in (2)
Between computers; any time and in (3) any place, using (4)
between people without using a computer; any own identifier (S) and (5) own
between a person and a thing ) .
using standard equipment; device (s), can receive from ( 6) any
between things chosen operator the necessary (7)
o service "here and now"
Communication with any THING Y.2026(12) F02

Regulation and consumer protection in a converging environment,
Report ITU-D, March 2013



architecture model
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ANI Application Network Interface
USN Ubiquitous Sensor Network
UNI User network interface

SNI Service node interface

NNI Network-to-network interface
IdM ID Management




NE Principles for identifiers

> |dentifiers must be found within any network and any protocols' environment

> ldentifiers must respond to multiple requests to ensure compatibility for both open and
proprietary systems

The identifier must be able to point to geolocation
Identity procedures must support multi-level access

Identifiers can be "smart" and "stupid"”, both must be functionally separated

vV V V VY

The metadata identifiers must be separated from the object itself



N! Place IdM in the general architecture
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N! IdM/DNS and security
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N! |d M/BPaEKeh amd+s8Cuaiiyd security
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