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Course Objectives:
• To learn the network architecture and basic principles of Services and 

applications in IMS

• To learn the key technology of IMS based voice service and short 
message service
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The main feature of IMS

• IMS is the product of the integration of 
communication technology and Internet 
technology

• Service solution without IMS is complex,
vertical service deployment model 

• Complete separation of service and control 
• Rapid &flexibly deployment of new service
• All IP core network control architecture 
• Convergence of multiple fixed / mobile 

access methods 
• Seamless mobility and service continuity 



Interaction between services:
IMS vs. integrated SIP architecture
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IMS service ability 

Basic service ability

Advanced service ability

• Base SIP

• OSA-Parlay

• CAMEL
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Service capability based on OSA 

• Communication type services
• such as click on the dial, VOIP click on the fax, video call and other locations related emergency call, roadside assistant 

service, etc.;

• Message type services:
• such as unified messaging, SMS, voice mail, E-Mail, multimedia messaging, chat, etc. ；

• Information type service
• such as news, sports, tourism, finance, weather, yellow pages, ticketing and other various information query custom 

notification, and based on the position of the tracking to find friends;

• Payment type services
• such as e-commerce, mobile banking, online payment, instant ticket booking fees browsing, etc. ；

• Entertainment type services 
• such as games, gambling, riddles, education, advertising, etc.;

• All kinds of service can be relatively independent , can also be organically combined, such as in query 
information according to the corresponding information payment service; another example, a variety 
of entertainment can be reflected by the different ways of news (short message, email) combines 
entertainment and news services. 
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Parlay/OSA

 PSTN/ISDN
 OSA (Open Service Access)

 UMTS
 OSA (Open Service Access)

Joint 

API 

Group

Current Workflow

Reference in ITU-T Roadmap

JAIN

1.) Requirements
introduced 
by individual bodies

2.) create the API
that supports the superset
of all requirements.
(Joint meetings)

3.) Results are  
transferred back to 
individual bodies
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OSA/Parlay APIs

• Framework
• Authentication

• Authorization

• discover

• Develop service protocol

• security

• Service Capability Server
• Call control
• User location
• User state
• Message service
• User interaction
• Charging
• File management

framework Loc . information Call control

HLR CSE MExE
server

SAT
server

Servers

E.g. Location server

Service capability server(s)

Interface
class

OSA interface

Application

Application
server

registration

discovery
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IMS service structure

S-CSCF

SIP Application 

Server

HSS
OSA service 

capability server

(SCS) 

IM-SSF

Camel Service 

Environment

OSA 

application 

server

ISC

Cx ISC
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CAP

MAP
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Sh
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Mr
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Interface

• SIP

• Diameter

• H.248



ICS

• ICS: IMS Centralized Services    (3GPP TS23.292)

• ICS is suitable for the operators who will deploy IMS 
network and use IMS mechanism to control VoIP 
service; 

• To CS and IMS dual operation operator, ICS can help 
them to

• Keep service consistency and continuity 

• provide new service base IMS for users through CS access

• Support evolution from the current network architecture (CS) to the target network 
architecture (IMS) 

• To protect the existing CS investment, reduce operating costs
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ICS Scenario

PS Access
(full 

capability)

IMS
CS Access

PS Access
(e.g. limited
capability)

Scenario A

Scenario B

Scenario C

A: access through PS with VoIP capability
B: access through PS 
C: access through PS without VoIP capability,CS served as bearer

ICS
-To provide IMS service capabilities to users through a variety of access types
-Typically, through CS access, the service is provided in IMS, while CS is only used as a media bearer
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ICS architecture
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VCC

• VCC: Voice Call Continuity

• transfer the path of an existing voice call between a 3GPP CS system 
(GSM/UMTS) and IMS, and vice versa. 
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IMS user ID

IMS

Subscription

Private

User Identity

Public

User Identity

Public

User Identity

Public

User Identity

Service

Profile

Service

Profile



Numbering and addressing -1
• Home network domain name

• Identify IMS users home IMS network 
• Global Uniqueness
• Stored in a smart card or terminal, or derived from the IMSI
• the home network domain name format: 

ims.mnc(0xx).mcc(460).3gppnetwork.org。

• Private user ID (IMPI)
• For user access IMS network registration, authentication and charging
• Does not apply to addressing and routing 
• Uniqueness in IMS network
• The use of the form of NAI, that is: username@ home network domain name



Numbering and addressing -2
• Public user identity(IMPU)

• Users’s communication identity, for the SIP message routing.
• An IMS user can be assigned one or more public user identity
• SIP URI “SIP：user@domain” 

• User：“SIP：1234567@domain”,“SIP: Alex @domain”,“SIP：
1234567@domian, user=phone”

• the user name is not allowed to repeat in the same IMS domain name inside 
• Domain uses home domain name

• Tel URI is not for SIP message routing, need to be converted into the 
corresponding SIP URI in the IMS network for routing 



Numbering and addressing -3

• Public service identifier(PSI)
• Used to identify the services and groups owned by AS, can be static or dynamic

• The public service identifier is stored in HSS, which is managed by an application 
server to manage the IP address assignment. 

• Format can be SIP URI or Tel URI 

• Public service identification can be a sure PSI can also be a wildcard PSI, such 
as“sip:chatlist*@example.com” 
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IMS user access 
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IMS session establishment 

Home Network of UE A

Network visited by UE A

Home Network of UE B

Network visited by UE B

UE A UE B

P-CSCF-A P-CSCF-B

1

4

S-CSCF-A S-CSCF-B
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Interworking with CS/PSTN

 

MRFP 

CSCF 

CS network 
IM- 
MGW 

MGCF SGW 

Mb 
CS channels 
e.g. PCM 

BICC/ISUP 
over MTP 

Mn 

User Plane 
Control Plane 

BICC/ISUP over 
SCTP/IP 

Mg 

BGCF Mj 

BICC over SCTP/IP 
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IMS roaming

• By PCSCF users can access the IMS network anywhere;

• Can only use the home network S-CSCF ;

• Application platforms can be either home or visited.
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Sketch map of roaming
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Terminal and UICC -1

• IMS identity module (ISIM) is a UICC smart card applications, including a 
series of parameters:

• Private user identity (IMPI):a  private user ID  is stored in ISIM ,that is allocated to 
the user, and one ISIM can only store one private user id.

• Public user identity (IMPU): one or more public user ID stored in ISIM, the format 
can be Tel URI or SIP URI.

• Home network domain name: for the  search for home network address during 
the registration process, ISIM can only store one network domain name.

• Other parameters for authentication, integrity, and key encryption for terminals 
and networks.

• The above parameters are read-only data. 



Terminal and UICC -2

• IMS terminal should support the following characteristics:
• P-CSCF discovery.
• Can use static configuration or dynamic way to get P-CSCF address.
• IMS registration and authentication.

• When the IMS terminal uses the UICC card loaded with ISIM application to access the 
IMS network, the IMPI, IMPU and URI are used to create the SIP  REGISTER request, 
which is stored in the ISIM, to complete the authentication process. 

• When the IMS terminal uses the UICC without  ISIM application to access the IMS 
network, the terminal should establish the temporary IMPI, the temporary IMPU and 
the URI according to the USIM stored IMSI, creates the SIP REGISTER request, in 
order to complete the authentication process.

• IPSec

• SIP sigcomp
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• CS Voice service
- Basic service：AMR codec, from 4.75K

to 12.2K, static&dynamic 。

- Supplementary service

• PS Voice service（VoIP）
- VoLTE: Providing voice services through

LTE access IMS

- VoWiFi，RCS

- Internet voice （QQ、 Skype、
wechat）

Voice service

IMS



Voice solutions in LTE network

DS-UE/SV-LTE

Multi-mode dual standby 
terminal accesses to LTE and 
CS network simultaneously.

Dual-Standby UE
CS Fall Back
Single Radio Voice Call Continuity

CSFB

During call setup phase
UE fall back to the 2G/3G 

network.

VoLTE+SRVCC

Based on IMS network, When 
UE left LTE coverage area, 

handover to 2G/3G CS network. 

MSC

EPC

GSM/3G

LTE

MSC

EPC

GSM/3G

Fallback
LTE

MSC

EPC

GSM/3G

SRVCC

LTE

IMS

CS Service processing node 

No network transformation,  
the higher cost of the 
terminal

Maintain balance between 
terminal costs and network 
transformation 

Better voice experience, The 
higher requirements on the 
terminal and the network 



CSFB
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UMTS/2G

LTE

CS voice call doesn’t 

work in LTE

Fallback

UMTS/2G

UMTS/2G

CS service in UMTS/2G



SRVCC

• SRVCC： In the LTE network 
coverage area using IMS VoIP 
service, when the user 
reaches the LTE network 
coverage edge but with good 
2G / 3G network coverage, 
under the control of EPC 
network, the user handover 
from the LTE to  2G / 3G 
network. 
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UMTS/2G

LTE

VoIMS in LTE

With SRVCC

UMTS/2G

LTE

UE leave LTE,

Call disconnected

UMTS/2G

LTE

UE leave LTE,

Call continued 



SRVCC architecture 
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LTE architecture

e-UuIR.92

eNodeB
S&P
GW

P-CSCF /
IMS AGw

信令承载（默认）, QCI=5
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视频 (RTP)
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VoLTE Overall structure 

MME

S-GW P-GW
eNB

HSS

PCRF  
P-CSCF

I/S-CSCF
BGCF

MGW

TAS
GERAN/UTRAN MGW

MGCFCall control signalling

User plane traffic

Other control signalling S6a

Gx

Rx

Ma, ISC

Sh

Mb

S11S1-MME

S1-U

SGs   Sv

Mw

Cx Mi

Mn

D

MSS

LTE-Uu



LTE VOIP

E-UTRAN

EPC

IMS Internet

Voice IM

…

PS …

PCC

Conf VPN

Voice over IMS over EPC over LTE



VoLTE network entities -1
Element name Domain function

eNodeB LTE RAN VoLTE dedicated bearer，SRVCC

MME EPC CN SRVCC

S/P-GW EPC CN VoLTE dedicated bearer

PCRF EPC CN Rx

MSS/eMSS R4 CN SRVCC

MGCF Interworking gateway IMS/R4 voice interworking

IM-MGW Interworking gateway IMS/R4 voice interworking

I-SBC IMS media IMS interworking

BCF IMS control Control BGF,

BGF IMS media IMS media

P-CSCF IMS control IMS CN control access side

I/S-CSCF IMS control IMS CN control home domain

BGCF IMS control IMS routing capabilities for users to call other 
networks 

DRA IMS control Provide Diameter interface (such as 
Cx/Dx/Sh/Rx) routing function 

ENUM DNS IMS control Translate the E.164 number to IMS user's IMPU 



VoLTE network entities -2
Element 
name

Domain function

TAS IMS service domain Supporting VoLTE voice and supplementary 
service

MRFC IMS service domain VoLTE voice recording server notification and mixing 
control function 

MRFP IMS service domain Notice of record and mix media function in VoLTE
voice server

IP-SM-GW IMS service domain Provide VoLTE and CS SMS interworking

IM-SSF(optional) IMS service domain Provide VoLTE and CS IN interworking

IMS-HSS BE IMS data domain Used to store IMS related user data 

IMS-HSS FE IMS data domain Interface for providing HSS to CSCF or service servers 

SCC-AS IMS service domain Service server providing SRVCC anchoring function 

ATCF IMS control domain Provide eSRVCC control plane features 

ATGW IMS data domain Provide eSRVCC media plane features 

CG IMS support domain Provide IMS CDRintegration capabilities 

OSS IMS support domain IMS network management 



APN and P-CSCF Discovery

•IMS APN
• The IMS application must use newly defined IMS APN

• The APN name must be “IMS”, which is also the APN Network Identifier part of the full APN

• UE and network shall support the procedures for P-CSCF discovery 
via EPS



VoLTE Call Flow

Radio setup

S/P-GWeNodeB MME HSS/HLR PCRF

EPS Registration, Default bearer setup and VoLTE support discovery

CSCF

IMS registration and user authentication

EPS dedicated bearer setup

IMS VoIP session setup

IMS VoIP session and dedicated bearer release

Terminal 
switched on

VoLTE call
establishment

VoLTE call
release

AS

Ongoing voice call



VoLTE Call Flow
EPS Registration, Default bearer setup and VoLTE support discovery

eNodeB

MME PDN GW

PCRF

MSC/VLR

1. Attach (SR-VCC, combined EPS/
IMSI attach, Voice domain preference )

2. Update Location
(STN-SR, APN conf.+QoS)

3. Create Session

4. Authorization 
(PCC Rule; QoS etc)

7. Voice support decision
IMS Voice over PS (Y/N)

CSFB support (Y/N)

8. Attach accept
IMS Voice over PS (Y/N)
CSFB support (Y/N)

HSS

5. Location Update

6. CS Location
Update

9. UE decision



VoLTE Call Flow
IMS Registration and User Authentication

• IMS Registration Procedure:
– the UE (user equipment) needs to register in the IMS (at the S-CSCF) to obtain IMS services. That means:

– the UE’s Public Identity (“phone number”, SIP-URI) is associated with its contact address (IP address)

– the UE is authenticated and authorized to use the IMS services

– the registration is regularly refreshed (typical refresh period: 1 – 2 hrs). This is denoted as “re-registration”. 

I-CSCF S-CSCFP-CSCF

SIP Register
SIP Register
(3rd party IMS Registration)

the I-CSCF asks  the HSS whether 

the S-CSCF is already assigned

the HSS downloads 

the Authentication Info

and the User Profile

HSS
AS-1

the P-CSCF:  

• selects the I-CSCF using DNS

• stores the finally selected S-CSCF

address for further communication

the I-CSCF selects the S-CSCF: 

A. from an internal list, if the 

UE is not yet IMS registered

B. based on the HSS query 

response (the HSS returns 

the S-CSCF address of the 

registered subscriber)

UE

the S-CSCF: 

• authenticates the UE; the credentials are downloaded from the HSS;

• downloads the User Profile from  the HSS. The user profile specifies 

the user services (which Application Servers are invoked). 

• stores the P-CSCF address 

• informs the HSS that it serves that UE 

• registers the UE at one/several AS (depending on the user profile)

SIP

SIP Register SIP Register

IMS 
Application 

Servers

AS-2

LTE/EPC
(Access)

1.
2. 3.

4.

5.

6.

7.

8.



VoLTE Call Flow
IMS Originating Call Setup

– the UE (A-Party) attached via LTE/IMS makes a call to UE (B-Party)

in the PSTN or in another IMS network.

the P-CSCF:  

• invokes the QoS Authorization and Border 

Control through the PCRF and  SPDF

• forwards the SIP Invite to the S-CSCF 

known from registration of UE (A-Party) 

the S-CSCF

• invokes the AS depending on the User Profile

of the  UE (A-Party)

• queries the ENUM server to decide whether a 

PSTN break-out needs to be performed. 

• forwards the Invite to a BGCF (PSTN breakout) 

or towards the SIP Invite to the terminating IMS

…AS

ENUM

MGCF PSTN

CSCF

Terminating 

IMS Network
ENUM Query: does a SIP 
route exists to the B-Party? 

the BGCF: 

• selects the appropriate MGCF (PSTN gateway) 

BGCF

IMS-MGW

Media e.g. Voice 

SIP Invite

UE
(A-Party)

SIP

LTE/EPC
(Access)

PDN-GW

A-BGF

PCRF

SIP Invite

S-CSCF

P-CSCF

B) SIP Invite

ISC ISC

NO:   A) SIP Invite
YES: B) SIP Invite

UE
(B-Party)

UE
(B-Party)

the MGCF: 

• performs the signalling conversion SIP  ISUP

• controls the MGW via H.248

the IMS-MGW: 

• performs the IMS Bearer traffic conversion 

e.g. Voice/RTP/UDP/IP  Voice/TDM

SIP

Diameter

1.
2. 3.

4.
5.

6.

7.

8.

9.

10.

11.



VoLTE Call Flow
IMS Terminating Call Setup

– the UE (A-Party) in the PSTN or in another IMS network makes a call to UE (B-Party) 

in the IMS/LTE network.

…AS MGCF PSTN

CSCF

Originating 

IMS Network

IMS-MGW

Media e.g. Voice 

SIP Invite

UE
(B-Party)

SIP

LTE/EPC
(Access)

PDN-GW

A-BGF

PCRF

SIP Invite

S-CSCF

P-CSCF

ISC ISC

UE
(A-Party)

UE
(A-Party)

1.

2.

8.

7.
6.

9.

11.

B) SIP Invite

I-CSCF

HSS

the I-CSCF queries 
the HSS: which S-CSCF?

3.

SIP Invite

5.

4.

10.

the P-CSCF:  

• invokes the QoS Authorization and Border 

Control through the PCRF and  SPDF

• forwards the SIP Invite to the UE (B-Party)

the S-CSCF

• invokes the AS depending on the User Profile

of the  UE (B-Party)

• forwards the SIP Invite to the P-CSCF 

known from the IMS Registration 

of the UE (B-Party)

the I-CSCF:  

• queries the HSS for the S-CSCF 

that is serving the UE (B-Party)



Terminated Access Domain Selection (T-ADS)

•Terminals can be registered to IMS and 
MSS, for example at the same time , eg. 
the terminal moves from the LTE coverage 
area to CS, but in the IMS did not cancel 
the registration 

• Need to select the correct domain, 
through the IMS (PS) or MSS (CS) to route 
the call to the VoLTE IMS called users 

MSS
MGCF

2G/3G

LTE

MME

CS-
MGW

Remote 
end

CSFB MSS

GMSC

HLR/HSS

P/S-GW

CSCF TAS 
SCCAS

PCRF

PS

CS



QoS for IMS services in the LTE access

Default- and Dedicated EPS bearers:

• Default EPS Bearer used e.g. for IMS signaling and internet traffic: 

• When the UE connects to a PDN in the initial attach, one default EPS bearer is established, remaining valid throughout the lifetime 
of the PDN connection. 

• Default EPS bearers are Non-Guaranteed-Bit-Rate (non-GBR) bearers

• Dedicated EPS Bearers used e.g. for the transport of the VoIP bearer traffic:

• Dedicated EPS bearers (non-GBR or GBR) can be created for QoS differentiation purposes e.g. VoIP support. 

• the creation of a Dedicated EPS bearer is initiated by the network (and not by the UE). 

• the Default- and the Dedicated Bearer of the same APN share the same IP address. 



Dedicated bearer – GBR, VoIP  QCI=1Dedicated bearer – GBR, VoIP  QCI=1

MME

SGW PGWeNB

PCRF

QoS for IMS services in the LTE access

SPR

P-CSCF

HSS

1. Inital Attach request, HSS 
provides IMS APN and EPS 
user profile
(QCI =5) for default bearer

4. CCA-I with PCC rules for 
default bearer

3. CCR-I request to 
authorize default 
bearer

5. Default bearer  
created, static and 
dynamic PCC rules 
installed, and  P-CSCF 
addresses delivered to 
UE if required

2. Create session request 
with IMS APN



MMTel IMS vs CS supplementary services 

MMTel Supplementarys service 
in IR.92

Respective supplementary services in 
HLR

Originating Identification Presentation Calling Line Identity Presentation

Terminating Identification Presentation Connected Line Identity Presentation

Originating Identification Restriction Calling Line Identity Restriction

Terminating Identification Restriction Connected Line Identity Restriction

Communication Forwarding Unconditional Call Forwarding Unconditional

Communication Forwarding on not Logged in Early CFNRc

Communication Forwarding on Busy Call Forwarding Busy

Communication Forwarding on not Reachable Late Call Forwarding not Reachable

Communication Forwarding on No Reply Call Forwarding no Reply

Barring of All Incoming Calls Barring of all Incoming Calls

Barring of All Outgoing Calls Barring of all Outgoing Calls

Barring of Outgoing International Calls Barring of Outgoing International Calls

Barring of Outgoing International Calls – ex Home 
Country 

BOIC-exHC /BOIH

Barring of Incoming Calls - When Roaming BAIC-Roam

Communication Hold Call Hold

Message Waiting Indication Voice Mail Indication

Communication Waiting Call Waiting

Ad-Hoc Multi Party Conference MPTY



LTE voice roaming

CSFB for roaming Basic IMS roaming CS routing emulation

GSMA IR.65 IMS 
Roaming and 
Interworking 
Guidelines

GSMA IR.88
LTE Roaming 
Guidelines

3GPP TR 23.850 IP 
Multimedia 
Subsystem with local 
breakout



Charging correlation principles for IM CN subsystems  (3GPP)
Subscriber A call to subscriber B

P-CSCF

MME

P/S-GW

SCCAS TAS

GCID-1

ICID-1

PCRF

GCID-1

P/S-GW

I/S-CSCF

ICID-1

GCID-1

GCID-1

SCCAS TAS

I/S-CSCF

ICID-1

GCID-2

ICID-1

GCID -2

ICID-1

P-CSCF

ICID-1

GCID-2

PCRF

GCID-2 ICID-1

GCID-2

Subscriber A Subscriber B 

ICID-1

ICID-1

ICID-1

ICID-1

GCID-1

GCID-2
Correlation 
in OCS

The ICID is also passed from the P-CSCF to the IP-CAN 
via PCRF.(3GPP 24.229, v 11.5.0 , chapter 4.5.2) 

The access network charging information is 
passed from IP-CAN to P-CSCF via PCRF, 
over the Rx and Gx interfaces. (3GPP 
24.229, v 11.5.0 , chapter 4.5.3.2) 

ICID-1

GCID-1
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SMS Service Support in LTE

• two standard solutions have been defined:

1. SMS over SGs interface Solution: 

– includes the transparent SMS delivery 
as part of the NAS signaling over 
the LTE access.

– the UE needs to use the 
Combined EPC/IMSI Attach procedure.

– the IMS is not involved at all.

– defined in 3GPP TS 23.272 (part of CSFB). 

2. SMS over IMS Solution: 

- includes the SMS delivery over IMS
using the SIP Message request. 

- based on the IP-SM-GW

- defined in 3GPP TS 23.204

MME

SAE-GW

SMS via NAS signalling

eNB

IMS

MSC Server

UE

SMSC

Internet

SGs-interface

UE
(IP SMS capable) 

HSS S-CSCFIP-SM-GWSMSC 

SIP Message based SMS transfer

MAP based SMS transfer



SMS over IP

IMS Core

IP-SM-GW

SMS-GMSC/SMS-

IWMSC

SME

SC

CGF/CDF

Rf E / Gd

OCS Ro

HSSC

XX

MAP

S-CSCF

ISC

Cx

UE

Gm

P-CSCF

Mw



SMS interworking

IMS

I/S-CSCF/BGCF

P-CSCF

ENUM/DNS

IM Server
IM-

SMG

CU

SMG/SMC

CU

SMSC

CT

PSTN/cdma

CMCC

GSM

CT

PSTN/cdma

SIP 

user

MS

SIP



SMS over SGs--MT SMS
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http://www.caict.ac.cn/ 57

CAICT&MTNet

CAICT is Founded in 1957, renamed in 2014, a research institution 

directly under  the Ministry of Industry and Information.

Research Areas ： ICT services, Internet, wireless and mobile,

information network, ICT manufacturing, security, law and Government

regulation, Integration of information and industrialization, etc.

MTNet is a laboratory  belonging to CAICT which focus on the Testing and 

verification of mobile  communications technology and network.

Appointed as the “Next Generation 
Broadband Wireless Mobile 
Communications Network” National 
Engineering Lab

Construct multi-mode 
multi-band 
international test-bed

4G/TD-LTE trial3G trial

MTNet established

1999

2008~2014

20102001~2004

2013

TD-SCDMA trial

2004~2008
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MTNet NV-IOT test architecture

• Integrity
– Multy-system

– 6 mode,17band

• Interconnection
– Simulate the Roaming 

and interoperability test

• Scalable
– LTE-A

– 5G

Network Capabilities

– R10/R11 

– VoLTE、eSRVCC、

CSFB

– WiFi&lCellular

network 、service 

&network 

collaboration

– RCS
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IMS IMS

CN CN

LTE FDD WCDMA TD-LTE GSM

MTNet VoLTE test event

Test scope

Each terminal / chip in a number of environments 

to complete the IOT test

EPC/IMS of different vendors ，simulating different 

operators

LTE FDD WCDMA

TD-LTE GSM

Test environment

Test result

Almost all of the terminal / chip passed all of test

cases.



(Trainer information)

Trainer: Yang Hongmei

E-mail:   yanghongmei@caict.ac.cn

Department: wireless and mobile research 

Address: No.52, huayuan bei road, Haidian district  Beijing



Thank you!

中国信息通信研究院 http://www.caict.ac.cn


