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This document represents the Revision 3 of Deliverable 2 (JCA-NID Standards Roadmap), which contains a collection of Standards/ITU-T Recommendations that fit into JCA-NID scope. It includes Standards/ITU-T Recommendations related to network aspects of identification systems, including RFID (NID) and ubiquitous sensor networks (USN). 
The JCA-NID participants are invited to review the current version and provide missing/updated information to JCA-NID secretariat (tsbjcanid@itu.int).

	NID Areas

	Entity

	Scope
 of the deliverable
	Existing Deliverables
 (approved)
	Deliverables under development/expected date of approval

	
	SG 2
Q1
	The purpose of this Recommendation is to define basic terms in the area of identifiers covering names, numbers, addresses and other identifiers in ITU-T E-series Recommendations.
	
	 ITU-T E.101 (former E.IDs-DEF) TAP started at April 2009 SG2 meeting

“Definitions of terms used for identifiers (names, numbers, addresses and other identifiers) for public telecommunication services and networks in the E-series Recommendations”
Expected for approval:
11-2009

	
	SG 13
Q2
	Recommendation ITU-T Y.2213 describes high-level service requirements and NGN capability requirements needed to support applications and services using tag-based identification. Several examples of applications and services using tag-based identification are also described with scenarios. The scope of this Recommendation is limited to applications and services using tag-based identification and they are distinguished by the following three mandatory elements: ID tag, ID terminal and identifier
	ITU-T Y.2213 (former Y.Idserv-reqts) approved on September 2008

“NGN service requirements and capabilities for network aspects of applications and services using tag-based identification”
	

	
	SG 13
Q3
	This Recommendation provides a description and general characteristics of Ubiquitous Sensor Network (USN) and USN applications and services. It also analyzes service requirements of USN applications and services, and specifies extended or new NGN capability requirements based on the service requirements.
	
	ITU-T Y.2221 (Y.USN-reqts) “Requirements for support of Ubiquitous Sensor Network (USN) applications and services in NGN environment”

(Consented on 12-09-2009, expected date of approval October 2009)

	
	SG 13
Q5
	This Recommendation includes functional requirements and architecture of the NGN for the support of applications and services using tag-based identification. This Recommendation is based on the capabilities defined in ITU-T Recommendation Y.2213.
	ITU-T Y.2016 (former Y.Idserv-arch) approved on August 2009
“Functional requirements and architecture of the NGN for applications and services using tag-based identification”
	

	
	SG 16
Q22
	Recommendation ITU-T H.621 defines the system architecture for the multimedia information access triggered by tag-based identification on the basis of Recommendation ITU-T F.771, and serves as a technical introduction to subsequent definition of detailed system components and protocols. The services treated by this Recommendation provide the users with a new method to refer to the multimedia content without typing its address on a keyboard or inputting the name of objects about which relevant information is to be retrieved. This is one of the major communication services using identification (ID) tags such as radio frequency identifications (RFIDs), smart cards and barcodes. International standardization of these services will give a big impact to international multimedia information services using ID tags. It contains the functional model, its constituent components as well as its workflow. An appendix describes how this architecture realizes typical services.
	ITU-T H.621 (former H.MID) approved on August 2008

“Architecture of a system for multimedia information access triggered by tag-based identification”
	

	
	SG 16
Q22
	Recommendation ITU-T F.771 specifies a high-level functional model, a service description and requirements for multimedia information access triggered by tag-based identification. The scope of this Recommendation is limited to those applications and services that have both multimedia and tag-based characteristics.
	ITU-T F.771 (former F.MID) approved on August 2008
“Service description and requirements for multimedia information access triggered by tag-based identification”
	 

	
	SG 16
Q 22 
	This Recommendation defines ID schemes for the multimedia information access triggered by tag-based identification
	
	H.IDscheme
“ID schemes for multimedia information access triggered by tag-based identification”
Expected date of approval 2010

	
	SG 16
Q 22
	This Recommendation defines the ID resolution protocols for multimedia information access triggered by tag-based identification
	
	H.IRP
“ID resolution protocols for multimedia information access triggered by tag-based identification”
Expected date of approval 2010

	
	SG 16
Q 25
	The objective of this draft Recommendation is to describe USN services and to define requirements for USN middleware to support various types of USN services. This draft Recommendation describes USN services and their common activities in order to explain the necessities of USN middleware and to extract requirements for USN middleware.
	
	F.usn-mw 
“Service description and requirements for USN middleware”

Expected date of approval December 2009

	
	SG 16
Q 25
	This Recommendation describes sensor network management framework (SNMP) intended to provide integrated management functionalities for heterogeneous sensor networks using Simple Network Management Protocol.
The scope of this Recommendation includes:
· Overall architecture of framework

· Functional entities of framework
· Guidelines for object identifier allocation for MIB

· Guidelines for object identifier translation between SNMP and sensor network management protocols

· Sensor network information retrieval procedure
	
	H.snmf 

“SNMP-based sensor network management framework”

Expected date of approval 2011

	
	SG 17
Q10
	ITU-T Recommendation X.660 | ISO/IEC 9834-1 defines a generic registration-hierarchical-name-tree (RH-name-tree) and a specific form of this RH-name-tree that supports international object identifiers (OIDs). It includes registration of the top-level arcs of the OID tree. It also specifies procedures for the operation of an International Registration Authority for use, when needed, by other Recommendations and/or International Standards. 

For easy reference, and to emphasize that this tree is an extended form of the original OID tree (defined in earlier versions of this Recommendation | International Standard), this specific RH-name-tree can be referred to as "the international OID tree", or more commonly as just "the OID tree".

The OID tree (defined as the International Object Identifier Tree) specified in this edition is a superset of the original OID tree, which did not support Unicode labels (names of arcs in any language, using the Unicode character set).

The original OID tree required all arcs to be unambiguously identified by a primary integer value, with the use for human readability of (not necessarily unambiguous) secondary identifiers (restricted to the Latin alphabet). Secondary identifiers were not normally carried in protocols or used for machine identification. The International Object Identifier tree extends this by allowing an arc to also be unambiguously identified by a Unicode label (a string of Unicode characters) that can be carried in protocols and can be used for machine identification.

The primary integers and secondary identifiers of the International Object Identifier tree continue to be used in encoding (primary integers only) and value notation (primary integers and secondary identifiers) of the ASN.1 OBJECT IDENTIFIER type, which is unchanged. The Unicode labels can only be used in encodings and value notation of the ASN.1 OID-IRI type, and in the specification of an IRI or URI (see IETF RFC 3987).

It also provides recommendations on an appropriate fee structure for registration of lower level arcs (see clause 11).
	ITU-T X.660 | ISO/IEC 9834-1
(approved on August 2008)
“Information technology - Open Systems Interconnection - Procedures for the operation of OSI Registration Authorities: General procedures and top arcs of the ASN.1 Object Identifier tree”
	

	
	SG 17
Q12 

and

JTC1 
SC6/WG9 
	Procedures for the operation of OSI Registration Authorities: Registration of object identifier arcs for ID-based applications.

It specifies the information to be provided when registering a new Object Identifier (OID) for coding schemes for ID-based applications and services, and the procedures for the operation of the Registration Authority
	
	X.668

ITU- T X.RA-nid | ISO/IEC 9834-x

(Planned for Consent in April 2008 / discontinued)

	
	
	This Recommendation recognizes that as RFID greatly facilitates the access and dispersion of information pertaining specifically to the merchandise that individuals wear and/or carry; it creates an opportunity for the same information to be abused for tracking an individual's location or invading their privacy in a malfeasant manner. For this reason the Recommendation develops guidelines and best practices regarding RFID procedures that can be used by service providers to gain the benefits of RFID while attempting to protect the privacy rights of the general public within national policies.
	
	ITU-T X.1275 (former X.rfpg);
“Guideline on protection of personally identifiable information in the application of RFID technology”

(expected date of approval 2010)

	
	SG 17
Q9
	The widespread deployment of identification tags, including radio frequency identification (RFID) tags can give rise to concerns of privacy infringement because of the abilities of RFID technology to automatically collect (and process) data, with the possible disclosure of such data to the public (deliberately or accidentally).

For applications using tag-based identification and relying on a personalized identification tag in personalized after-sale management applications, healthcare-related applications, etc., the privacy issue is becoming an increasingly serious problem. This Recommendation describes a number of personally identifiable information (PII) infringements for applications using tag-based identification, and requirements for PII protection. In addition, this Recommendation provides a basic structure of PII protection based on PII policy profile.
	ITU-T X.1171 (former X.nidsec-1) approved on February 2009

“Threats and requirements for protection of personally identifiable information in applications using tag-based identification”
	

	
	SG 17 
Q6 
common text with:
ISO/IEC JTC 1/SC 6
	This Recommendation describes security threats and security requirements to the Ubiquitous Sensor Network.  In addition, this Recommendation categorizes security technologies by security functions that satisfy above security requirements and by the place to which the security technologies are applied in the security model of the Ubiquitous Sensor Network.  Finally, the security function requirements for each entity in the network and possible implementation layer for security function are presented.
	
	ITU-T X.usnsec-1 | ISO/IEC 29180
“Information technology - Security framework for ubiquitous sensor network”
(expected date of approval 2011-1Q)

	
	SG 17
Q6
	This Recommendation analyzes security threats on ubiquitous sensor network (USN) middleware, defines the functional requirements, and develops the guidelines for USN middleware security.
	
	ITU-T X.usnsec-2 
"Ubiquitous sensor network (USN) middleware security guidelines" 
(expected date of approval 12/2010)

	
	SG 17 
Q6
	This Recommendation provides secure routing mechanisms for wireless sensor network in ubiquitous sensor network. It introduces general network topologies and routing protocols in ubiquitous sensor network. It describes security threats of wireless sensor network and provides countermeasures for secure routing in wireless sensor network.
	
	ITU-T X.usnsec-3

"Secure routing mechanisms for wireless sensor network"
(expected date of approval 12/2010)

	
	SG 17
Q2
	X.520 defines attribute types for Directory Services. The amendment 3 to X.520 will extend it to support identification management in Directory Services
	
	Amd.3 to  ITU-T X.520

(this work item has to be confirmed so the expected date of approval is not available)

	
	SG 17
Q12
common text with:

ISO/IEC JTC 1/SC 6
	This Recommendation | International Standard provides the necessary text for the development of an infrastructure to support access to information associated with nodes in the International Object Identifier tree (see ITU-T X.660 | ISO/IEC 9834-1) using DNS
	
	ITU-T X.oid-res | ISO/IEC 29168
”Object identifier resolution system”
Date of approval 2010

	
	ISO TC 104/SC 4
	Provides a system for general application for the identification and presentation of information about freight containers. Specifies a identification system with mandatory marks for visual interpretation and optional features for automatic identification and electronic data interchange and a coding system for data on container size and type. Replaces the second edition, which has been technically revised.
	ISO 6346 

Freight container identification (BIC-Code)

Pub 1995
	Published standard - Stage 90.92

	
	ISO TC 104/SC 4
	Specifies all necessary user requirements. Includes: a container identification system, data coding systems, description of data, performance criteria and security features. 
	ISO 10374

Freight containers automatic identification 

Pub 1991
	Published standard - Stage 90.92

 

	
	ISO  TC 104/SC 4
	Revision of ISO 10374:1991
	
	ISO 10374.2

Freight containers – RF automatic identification

CD study/ballot initiated – Stage 30.20

	
	ISO  TC 104/SC 4
	This standard provides a permanent RFID tag attached to a freight container for its life.  This standard serves as a replacement to ISO 10374.  See ISO 17363 and 18185.
	
	ISO 10891

Freight containers – RF automatic identification

Approved for registration as a DIS.

	
	ISO  TC 104/SC 4
	This standard provides a one-time use RFID electronic seal.  See ISO 17363 and 10891.  Its singular flaw is that it specifies that RF tags must support two distinct air interfaces, ostensibly guaranteeing that the standard will not be adopted.
	ISO 18185

Freight containers – Electronic seals

· Part 1, Communication protocol, IS Published 2007-04-26

· Part 2, Environmental characteristics, IS Published 2007-04-16

· Part 3, Application requirements, IS Published 2006-05-22

· Part 4, Data protection, IS Published 2007-04-24

Part 5, Physical layer, IS Published 2006-05-04
	All parts published in 2006 and 2007

	
	ISO/IEC JTC 1/SC 31/WG 6
	Mobile item identification and management
	
	ISO/IEC 2917x (TBD)

	
	ISO/IEC JTC 1/SC 31/WG 7
	
	
	

	
	ISO/IEC JTC1/WGSN
	on sensor network requirements and architectural issues
	
	ISO/IEC WD 29182 "Reference architecture for sensor network applications and services"

	
	ISO/IEC JTC 1/SC 31
	ISO/IEC 19762 is the official vocabulary of JTC 1/SC 31 including RFID and locating systems.
	ISO/IEC 19762 – Harmonized vocabulary

ISO/IEC 19762 consists of the following parts, under the general title Information technology AIDC techniques - Harmonized vocabulary:

- Part 1: General terms relating to Automatic Identification and Data Capture (AIDC)

- Part 2: Optically Readable Media (ORM)

- Part 3: Radio-Frequency Identification (RFID)

- Part 4: General terms relating to radio communications

- Part 5: Locating systems

Revises ISO/IEC 19762:2005
	All parts published in 2008

	
	ISO/IEC JTC 1/SC 31
	Unique identification links data associated with a physical entity (item attendant data) to that entity. All parties in the supply chain can use this unique identification. Each of these parties must be able to identify and trace the item so that reference can be made to the item attendant data such as address, order number, contents of the item, weight, sender, batch or lot number, etc. The information is often held on computer systems, and may be exchanged between parties involved via EDI (Electronic Data Interchange) and XML (eXtensible Markup Language) messages. 

Each standard provides Object Identifiers (OIDs) for that particular unique identification.

Most often multiple “unique identifiers” are found in a shipment, each associated with a particular aggregation, i.e., identification at the item level, product package level, transport unit level, returnable transport item level, and freight container level.
	ISO/IEC 15459 (Multiple parts)

Unique identifiers under the general title 

Information technology - Unique identification -
	

	
	ISO/IEC JTC 1/SC 31
	This standard provides unique identification at the transport unit level.

This standard serves as the basis for identification in ISO 15394 (for bar codes) and ISO 17365 (for RFID)
	ISO/IEC 15459-1

Part 1:  Unique identifiers for transport units

Pub 2006
	Published standard – Stage 60.60

	
	ISO/IEC JTC 1/SC 31
	This standard defines the registration procedures for identifiers at all levels of unique identification

This standard excludes those items where ISO has designated Maintenance Agencies or Registration Authorities to provide identification schemes. It does not apply to

· freight containers, because their unique coding is specified in ISO 6346, Freight containers -- Coding, identification and marking; 

· vehicles, because their unique identification is specified in ISO 3779, Road vehicles -- Vehicle identification number (VIN) -- Content and structure; 

· car radios, because their unique identification is specified in ISO 10486, Passenger cars -- Car radio identification number (CRIN).
	ISO/IEC 15459-2

Part 2: Unique identification - Registration procedures

Pub 2006
	Published standard – Stage 60.60

	
	ISO/IEC JTC 1/SC 31
	This standard specifies the common rules that apply for unique for identifiers at all levels of unique identification
	ISO/IEC 15459-3

Part 3: Unique identification — Common rules for unique identifiers

Pub 2006
	Published standard – Stage 60.60

	
	ISO/IEC JTC 1/SC 31
	This standard provides unique identification at the item level.

This standard serves as the basis for identification in ISO 28219 (for bar codes) and ISO 17367 (for RFID)
	ISO/IEC 15459-4

Part 4: Unique identifiers for supply chain management

Pub 2006
	Published standard 2006 – Stage 60.60

	
	ISO/IEC JTC 1/SC 31
	This standard provides unique identification at the returnable transport level.

This standard serves as the basis for identification in ISO 15394 (for bar codes) and ISO 17364 (for RFID)
	ISO/IEC 15459-5

Part 5: Unique identifier for returnable transport items (RTIs)
	Text for FDIS ballot – Stage 50.20

	
	ISO/IEC JTC 1/SC 31
	This standard provides unique identification at the item level, but where such items are tracked at the lowest level by some aggregation such as lot or batch number.


	ISO/IEC 15459-6

Part 6: Unique identifier for product groupings
	Text for FDIS ballot – Stage 50.20

	
	ISO/IEC JTC 1/SC 31
	This standard provides unique identification at the product packaging level.

This standard serves as the basis for identification in ISO 22742 (for bar codes) and ISO 17366 (for RFID)
	ISO/IEC 15459-7

Part 7:  Unique identifiers for product packaging
	Work Item Cancelled.  Functionality to be included in Part 4

	
	ISO/IEC JTC 1/SC 31
	This standard provides unique identification at the transport unit grouping level.
	ISO/IEC 15459-8

Part 8: Grouping of transport units
	Text under ballot as a CD — Stage 30.20

	
	ISO/IEC JTC 1/SC 31
	This standard defines the air interface for 13.56 MHz passive tags.  18000-3m3 is the air interface generally adopted by EPCglobal as HF Gen 2


	ISO/IEC 18000-3.1
Information technology -- Radio frequency identification for item management -- Part 3: Parameters for air interface communications at 13,56 MHz (Revision of ISO/IEC 18000-3:2004)
	Text at CD balloting stage 40.20

Interference by EPCglobal continues to put this standard at risk.  By doing so it also places 17364, 17365, 17366, and 17367 at risk.



	
	SO/IEC JTC 1/SC 31
	This standard defines the unique identification provided to an RF tag.
	ISO/IEC 15963.2

Information technology -- Radio frequency identification for item management -- Unique identification for RF tags (Revision of ISO/IEC 15963:2004)
	Text at CD balloting stage — 30.20

	
	ISO/IEC JTC 1/SC 31
	This standard defines the air interface for 860 to 960 MHz passive tags. 18000-6C is the air interface generally adopted by EPCglobal as UHF Gen 2
	ISO/IEC 18000-6.2
Information technology -- Radio frequency identification for item management -- Part 6: Parameters for air interface communications at 860 MHz to 960 MHz (Revision of ISO/IEC 18000-6:2004, ISO/IEC 18000-6:2004/Amd 1:2006)
	Revision Text at FCD balloting 50.20



	
	ISO/IEC JTC 1/SC 31
	This standard defines the air interface for 433 MHz active tags.  ISO/IEC 18000-7 is the active air interface for ISO 17363


	ISO/IEC 18000-7

Information technology, automatic identification and data capture techniques -- Radio frequency identification (RFID) for item management -- Air Interface -- Part 7: Parameters for an active RFID air interface communications at 433 MHz (Revision of ISO/IEC 18000-7:2008)
	Text at FCD balloting stage 40.20



	
	ISO/IEC JTC 1/SC 31
	This standard defines the air interface for 860 - 960 MHz passive tags when connected to a mobile telephone.
	ISO 29143

Information technology -- Automatic identification and data capture techniques -- Air interface specification for Mobile RFID interrogator
	Text at CD stage 30.20



	
	ISO TC 122
	ISO 17363 defines the usage of RFID technology for cargo shipment-specific tags in freight containers for supply chain management applications (shipment tags). It defines the air-interface communications, a common set of required data structures, and a commonly organized set of optional data requirements (through common syntax and semantics).

ISO 17363 identifies the air-interface and communication parameters for active radio-frequency identification communications using ISO/IEC 18000-7. 

ISO 17363 is applicable to freight containers as defined in ISO 668 and to freight containers that are not defined by other ISO standards. It complements ISO 10891 for permanent container license-plate tags and ISO 18185 for electronic container seals. 
	ISO 17363

Supply chain applications of RFID – Freight containers
	Published standard 2006 – Stage 60.60



	
	ISO TC 122
	ISO 17364 defines the usage of RFID technology for returnable transport items in supply chain management applications.  It defines the air-interface communications, a common set of required data structures, and a commonly organized set of optional data requirements (through common syntax and semantics).

ISO 17364 identifies the air-interface and communication parameters for passive radio-frequency identification communications using ISO/IEC 18000-6C or alternately ISO/IEC 18000-3m3.
	ISO 17364

Supply chain applications of RFID – Returnable transport items


	Awaiting resolution of ISO/IEC 18000-3m3.  When CD of 3m3 is approved 17364 will be submitted for FDIS Ballot Stage 40.99

	
	ISO TC 122
	ISO 17365 defines the usage of RFID technology for transport units in supply chain management applications.  It defines the air-interface communications, a common set of required data structures, and a commonly organized set of optional data requirements (through common syntax and semantics).

ISO 17365 identifies the air-interface and communication parameters for passive radio-frequency identification communications using ISO/IEC 18000-6C or alternately ISO/IEC 18000-3m3.
	ISO 17365

Supply chain applications of RFID – Transport units


	Awaiting resolution of ISO/IEC 18000-3m3.  When CD of 3m3 is approved 17364 will be submitted for FDIS Ballot Stage 40.99

	
	ISO TC 122
	ISO 17366 defines the usage of RFID technology for product packaging in supply chain management applications.  It defines the air-interface communications, a common set of required data structures, and a commonly organized set of optional data requirements (through common syntax and semantics).

ISO 17366 identifies the air-interface and communication parameters for passive radio-frequency identification communications using ISO/IEC 18000-6C or alternately ISO/IEC 18000-3m3.
	ISO/DIS 17366.2

Supply chain applications of RFID – Product packaging 


	Awaiting resolution of ISO/IEC 18000-3m3.  When CD of 3m3 is approved 17366 will be submitted for publication – Stage 50.99

	
	ISO TC 122
	ISO 17366 defines the usage of RFID technology for product packaging in supply chain management applications.  It defines the air-interface communications, a common set of required data structures, and a commonly organized set of optional data requirements (through common syntax and semantics).

ISO 17366 identifies the air-interface and communication parameters for passive radio-frequency identification communications using ISO/IEC 18000-6C or alternately ISO/IEC 18000-3m3.
	ISO/DIS 17367.4 

Supply chain applications of RFID – Product tagging


	Awaiting resolution of ISO/IEC 18000-3m3.  When CD of 3m3 is approved 17367 will be submitted for publication – Stage 50.99

	
	IEC TC 3
	This standard specifies basic requirements for identification systems for the identification of objects (such as products, “items”, documents, database entries, etc.) including requirements for the application of identifiers in computer sensible form, and requirements for their interchange. The specification of a physical file formats required for such an interchange is not included in this standard, nor is possible physical marking for the identification of objects dealt with.
	
	IEC TC3 / 810

Basic rules for identification systems

IEC TC 3/810 duplicates the work of ISO/IEC 15459.  Comments have been sent to IEC TC 3 Secretariat.  Response received (3/836/RVN) on 2/2/7.  

	network identity aspects standardization
	OMA
	Work on OMA enablers that are addressing network identity aspects and resulted in technical specifications.

In that category, OMA has issued an approved release, V1.0 (OWSER NI V1.0), that includes a requirements specification (independent of technology realization), an architecture specification, and technical specifications which are based on the Liberty Alliance Project specifications
	V1.0 (OWSER NI V1.0) 

(approved release of OMA Web Services Network Identity)
	

	network identity aspects standardization
	OMA
	Work on OMA enablers that resulted in additional network identity requirements specifications, without additional architecture or technical specifications.

In that category, OMA has issued a candidate requirements specification, the OMA Identity Management Framework Requirements V1.0.
	
	OMA Identity Management Framework Requirements V1.0.

(an expected date of approval has not been planned as the IMF Work Item is in maintenance; meaning that OMA is at present not actively working on IMF. When new contributions are submitted to progress IMF the work item status can be changed to reflect such activity.)

	
	OMA ARC Working Group
	Work on multiple OMA enablers that are not focused on network identity aspects standardization, but needs support for some related issues – e.g. work on data types, formats and identifiers conventions for parameters representing network identities of principals (users, systems, devices, applications and/or any resources). 

Such need has been identified recently in OMA ARC Working Group, in the context of working on Global Permissions Management (GPM) enabler and Policy Evaluation, Enforcement and Management (PEEM) enabler. 

· For Global Permission Management (GPM) a Requirements Document has been created and an Architecture Document is being reviewed.

For Policy Evaluation, Enforcement and Management (PEEM) a Requirements Document and an Architecture Document have been created. Technical Specifications are being drafted.
	
	Work to address these particular aspects has just started recently.

(For PEEM the planned expected date for Consistency Review Start is 15 November 2007 (and this date indicates that within months after this date the enabler is expected to reach Candidate status)  and for GPM the planned expected date for Consistency Review Start is 30 September 2007.)


� JCA-NID will define standardization areas at a later stage


� Official designation of the entity e.g. SGxy


� Short description of the scope of the deliverable


� The term “deliverable” denotes an ITU Recommendation, a Focus Group Technical Specification or any other document developed by standard developing organizations (SDOs), forums or consortia that can be considered as a JCA-NID related international standard (NID and USN related standards) or can help in the development of a JCA-NID related international standard.
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