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1. Scope

The scope of this technical document includes:

· Definition of network virtualization
· Introduction
· Attributes of network virtualization

· Overview of network virtualization
· Applicability and use cases
· Problem spaces 
· Implementation examples
· Router aspects
· Functional architecture of virtualization support router
· Application aspects
· Other aspects
2. Definition of network virtualization

Network virtualization is the technology that enables the creation of logically isolated network partitions over shared physical network infrastructures so that multiple heterogeneous virtual networks can simultaneously coexist over the shared infrastructures. Also, network virtualization allows the aggregation of multiple resources and makes the aggregated resources appear as a single resource.
The virtual networks are completed isolated each other, so different virtual networks may use different protocols and packet formats. When combined with programmability in network elements, users of virtual networks can program the network elements on any layers from physical layer to application layer. They can even define new layering architecture without interfering the operation of other virtual networks. In other words, each virtual network can provide the corresponding user group with full network services similar to those provided by a traditional non-virtualized network. From the perspective of users, each user accesses a dedicated network independently. Also, network virtualization can reduce the total cost by sharing network resources.

3. Introduction

Future Network (FN) is a network which will be able to provide revolutionary services, capabilities, and facilities that are hard to support using existing network technologies. Also, it is expected that Future Network will overcome the limitations of the current networks. Future Network includes core technologies that are necessary for constructing future networking infrastructure and application service infrastructure. It is necessary that those core technologies are to be designed not bound to the current networking technologies, because the core technologies will be developed in order to overcome the limitations of the current networks. It is required to construct testbeds so as to design, develop, and evaluate the revolutionary core technologies. Especially, developing the core technologies may require complete new network environment from the current network architecture and the operation of one technology should not make unexpected effects to others. It is also considered one of the main promising technologies for construction of Future Networks, as reflected in the extensive current research carried out globally. Therefore, the testbeds should provide isolated network environment to the developers, providers, and users of the core technologies. Network virtualization is the prominent technology that can realize the isolation of networks and can be used to build the large scale testing infrastructure for Future Network technologies. 
4. Attributes of network virtualization
This section will describe the attributes of network virtualization. Further contents are TBD.
4.1. Programmability

4.2. Topology awareness

4.3. Quick reconfigurability

4.4. Isolation

4.5. Network abstraction

5. Overview of network virtualization

5.1  LINP architecture in network virtualization framework
Network virtualization is required to be capable of providing multiple LINP (Logically Isolated Network Partition) those are isolated each other. LINP may be created over the single physical infrastructure. 

Figure 5-1 represents the architecture of LINP which creates multiple virtualized infrastructures in network virtualization framework. Each LINP is isolated each other and is programmable to satisfy the user’s demand on the functionality and amount. User’s demand is conveyed to slicing manager which is required to coordinate infrastructures so that appropriate LINP is provided to the user. LINP manager is recommended to handle user’s demand with real-time or scheduled.
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Figure 5-1: LINP architecture in network virtualization framework
6. Applicability and use cases
This section will describe the use cases of network virtualization. One of the use cases of network virtualization is to realize virtualization in routers. Further contents are TBD.
7. Problem spaces

This section will describe the problem spaces of network virtualization. Further contents are TBD.
7.1 Isolation

7.2 Performance

7.3 Scalability

7.4 Flexibility

7.5 Evolvability

7.6 Management

7.7 Security

8. Implementation examples

This section describes the implementation examples of network virtualization. 

8.1. Router aspects

8.1.1. Functional architecture of virtualization support router
In general, the router architecture to support virtualization capability requires three layers, router substrate, router software, and control framework, respectively. Figure 8-1 shows the functional architecture of virtualization support router. 
The router substrate typically consists of switching component for packet forwarding and flow table. The router software performs router operations such as running routing protocols and building routing table, and so on. The router software includes virtualization layer in order to support virtualization in router. The virtualization layer typically creates and manages logically isolated virtual systems, which can run various components on the native H/W. Thus, the virtualization layer can support virtualization of router hardware resources, i.e. virtual router, by using the isolated virtual systems. The virtual router is a software implementation of a router that executes the same operations like a physical router. It is an efficient, isolated duplicate of a real router. Multiple virtual routers can coexist over the virtualization layer and each virtual routers are completely isolated each other so that one virtual router does not affect others. In order to provide the management of virtual routers, the virtualization layer can include the virtual machine monitor or hypervisor function.
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Figure 8-1: Functional architecture of virtualization support router
[Ed. Note] The virtual router module in the figure will be modified in order to include logical router substrate and logical router software.
8.2. Application aspects
Figure 8-2 shows an example of relation between applications and LINPs. Each application accesses the LINP to control the functionality of the LINP, such as routing. Multiple applications may access the same LINP.
[Ed. Note] Terms and definitions of “physical network infrastructure”, “LINP”, and “virtualized network management” should be aligned with the previous sections.
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Figure 8-2: Relationship between application and LINP
Figure 8-3 shows another example of relation between applications and LINPs. Here, application platform is introduced. The task of Application platform is to receive requests from the application and (1) access LINP to control the functionality of the LINP, (2) access virtualized network management to reconfigure LINP. 

[Ed. Note] An explanation of large and small arrows in the figure should be added.

[Ed. Note] An explanation of why the application platform needs to reconfigure LINP (ex. to optimize resource usage) should be added.
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Figure 8-3: Relationship between application and LINP
8.3. Other aspects
9. Security considerations

[TBD]
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