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	RESOLUTION GSC-13/04: (Opening) Identity Management (Revised)


The 13th Global Standards Collaboration meeting (Boston, USA, July 2008)

Recognizing:

a) the importance of Identity Management (IDM) to practically all forms of social and economic activity, as well as the technical development and deployment of all radiocommunication and telecommunication services for diverse entities (persons, organizations/providers, and objects), including:
1) authentication and credentials;
2) identifiers and their resolution or use for access;
3) attributes including directories, presence and availability;
4) derivative identity information including reputation;
5) discovery and interoperability of the above authoritative resources;
6) identity assurance; and
7) identity management privacy, security and governance;

b) a common interest of network operators, service/application providers, government, and users in effective, trusted, interoperable frameworks for Identity Management;

c) that Identity Management capabilities are essential to almost all areas of GSC cooperation, including RFIDs, sensors, wireless and near-field devices, on-board GSM, IPTV, NGN, healthcare, emergency communications, e-government, disaster relief, product proofing against misuse of resources, lawful interception, mitigating identity theft;

d) the rapidly increasing implementation of nomadic and mobile network access by users, providers, and objects to a complex interconnected set of providers necessitate enhanced and new IdM capabilities;

e) that effective protection of all kinds of national communications, transportation, electrical and other critical infrastructures are fundamentally dependent on effective Identity Management capabilities;
f) that ITU-T has initiated study of Identity Management requirements, architectures and security frameworks including use cases and gap analysis (including coordination with other SDOs);
g) that standards of GSC organizations can provide a coherent systematic framework for enhancing trusted open Identity Management interoperability that can minimize risks and the development of mechanisms to mitigate the risks;

h) that common frameworks can provide for trusted global discovery and interoperability of identity resources; and
i) that continuing cooperation and collaboration among organizations addressing Identity Management issues can promote progress and contribute to building and maintaining a culture of trusted, interoperable IdM capabilities.
Resolves:
1) to request the ITU, with the assistance of Participating Standards Organizations (PSOs), to develop a comprehensive inventory of national, regional and international initiatives and activities in the area of Identity Management; 
2) to encourage the ITU to explore the possibility of global harmonized Identity schema, including the development of a  internationally recognized definition of IdM based on the ITU-T consensus model, taking into account important work undertaken by other international organizations including ISO/IEC JTC 1/SC 27;
3) to encourage PSOs and Observer Organizations of the GSC to evaluate and enhance existing and evolving new standards, Recommendations, and administrative practices relating to Identity Management that promote trusted discovery and interoperability of identity resources; and
4) to encourage PSOs and Observer Organizations of the GSC to participate in global, regional, and national Identity Management collaborative activities, and to adopt common standards and administrative practices that enhance global Identity Management interoperability.
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