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Summary

This Annex specifies the software upgrade CGOE component.

Keywords

<Optional>

1
Scope

This Annex specifies the software upgrade CGOE component.

2
References

The following ITU-T Recommendations and other references contain provisions, which, through reference in this text, constitute provisions of this Recommendation. At the time of publication, the editions indicated were valid. All Recommendations and other references are subject to revision; users of this Recommendation are therefore encouraged to investigate the possibility of applying the most recent edition of the Recommendations and other references listed below. A list of the currently valid ITU-T Recommendations is regularly published.

The reference to a document within this Recommendation does not give it, as a stand-alone document, the status of a Recommendation

Editor’s note: To be completed
3
Definitions

Editor’s note: To be completed

This Recommendation defines the following terms:

3.1 
Application: (See Recommendation Y.CGOE) 
3.2 
Carrier grade: (See Recommendation Y.CGOE) 
3.3 
CGOE component: (See Recommendation Y.CGOE) 
3.4
End-to-End Security: End-to-end security refers to security between two Diameter nodes, possibly communicating through Diameter Agents.  

3.5
Functional requirements: (See Recommendation Y.CGOE)
3.6
Middleware: (See Recommendation Y.CGOE)
3.7 
Non-functional requirements: (See Recommendation Y.CGOE)
4
Abbreviations

Editor’s note: To be completed
	AAA
	Authentication, Authorization and Accounting

	CGOE
	Carrier Grade Open Environment


5
Conventions

This Recommendation uses the CGOE component diagram conventions detailed in clause 5 of the main body of this Recommendation.
6
The Software upgrade CGOE component
6.1
General

The ability to upgrade a systems software, while minimizing the impact to the delivery of service, is a significant contributor to a systems overall availability.  This component has the responsibility for managing all aspects of software upgrade.  Software upgrades to be managed include:

· Applications

· Application Services

· Middleware

· Operating Systems

· Firmware

Software to be managed is resident on the local network element being managed.  Multi-element software upgrade or network-wide upgrade is out of scope for this component.  In the case where multiple elements or network wide upgrades are required, a software distribution function typically exists at the network management layer which uses this component to upgrade target SW at the single element level.

The simplest form of SW upgrade entails decommissioning the NE, upgrading the target software, testing and validating the new SW, and then putting the NE back on line.  During this process the service provided by the NE is unavailable to the end user for minutes to hours.  In NGNs,  this level of unavailability is unacceptable.

The requirement for this component is to provide hitless SW upgrade yielding minimal to no interruption in service.  Several methods exist for accomplishing hitless SW upgrade including Split Mode and Rolling.  The management SW Upgrade component also provides rollback, recovery, and versioning capabilities.

6.2 
Relationship with other CGOE components

The following simple diagram shows the SW Upgrade component relative to other system components.
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Figure sw.ug.1/Y.cgoe.cmpts - Relationship of SW Upgrade Component to CGOE

The SW Upgrade component receives its primary commands from the Network Management function.  Based on the command received the SW Upgrade component coordinates upgrade functions with the Configuration Manager component.  With the exception of Firmware (FW), the SW Upgrade component directly manages the upgrade of software components.  Because FW is an integral part of the hardware component it resides on, the Hardware Manager component typically manages the upgrade of firmware under the control of the SW Upgrade component. 

6.3
Internal functional properties

6.3.1
SW Versioning

The SW Versioning function interfaces with the Configuration Manager component to retrieve and take inventory of one or more SW components.  It is assumed that the CM has an accurate inventory of SW and their version level.  Typically the Element and Network Managers instruct the Configuration Manager to refresh its inventory prior to commanding a SW Upgrade.  The Versioning function will track version migration through the upgrade process.  The versioning function may also manage version conflict rules.

Applicable Standards
No standard exists that defines a standard SW Upgrade component.  However, interface standards such as the SA Forum AIS family of specs may imply functionality based on new interfaces defined.  In the interim a gap exists.  
6.3.2
SW Split Mode Upgrade

Split Mode upgrade requires a 2N configuration where a primary and backup are exact replicas.  While on replica is taken down, upgraded, and validated, the replica is providing uninterrupted service.  After the primary is brought back into service the backup can betaken down and upgraded.
Applicable Standards
No standard exists that defines a standard SW Upgrade component.  However, interface standards such as the SA Forum AIS family of specs may imply functionality based on new interfaces defined.  In the interim a gap exists.  
6.3.3
SW Rolling Upgrade

Description

Rolling upgrade is more complex to manage but does not require a 2N configuration.  It does however require that conflicts do not exist between two different versions of SW being upgrade that may coexist during the upgrade process.  This function is especially desirable in cases where a particular SW version resides in many locations with the managed element.  For example, a version 1.0 of an operating system that is running on 8 separate application processor blades in a chassis.  Application on the first blade can be reprovisioned to another blade while the OS is being upgrade and validated.  After successful upgrade the apps are provisioned back to the upgraded blade.  The process continues for each instance of the OS.
Applicable Standards
No standard exists that defines a standard SW Upgrade component.  However, interface standards such as the SA Forum AIS family of specs may imply functionality based on new interfaces defined.  In the interim a gap exists.  
6.3.4
SW Upgrade Rollback

In a situation where the upgrade is interrupted or fails for any reason, the rollback function ensures that the previous version is restored.  This requires that a copy or image of multiple versions of the software being upgraded.  Copies may bestore in memory for rapid recovery or in persistent storage for less critical upgrades.  The Network manager will provide the images to be maintained and shelf-life of each version.  
Applicable Standards
No standard exists that defines a standard SW Upgrade component.  However, interface standards such as the SA Forum AIS family of specs may imply functionality based on new interfaces defined.  In the interim a gap exists.  
6.4
Non-functional properties

6.5 
Interfaces

6.5.1
Software upgrade-IF-01 <Network Manager>
Description

The interface to the network manager provides the primary control function for SW upgrade.  The following classes of commands are typical:

· Discover SW components

· Load SW version

· Split mode upgrade targets

· Rolling upgrade targets

· Validate

· Rollback

Applicable Standards
No standard interfaces exist, programmatic or otherwise, that accommodate SW Upgrade.  This is a gap that may be filled by the SA Forum in the near future.

6.5.2
Software upgrade-IF-02 <Configuration Manager>
Description

The interface to the configuration manager enables discovery of software and their versions, and coordination of the system configuration, state and model with the upgrade process. .  The following classes of commands are typical:

· Discover SW components

· Set state

· Refresh configuration

Applicable Standards
No standard interfaces exist, programmatic or otherwise, that accommodate SW Upgrade.  This is a gap that may be filled by the SA Forum in the near future.

6.5.3
Software upgrade-IF-03 <Hardware Manager>
Description

The interface to the hardware manager enables the hardware manager to upgrade firmware located on a hardware resource.  The hardware manager is responsible for managing the availability and state of the hardware resource where the firmware is located.

Applicable Standards
No standard interfaces exist, programmatic or otherwise, that accommodate SW Upgrade.  This is a gap that may be filled by the SA Forum in the near future.

7
Security

Editor’s note: To be added
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