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Summary

This Annex specifies the network time protocol CGOE component.

Keywords

<Optional>

1
Scope

This Annex specifies the CSCF CGOE component.

2
References

The following ITU-T Recommendations and other references contain provisions, which, through reference in this text, constitute provisions of this Recommendation. At the time of publication, the editions indicated were valid. All Recommendations and other references are subject to revision; users of this Recommendation are therefore encouraged to investigate the possibility of applying the most recent edition of the Recommendations and other references listed below. A list of the currently valid ITU-T Recommendations is regularly published.
The reference to a document within this Recommendation does not give it, as a stand-alone document, the status of a Recommendation.
Editor’s note: To be completed
3
Definitions

Editor’s note: To be completed

This Recommendation defines the following terms:

3.1 
Application: (See Recommendation Y.CGOE) 
3.2 
Carrier grade: (See Recommendation Y.CGOE) 
3.3 
CGOE component: (See Recommendation Y.CGOE) 
3.4
End-to-End Security: End-to-end security refers to security between two Diameter nodes, possibly communicating through Diameter Agents.  

3.5
Functional requirements: (See Recommendation Y.CGOE)
3.6
Middleware: (See Recommendation Y.CGOE)
3.7 
Non-functional requirements: (See Recommendation Y.CGOE)
4
Abbreviations

Editor’s note: To be completed
	AAA
	Authentication, Authorization and Accounting

	CGOE
	Carrier Grade Open Environment

	NTP
	Network Time Protocol


5
Conventions

This Recommendation uses the CGOE component diagram conventions detailed in clause 5 of the main body of this Recommendation.
6
The network time protocol CGOE component

6.1
General

A Network Time Protocol (NTP) is a component that operates as an interface and provides the mechanisms to synchronize time and coordinate time distribution in a large, diverse internet operating at rates from mundane to light wave. It uses a returnable-time design in which a distributed subnet of time servers operating in a self-organizing, hierarchical-master-slave configuration synchronizes local clocks within the subnet and to national time standards via wire or radio. The servers can also redistribute reference time via local routing algorithms and time daemons. 
The component NTP acts as a server, which provides a concrete time synchronization facility.
A technology independent description is in Figure ntp.1/Y.cgoe.cmpts.
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Figure ntp.1/Y.cgoe.cmpts - Technology Independent View

This shows that NTP has no primary interface. Instead the NTP synchronizes the local clocks by transferring and receiving synchronization information. This can be seen in Figure ntp.2/Y.cgoe.cmpts.
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Figure ntp.2/Y.cgoe.cmpts Basic Synchronization Principle

6.2 
Relationship with other CGOE components

A CGOE compliant NTP interface makes use of other interfaces as shown in illustration 3. These are secondary interfaces which are described in the CGOE documentation for each component. Each of these secondary interfaces will have one or more technology-specific instances.
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Illustration 3 secondary Interfaces

6.3
Internal functional properties

6.3.1
Accuracy

This property gives the time accuracy in time units, e.g. milliseconds.
Standard
IETF RFC 1305
6.3.2
Multistage Timing Server

Multistage Timing Server offer several levels as the source of the timing signal. Typically there are primary and secondary timing servers. They differ mainly in time accuracy.
Standard
IETF RFC 1305
6.3.3
Time Server Selection

In the case of multiple primary servers, the spanning-tree computation will usually select the server at minimum synchronization distance.
Standard
IETF RFC 1305
6.3.4
Secondary Server Synchronization

However, should all primary servers throughout the subnet fail; the remaining secondary servers will synchronize among themselves.
Standard
IETF RFC 1305
6.3.5
Redundancy

The concepts of multistage timing server, time server selection and secondary server synchronization highly support redundancy for NTP.
Standard
IETF RFC 1305
6.3.6
Recovery

If getting a timing signal fails temporary timing is based on the clock. As far as possible the next timing signal is used for synchronization.
Standard
IETF RFC 1305
6.4
Non-functional properties

6.4.1
Redundancy

The concepts of multistage timing server, time server selection and secondary server synchronization highly support redundancy for NTP.
Standard
IETF RFC 1305
6.4.2
Recovery

If getting a timing signal fails temporary timing is based on the clock. As far as possible the next timing signal is used for synchronization.
Standard
IETF RFC 1305
6.5 
Interfaces

6.5.1
NTP-IF-01 <Registration>

Registration is the interface to the component Lifecycle Manager.
Standard
GAP
6.5.2
NTP-IF-02 <User Datagram Protocol>

Provides the mechanisms used for transferring any user datagram over the internet protocol.
Standard
IETF RFC 0768, STD 006
6.5.3
NTP-IF-03 <Data Formats>

Data Formats are defined for mathematical operations and for NTP timestamps. 
Standard
IETF RFC 1305
6.5.4
NTP-IF-04 <State Variables and Parameters>

State Variables and Parameters are separated in classes of system variables, which relate to the operating system environment and local-clock mechanism; peer variables, which represent the state of the protocol machine specific to each peer; packet variables, which represent the contents of the NTP message; and parameters, which represent fixed configuration constants for all implementations of the current version.  
Standard
IETF RFC 1305
6.5.5
NTP-IF-05 <Modes of Operation>

In general an NTP association is formed when two peers exchange messages and one or both of them create and maintain an instantiation of the protocol machine, called an association. The association can operate in one of five modes: symmetric active, symmetric passive, client, server and broadcast. 
Standard
IETF RFC 1305
7
Security

Editor’s note: To be added
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