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IPTV SERVICERS REQUIREMENTS
Parts of this document which needs to be worked out are identified using <Begin... > and <End...>

1. Scope

This document describes requirements for the design, the deployment and the operations of IPTV services. 

(Editor Note: material is required for the scope)
2. References

The following ITU-T Recommendations and other references contain provisions, which, through reference in this text, constitute provisions of this working document. At the time of publication, the editions indicated were valid. All Recommendations and other references are subject to revision; all users of this working document are therefore encouraged to investigate the possibility of applying the most recent edition of the Recommendations and other references listed below. A list of the currently valid ITU-T Recommendations is regularly published.

The reference to a document within this working document does not give it, as a stand-alone document, the status of a Recommendation.

[H.Sup.1] 
ITU-T Recommendation H.Sup.1 (05/99), Application profile - Sign language and lip-reading real-time conversation using low bit-rate video communication 

[2] 
http://www.itu.int/rec/T-REC-H.Sup1/en
Contributor’s Note:  Reference [2] is identical to reference [H.Sup.1].  It would appear that this reference should be deleted or replaced with a new reference.
3. Definitions

This Working Document uses or defines the following terms:

3.1
IPTV: IPTV is defined as multimedia services such as television/video/ audio/text/graphics/data delivered over IP based networks managed to provide the required level of QoS/QoE, security, interactivity and reliability.
Note: This definition has been approved by FG IPTV plenary and is not subject to change or modification
(Editor’s Note:  The following terms will be defined and captured in the yet-to-be-published glossary output document, as agreed during the Busan meeting) 
Linear/Broadcast TV (audio, video and data)

Linear Broadcast TV with Trick Modes

Multi-angle service

Time-shift TV

Pay Per View (PPV)
4. Abbreviations

This Working Document uses the following abbreviations.
5. IPTV Service Requirements

5.1
Requirements for Architecture and Services 

[editor note: these are rather service requirements; so as not to substantially change the document the REQ_Arch_02 should be moved under service requirements.]

 Specific functions should be considered in the IPTV NGN or non-NGN architecture:

(1) navigation for the user, e.g. EPG function

IPTV provides diverse services for the user, such as entertainment service, information service and even convergence service, so the navigation function is needed to facilitate the use of the end user.

(2) content distribution and delivery

For IPTV, a large number of users will access a large number of media/content at the same time. Content locating

IPTV service essentially provides all kinds of media/content to users. So how the suitable media/content is discovered and located dynamically should be resolved by architecture.
(3) content management  function

A content management function will be required to manage the content.

(4) service management function

The service provider may integrate different content into a content bundle, or arrange schedule for the program, etc. So the service management function is very important and should be supported. 

(5) security aspects
a) supporting service authentication and authorization        

b) supporting service/content protection

The IPTV Architecture should allow the delivery of IPTV services over different access networks (e.g. cable, optical, xDSL, wireless)

 The IPTV Architecture should allow the delivery of IPTV services to different end devices, including mobile terminals that can be accessed through wireless networks (e.g. terminal devices such as mobile terminal (cell phone), TV set, PC).
The IPTV Architecture should provide the same type of IPTV service to mobile terminal taking its wireless access capability over wireless network where appropriate.
When operating over a mobile network, the IPTV service should be able to dynamically adapt to possible change in wireless network characteristics.

Should provide multicast capability at the service stratum regardless of unicast or multicast transport networks

Editor’s note: The plenary could not come to an agreement to the crossed out requirement. Contributions are requested. 

· 
· 
· 
· 

· 
· 
· 
· 

· 
· 
· 
Content provider requirements

· TBD
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1. 
2. 
3. 
4. 
5. 
6. 
7. 
8. 
5.7.2 Emergency telecommunications 

The IPTV Architecture shall support Emergency Alert Service per the relevant national regulations -- e.g., ANSI J-STD-042-2002. [IIF.ARCH.SERVICE.36]

The IPTV Architecture shall provide appropriate interfaces to support the ingestion of suitably authorized Emergency Alert information. [IIF.ARCH.SERVICE.37]

The IPTV Architecture shall support the ability for the ITF to decode and display emergency alert information. [IIF.ARCH.SERVICE.38]

<Begin: Needs to be discussed 3>
9. Meta-data shall contain information about the provision of Accessibility Features.

10. Any recordings that the equipment makes shall also include the appropriate Accessibility Features. The recording of the Accessibility Features should be done in such a way that, when watching the recording, they can be both switched on and switched off. Therefore, it is a good idea to record all relevant Access Service streams and link them to the service as a whole.

11. Applications and equipment shall be designed using principles of Universal Design* and cater for the needs of the users of such applications and equipment.

(Editors Note: the * refers to the following reference: * J M Gill, Ms S A Perera: Accessible Universal Design of Interactive Digital Television;  http://www.tiresias.org/reports/brighton.htm )
<End: Needs to be discussed 3>


5.1.4 Accounting and charging Requirements 

The IPTV Architecture should support appropriate billing models for consumer originated content. [IIF.ARCH.SERVICE.26]
The IPTV Architecture shall not preclude mechanisms for the service provider to restrict the consumer shared content per business rules. [IIF.ARCH.SERVICE.27]
The IPTV Architecture may support DRM of consumer shared content. [IIF.ARCH.SERVICE.28]
The IPTV Architecture should support appropriate billing models for games. [IIF.ARCH.SERVICE.31]

The IPTV Architecture shall support IPTV service charging through various techniques such as prepay, post pay, advice of charge, and third party charging. [IIF.ARCH.OPERATOR.20]

The ATIS IPTV specification should provide a means by which service providers can integrate IPTV Service Accounting and Billing functions with a system that can be used across multiple NGN services and applications. [IIF.ARCH.NETWORK.16]

CONDITIONAL MANDATORY.  If the integration described in IIF.ARCH.NETWORK.16 is implemented, it shall be implemented following the Charging Architecture for ITU-T NGN and ATIS TMOC. [IIF.ARCH.NETWORK.17]

The IPTV Architecture shall not preclude the use of NGN Charging Architectures for all IPTV Service Accounting and Billing functions. [IIF.ARCH.NETWORK.18]
The IPTV Architecture shall support mechanisms for the collection of data for accounting and reporting purposes, partner settlements, and reconciliation of consumer usage -- such as Service subscriptions, purchases, and transactions. [IIF.ARCH.CONTEXT.22]

The IPTV Architecture shall provide for the use of mechanisms for accounting and charging for both packet transport and service usage. [IIF.ARCH.NETWORK.10]

5.1.4.1 Subscription 

5.1.4.2 Pay per View 

The IPTV Architecture shall support the acquisition of appropriate VOD accounting data, to fulfill licensing agreements. [IIF.ARCH.SERVICE.15]

5.1.4.3 Revenue Collection

CDR   

<Begin: Needs to be discussed 4>
<C-154>
Call Detail Record 

<End: Needs to be discussed 4>









Mobile TV

The Mobile TV is deployed in some areas and countries. There are some implementation ways for the Mobile TV. It is expected that Mobile TV is realized through IP Mobility and wireless access technologies.
5.1.5 Architecture 

The IPTV Architecture shall support the decomposition into high-level and sub-level domains. [IIF.ARCH.CONTEXT.01]
The IPTV Architecture shall support the decomposition of the network into geographical sub-domains.[ IIF.ARCH.CONTEXT.02]

The IPTV Architecture shall provide a framework that identifies the key components and measurement points for Quality of Service Measurement (QoSM).[ IIF.ARCH.CONTEXT.03]
The IPTV Architecture sub-domains shall be easily mapped to other key standards such as NGN.[ IIF.ARCH.CONTEXT.04]
The IPTV Architecture shall define the interfaces into the Service Provider Management sub-domain, not the functions within it.[ IIF.ARCH.CONTEXT.05]

The IPTV Architecture shall define the key service delivery components of IPTV services and their interfaces into the other domains.[ IIF.ARCH.CONTEXT.06]
The IPTV Architecture specifications may further break up the Device, User, and Subscriber concepts into a set or a sub-hierarchy of their own.[ IIF.ARCH.CONTEXT.07]
The IPTV Architecture specifications shall support the data models which allow for the representation of the defined consumer domain hierarchy.[ IIF.ARCH.CONTEXT.08]
The IPTV Architecture shall allow for two-way communications between Consumer Network and the Service Provider. [IIF.ARCH.CONTEXT.09]

The IPTV Architecture shall support the individual addressability of devices acting as ITFs within the Consumer Network. [IIF.ARCH.CONTEXT.10]

The IPTV Architecture may support the delivery of multiple services over the common IP transport with a controllable IP Quality of Service (QoS); services maybe delivered from multiple service providers or from a Single provider. [IIF.ARCH.CONTEXT.11]

The IPTV Architecture shall allow the delivery of IPTV services with a defined Quality of Experience (QoE) for the IPTV consumer. [IIF.ARCH.CONTEXT.12]





The IPTV Architecture shall meet the security requirements of the Content Providers, Service Providers, Network Providers, and Consumers.[ IIF.ARCH.CONTEXT.17]



The IPTV Architecture shall allow for the utilization of Internet protocols and standards. [IIF.ARCH.CONTEXT.20]

The IPTV Architecture shall provide the ability to remotely configure and administer Network and Service elements. [IIF.ARCH.CONTEXT.21]


The IPTV Architecture shall support mechanisms for the delivery and rendering of various profiles of Linear/Broadcast TV content, including both High Definition (HD) and Standard Definition (SD) profiles.[ IIF.ARCH.SERVICE.01]

The IPTV Architecture shall support mechanisms for the receipt of content in the Super Head End (SHE) via a variety of interfaces -- e.g., satellite, dedicated IP connections.[ IIF.ARCH.SERVICE.02]

The IPTV Architecture shall provide mechanisms to support PPV services. [IIF.ARCH.SERVICE.05]
The IPTV Architecture shall provide mechanisms to support On Demand services. [IIF.ARCH.SERVICE.06]

The IPTV Architecture shall support multiple service models for VOD such as Subscription VOD (SVOD) and Free VOD (FVOD). [IIF.ARCH.SERVICE.08]


The IPTV Architecture shall allow the delivery of multiple VOD content profiles -- e.g., HD, SD, multi-channel audio. [IIF.ARCH.SERVICE.10]

The IPTV Architecture shall make it possible for the user to restrict purchases and access to services and content through the use of appropriate controls -- e.g., PIN number, login. [IIF.ARCH.SERVICE.11]

The IPTV Architecture shall allow for the insertion of content into VOD content. [IIF.ARCH.SERVICE.12]

The IPTV Architecture may provide mechanisms to capture and utilize user profiles and preferences to target/restrict content items. [IIF.ARCH.SERVICE.14]

The IPTV Architecture shall support interactive services such as educational and entertainment applications, communications services (such as mail, chat, and messaging), and information services (such as stock and weather services). [IIF.ARCH.SERVICE.16]

The IPTV Architecture shall provide mechanisms to support pre-positioned content services -- e.g., Push VOD. [IIF.ARCH.SERVICE.21]
The IPTV Architecture shall support Audio Content (e.g., Music, Books) in the same manner that video content is supported (e.g., DRM, Encoding, Encapsulation, Delivery). [IIF.ARCH.SERVICE.29]

The IPTV Architecture shall include the ability for games (and other applications) to be both associated with specific video services (i.e., bound to the playout of a specific video service) and unassociated with a specific video service (i.e., unbound to the playout of a specific video service). [IIF.ARCH.SERVICE.30]

The IPTV Architecture shall allow for the search, download, storage, and presentation of digital pictures. [IIF.ARCH.SERVICE.34]

The IPTV Architecture may provide mechanisms to convert digital pictures from its stored format into one that is compatible with that required to be displayed on the ITF supporting device. [IIF.ARCH.SERVICE.35]

The IPTV Architecture shall support Emergency Alert Service per the relevant national regulations -- e.g., ANSI J-STD-042-2002. [IIF.ARCH.SERVICE.36]

The IPTV Architecture shall provide appropriate interfaces to support the ingestion of suitably authorized Emergency Alert information. [IIF.ARCH.SERVICE.37]

The IPTV Architecture shall support the ability for the ITF to decode and display emergency alert information. [IIF.ARCH.SERVICE.38]

The IPTV Architecture shall support converged services. [IIF.ARCH.SERVICE.52]


The IPTV Architecture shall support the input feeds necessary to support the non-video components of the IPTV services. [IIF.ARCH.CONTENT.07]


The IPTV Architecture shall provide mechanisms to block transmission of content to specified zones whenever blackout requirements are applicable. [IIF.ARCH.OPERATOR.03]


The IPTV Architecture shall provide a mechanism that allows service signaling messages to be routed based on the capabilities of the end-user and/or the application servers available to provide services. [IIF.ARCH.NETWORK.07]

The IPTV Architecture shall provide a mechanism that allows for service-based transport QoS to be managed across multiple network domains. This function must include capabilities for transferring settlement information between transport providers. [IIF.ARCH.NETWORK.08]



The IPTV Architecture shall provide a mechanism for NAT traversal. [IIF.ARCH.NETWORK.11]

The IPTV Architecture shall provide mechanisms that allow private entities (e.g., residential users) to act as content-providers for the purpose of sharing their own content. This mechanism may need to deal with issues related to dynamic IP-address assignment, non DNS registered hosts, servers located on private networks behind NAT and FWs. [IIF.ARCH.NETWORK.12]

The IPTV Architecture shall provide for the establishment of sessions as a means of maintaining associations between users and the applications they use. [IIF.ARCH.NETWORK.13]

Implementation of the mechanisms described in IIF.ARCH.NETWORK.07 – 13 shall be by means of the functions specified in NGN or extensions thereof. [IIF.ARCH.NETWORK.14]

The IPTV Architecture shall not preclude the use of IMS mechanisms for all applicable IPTV functions. [IIF.ARCH.NETWORK.15]
5.1.5.1 Segmentation by role 

5.1.5.1.1 Content Provider 

<Begin: Needs to be discussed 6>
<C-155>
Requirements for content

C. The content management should be provided to content providers, include uploading content, deleting content or modifying the relevant attributes of content.

<C-155>
Requirements for content

D, The statistic data of using frequency of content should be provided to content providers.

<End: Needs to be discussed 6>
5.1.5.1.2 Service Provider 
Service provider requirements

· The system should be able to manage various services to ensure that the overall service can normally operate.

· The system should provide complete subscriber management functions such as opening an account or cancelling an account.
· The system should provide the functions for service usage and the prevention of the service abuse
· The IPTV Architecture shall provide mechanisms for the IPTV Service Provider to Operate, Administer, Maintain, and Provision (OAMP) IPTV equipment.[ IIF.ARCH.CONTEXT.13]
· The IPTV Architecture shall facilitate the ability of the Service Provider to manage the IPTV service with regards to Fault, Configuration, Accounting, Performance, Security (FCAPS).[ IIF.ARCH.CONTEXT.14]
· The IPTV Architecture shall provide the capability for the Service provider to actively monitor the Service elements (e.g., ITF) to report alarms in the event of faults.[ IIF.ARCH.CONTEXT.16]
· The IPTV Architecture shall enable the service provider to configure the packages and package types available to the consumer. [IIF.ARCH.SERVICE.09]
· The IPTV Architecture shall provide a means for the service provider to provide an integrated presentation of content received at the ITF via out-of-band (to IP) delivery methods and via IP networks -- i.e., hybrid methods. [IIF.ARCH.SERVICE.63]
· The IPTV Architecture shall support the ability for service providers' appropriate service attachment parameters to be provided to the ITF. [IIF.ARCH.OPERATOR.16]
· The IPTV Architecture shall provide a mechanism that allows for service operators to allow IPTV service delivery from a 3rd party provider. This function should include capabilities for exchanging settlement information between the service operator and the 3rd party provider. [IIF.ARCH.NETWORK.09]
· Provide facilities for conversion of digital/analog television signals onto an IPTV network stream 

· P2P mechanism in IPTV should not preclude the use of client server mechanisms in IPTV
Editor’s note: Support for peer-to-peer services needs to be discussed.

· The IPTV system shall provide navigation capability for appropriate IPTV content
<Begin: Needs to be discussed 7>
<C-236>
Service provider requirements

Service provider requirements for Authentication

· The service provider shall be able to authenticate the subscriber.

· The service provider shall be able to authenticate the end-user.

· The service provider shall be able to authenticate the end-user device.

· The service provider shall be able to distinguish between end-user and subscriber.

Service provider requirements for Remote Management

· The service provider shall be able to update the end-user device remotely.

· The service provider shall be able to upgrade the end-user device remotely.

· The service provider shall be able to get QoS information from the end-user device.

· The service provider shall be able to get the end-user device characterictics (e.g.: codecs, access limitations, etc.…).

Service provider requirements for Push Content

· The service provider shall be able to push content on the end-user device (content requested or not by the end-user).

Service provider requirements for Content played from PVR

· The service provider shall be able to insert contents in content played from the end-user PVR.

<End: Needs to be discussed 7>
5.1.5.1.3 Network Provider 
Network provider requirements

· The networks should possess high usability and high reliability, 
· The network is administrable and controllable.

· IPTV services must be delivered over networks that participate in providing the relevant level of quality associated to the range of IPTV services the end users may access and subscribe to. This level of quality may have (or should be) been negotiated then contractually defined between the customer and the service provider, by means of an IPTV service-specific Service Level Specification (SLS) that would include IPTV network-specific parameters, such as the one-way transit delay, the packet loss rate, etc.
· The IPTV Architecture shall provide the capability for the Network provider to actively monitor the network elements (e.g., IP Routers) to report alarms in the event of faults.[ IIF.ARCH.CONTEXT.15]
5.1.5.1.4 Customer
User requirements

· The IPTV should provide user the interactive experience of video-audio content

· The IPTV should provide long-term steady QoS

· The interactive operation for the user should be easy and convenient.
· The IPTV Architecture should support user’s privacy.
Multi-lingual requirements

· The content provider may define a set of language options for its content. 

· The end-user may choose a preferred language option (audio, subtitle, captioning, and descriptive audio track) from various languages that the content provider pre-defined and the service provider delivered. 

· The end-user may alter his or her preferred language options at anytime.

· The content may have multiple language audio tracks, multiple language subtitles, multiple languages captioning, and multiple language descriptive audio track. One audio track, one subtitle, one captioning and multiple language descriptive audio track should be defined as a default language.

· The end-user may watch the program with the preferred audio, subtitle, captioning and descriptive audio track.

· If the end-user’s option can not match with the content languages, the end device should playback the content with default audio, default subtitle, default captioning, and default descriptive audio track.

· The end-user may switch audio tracks, subtitles, captioning and descriptive audio track back and forth when the user is watching the program without having to change his or her preferred language settings.

· The descriptive audio track, if present, shall be decoded if required.

· The end-user shall be able to turn on and off the audio, the subtitle, captioning, and descriptive audio track at anytime without altering any of the default setting options.
5.1.6 Relationship with other services and networks 

The IPTV system should provide capabilities for the interoperability and user mobility between different IPTV networks. For instance, the IPTV service could be accessed by the customer wherever he might be and whether he's in motion or not, possibly depending on the roaming agreements that may have been defined between participating IPTV network operators
 

The IPTV Architecture shall support 3rd party content providers. [IIF.ARCH.SERVICE.13]

The IPTV Architecture shall support end devices which constantly listen for EAN messages. [IIF.ARCH.SERVICE.41]

The IPTV Architecture should allow network operators to leverage their existing network attachment capabilities. [IIF.ARCH.OPERATOR.12]

The IPTV Architecture should provide a means by which service/network operators can integrate IPTV subscriber management functions with a subscriber management system that can be used across multiple NGN services, including IMS-based services. [IIF.ARCH.NETWORK.01]

CONDITIONAL MANDATORY.  If the integration of IIF.ARCH.NETWORK.01 is implemented, it shall use the HSS, SLR, and related NGN functional components. [IIF.ARCH.NETWORK.02]

The IPTV Architecture shall not preclude the use of the HSS, SLR, and/or related NGN functional components for all IPTV Subscriber Management functions. [IIF.ARCH.NETWORK.03] 

(Editors Note, further clarification is required)

<Begin: Needs to be discussed 8>
<C-121>

Requirements of the interaction of IPTV and other NGN services

· The network should provide the capability to associate the ongoing IPTV session with the ongoing NGN communication session of a user, and the network should realize the interaction between the two sessions.

· The IPTV server should interact with the Message server, or integrate the message capability, to provide some message related services

<End: Needs to be discussed 8>
<Begin: Needs to be discussed 9>
<C-253>
IPTV Interworking Requirements

The IPTV subsystem shall expose capabilities (e.g. display a message on the TV screen) to other NGN subsystems or applications. Likewise different subsystems in NGN, in particular IMS and RACS, shall expose capabilities to the IPTV subsystem.

<End: Needs to be discussed 9>
5.1.6.1 Telecommunications 

5.1.6.2 Service transparency (from network) 

<Begin: Needs to be discussed 10>
<C-174>
Service integration

There are some mature services in the operating network, such as POTS telephone, video conference etc. It’s expected that IPTV service can be integrated with the existing services and it is requested that all these services can be provided through an unified service platform.

<End: Needs to be discussed 10>
<Begin: Needs to be discussed 11>
<C-178>
Provide network transparency

· Requirement of network transparency on “Service level”
<End: Needs to be discussed 11>
5.2 Requirements for QoS and Performance Aspects 













•
Destination IP Address and Subnet Mask

•
Source IP Address and Subnet Mask

•
Source MAC Address

•
Destination IP Port

•
Source IP Port

•
Protocol ID

•
DiffServ Priority

•
VLAN ID

•
Class of Service (CoS) and Drop Priority

The IPTV Architecture should provide a mechanism by which network operators can integrate IPTV transport QoS management functions into a common framework with other NGN services and applications. [IIF.ARCH.NETWORK.04]

CONDITIONAL MANDATORY.  If the QoS integration of IIF.ARCH.NETWORK.04 is implemented, it shall use the emerging NGN-RACF specification. [IIF.ARCH.NETWORK.05]

The IPTV Architecture shall not preclude the use of the emerging NGN-RACF for all IPTV Transport Policy and overall QoS functions. [IIF.ARCH.NETWORK.06]

5.2.2 QoE 

The IPTV Architecture shall support an appropriate QoE for consumers eligible for uploading content to the service provider’s network. [IIF.ARCH.SERVICE.25]
The IPTV Architecture shall provide mechanisms for supporting appropriate resiliency in the service provider infrastructure to maintain a high QoE for video services. [IIF.ARCH.OPERATOR.10]

The IPTV service channel switch time should be short enough to satisfy the customer’s QoE requirements. 









<Begin: Needs to be discussed 13>
<C-252>
Requirement on efficient operation of channel navigation

· should support efficient navigation between different channels
<End: Needs to be discussed 13>
The IPTV service should provide the capability to monitor video quality.





5.2.3 Performance 

5.2.4 Traffic Management 

The IPTV Architecture shall provide mechanisms to monitor/track age of transmitted packets. [IIF.ARCH.OPERATOR.26]

The IPTV Architecture shall support a mechanism for assigning packet priority. [IIF.ARCH.OPERATOR.27]



The IPTV Architecture shall support the relevant mechanisms for IPTV traffic identification, classification and marking, policing and conditioning, scheduling and discarding.

The IPTV architecture shall provide mechanisms for dynamic IPTV traffic load balancing so as to dynamically accommodate with the network load and congestion conditions at any given time, so as to deliver the set of IPTV services to the end users with the relevant level of quality.





5.2. 5 Bandwidth requirements and constraints 

The IPTV Architecture shall provide the capability for management of capacity on the services and network elements. [IIF.ARCH.SERVICE.07]

5.3 Requirements for Service Security and Contents Protection Aspects

5.3.1 Digital Rights Management

The IPTV Architecture shall provide appropriate security mechanisms with regards to gaming players’ identities and DRM for the games. [IIF.ARCH.SERVICE.32]

5.3.2
Content protection

IPTV Architecture specification shall provide a mechanism for securing content. [IIF.ARCH.OPERATOR.11]
The IPTV Architecture shall be compliant with the service and content protection requirements found in ATIS-0800001, IPTV DRM Interoperability Requirements. [IIF.ARCH.OPERATOR.31]
The IPTV Architecture may include the ability for applications to interact with and be managed by the content management and protection capabilities. [IIF.ARCH.OPERATOR.32]
<Begin: Needs to be discussed 17>
<C-155>
Requirements for content

B,  The content protection mechanisms should be provided to content providers to integrate the digital copyright management with content.
<End: Needs to be discussed 17>
5.3.3
Security (e.g. conditional access)

The IPTV Architecture shall provide one or more mechanisms to establish authorization before service delivery. [IIF.ARCH.OPERATOR.39]

The IPTV Architecture shall provide mechanisms to support secure storage for the pre-positioned content. [IIF.ARCH.OPERATOR.40]

The IPTV Architecture shall support the secure provisioning of equipment in the consumer network. [IIF.ARCH.OPERATOR.41]
<Begin: Needs to be discussed 18>
<C-154>
Requirements of IPTV:

b)
Channel Access Control

· Fully allowed: customer can access the channel anytime

· Preview allowed: customer can have preview on the channel

· Not allowed: customer can’t access the channel
<End: Needs to be discussed 18>
Consider security capability at IP access network for IPTV service 

High level Security requirement
· Enable effective end-to-end security

Editor’s note: Needs definition of end-to-end
Consider Content security requirements

Consider Service security requirements

The IPTV system should support capabilities for flagging content types. For instance this can be used for Parental control usage.

5.3.4 Authentication

The IPTV Architecture shall provide a mechanism to allow the service provider to force users of the service to participate in an authentication and authorization procedure with the network, before granting access to the service. [IIF.ARCH.OPERATOR.13]
The IPTV Architecture shall provide mechanisms to control unauthorized access by unsubscribed consumers to the service. It may redirect unsubscribed consumers to a mechanism where they may subscribe. [IIF.ARCH.CONTEXT.18]

The IPTV Architecture shall provide the mechanisms to protect content where specified by DRM. [IIF.ARCH.CONTEXT.19]

5.3.5 Authorization

<Begin: Needs to be discussed 19>
<C-174>
Channel authorization

<End: Needs to be discussed 19>
5.4 Requirements for Network and Control Aspects

Support multicasting and unicasting together with interactive control 

Support bound and unbound multicast group 

Support reliable data transmission 

· support QoS(Quality of Service) 

· support means for error handling  

REQ_NET_CONTROL_06: provide architectural requirements for p2p services of IPTV

· Distributed Lookup and Service

· Reliability

· Topology-awareness

· Operability and Manageability

IPTV service provider should provide device or connection point identification to the user and provider for IPTV service

Editor’s note: need more clarification


Should provide for the distribution and delivery of content within IPTV service

IPTV should provide management capability

Support delivery mechanisms for interactive control 

Shall support bi-directional communications to many terminals to provide interactive control

Consider providing functional requirements for p2p service in IPTV for:

Traffic Statistic and efficient data delivery

The IPTV Architecture shall support mechanisms, inhibitors, and interfaces for the ITF to control the streaming of video content -- i.e., trick modes. [IIF.ARCH.SERVICE.03]

The IPTV Architecture may support a PVR/DVR function residing in either the consumer or service provider networks which supports content streaming control. [IIF.ARCH.SERVICE.04]
The IPTV Architecture shall provide mechanisms for the ITF to decode EAN messages which communicate the following information:  

•
A unique tag identifying the EAN event. This allows end devices to determine whether the event is new or a duplicate.

•
Originator of the EAN message.

•
EAN Priority (National, State, or local).

•
EAN Text for graphic overlay on current user programming

•
Network address (assumed to be IP multicast address) of Emergency Alert Video and associated audio.

•
Target Location ID -- this is the geographic area that is compelled to handle the EAN it consists of State and county code. If the priority is National, then all areas are compelled to process the EAN.

•
Exempted Channels -- the ID of content streams that are empted from the alert because they are direct processors of the EAN such that their content stream will contain the EAN without any intervention from the service provider.

•
An option to set a trigger for the start time and either duration or end time of the EAN. 

IIF.ARCH.SERVICE.42

The IPTV Architecture shall provide mechanisms to support parental controls and the content rating system as required by the FCC rules. [IIF.ARCH.SERVICE.45]

The IPTV Architecture shall support the acquisition of content encoded with content advisories per ATSC A/65. [IIF.ARCH.SERVICE.46]

The IPTV Architecture shall provide mechanisms to support the users' ability to screen content based on content advisories. [IIF.ARCH.SERVICE.47]

The IPTV Architecture shall have the capability to support insertion of appropriately scoped advertisements -- e.g., geographically or demographically. [IIF.ARCH.SERVICE.48]

The IPTV Architecture shall support mechanisms for targeted advertising. [IIF.ARCH.SERVICE.49]

The IPTV Architecture should support mechanisms for insertion of advertising content in non-video services. [IIF.ARCH.SERVICE.50]

The IPTV Architecture shall provide mechanisms to support the enforcement of parental controls in a manner consistent with ratings defined by recognized content advisory boards. [IIF.ARCH.SERVICE.59]
The IPTV Architecture shall provide mechanisms for the service provider to support the enforcement of parental controls on a user profile basis or a policy basis -- e.g., time limit. [IIF.ARCH.SERVICE.60]
The IPTV Architecture shall provide mechanisms to address notification messages to all, multiple, or a single user. [IIF.ARCH.SERVICE.61]

The IPTV Architecture shall have a mechanism to listen for notification messages, and display notifications to the user based on pre-set preferences -- e.g., do not disturb, service operator override. [IIF.ARCH.SERVICE.62]

<Begin: Needs to be discussed 20>
<C-181>

· 
· 
· 
·  

· 
· 
· 
· 
· 
· 
· 
· 
· IPTV network can support a service selection mechanism with RTSP, IGMP [DVB].

· IPTV network shall provide network time services for logging [DVB].

· ].

· 
· 
· 
· 
· 
· 
· 
· 
· 
· 
· 
· 
· IPTV network can support for mobile terminal continuously IPTV service. 

· 
· 
· 
· 
· IPTV network shall provide congestion avoidance mechanism [DVB].

· 
<End: Needs to be discussed 20>
5.4.1 Network Requirements

The IPTV Architecture shall support the management and enforcement of the service providers' transport policies by the network provider. [IIF.ARCH.OPERATOR.17]
The IPTV Architecture solution should include interfaces that allow service elements within the architecture to obtain information about the location of the consumer's end-point. [IIF.ARCH.OPERATOR.18]

If the IPTV Architecture includes mechanisms for accessing consumer location information, those mechanisms should comply with emerging standards for such information -- e.g., emerging ITU-T NGN standards for Network Attachment Control Function (NACF) interfaces. [IIF.ARCH.OPERATOR.19]

The IPTV Architecture shall define mechanism to appropriately distinguish different forms of traffic -- e.g., data and voice. [IIF.ARCH.OPERATOR.21]

The IPTV Architecture shall provide a mechanism for the service provider to authenticate the source of content. [IIF.ARCH.OPERATOR.22]

The IPTV Architecture shall support a mechanism for building associations between the non-video services and other stream types such as video and audio programs. [IIF.ARCH.OPERATOR.23]

The IPTV Architecture shall support a mechanism for identifying the classification of the non-video service (Independent, Real Time, and Synchronized). [IIF.ARCH.OPERATOR.24]

The IPTV Architecture shall provide a mechanism for the ITF to synchronize between different content streams. [IIF.ARCH.OPERATOR.28]

The IPTV Architecture shall support the following triggers: [IIF.ARCH.OPERATOR.29]

•
Time In – Time used to trigger the consumption of the non-video service. 

•
Time-out – The time to stop the use of the object.

•
Time-in and Time-out can also be used to indicate the window of relevance for the non-video service.  For instance, IPG data would use this to indicate that the entries cover a specific time window. 

The IPTV Architecture shall support the following flags: [IIF.ARCH.OPERATOR.30]

•
Mandatory – The non-video service can not be ignored.

•
Discretionary –The ITF may choose to ignore the non video service.

•
Advertisement – Declares the non-video service to be an advertisement.

•
Unsolicited – The data is not in response to a user request.

•
Disposition – This indicates what should be done with the non-video service once it has been consumed.  The disposition flag has several values including:


o
Delete.


o
Acknowledge – Send a message to the originator indicating it has been consumed.


o
Persist - Stay resident for subsequent use, includes an expiration time (which may be a value indicating never).

The IPTV Architecture shall be robust in the presence of Denial of Service (DoS) attacks on or initiated by other devices in the home network. [IIF.ARCH.OPERATOR.36]

The IPTV Architecture shall be resistant to DoS attacks targeting the IPTV service infrastructure. [IIF.ARCH.OPERATOR.37]

The IPTV Architecture shall be hardened against attacks on any multicast capabilities. [IIF.ARCH.OPERATOR.38]
The IPTV Architecture shall provide the capability for the ITF device to re-establish service without consumer intervention in the event of network outages.  [IIF.ARCH.OPERATOR.42]

For infrastructure components with device failure rates that are not insignificant, the IPTV service architecture shall provide redundancy and failover mechanisms. [IIF.ARCH.OPERATOR.43]

The IPTV Architecture shall support an option to provide a frequency reference from the Network Provider to the Service Provider that is traceable to national frequency standards. [IIF.ARCH.OPERATOR.44]

The IPTV Architecture shall support an option to provide a time reference from the network provider to the service provider that is traceable to national time standards. [IIF.ARCH.OPERATOR.45]

Where the network provider transports multiple latency sensitive traffic types (e.g., the IPTV service and frequency distribution protocols, or time distribution protocols), these protocols and the network infrastructure should be configured such that they do not impact the latency requirements of each service. [IIF.ARCH.NETWORK.19]

The IPTV Architecture may require the ITF to provide mechanisms to detect and report service consumption events that are not detectable elsewhere in the IPTV infrastructure. [IIF.ARCH.HOME.53]

5.4.1.1 Core & Metro Networks

5.4.1.2 Access Network

5.4.1.3 Management

5.4.2 Control protocol & signalling

The IPTV Architecture shall provide a means of signaling end users as to the occurrence of an Emergency Alert Notification (EAN) regardless of the services currently being consumed by the end user. [IIF.ARCH.SERVICE.39]

<Begin: Needs to be discussed 21>
<C-249>
Requirements of transport protocol

· transport protocol should support frame awareness

· transport protocol should support frame awareness based trick mode

· transport protocol should support physical server aware client

· transport protocol should support session based packet filtering

<End: Needs to be discussed 21>
5.4.2.1 Roaming and Service Handover for mobility
<Begin: Needs to be discussed 22>
<C-159>

Support nomadism of End System

<End: Needs to be discussed 22>
5.4.2.2 Service transparency (network abstraction)

<Begin: Needs to be discussed 23>
<C-174>
Unified service architecture

There are some different data transmission ways: unicast, multicast and broadcast. In current IPTV architecture, each transmission has a corresponding network model. For unicast, the corresponding network model is C-S model. For multicast/broadcast, corresponding network model is a multicast/broadcast tree.
Provide network transparency

· Should not preclude service continuity over different network 

(Editor Note: just moved from section 5.4)
<End: Needs to be discussed 23>
<Begin: Needs to be discussed 24>
<C-178>
Provide network transparency

· Requirement of network transparency on “Transmission level”

<End: Needs to be discussed 24>
5.4.3 Naming, addressing, and identification aspects

The IPTV Architecture shall support a mechanism for assigning IP-addresses and subnet masks to an attaching DNG. [IIF.ARCH.OPERATOR.14]

The IPTV Architecture should specify the use of existing standards and/or protocols to assign IP-addresses and subnet masks to an attaching user’s device -- e.g., DHCP. [IIF.ARCH.OPERATOR.15]The IPTV system shall support existing naming, addressing and numbering schemes (including multicast).
<Begin: Needs to be discussed 25>
<C-160> 

Provide NAT traversal

<End: Needs to be discussed 25>
5.4.4 Routing and multicast session control 

The IPTV Architecture shall support multicast means of communication to all end users. [IIF.ARCH.SERVICE.40]

The IPTV Architecture shall allow the service provider to utilize the network providers' multicast delivery capabilities. [IIF.ARCH.OPERATOR.25]
<Begin: Needs to be discussed 26>
<C-165>
Requirement for the Multicast Feature of IPTV Bearer Network

· should construct the multicast service distribution tree in the backbone network

· should be  adaptive to the changes of backbone network unicast  routing

<End: Needs to be discussed 26>
<Begin: Needs to be discussed 26>
<C-246>
Requirements of stream session control

· stream session control protocol should support cross server session

· stream session control protocol should support representation of position in frame

· stream session control protocol should support carrying authentication/authorization token

· stream session control protocol should support carrying message signature

<End: Needs to be discussed 26>
5.4.5 Content distribution

5.4.5.1 Multicast and Broadcast distribution

<Begin: Needs to be discussed 27>
<C-147>

IPTV receiver should select at least one version amongst several versions of the IPTV content following its own decision as well as condition.
<End: Needs to be discussed 27>
<Begin: Needs to be discussed 28>
<C-157> 

Provide multicast address requirements of IPTV Network

· one multicast group address representing a IPTV channel

· should interconnect some broadcasting service sources across multiple multicast bearer domains 

· the multicast address of IPTV stream coming from other domains should be optionally changed before entering local domain

· should arrange the inquiry and registration on the PORTAL of carrier-provided Multicast Address and Service Control Platform

· check the situation of this multicast address from multicast address policy controller

<End: Needs to be discussed 27>
5.4.6 Home Network

The Home Network (HN) shall support at least one IPI-4 interface with sufficient bandwidth and QoS to support the IPTV service. This shall include the simultaneous transport of multiple video streams, in addition to voice and data traffic. [IIF.ARCH.HOME.09]

The IPI-4a Interface, if supported, shall comply with the appropriate standard DSL specifications. [IIF.ARCH.HOME.10]

The IPI-4b Interface, if supported, shall comply with the appropriate IEEE 802.3 standard specifications. [IIF.ARCH.HOME.11]

The IPI-4c Interface, if supported, shall support the transport of digital information, in packet format, over RF carriers over coax. [IIF.ARCH.HOME.12]

The RF carrier(s) utilized to carry the digital information over the IPI-4c Interface shall not interfere with the standard CATV RF plan within the residence. To clarify further, the new RF carrier(s) used for the IPTV service shall either operate below the CATV-defined RF spectrum or above it. [IIF.ARCH.HOME.13]

The IPTV Architecture shall specify one or more fixed wireless instantiations of the IPI-4d interface. [IIF.ARCH.HOME.14]

The IPTV Architecture shall support at least one IPI-4 interface with sufficient bandwidth and QoS to support the IPTV service. [IIF.ARCH.HOME.15]

The IPTV Architecture shall support the ability to simultaneously transport multiple video streams and voice and data over an IPI-4 interface.  [IIF.ARCH.HOME.16]

The IPTV Architecture shall support the ability for the DNGF to implement standard IP routing functions, per established IETF specifications. [IIF.ARCH.HOME.17]

The IPTV Architecture shall support the ability for the DNGF to support routing functions per IPv4 specifications. [IIF.ARCH.HOME.18]

The IPTV Architecture should support the ability for the DNGF to support routing functions per IPv6 specifications. [IIF.ARCH.HOME.19]

The IPTV Architecture shall support the ability for the DNGF to support the routing of IP packets between all interfaces toward the access/core network (WAN side of the HN), and toward the ITF (LAN side of the HN). Specifically, this means: [IIF.ARCH.HOME.20]

•
Routing shall be supported from DN to HNS (downstream flow).

•
Routing shall be supported from HNS to DN (upstream flow).

•
Routing shall be supported from any HNS to any other HNS (bidirectional flows).

The IPTV Architecture shall define a means for the DNG, upon installation and power up, to attach to the network at the IP layer, and obtain an IP address from the network provider. [IIF.ARCH.HOME.21]

The IPTV Architecture shall define mechanisms to support the authentication procedures required by the network and service providers for home network elements. [IIF.ARCH.HOME.22]

The IPTV Architecture shall support the ability for the DNGF to support multiple logical IP interfaces (multiple attachment points at the IP layer) on any particular physical DN interface. [IIF.ARCH.HOME.23]

The IPTV Architecture shall define traffic management mechanisms for the differential treatment of IPTV traffic. [IIF.ARCH.HOME.24]

The IPTV Architecture shall support the ability for the DNGF to assign IP addresses to devices in the Home Network. [IIF.ARCH.HOME.25]

The IPTV Architecture shall specify a means for learning detailed information (e.g., ITF’s capabilities and manufacturer) from the ITFs. [IIF.ARCH.HOME.26]

The IPTV Architecture shall support the ability for the DNGF to present the entire home network through one or more WAN (public) IP addresses, which are used for all external communication. [IIF.ARCH.HOME.27]

The IPTV Architecture shall support the ability for the DNGF to support NAT/NAPT capability mapping IP addresses and port numbers between the public WAN and the LAN(s). [IIF.ARCH.HOME.28]

To protect the home network from malicious or unauthorized access, the IPTV architecture shall support the ability for the DNGF to establish a firewall, with multiple levels of security and appropriate application level gateways. [IIF.ARCH.HOME.29]
The Home Network shall support at least one HNS IPI-1 interface with sufficient bandwidth to support the IPTV service. [IIF.ARCH.HOME.41]

If IP transmission over power lines is supported in the Home Network, the IPTV Architecture shall support one or more instantiations of the IPI-1a interface. [IIF.ARCH.HOME.42]

If Ethernet over point-to-point CAT5 copper interface is supported in the home network, the IPI-1b Interface shall comply with standard IEEE 802.3 10/100/1000BaseT specifications. Multiple instances (multiple lines) could exist between the DNGF and the different devices implementing the ITFs. [IIF.ARCH.HOME.43]

If Ethernet over copper telephony wiring is supported in the home network, the IPI-1c Interface shall comply with standard HomePNA over copper specifications, per ITU-T G.9954. IIF.ARCH.HOME.44

If coaxial HNS networking is supported in the home network, the IPI-1d interface shall comply with coaxial transport specifications listed below: [IIF.ARCH.HOME.45]

I)
The first is based on HomePNA 3.0, per ITU-T G.9954. 

II)
The second is based on a recommendation offered by the Multimedia over Coax Alliance (MoCA), which is a consortium of companies and not a formal standards organization. More information can be found at < http://www.mocalliance.org >.

III)
The third is based on TVnet technology offered by Coaxsys, which argues for a simple solution that does not require software to operate.

NOTE - There are at least three competing technologies for the transport of digital data over coax.

If wireless HNS interface is supported in the home network, the IPI-1e  Interface shall comply with standard WiFi specifications, per 802.11 a/g/n. [IIF.ARCH.HOME.46]

The IPTV Architecture shall support the ability for the ITF to support channel change functionality.  [IIF.ARCH.HOME.54]

The IPTV Architecture shall support the ability for the DNGF to support channel change functions between the ITF and service provider. [IIF.ARCH.HOME.55]

The IPTV Architecture shall support the ability to provision the DNG and ITF remotely. [IIF.ARCH.HOME.56]

The IPTV Architecture shall support the ability to collect status information from the DNG and ITF remotely. [IIF.ARCH.HOME.57]

The IPTV Architecture shall provide mechanisms for transport of time of day to the Home Network. [IIF.ARCH.HOME.58]
The IPTV Architecture shall identify circumstances under which a frequency distribution protocol may be required to support aspects of IPTV services. [IIF.ARCH.HOME.59]
Where the Home Network transports multiple latency sensitive traffic types (e.g., the IPTV service and frequency distribution protocols, or time distribution protocols), these protocols and the Home Network infrastructure should be configured such that they do not impact the latency requirements of each service. [IIF.ARCH.HOME.60]
QoS The IPTV Architecture should support the ability for the DNGF to perform the bandwidth management of all HNS networks attached to the DNG. [IIF.ARCH.HOME.30]

The IPTV Architecture shall support the ability for the DNGF to be the arbitrator for local traffic traversing from one HNS network to another HNS network, attached to the DNG. [IIF.ARCH.HOME.31]

The IPTV Architecture should support the ability for the DNGF to perform call admission functions to protect the home network from excessive and harmful traffic on any HNS, between two HNSs attached to the DNG, and between any HNS and any DN. [IIF.ARCH.HOME.32]

The IPTV Architecture should support the ability for the DNGF to perform policing functions on incoming traffic and drop offending traffic to protect the home network. [IIF.ARCH.HOME.33]

The IPTV Architecture shall support the ability for the DNGF to enforce proper queuing, scheduling, and prioritization mechanisms to guarantee the processing of higher priority flows and to meet SLA on traffic from the consumer network to the delivery network. [IIF.ARCH.HOME.34]

The IPTV Architecture shall support the ability for the DNGF to route IP traffic based on provision-able/manageable mechanisms to guarantee QoS for different service classes. [IIF.ARCH.HOME.35]

The IPTV Architecture shall support the ability for the DNGF to support IP filtering functions to prevent selected local multicast traffic on the HNS from appearing on the DN. [IIF.ARCH.HOME.36]

The IPTV Architecture shall support the ability for the DNGF to map downstream traffic to corresponding local flows to provide QoS for the different services. This includes L3 to L2 mapping, based on the local HNS. [IIF.ARCH.HOME.37]

The IPTV Architecture shall support the ability for the DNGF to map upstream traffic generated by the end-devices to corresponding outgoing flows to provide QoS for the different services. This includes L2 to L3 mapping. [IIF.ARCH.HOME.38]

The IPTV Architecture shall support the ability to provision the DNGF with QoS rules that govern traffic mapping (upstream or downstream) for the different services. [IIF.ARCH.HOME.39]

The IPTV Architecture shall support the ability of the DNGF to classify traffic based on factors such as: [IIF.ARCH.HOME.40]
5.5 Requirements for End Systems and Interoperability aspects

Provide the device transparency and interoperabilty

IPTV should allow the user to connect to multiple service providers

Provide Terminal Management requirement for IPTV

Requirement # 1: The IPTV content may have several versions of the content to be selected according to the resolution of the display of the IPTV receiver.
Requirement # 2 (initial proposal): The IPTV content may have a means to be selected according to the bandwidth restrictions of the access network of the IPTV receiver.
Requirement # 2.1 (reworded based on Req 2)The IPTV system may support signalling capabilities for transmitting bandwidth related information
Requirement # 2.2 (reworded based on Req 2) The IPTV system shall be able to identify the available bandwidth to the IPTV terminal 

Requirement # 2.3 (reworded based on Req 2) The IPTV system may use the bandwidth related information to determine the appropriate content coding means to deliver the content.

Requirement # 2.4 (reworded based on Req 2) The IPTV terminal may be able to indicate to the IPTV system the available bandwidth

 (Editors Note: the requirements 2.1, 2.2, 2.3 and 2.4 need further elaboration contribution # 147)

<Begin: Needs to be discussed 28>
<C-236>
End-user requirements

End-user requirements for Linear/Broadcast TV (audio, video and data)

· 
The consumer shall be able to watch all the TV Channels offered for free by or subscribed to his IPTV Service Provider.

· The consumer shall be able to switch from any authorized channel to another in an easy way  and as fast as possible using remote control keys (e.g. channel up, channel down, channel number).

· The consumer shall  be able to watch different TV channels on different end-user terminals if the delivery network allows the simultaneous delivery of several TV channels to the end-user premises.

· While watching a TV channel, the consumer shall be able to switch between audio flows, if more than one can be made available to him.

· When several audio flows are available with a TV channel, the end-user terminal will render the prefered audio flow.

· The consumer shall be able to discover and display any additional information delivered with the TV channel.

· The consumer shall be able to discover and display the closed caption flow delivered with the TV channel.

· When several closed caption flows are available with a TV channel, the end-user terminal will render the prefered closed caption flow.

ER for Linear/Broadcast TV (audio, video and data) with trick mode

· The consumer shall be able to pause and later resume watching a TV channel.

· The consumer shall be able to replay what he has just watched on a TV channel.

· The consumer shall be able to pause and later play in fast forward mode to catch up with the normal delivery time.

ER for Time-shift TV (Near VoD broadcasting)

· The consumer shall be able to easily identify the TV channels delivering the content he has selected and their relative progress position in the delivery of this content.

· The consumer shall be able to switch easily between the TV channels which are delivering or about to deliver the same content but at different delivery time using its remote control keys (e.g. channel up, channel down, etc.)

ER for VoD

· The consumer shall be able to discover content catalog(s).

· The consumer shall be able to browse content catalog(s)

· The consumer shall be able to select contents using a single criteria or a combination of criterias such as title, reference, genre, keyword, director, actor, etc.)

· The consumer shall be able to get the selected content streamed after authorization and maybe payment.

· The consumer shall be able to pause and later resume watching the selected content.

· The consumer shall be able to replay a VoD content.

· The consumer shall be able to jump backward or forward in a VoD content and to play it from that point.

· The consumer shall be able to watch a VoD content in fast forward mode and to stop whenever he likes.

ER for Push VoD

· Distinction has to be made between sollicited VoD content (requested by the consumer) and unsollicited content (pushed by the operator without user request, e.g. advertisement, new movie in line with user preferences)

· A push VoD content  shall be delivered without the consumer(s) being disturbed in what he is doing (watching a TV channel, recording a content on a PVR, downloading from the internet, having a videoconference, etc.) and without the involved devices being disturbed in what they are doing (recording a content on a PVR, etc.).

· An unsollicited  push VoD content shall not impact the storage allocated to the user contents.

· The custmer should be informed after push VoD Content reception is completed if not otherwise stated.

ER for Content download service

· A Content shall be delivered without the consumer(s) being disturbed in what he is doing  (watching a TV channel, recording a content on a PVR, downloading from the internet, having a videoconference, etc.) and without the involved devices being disturbed in what they are doing (recording a content on a PVR, etc.).

· A push VoD content  shall not impact the storage allocated to user contents.

ER for Client PVR service

Requirements from TV Anytime specification TS 102 822 Part 01 

· A consumer will want to be able to capture and play back content on a PDR.

· A consumer will want to pause live incoming content on a PDR so that they can "resume" later and continue to watch the content in time shift mode.

· A consumer will want to view an on-screen menu of content already captured.

· A consumer will want to view a schedule of forthcoming items so they can choose content to record.

· A consumer will want to choose whether a new recording of content replaces existing content that is out of date or is added alongside old content on the PDR.

· A consumer will want to be able to decide whether to capture single or multiple episodes of a series or other programme groupings.

· A consumer will want to amend the list of items "cued" for capture.

· If the device is already tuned to a particular source and has been buffering that content in memory, then a consumer will want to be able to record the content of the buffer and continue recording so the entire content is captured. If their device was not tuned to that output they may also want to indicate that they wish to capture it at its next availability.

· A consumer will want to set up and manage multiple personal profiles on their PDR associated with one or more service providers.

· A consumer will want to be able to manage the storage space on their PDR system or give an appropriate provider(s) permission to do so e.g. items to be deleted next, permanently stored, etc.

· A consumer will want to allow the PDR to automatically capture content based on their viewing behaviour (profiling).

· Consumers may allow their profile to be captured so it can be aggregated and analysed for targeting purposes.

· A consumer may allow the insertion of pre-captured advertisements or promotions into live/broadcast content based on their viewer profile.

· A consumer may allow the insertion of pre-captured advertisements or promotions into content being played back based on their viewer profile.

· A consumer may allow a service provider to remotely control the functionality of their PDR system

· (e.g. to capture settings, profile settings, etc.).

· The consumer may want to be able to select segments of programmes for recording based on information provided by the service or content provider.

· The consumer may want functionality that enables them to view content stored on a PDR system in a similar way to viewing content on a DVD - e.g. with index points and a playlist enabling "passive" highlight or other playback modes.

· The consumer may want to navigate and explore content segments using provider indexes (e.g. step through, short/long form, etc.).

· The consumer may want the PDR system to create single personalized programmes from individual "personally linked" segments.

· The consumer will want to be able to create separate profiles for each member of the household (separate recorded content menus, profiling, parental control, etc.).

· To enable the capture of high value premium content, service/content providers will require flexible usage rules (limited viewing windows for example) so that consumers can view their content on the PDR system.

· To enable the capture of high value premium "content on demand", service/content providers will require flexible pricing information so that consumers can select the content of their choice within a selection of commercial offers.

· Consumers (on a bi-directional PDR system) will want to be able to store their "personal" content on network storage devices. (e.g. if their disk is full).

· Consumers will want to be able to move their personal profiles to different PDRs or PDR systems in other physical locations. (e.g. when they upgrade their devices or while viewing in a hotel when on holiday).

· 3rd parties or service/content providers can provide recommendations, content referencing and resolution of content potentially from many other providers.

· Service/content providers can force download "premium/PPV" content to the PDR system (i.e. Local VOD).

· A consumer will want to capture content onto their portable device over a wired or wireless network and transfer that content with associated metadata to their home device and other mobile devices

· A consumer will want to make available some of their recordings, and information about them, to another users home network or to a friend through an external transmission path, or any removable exchange medium available. 

· A consumer will want their PDR to capture a complete interactive package such as interactive TV that contains applications, data, text, graphics, video and audio files and links to other online content.

· A consumer will want to be able to move between a free to air and pay per view environment when a broadcaster transmits both FTA and PPV content that are linked.

· A consumer will want their PDR to be able to record elements of content (such as games) from trusted content providers and be told the best order in which to consume this content

· A consumer will want to request, by setting manual preferences, that all their mobile PDR content contain mostly audio or television programmes containing audio description 

· A consumer travelling abroad will want to set preferences that allow them to capture content relevant to their home location preferences or personal preferences

· A consumer will want their personal preferences to be available to them when using rented TV-Anytime equipment, and that equipment will record content of interest to them, regardless of location.

· The consumer will want to be able to capture enhancing content in advance of a broadcast event so that when the main element is broadcast, those enhanced features are available on the TV-Anytime device for synchronous playback 

· A consumer will want to be able to play complex games that include pre recorded content and links to broadcast programming.  

· A consumer will want their PDR to seamlessly and automatically update time sensitive content (such as news and advertising) recorded on their device.  

· A consumer will want to be able to pre-record programme associated content such as subtitles, captions and additional textual information so that during a subsequent live broadcast programme their PDR can offer them alternative, synchronised subtitles, captions and background textual information.

· A consumer will want to capture a multi-stream offering in such a way that when they play the content at a later date the different streams remain synchronous.  

· A consumer will want to set their preference between using content off their PDR devices in ‘subtitle text’ mode rather than audio streams. 

· A consumer will want to be certain that any content they search for is playable on their device   

· A consumer who subscribes to content service providers will want to be sure that the content they receive is appropriate to each or all of their devices.

· A consumer will want to be able to acquire content while on the move, and for their TV-Anytime service to know the terminal capabilities before delivering content

· An advertiser will want to ensure that any replacement of advertising spots complies with national, regional advertising rules and regulations

· A provider of a premium service wants to ensure that the consumer is charged for content only after they have watched more than the “free element” of that content.

· A consumer will want to make purchases from their TV-Anytime device after seeing promotional or advertising features downloaded to their device

· A consumer will want to be able to choose what to record using 3rd party metadata services, whether on their device or available on the web. They will also want these services to be able to update their PDR recordings if the schedules relating to their requests change

· A consumer will want to be able to programme their PDR and query it remotely from a mobile device or device connected to the internet

· A broadcaster will want to prevent a competitor from substituting elements of their content with competing content 

· A consumer will want be able to set preferences on their device that allow it to capture subtitles or audio description in their native language when programmes are transmitted in a foreign language

· A consumer will want the broadcaster to be able to deliver generic metadata to their PDR where the content is not yet fully established (e.g. a series of sporting events with a flexible timing schedule) They will want their device to record the whole event, and then discard unwanted elements when the broadcasters updates the metadata

· A consumer will want to be able to select content to record depending on its broadcast characteristics such as broadcast quality, aspect ratio etc

· A consumer may want to be able to capture more streams than their home device is capable of recording. In this instance they will want to be able to “book” a recording on a service provided outside their home on a “Network Digital Recorder” which can then be transferred to their home device when it is free to receive it

· Broadcasters, content producers and 3rd party metadata providers will all want to be able to provide information about content in a way that can be identified by the consumer as to its source and protected from alteration by others in the value chain

· A consumer who time-shifts viewing of content will want to see relevant, timely interstitials (commercials and promos). Where such content is out of time they will want that content replaced with more appropriate material. 

· Where a consumer has a special interest in a piece of content and the broadcaster or advertiser as made available additional material (a telescope advert for instance) they will want to be able to pause what they are watching, view the additional content, and then resume the original material from where they paused.

· An advertiser who has paid a premium price for a spot in a pod will wish to ensure they are the only people capable of changing it. 

· A consumer may wish to choose from a variety of payment models when viewing content that presents them with different amounts of interstitial content depending on the price they paid 

· An advertiser will want to ensure that commercials for similar brands are not shown close to their own spots.

· Where national compliance rules for the showing of commercials apply, these rules should over-ride any other targeting rules 

· A consumer will not want to see a commercial more than a certain number of times. Advertisers will want therefore to set upper limits for each advertisement to prevent negative brand impressions.

· An advertiser will want to ensure their commercials are only seen in areas where their products or services are available. 

· A consumer will want to set a preference to see a specific product or range of products depending on their purchasing needs or habits or interests  (for instance they may be about to buy a car)

· A consumer will want to set a preference to block specific products or range of products based on their purchasing needs, habits of lifestyles (for instance they could be strict vegetarians)

· A consumer may be prepared to pay a premium to replace advertising pods in certain events (such as live sport) with relevant editorial programme content

· Advertisers and broadcasters will, on replay of recorded content, want to replace interstitial material with more relevant interstitials based on parameters such as time of viewing, environmental triggers (such as weather, season etc) and number of times seen.

· Broadcasters, advertisers and service operators will want demographic data (un-attributable, or, with permission, attributable) to be returned from the consumers device.

· An advertiser will want to replace expired content with the latest content without having to keep track of the content items that have already been distributed.

· Advertisers will want to ensure their commercials are only seen by the appropriate audience. Where, for instance, a minor is replaying content, a commercial for an alcoholic beverage should be skipped

· A broadcaster will want to sell the interstitial placement in their content based on live or recorded viewing, replacing interstitials based on flexible business rules 

· A consumer will want to print text, images and other associated assets that broadcasters make available as enhancements to their programmes

BM2-11 Reformulated

· The customer shall get the content he has selected to be recorded, even if there is a schedule change recoverable by the PDR (delayed broadcast, no overlapping with other programmed recording, etc.) without any specific customer action.

ER for Regulatory Information services

· The customer shall be able to receive regulatory information services (unassociated with TV channels) whenever his terminal is active (e.g. displaying an EPG or a TV channel).

· The reception of regulatory information services shall trigger mechanisms to draw the customer attention.

ER for Service Information

· The customer shall be able to watch a list of the TV channels he is authorized to watch (free or subscribed channels).

· The customer shall be able to tune to a TV channel from the displayed list of authorized TV channels.

· The customer shall be able to configure a short list of the TV channels among the channels he is authorized to watch (free or subscribed channels).

· The customer shall be able to watch a short list of the TV channels he is authorized to watch (free or subscribed channels).

· The customer shall be able to tune to a TV channel from the displayed list of authorized TV channels.

· The customer shall be able to get information about the available TV channels (name, logos, owner, web site, etc.)

· The customer shall be able to get information about the TV channel programmes (event title, summary, start time, end time, genre, etc.) for the authorized channels

· The customer shall be able to see TV channel programmes, filtered by time (now, this evening, Sunday afternoon, etc) 

· The customer shall be able to see TV channel programmes, filtered by user preferences (list of selected channels, genre, director, etc)

ER for unassociated Information Services

· The Regulatory Information Services are specific unassociated Information Services.

· Examples of unassociated information services: news highlights, stock exchange, traffic conditions, sport results, etc.

· The customer shall be able to receive information about broadcast information services unassociated to VOD contents or TV channels such as news highlights, stock exchange, traffic conditions, sport results, etc.

· The customer shall be able to select one or more unassociated information service(s) for scrolled display while watching TV or VoD.

ER for associated Information Services

· Examples of associated information services: links to other web sites, betting, voting, etc.

· The customer shall be warned when information associated to the video he is watching is available over than the metadata related to the content, e.g.: a link towards an on-line shopping site, a link in a commercial towards a call center or a company web site, a link towards a web site for further information

· The customer shall be able to turn off the warning for availability of additional information linked to watched contents.

· The customer shall be given the possibility to see the associated information (e.g. Pressing a specific remote control key) and to act upon it (e.g. to follow the link, to make a choice, to bet, to return, etc.).

<End: Needs to be discussed 28>
5.5.1 Implementation scenarios and applications

5.5.1.1 Device Transparency

5.5.2 Terminals

The IPTV Architecture may support the ability to store, cache, update, and run applications on devices that implement the ITF. [IIF.ARCH.SERVICE.18]

The IPTV Architecture may support the ability for applications to be delivered to ITF implementing devices with a video service (i.e., streamed with the video), by user request over the 2-way network connection, and by the service operator at the service operator’s direction. [IIF.ARCH.SERVICE.19]

The IPTV Architecture may support the ability of ITF implementing devices to serve as a master monitor or switcher application that can be updated by the service operator, and that can manage the execution of other applications [IIF.ARCH.SERVICE.20]

The IPTV Architecture shall provide an extensible method for the service provider to query for the ITF's capabilities and status. [IIF.ARCH.OPERATOR.33]

The IPTV Architecture shall be capable of handling values represented in the response to the device inquiry, which may have no rigidly defined order or structure. [IIF.ARCH.OPERATOR.34]

The IPTV Architecture shall be capable of verifying the digitally signed response to the discovery query from the ITF device so as to prevent spoofing. [IIF.ARCH.OPERATOR.35]

The IPTV Architecture shall identify mechanisms for the service provider to manage the ITF and associated peripheral devices (e.g., display or storage devices) and the physical devices that implement the ITF. [IIF.ARCH.HOME.47]
The IPTV Architecture may support the ability for service provider-managed applications to be stored and executed in the devices implementing the ITF. [IIF.ARCH.HOME.50]
The IPTV Architecture may support the ability for video service-associated applications to be stored and executed in the devices implementing the ITF. [IIF.ARCH.HOME.51]
The IPTV Architecture may support user-requested applications to be stored and executed in the devices implementing the ITF. [IIF.ARCH.HOME.52]
<Begin: Needs to be discussed 29>
<C-148>
The hybrid broadcast/broadband terminal devices shall have interoperability between both interfaces for contents guide which provides service lists and other information to the user

 
<End: Needs to be discussed 29>
<Begin: Needs to be discussed 30>
<C-149>
Device security requirements
· Content protection

· Content key protection

· Device secret protection 

· User information protection

· Software protection

· Hardware tamper resistance

· Providing secure communication method and authentication

· Protection from malicious code
· Interoperability and renewability support for content protection system.

<End: Needs to be discussed 30>
<Begin: Needs to be discussed 31>
<C-161>
Input Requirements of the IPTV End System

· The IPTV end system should support a text input module for easier typing information. For example, a QWERTY layout keyboard.   

· The IPTV end system should support an analog input module for easier moving cursor.  For example, a track ball, a thumb sticks, etc.

· The IPTV end system should support special RCs. For example, an easy-using RC for children could automatic limit the access in the proper categories of content. 

· The IPTV end system should support a radio wireless link between the RC and the STB for faster and steady interaction.  For example, Bluetooth, Wi-Fi, etc.

<End: Needs to be discussed 31>
<Begin: Needs to be discussed 32>
<C-186> 

(Editors Note. All the following requirements under C-186 were copied from the ATIS and J.193 recommendations) 
Which requirement is from the ATIS and which one from J.193? the ATIS requirements shall be removed since they are already in the document.
IPTV Terminal Requirements

1. General Requirements

· The IPTV terminal should support an IP-based 2-way communication channel.

· The IPTV terminal should support embedded and/or distributed Personal Video Recording functionality (PVR).

· The IPTV terminal should communicate with the network servers to figure out what services are available.

· The IPTV terminal should be able to change channel to switch between channels for the multi-channel IPTV service. 

2. Security Requirements

· The IPTV terminal should have a renewable security system to perform the functions of Conditional Access, including decryption, authorization, authentication, entitlement, and key generation.

· The IPTV terminal should include copy protection and redistribution control.

· The IPTV terminal should implement a secure software download mechanism from the network.

· The IPTV terminal should secure the communications used to support billing.

3. Video requirements

· The IPTV terminal is required to handle all digital transport streams according to the following requirements:

· The IPTV terminal should support interpreting one of the following codec.

· The IPTV terminal should support either SD or HD decode

· The IPTV terminal should process emergency messages if they are available in the transmission infrastructure.

4. Audio Requirements

· The IPTV terminal should support music channel services.

· The IPTV terminal should support mono, stereo and multichannel decode.

5. Requirements for interfaces

· The IPTV terminal should provide a human control interface (for example an infrared remote-control).

6. Provisioning requirements 

· The IPTV terminal should be easy to install and configure for operation.

· The IPTV terminal should support self- and remote provisioning of services, including network configuration and device-specific service enabling tasks.

· The IPTV terminal should provide secure provisioning and configuration mechanisms.

· The IPTV terminal should be protected from unauthorized configuration.

7. PVR Requirements

· The IPTV terminal should support both internal and/or external control of PVR functionality.

· If the IPTV terminal implements PVR functionality, it should preserve the digital rights associated with the content, and should appropriately manage content usage in accordance with any digital rights associated with the content.

<End: Needs to be discussed 32>
5.5.2.1 Mobile Terminals

5.5.2.2 Fixed Terminals

5.5.3 Consumer domain (home & extensions)

The IPTV Architecture shall provide a mechanism through which consumers can make content they produced/created available to other consumers. [IIF.ARCH.SERVICE.22]
The IPTV Architecture shall provide mechanisms for users to control who is able to view consumer originated content; everyone versus a specific subset of people. [IIF.ARCH.SERVICE.23]
The IPTV Architecture shall have some mechanisms for authenticating and authorizing capable consumers for content sharing services -- i.e., consumers with appropriate service subscriptions and network resources. [IIF.ARCH.SERVICE.24]
The IPTV Architecture shall support an IPTV service for the whole Consumer Domain, which may consist of multiple Home Networks and stationary or mobile end-devices with direct wireless interfaces with the network provider domain – i.e., the IPTV architecture must allow for the whole Consumer Domain to belong to the same service domain. [IIF.ARCH.HOME.01]

The IPTV Architecture should allow multiple network providers for a single Home Network – i.e., the IPTV architecture should allow a single Home Network to belong to more than one transport domain. [IIF.ARCH.HOME.02]

The IPTV Architecture shall allow different providers for Transport and Service strata – i.e., the IPTV architecture must allow a single Home Network to belong to separate transport and service domains. [IIF.ARCH.HOME.03]

The IPTV Architecture shall allow for multiple providers for different or similar services – i.e., the IPTV architecture must allow a single Home Network to belong to multiple service domains. [IIF.ARCH.HOME.04]

The IPTV Architecture shall define the means for offline subscribers’ correlation between Transport and Service Strata – e.g., for example, for billing and management purposes. [IIF.ARCH.HOME.05]

The IPTV Specifications shall define the minimal set of functions that constitute a DNGF. [IIF.ARCH.HOME.06]

The IPTV Specifications shall define the minimal set of functions that constitute an ITF. [IIF.ARCH.HOME.07]

The IPTV Architecture shall specify one or more mappings of the identified DNGF and ITF onto physical devices. [IIF.ARCH.HOME.08]

The IPTV system may accommodate content sharing between devices in the home network.

5.5.4 Remote management

5.6 Requirements for Middleware and Application Platforms

Content Formats 

<C-162>
Internationalization Requirements of the IPTV service

•
The IPTV service should support various content rating standards. 

•
The IPTV service should support various content resolutions. 

•
The IPTV service should support various content aspect ratios.  For example, 4:3, 16:9.

•
The IPTV service should support various languages.

<C-164>
<Begin: Needs to be discussed 1>
· The content provider may support the various audio coding schemes 

· The EPG should be displayed in the language that the end-user chooses.

<End: Needs to be discussed 1>
Video 

Encoding resolution and output standards 

Audio 

Encoding and output standards 

MetaData 

<C-213>
Provide negotiation mechanism between clients and servers at any time of service session 

Should provide the middleware transparency for IPTV service

Provide support of re-transmission of digital terrestrial  (DTT) or satellite television for IPTV
<Begin: Needs to be discussed 33>
<C-236>
Provide navigation capability across IPTV contents.

Consider in home content sharing remotely 

The content protection mechanisms should be provided to content providers to integrate the digital copyright management with content.

The content management should be provided to content providers, include uploading content, deleting content or modifying the relevant attributes of content.

The statistic data of using frequency of content should be provided to content providers.

<End: Needs to be discussed 33>
<Begin: Needs to be discussed 34>
<C-179>
 


 


 







IPTV applications shall support copy protection and authentication in terminal [OpenCable].

IPTV middleware can manage the information about nature of the applications [ATSP]. 

IPTV middleware shall decompress and decode multimedia contents. 

IPTV middleware shall support executing of multiple simultaneous applications [DVB-MHP].


IPTV application shall store the various certificates and any associated private/public keys in terminal [OpenCable].

IPTV middleware shall be capable of performing self-diagnostics information such as power status, boot status, memory allocation, software version, middleware version, network address, and network status [OpenCable].

IPTV application can support device management information to the service provider or the network provider [OpenCable].

IPTV application can support the download of software based on transport protocols and security systems [OpenCable].


IPTV middleware shall provide the network technology independence [OMA].

<End: Needs to be discussed 34>
Encapsulation requirements
The IPTV service should support various encapsulation types
5.6.1 Middleware definition

5.6.1.1 Application and UI transparency

5.6.2 Enhanced EPG, Channel and Menu Processing 

The IPTV Architecture shall provide the ability to search for available content. [IIF.ARCH.CONTEXT.23]

The IPTV Architecture shall have the capability to provide information about the content available to the end user.[ IIF.ARCH.CONTEXT.24]

The IPTV Architecture shall provide a network based capability for the consumer to select the content to be delivered. [IIF.ARCH.CONTEXT.25]

The IPTV Architecture should provide a UI for a smooth transition between gaming and other device functionality, to promote a good gaming experience. [IIF.ARCH.SERVICE.33]
The IPTV Architecture shall support mechanisms for the consumer to log advertisement information of interest. [IIF.ARCH.SERVICE.51]

The IPTV Architecture shall support the ability of the ITF to display and allow user selection of program, content, and service descriptions, such as Interactive Program Guides (IPG) and VOD service guides. [IIF.ARCH.SERVICE.53]

The IPTV Architecture shall define a linkage mechanism for all services (e.g., channels) to locate their respective stream details (e.g., source, addressability). [IIF.ARCH.SERVICE.54]

The IPTV Architecture shall provide the mechanism to make available the description of the programming events on each channel. [IIF.ARCH.SERVICE.55]

The IPTV Architecture shall provide the mechanism to make available a detailed description of specific programming events. [IIF.ARCH.SERVICE.56]

The IPTV Architecture shall provide a means to present the ITF with the time of day reference. [IIF.ARCH.SERVICE.57]

The IPTV Architecture shall specify a standard metadata format between service providers and the ITF for the IPG. [IIF.ARCH.SERVICE.58]

The IPTV Architecture shall support both the push and pull model for the delivery of the IPG service. [IIF.ARCH.OPERATOR.01]

<Begin: Needs to be discussed 35>
<C-154>
c) Channel Preview Capability

· Maximum duration for each preview. 

· Maximum number of previews.

· Blackout duration after each preview. 

· Reset period of channel preview system.

· Recognition Time of channel preview system

<End: Needs to be discussed 35>
<Begin: Needs to be discussed 36>
<C-166>
UI Skin Requirement of IPTV Service
· The skins should contain properties of the graphical entities of the EPG.  Such as the fonts, the icons, the pointer, the background pictures, and the effect sounds, etc.

· The CP/SP or service should provide various certified skins on the EPG.

· The end user should purchase the skins on the EPG as content.

· The end system should download the skin on boot process, or store it in storage.

· The end system should render the UI with the user preferred skin. 
<End: Needs to be discussed 36>
<Begin: Needs to be discussed 37>
<C-187>
High-level requirements for Enhanced-EPG

· Content information viewing: EPG should show useful information used by user to choose the channel.

· Contents selection: EPG should allow user to select desired contents.

· Contents searching: EPG should support content searching in order to provide easy contents discovery because of a number of IPTV channel or contents provider

· Contents list composition: EPG should allow user-customized contents list based on the given channel list

· Up to date information: EPG should contain always up to date information about contents. 

· Description format independency: Contents metadata format should be compatible among multiple providers or transformable with each others

· Device adaptation: EPG should be presentable without any consideration on the type of terminal and should be able to adapt on it.

· Flexible layout: EPG should allow users to change or rearrange EPG layout for visibility problem due to the display size limitation.

· UCC support: EPG should provide some interface to make UCC
<End: Needs to be discussed 37>
5.6.3 DBM (Digital Broadcasting Middleware)

5.6.4 Audio and Video coding

The IPTV Architecture should facilitate the acquisition of content -- e.g., VOD, Advertising. [IIF.ARCH.CONTENT.05]

The IPTV Architecture should allow the service provider to opportunistically push the video content onto a subscriber’s ITF implementing device without an explicit request. [IIF.ARCH.CONTENT.06]

If video is received in IP packets, over any physical medium (wireless, copper, or coaxial), the IPTV Architecture shall support the ability for the ITF to extract the video streams. [IIF.ARCH.HOME.48]

The IPTV Architecture shall support the ability for the ITF to decode video and audio and present the video content to standard consumer electronics interfaces. [IIF.ARCH.HOME.49]
<Begin: Needs to be discussed 38>
<C-189>
Requirement of H.264 stream for encapsulation of MPEG-2 TS

<End: Needs to be discussed 38>
5.6.5 Metadata 

The IPTV Architecture shall provide a means to avoid sending to an ITF content that is unable to be consumed. [IIF.ARCH.CONTENT.01]

The IPTV Architecture shall provide the capability of receiving and correctly processing the metadata for content coming from the content providers. [IIF.ARCH.CONTENT.02]

The IPTV Architecture shall provide the capability of creating or amending the metadata associated with a particular content. [IIF.ARCH.CONTENT.03]

The IPTV Architecture may support the ingestion of multiple metadata formats such as those standards defined by the DVB, ETSI, CableLabs®, ICE, and MPEG. [IIF.ARCH.CONTENT.04]

IPTV Architecture specification shall define an extensible schema for asset metadata and format. [IIF.ARCH.OPERATOR.09]

<Begin: Needs to be discussed 39>
<C-215>
Requirements for metadata set for EPG service:

· The IPTV metadata for EPG service need to provide general information about a piece of content that does not change regardless of how the content is published or broadcasted. For example, title, synopsis, actor and actress, etc. (ProgramInformation)

· The IPTV metadata for EPG service need to represent a group of programs. It is more efficient for user’s choice and purchase than a particular program. Metadata for a group of programs need to support various types of group such as series, and show. (GroupInformation)

· The IPTV metadata for EPG service need to describe a service provider to provide contents. For example, name, owner, logo, etc. (ServiceInformation)

· The IPTV metadata for EPG service need to provide a mechanism to group a number of consecutive schedule events together, which span a given time period on a single service. (Schedule)

· The IPTV metadata for EPG service need to describe "publication event" that can be acquired on demand (as opposed to broadcast). For example, start time of which contents is avail, or end time of which contents is avail, etc. (OnDemandProgram)

· The IPTV metadata for EPG service need to describe contents with its price and conditions of availability like the number of plays in a duration, as well as an access to a pricing server. (PurchaseInformation)

Requirements for package metadata for package service:

· The IPTV metadata for package service need to provide a mechanism to express the options for consumption depending on usage environment (device, network and etc.).

· The IPTV metadata for package service need to provide a mechanism to express the options for consumption depending on user preference. 

· The IPTV metadata for package service need to provide targeting service which is defined as automatically matching and delivering relevant content to profiled consumers

· The IPTV metadata for package service need to describe synchronization (temporal) and spatial information between contents to allow contents to be consumed as the service provider intended. 

· The IPTV metadata for package service need to describe package with its price and conditions of availability like the number of plays in a duration, as well as an access to a pricing server.

<End: Needs to be discussed 39>
5.6.6 Content Discovery

The IPTV Architecture shall support the ability for a user to interact with service operator-controlled server-side services through the 2-way network. [IIF.ARCH.SERVICE.17]

5.6.7 Content Delivery

The IPTV Architecture shall define a standard reference point for the start of the IPTV Service which must include standard representation of content, identification, and metadata. [IIF.ARCH.OPERATOR.04]

The IPTV Architecture shall support the integration and interoperability of all platform and processing equipment necessary for the acquisition and processing of content during the ingestion phase -- e.g., applying DRM, insertion of commercials, encoding, editing. [IIF.ARCH.OPERATOR.05]

The IPTV Architecture shall provide mechanisms to support the acquisition of both analogue and digital forms of content. [IIF.ARCH.OPERATOR.06]

The IPTV Architecture shall provide a mechanism for the service provider to ingest and store VOD assets. [IIF.ARCH.OPERATOR.07]

The IPTV Architecture shall provide mechanisms to enable the application of appropriate DRM on content. [IIF.ARCH.OPERATOR.08]

5.6.7.1 Distribution

5.6.7.2 Unicast & Multi cast streaming

5.6.7.3 Peer to Peer delivery

5.6.7.4 Non-streamed delivery
5.7
Public interest requirement

5.7.1 Accessibility Requirements
Provide accessibility for people with disabilities and people with special needs and meet the minimum regulatory requirements. 

<Begin Needs to be discussed 2>
Additionally, these accessibility requirements will provide accessibly for people with temporary environmental dysfunctions.  By 2015, it is estimated that 50% of the population will be over the age 50 and require accessibility features, therefore making such features mainstream requirements.  It is also noted that some of these accessibility features are presently mainstream in their use. In the remainder of this clause, the appropriate reference is made to the location in the other clauses of this requirements document for such accessibility features.
(Note: Some of the following 11 requirements below  

<End: Needs to be discussed 2>
may have regulatory implications in some countries and may not be required for all video IPTV applications, this may change over time. National regulations may place specific additional requirements that shall be honoured).

As the high level requirements, the architecture and services shall provide:
1. Captioning
Provision for captioning.
The IPTV Architecture shall provide mechanisms to support closed captioning. [IIF.ARCH.SERVICE.43]

The IPTV Architecture shall support the ability of the ITF to decode and display closed captioning information. [IIF.ARCH.SERVICE.44]

2. Captions in own window
 The ability to view the captions and vary its presentation in a separate window.

3. At least two video sources
 The ability to select and receive two (related) video sources. ( e.g. one with sign language translation )
4. At least two audio sources
The ability to select and receive two audio sources. ( e.g. one with audio description )

5. Good audio quality
The audio transmission and reproduction should be of good quality to make it possible for people to perceive the sound well.
6. Good video quality for sign language
Video should be transmitted with sufficient quality for sign language perception if there is sign language in the contents [1]

7. Good video quality for lip reading
Video should be transmitted with sufficient quality for lip reading perception. 
8. Use Accessibility checklist
The ITU-T accessibility checklist should be applied to the work on IPTV [2]
5.7.2 Emergency telecommunications 

The IPTV Architecture shall support Emergency Alert Service per the relevant national regulations -- e.g., ANSI J-STD-042-2002. [IIF.ARCH.SERVICE.36]

The IPTV Architecture shall provide appropriate interfaces to support the ingestion of suitably authorized Emergency Alert information. [IIF.ARCH.SERVICE.37]

The IPTV Architecture shall support the ability for the ITF to decode and display emergency alert information. [IIF.ARCH.SERVICE.38]

<Begin: Needs to be discussed 40>
From ATIS
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Figure 1: IPTV Logical Domains
(Editor Note: some discussions took place; we postponed the discussion to proceed first by working on section 5)
<End: Needs to be discussed 40>
__________________

* J M Gill, Ms S A Perera: Accessible Universal Design of Interactive Digital Television;  � HYPERLINK "http://www.tiresias.org/reports/brighton.htm" ��http://www.tiresias.org/reports/brighton.htm�
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