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Draft ITU-T Recommendation X.1089 (X.tai)
Telebiometrics Authentication Infrastructure (TAI)

Summary

This Recommendation defines an authentication infrastructure, using a range of biometric certificates, for remote authentication of human beings.  It extends [ITU-T X.509] Public-Key and Attribute Certificate Frameworks and [ISO/IEC 24761] Authentication context for biometrics.  The combination of the X.509 extensions and telecommunications and biometrics is called the Telebiometrics Authentication Infrastructure (TAI).  It can be used in authentication applications with or without a Public Key Infrastructure (PKI) and/or a Privilege Management Infrastructure (PMI) based on [ITU-T X.509], but would normally be used with both. It defines biometric extension fields for use in X.509 certificates, to produce biometric certificates. An important part of this Recommendation is to recognise and provide for biometric devices and associated software to operate at different (certified) security levels, depending on the needs of the application that is being accessed. 
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