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	Abstract:
	This LS/o/r is a reply to TSAG-LS10 from SG17 on the Terms of reference (ToR) ITU-T SGs at the New work item opening.



[bookmark: OLE_LINK16]SG17 thanks TSAG for sending TSAG-LS10 on the Terms of reference (ToR) ITU-T SGs when creating new work item, which is very relevant to SG17.
Conformity of new work items with the ITU-T scope
SG17 pays particular attention to ensuring that new work items are established “by design” within the ITU- mandate ad scope. This is ensured through the following elements:
–	The SG17 mandate is probably one the most detailed and precise mandates within ITU-T. This reflects deliberate and well-founded choices made to clearly delineate its area of competence. 
–	SG17 Question texts are themselves the result of very rigorous and intense consensus building processes among SG17 members (see below).
–	A prime and fundamental principle is that SG17 activities remain within the boundaries of telecommunications/ICT competence.
–	This clarity of scop is the outcome of a very long and structured process  conducted during the Next Study Period exercise, including revisions of existing Questions texts and the creation of new Questions (e.g., the establishment of Q16 on AI Security, as documented in SG17-LS64 to TSAG on its restructuring (ref. SG17-TD301/G).
–	Giving the resulting precision and rigidity of its scope, SG17 established its well-known incubation mechanism as a pragmatic and transparent means  to conduct its work (fully documented).  This mechanism allows SG17 to:
•	redispatch new work items within SG17 so that they align with the scope of the relevant Questions, and 
•	address new and emerging technologies in a manner that reflect consensus across SG17.
–	SG17 members have a high level of maturity and a shared, well-established understanding of the SG17’s scope.
Establishing new work items on the appropriate scope
When it comes to the text from TSAG-LS10: “work related to non-telecommunications service or applications aspects, such as with military implications, UAVs or cyber defense related technologies. Contributions that propose ICT support functions (e.g., secure connectivity, data transmission protocols, interoperability standards)”, SG17 position is: as follows:
–	SG17 mandate: 
“ITU‑T Study Group 17 is responsible for developing international standards to enhance confidence, security and trust in the use of telecommunications/ICTs, in the context of an ever-growing attack surface and confronted with an unbalanced threat landscape.” 
–	This mandate implies that SG17 operates in a technical domain where “dual-use”[footnoteRef:1] considerations are inherently present and cannot be entirely eliminated. [1:  The condition in which a cybersecurity technique, tool, process, or body of knowledge is inherently neutral and may be applied either to enhance security (e.g., testing, monitoring, protection) or to undermine security (e.g., exploitation, evasion, compromise), with the determining factors being the user’s authorization, intent, and adherence to applicable legal and ethical frameworks.] 

–	This reality is the key reason why SG17’s mandate and its Questions texts are particularly detailed and precise, given the proximity of the work to matters of national security.
–	It is also one of the reasons why so many SG17 Questions default to the TAP rather than the AAP approval process.
–	Whilst it is impossible to remove dual use by nature, SG17 has long-standing experience and well-established practices to mitigate related risks. In particular:
•	Benefits from a highly competent membership and leadership capable of identifying potential issues and developing appropriate technical solutions.
•	Benefits from a very mature membership and leadership that keeps the work within technical boundaries, actively preventing geopolitical considerations from entering SG17’s work.
•	Recognizes the gap between technologists and policy makers, and systematically addresses inappropriate or imprecise language, often introduced unintentionally,  within its work items.
•	This is recognized as a key strong value proposition of SG17, which is increasingly recognized by external communities. This has led to improved alignment with their work and a growing interest in partnering with SG17. 
•	This value proposition has materialized in concrete outcomes, including the onboarding of new members and positive feedback during SG17 newcomers’ workshops and industry engagement and outreach activities and onboarding campaigns (see SG17-TD97/P executive summary).
Avoiding duplication of work
As ITU-T is a member-driven, contribution-led organization, Study Group leadership and the TSB are well-positioned to remind participants of ITU-T’s scope, where necessary, and to help prevent overlap and duplication of work:
Avoiding duplication of work and collaboration with external SDOs
SG17 will report:
–	SG17 pays particular attention to avoiding overlap and duplication of work. This objective is embedded in SG17’s modernization strategy, specifically under Strategic Pillar 3 on Coordination.
–	Collaboration with external organizations has significantly improved, with spectacular progress achieved with IETF, CEN/CENELEC, ETSI, FIRST and OIDF.
–	As an example, in the area of Agentic AI security and trust, considering its remarkable advance, SG17 proactively made sure to not cover agent to agent protocol aspects and wrote its Question 16 text in a way that it provides IETF sufficient time to establish the appropriate working structures.
–	For specific work items that happened to be developed by other SDOs after SG17 established its work items, as this creates an overlap, SG17 engages in constructive and informed collaboration to align activities, for example with ETSI TC SAI.
Avoiding duplication of work and collaboration inside ITU
For more than a year, SG17 has recognized the need to strengthen relationships with ITU-R. This effort was started as part of SG17’s modernization activities and was initially inspired by the modus operandi of SG5 in ITU-R. 
At its second SG17 plenary meeting, SG17 highly appreciated the Liaison Statements sent by ITU-R, which provided clarity about their work on security-related matters.
SG17 would like to propose informal consultations with the relevant ITU-R SG chairs and counsellors, with the objective of identifying a step-by-step approach to exploring potential areas for collaboration. As an initial step, SG17 could propose a webinar on its activities to the relevant ITU-R SGs. 
SG17 Chair will be opened to any guidance from TSAG and ISCG on the most appropriate way forward.
Avoiding duplication of work and collaboration within ITU-T 
Positive situations
SG17 Chair established very good relationships with several SGs, including SG11, SG13, SG20 and SG21 Chairs. These relationships have resulted in multiple bilateral activities, such as coordination efforts, workshops, and mutual support. More generally, there is effective informal and ad-hoc coordination between SG chairs and the SG17 chair.
Challenging situations
However, there have been multiple examples where the member-driven, contribution-led organization have resulted in clear scope violations. In these cases, proponents attempted to establish new work items that fell within the scope of SG17 in other SGs. 
This has required other Study Group chairs to alert and coordinate informally with the SG17 chair to redirect such work items back to SG17. In several cases, formal Liaison Statements were necessary to enable SG17 to formally intervene. These situations have often required SG17 to act on short notice and under difficult circumstances, including cases where work was pursued at the rapporteur level in other Study Groups despite the explicit position of their own Study Group Chair.
There is even a situation where SG20 had to send a Liaison Statement to SG17 about a specific work item that should not have been started in SG20 and now requires a re-determination (see SG17-LS63).
SG17 position:
–	SG17 is the Lead Study Group on Security.
–	At WTSA24 ad-hoc sessions related to Resolution 2, SG17's newly appointed Chair observed that SG17's mandate was being extensively and unilaterally by other delegates.
–	This led to a strong intervention by the SG17 Chair, resulting in limited amendments in SG17’s mandate in a spirit of compromise.
–	Notwithstanding this, SG17 remains the primary Study Group responsible for security-related solutions within ITU-T, except in very specific and well-established cases (e.g., SS7-related security work within SG11). Any language on Security Assessment, Security Capabilities, etc. is in the remit of SG17.
–	Accordingly, technical work and associated terminology relating to security assessment, security capabilities, and similar security concepts fall within the remit of SG17.
SG17 considerations
This leads SG17 to the following considerations:
–	It is urgent that TSAG establish the mechanism requested by Resolution 22 Resolve 5.
5	that TSAG establish a mechanism to facilitate and coordinate standardization development strategies that, in particular, will provide support for:
–		the identification of new and emerging telecommunications/ICTs, considering their drivers in the fields of activity relevant to the mandate of ITU‑T; and
–	the identification and examination of possible topics and issues for consideration in ITU‑T's
–	Whilst ITU-T is member-driven, SG17 observes that the use of inconsistent or “dual language” by some members is creating unnecessary friction, which risks undermining the effectiveness and credibility of ITU-T. This also raises the question of why similar practices do not appear to arise in the ITU-R. 
–	Should the situation worsen, SG17 may be compelled to consider stronger, though potentially unpopular, measures in the future, and to prepare for a materially different position at WTSA-28.
Propositions at this TSAG
SG17 Proposes that:
–	TSAG assess SG17’s conformance to TSAG-LS10 and provide corresponding feedback. 
–	TSAG discuss, and where appropriate recognize, that the development of expertise within SG17 on the use of appropriate and precise language constitutes a strong value proposition for ITU-T, both in attracting external fora toward ITU-T and in onboarding new members.
–	TSAG, in coordination with ISCG, provide guidance on how best to further develop and leverage the constructive relationships emerging between SG17 and ITU-R.
–	TSAG discuss the recurring internal ITU-T instances where new work items that fall within SG17’s scope are initiated elsewhere and consider proposing a way forward to address this issue.
–	TSAG encourage and enable the establishment of the mechanism requested by Resolution 22, Resolve 5, and building on the positive bilateral relationships that have been developed in an ad-hoc and reactive manner between SG chairs to support each other.
_______________________
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