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| **الموضوع:** | **‏دورة تدريبية أمنية بشأن الخدمات المالية الرقمية (DFS)** **من أجل منطقة آسيا والمحيط الهادئ‎ (24‑25 أبريل 2024،** **سيول، جمهورية كوريا)** |

حضرات السادة والسيدات،

تحية طيبة وبعد،

1 يسرني أن أحيطكم علماً بأن الاتحاد الدولي للاتصالات (ITU) ‏ينظم **دورة تدريبية أمنية بشأن الخدمات المالية الرقمية من أجل منطقة آسيا والمحيط الهادئ** يومَي ‎**24 ‏و‎25 ‏أبريل ‎2024** ‏في فندق ‎Koreana ‏في سيول، جمهورية كوريا. ويعقد هذا الحدث بالاشتراك مع ‎FNSV Korea ‏ومركز التكنولوجيا المالية في كوريا.‎ وستتاح المشاركة عن بعُد لهذا الحدث.

2 ‏حقق الناس في إفريقيا وآسيا وأمريكا اللاتينية وأماكن أخرى قفزات تتجاوز بأشواط الخدمات المصرفية التقليدية لصالح المدفوعات المتنقلة وغيرها من الخدمات المالية الرقمية‎. وفي السنوات الأخيرة، أصبح المنظمون والمشرفون على القطاع المالي يدركون بشكلٍ متزايد أن الخدمات المالية التي تهدف إلى التصدي لتحديات الشمول المالي في جميع أنحاء العالم أصبحت عرضة للتهديدات السيبرانية، ويرجع ذلك بشكل أساسي إلى الدور المتزايد للخدمات الرقمية (بما في ذلك التكنولوجيات المتنقلة وغيرها) في تقديم الخدمات المالية.‎ ومع تزايد التحول الرقمي للخدمات المالية، ينمو حجم البيانات الرقمية الحساسة بشكل كبير، ومعه، يزداد احتمال حدوث تأثيرات شخصية ونظامية لانتهاكات البيانات‎. وعلى هذا النحو، أصبحت الحاجة إلى ضمانات ضد التهديدات الأمنية السيبرانية لهذه البيانات مهمة بشكل متزايد. ويتماشى هذا الحدث مع قرار مؤتمر المندوبين المفوضين ‎204 ‏[والقرار ‎89 ‏للجمعية العالمية لتقييس الاتصالات](https://www.itu.int/pub/T-RES-T.89-2022) اللذين يقترحان استخدام تكنولوجيا المعلومات والاتصالات لسد الفجوة في الشمول المالي.‎

3 وتشمل أهداف ورشة العمل ما يلي:

– تقديم لمحة عامة شاملة عن التهديدات الأمنية للتكنولوجيا المالية والشمول المالي الرقمي؛‎

– تحديد أفضل الممارسات التقنية والتنظيمية للأمن وإدارة المخاطر للتخفيف من التهديدات المحددة الواردة في توصيات الاتحاد بشأن أمن الخدمات المالية الرقمية؛

– عرض [مختبر أمن الخدمات المالية الرقمية (DFS) للاتحاد](https://www.itu.int/en/ITU-T/dfs/seclab/Pages/default.aspx) والتوجيهات العملية المقدمة إلى البلدان النامية بشأن أمن الخدمات المالية الرقمية؛

– ‏استكشاف مجموعة أدوات الاتحاد لتقييم المرونة السيبرانية حتى تتمكن الهيئات التنظيمية من إجراء تقييم ذاتي للمرونة السيبرانية للبنية التحتية الحيوية للخدمات المالية الرقمية؛

– ‏توفير منصة لخبراء الأمن السيبراني من المنطقة لتبادل الدروس المستفادة في مجال أمن التكنولوجيا المالية والمرونة السيبرانية والتنسيق استجابة لحماية البنية التحتية الحيوية والتصدي للتهديدات الناشئة في مشهد التكنولوجيا المالية‎.

4 وتستهدف الدورة التدريبية الأمنية بشأن الخدمات المالية الرقمية ممثلين عن هيئات تنظيم الاتصالات، ووكالات الأمن السيبراني الوطنية، والمصارف المركزية، وموردي الخدمات المالية، والمصارف، والوزارات، ومقدمي حلول أمن الخدمات وتكنولوجيا المعلومات، ومقدمي حلول الاستيقان المتين، والهيئات الأكاديمية، ومؤسسات البحث والتطوير، والمنظمات الأخرى العاملة في المسائل المتعلقة بأمن التكنولوجيا المالية والشمول المالي الرقمي.‎ والمشاركة مجانية ومفتوحة لجميع أصحاب المصلحة من الدول الأعضاء في الاتحاد وأعضاء القطاع والمنتسبين والمؤسسات الأكاديمية ولأي فرد من أي بلد عضو في الاتحاد يرغب في المساهمة في العمل. والمشاركة مجانية ومفتوحة للجميع. ولن تُمنح أي منح للمشاركة فيها.

5 وستُتاح جميع المعلومات ذات الصلة المتعلقة بورشة العمل، بما في ذلك مشروع البرنامج، في الموقع الإلكتروني للحدث هنا: <https://www.itu.int/en/ITU-T/webinars/dfs/sc/20240424/Pages/default.aspx>

وسيجري تحديث الصفحة الإلكترونية للحدث بانتظام كلما أتيح المزيد من المعلومات. ويرُجى من المشاركين المواظبة على زيارتها للاطلاع على أحدث المعلومات.

6 والتسجيل إلزامي لجميع المشاركين الذي ينوون حضور ورشة العمل. ويرجى منكم استكمال نموذج التسجيل في أقرب وقت ممكن عبر الإنترنت وهو متاح في الموقع التالي:
<https://www.itu.int/net4/CRM/xreg/web/Registration.aspx?Event=C-00013754>

و**يُشجَّع على التسجيل في وقت مبكر للحضور في الموقع**، ونظراً للسعة المحدودة في مكان الحدث، فإن **التسجيل للحضور في الموقع** مطلوب في **موعد أقصاه 14 أبريل 2024**. ويُرجى ملاحظة أن التسجيل المسبق للمشاركين في الأحداث الخاصة بنا يتم عبر الإنترنت حصراً.

7 وأود أن أذكركم بأن على مواطني بعض البلدان الحصول على تأشيرة للدخول إلى جمهورية كوريا وقضاء بعض الوقت فيها. ويجب طلب التأشيرة من المكتب (السفارة أو القنصلية) الذي يمثل جمهورية كوريا في بلدكم، أو من أقرب مكتب من بلد المغادرة في حالة عدم وجود مثل هذا المكتب في بلدكم. وقد تستغرق معالجة طلبات الحصول على التأشيرة والموافقة عليها بعض الوقت، ولذلك يُقترح التأكد مباشرةً من الممثلية المختصة وتقديم الطلب في وقت مبكر. وستتاح معلومات إضافية بشأن متطلبات الحصول على التأشيرة في الموقع الإلكتروني الخاص بالحدث في قسم **"معلومات عملية"**.

نتطلع إلى مشاركتكم ومساهماتكم القيمة.

وتفضلوا بقبول فائق التقدير والاحترام.

سيزو أونوي
مدير مكتب تقييس الاتصالات