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	Abstract:
	This TD contains some notes from the WP2 chair/TSAG to support the discussion and progress the work related to the FG-MV requests for time extension and for allocation of its deliverables to the work program of the SGs. 



Action:	    Discussion and Decision.



Introduction
The FG-MV has attracted a very broad and diverse participation and tremendous work and efforts have been spent to work on the expected objectives. I would like to acknowledge the constant and dedicated support of Cristina Bueti from the TSB secretariat.
The FG-MV was established on 16 December 2022 for a duration of one year from the first meeting, held on March 7th 2023, with the ToR as defined in Terms of reference​​​.
The FG-MV progress report is found in TD401 
The following requests to TSAG are made:
· The FG-MV would like to request TSAG to consider the extension of the lifetime of the Focus Group from March 2024 until June 2024. 
· FG-MV has approved 22 deliverables and would like to invite TSAG to consider the proposed allocation to various ITU-T Study Groups and other entities as contained in Table 3. (see table below)


The following contributions have been received: 
	Document number
	Title
	Source
	Subject(s)

	C79

	Proposals on the assignment of FG-MV deliverables  
	National Institute of Information and Communications Technology (NICT) (Japan), Oki Electric Industry Company Ltd. (OKI) (Japan)  
	Allocation of deliverables.

	C55
	Considerations on an incoming liaison statement from the FG-MV (FG-MV-LS33)  
	Russian Federation, Russian Satellite Communications Company (Russian Federation)  
	Allocation of deliverables.

	C87
	Allocation of FG-MV deliverables and lifetime of the FG-MV    
	Tanzania
	Allocation of deliverables.
Support the time extension request to June 2024.


	C76
	Proposals on the extension of FG-MV lifetime  
	Japan  
	Time Extension request to March 2025.


	C68
	Request for extension of FG-MV lifetime to keep and enhance the leading role of ITU-T on global metaverse standardization  
	Electronics and Telecommunications Research Institute (ETRI) (Korea (Rep. of)), Korea (Rep. of), KT Corporation (Korea (Rep. of))  
	Time Extension request to until one month before the first TSAG meeting in 2025


The following LSs have been received:
	Document number
	Title
	Source

	TD381
	LS/r on request to provide the standardization status for metaverse-related technologies (reply to FG-MV-LS23) [from ITU-T SG2]
	ITU-T SG2

	TD384
	LS/r on metaverse definition (reply to FG-MV-LS27) [from ITU-T SG2]
	ITU-T SG2

	TD400
	LS/i on Results of the fourth meeting of the FG-MV [from FG-MV]
	FG-MV

	TD401
	LS/i on progress report of the Focus Group on metaverse (FG-MV) to TSAG (updates from June 2023 to December 2023) [from FG-MV]
	FG-MV

	TD429
	LS/r on request to provide the standardization status for metaverse-related technologies (reply to TSAG-LS21 and FG-MV-LS23) [from ITU-T SG15]
	ITU-T SG15 



Presentation of TD401, TD400, TD381, TD429 and TD384.

General discussion points.
1) TSAG as parent group of FG-MV
As per A.7 the deliverables of the FG are to be reviewed by the parent group, TSAG. 
The role of the FG is to provide material to its parent group, for consideration in the development of Recommendations. The parent group does not necessarily have to transpose an FG deliverable as an ITU-T Recommendation. 
The rationale, for TSAG, to allocate each FG-MV deliverables to a particular SG or to remain on the FG’s website needs to be discussed and clearly identified, including relevance to the scope of the SG as currently defined. 
2) The key deliverables expected from the FG-MV as per the ToR are:
· To develop deliverables related to working definitions and terminology, use cases, and requirements.
· To develop deliverables with guidelines and collection of best practices, including a gap analysis and a pre-standardization roadmap, (emphasis added). 
·  To develop deliverables related to technical frameworks, including identification of fundamental underlying Technologies (emphasis added), and architecture, taking into consideration security requirements and approaches, PII protection and design principles to meet accessibility requirements.
TSAG should be aware that FG-MV is working on additional 40+ work items and has not yet concluded its work on the gap analysis and the pre-standardization roadmap. The scope of the requested time extension needs to be discussed.
Discussion points on the extension request and scope of work for the potential time extension.
Presentation of contributions C87 (time extension request), C76 and C68.
The FG-MV progress report: “Table 2 - Interim Activities of the Working Groups and Task Group”, indicates that 4 new TGs (may) have started their work in January 2024. They include the TG-gap analysis, with its planed deliverable: Technical ​Report - Gap analysis on metaverse standardization.
Points for discussion: 
· The gap analysis is clearly in the ToR and a major deliverable to establish the expected pre-standardization roadmap. For that purpose, the requested time extension may be beneficial.
· If the time extension is granted, should the FG-MV prioritize the development of the gap analysis and of the expected pre-standardization roadmap?

Discussion points on the allocation to various ITU-T Study Groups of the 22 completed deliverables.
Presentation of contributions C79, C55 and C87.
Points for discussions:
· Should all deliverables be transferred to SGs? 
· Some deliverables may be broad, and could remain under the FG-MV deliverables, and may also be used as communication materials. It provides an easy way to be referenced by multiple SGs and Sectors as needed.
· Some deliverables are guidelines for product and service implementations rather than guidelines for Recommendations, standards or technical specifications implementations.
· Should TSAG transfer the deliverables to one or more study groups? 
· Should TSAG decide that different sections of a deliverable are to be considered by various SGs (the deliverable may not be allocated)? or to decide to allocate the deliverable to a single SG?
· Noting that the gap analysis and the pre-standardization roadmap are not available, should the deliverables be transferred at this time?

Summary of the deliverables, proposed allocation by FG-MV are in the below table, with some notes from WP2 chair to facilitate the discussion.
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	No.
	Title
	Approved  
	Proposed allocation to ITU-T Study Groups and/or other entities
	Discussion points

	FGMV-01

	Technical Report on Exploring the metaverse: opportunities and challenges​
	July 2023
	ITU-T SG3, ITU-T SG16, ITU-T SG20 (ITU-D SGs)
	Summary:
This Technical Report explores the opportunities and challenges, and clarifies the role of international standards and the potential for the metaverse in the achievement of the United Nations Sustainable Development Goals.




	FGMV-02

	Technical Report on Metaverse: an analysis of definitions
	October 2023 
	ITU-T SG3 and ITU-T SG16 (ITU-T SG20, ITU-T SCV, ITU-D SGs)
	Summary: 
This Technical Report contains a detailed gap analysis in literature of “metaverse” definitions with an explained terminology. This Technical Report studied and analysed approximately 150 existing definitions of metaverse from various sources.

WP2 chair’s notes:
The report also identifies 24 key terms to be used when elaborating a definition. 
Suggest a review by ITU-T SCV.
Summary of discussion:
Xxxx

Allocation to:
xxx


	FGMV-20

	Technical Specification
Definition of metaverse

	December 2023
	ITU-T SG16 (SG3, SG20, ITU-T SCV)
Definition:
An integrative ecosystem of virtual worlds offering immersive experiences to users, that modify pre-existing and create new value from economic, environmental, social and cultural perspectives. 
NOTE – A metaverse can be virtual, augmented, representative of, or associated with the physical world.
	Summary: 
This Technical Specification provides the definition of the term “metaverse”. It leverages a detailed analysis of 150 existing definitions of metaverse that was undertaken for the development of the ITU Technical Report on “Metaverse: an analysis of definitions”, which was approved at the third meeting of the ITU Focus Group on metaverse (FG-MV), held on 3-5 October 2023 in Geneva, Switzerland.

WP2 chair’s notes:
 See also FGVM-08

Summary of discussion:
Xxx

Allocation to:
xxx



	FGMV-03
	Technical Report on Guidelines to assess inclusion and accessibility in metaverse standard development
	October 2023
	ITU-T SG16 (ITU-T SG9, ITU-T SG20, JCA-AHF, IRG-AVA)

	Summary:
Promoting diversity, equity, and inclusion in metaverse via accessibility implementation requires careful consideration of diverse factors. This Technical Report discusses how to realize the principles on metaverse by articulating accessibility. Values are generated through a mixture of virtual reality, augmented reality, mixed reality, and extended reality. [b-Dreamson and Park]’s empirical study articulates six values: bottom-up, collaboration, authorship, ownership, interconnectivity, and community. This Technical Report investigates and improves upon limitations found in earlier research and practices and validates the United Nations’ Sustainable Development Goal (SDG) principles, along with the six metaverse values for Digital Transformation (Dx) creating new values and cultures. Using these justifications, it explores guidelines for aligning metaverse platforms with the SDGs based on Dx, addressing the user experience dimensions of the platforms: conception, interaction, interface, information, and usability [b-Park a]. Universal design is the process of making a product accessible for everyone, regardless of their physical, sensory, or cognitive abilities. In this sense, metaverse should be inclusive of diverse cultures, languages, and perspectives, and should promote the SDG principles. By proposing guidelines and recommendations, the Technical Report strengthens the argument for articulating accessibility as a means of realizing inclusion in developing metaverse. The outcomes of the report are to articulate the values for metaverse SDGs in terms of digital transformation, to develop a set of guidelines for assessing inclusion and accessibility in metaverse, and to provide strategic and meaningful engagement with platforms towards SDGs.

WP2 chair’s notes:
- Also Highlights Six educational values for metaverse, mapped them to the SDG 5Ps
 
Summary of discussion:
Xxxx
Allocation to:
xxx


	FGMV-04
	Technical Specification on Requirements of accessible products and services in the metaverse: Part I – System design perspective
	October 2023
	ITU-T SG16, ITU-T SG9, ITU-T SG20 (JCA-AHF, IRG-AVA)

	Summary:
This Technical Specification provides high-level requirements for designers and developers to create an accessible immersive experience in the metaverse. This document considers the common accessibility requirements for the design and development phases of born accessible products and services in the metaverse. The document is related to “Requirements of accessible products and services in the metaverse: Part II – User perspective” and provides common accessibility requirements.



	FGMV-05
	Technical Specification on Requirements of accessible products and services in the metaverse: Part II – User perspective
	October 2023
	ITU-T SG16, ITU-T SG9, ITU-T SG20 (JCA-AHF, IRG-AVA)

	Summary:
This Technical Specification provides requirements on how to develop an accessible metaverse from a user perspective. This document considers the various metaverse components and the actions that users, regardless of their capabilities, may perform to access the metaverse, create an identity within the metaverse, navigate the metaverse and interact in the metaverse. The document is related to ITU FG-MV Technical Specification on “Requirements of accessible products and services in the metaverse: Part I – System design perspective” and provides requirements on the role of users in creating and assessing accessibility services.




	FGMV-06

	Technical Report on Guidelines for consideration of ethical issues in standards that build confidence and security in the metaverse
	October 2023
	ITU-T SG17, ITU-T SG16 (OHCHR, UNDESA)

	Summary:
As the world becomes increasingly digital, the metaverse is emerging as a new frontier of social and economic interaction; allowing people to create, connect, and collaborate in ways that were previously thought impossible. In its nascent phase of user adoption, this is a timely opportunity to formulate guidelines for meaningful engagement, as well as to help mitigate challenges that continue to afflict the digital platforms that make up its infrastructure and ecosystems.
The need for trust and confidence, cornerstones in any environment necessitating user interaction and participation, is amplified in virtual environments [b-Gefen et al.]. This need takes on increased significance as the participatory nature of the metaverse and vast amounts and increasingly personalized nature of data collected, together usher in a new frontier for user safety and security.
The objective of this Technical Report is to develop a set of guidelines that address ethical aspects in the establishment of standards for engagement within the metaverse.
Given the importance of confidence to user engagement, the report puts forward a user-centric approach by emphasizing principles grounded in the Universal Declaration of Human Rights (UDHR) and the United Nations Sustainable Development Goals (SDGs).
User expectations, especially as they relate to personal safety, are a central component of confidence in navigating the metaverse and other digital platforms. Yet, historically, the reality (as it compares to these expectations) has fallen short, resulting in a discrepancy between anticipated and actual safeguards.
The report will explore user expectations and propose a new framework to define user confidence and how it is expressed in immersive environments. It will also introduce guiding principles to bolster user confidence in navigating metaverse platforms, with a goal of fostering a sense of safety, control, user autonomy, fairness, transparency, and access to adequate information during interactions within immersive spaces.
Where confidence in metaverse environments shares similarities with confidence in existing digital platforms will also be discussed, as will unique considerations introduced by the immersive and comprehensive nature of the metaverse as well as ways in which these can be addressed.
The report will subsequently explore distinct elements necessary for fostering meaningful engagement within the metaverse context.
By centring the user experience in building security and confidence in the metaverse, this Technical Report aims to support efforts to ensure the metaverse evolves in a way that serves its users and their needs, while also adhering to the principles of sustainable development.

WP2 chair’s notes:
- Proposed next step: research “confidence information” to build a framework based on trust (privacy, security, resilience, intellectual property) and human dimension (safety, well-being, inclusion, accessibility, sustainability).

Summary of discussion:
Xxxx
Allocation to:
xxx


	FGMV-07

	Technical Report on Policy and regulation opportunities and challenges in the metaverse
	October 2023
	ITU-T SG3 (ITU-T SG16, ITU-T SG17, ITU-T SG20)
	Summary:
The transformative potential of the metaverse will require policymakers and regulators to strike the right balance between social, environmental, economic, and legal aspects of the metaverse. To support policy makers and regulators in this important endeavour, this Technical Report looks at the policy and regulatory challenges of the metaverse, including an overview of its key enabling technologies, as well as regional and national approaches to metaverse development.
With around one third of humanity lacking any digital connectivity, a primary policy and regulatory concern for the metaverse remains addressing the digital divide and ensuring an open, accessible, and inclusive metaverse. To be accessible by all, the metaverse will require energy-intensive data centres and communication networks, presenting substantial environmental challenges. Policymakers and regulators will need to address environmental concerns, including from e-waste, while accelerating the adoption of energy efficient metaverse practices enabled by Internet of Things and Digital Twin technologies. Development of standards and interoperability will play a key role in identifying efficiencies, as well as providing a seamless and enjoyable user experience in the metaverse while encouraging market competition.
The immersive nature of the metaverse is expected to generate vast amounts of personally identifiable information, making privacy, security, and trust vital concerns. Similarly, ethical, and human rights considerations will need to be considered to promote responsible behaviour in the metaverse. Policymakers and regulators will need to develop guidelines and frameworks to address these concerns and ensure that the metaverse aligns with societal values.
Lastly, the metaverse offers a unique opportunity for policymakers and regulators to harmonize their policy and regulatory efforts related to the metaverse and its enabling technologies. As whole regions around the world, as well as countries, and cities embrace the potential social and economic benefits of the metaverse, policymakers will need to be sensitive to different adoption and implementation approaches while promoting interoperability. The same applies to metaverse-enabling technologies such as AI, blockchain, and cloud computing. This harmonization will not only ensure that the metaverse develops for the benefit of all users but also accelerates sustainable digital transformation and achievement of the Sustainable Development Goals.



	FGMV-08
	Technical Specification on Design criteria and technical requirements for sustainable metaverse ecosystem
	October 2023
	ITU-T SG5 (ITU-T SG16, ITU-T SG13, ITU-T SG20, UNDESA)

	Summary:
Metaverse holds promises on accelerating progress towards the UN Sustainable Development Goals (SDGs), for instance, in health, biology computation, automotive, aerospace, education, and mitigation of the effects of extreme climate events. However, digital spaces have inherent costs and pose new environmental, social, and economic risks. If not properly governed, the rise of metaverse could amplify adverse environmental consequences inherent to its enabling technologies (e.g., AI, A/R, blockchains, IoT and digital twins) leading to increased CO2-emissions, e-waste, and resource consumption, harming local ecosystems, communities, and their businesses.
Moreover, emerging AI risks related, for instance, to manipulation, disinformation, isolation, echo chambers, and amplification of individual/group discriminations can be amplified by the metaverse. In business, high-performance hardware and costly resources needed to develop, test and maintain metaverse applications could be an economic barrier for SMEs, start-ups and non-profit organizations, thus deepening influence and power gaps. Moreover, the development of resource-intensive metaverse can amplify long-term rebound-effects risks, leading to a substantial increase in CO2 emissions and resource consumption. The contributions of this document are threefold: 1. A definition of a sustainable metaverse ecosystem; 2. Design criteria to integrate at design environmental, social and economic sustainability needs; 3. System requirements for sustainable metaverse ecosystems.

WP2 chair’s notes:
Definition: 
Sustainable metaverse ecosystem:  a metaverse ecosystem that is designed and operated:
1. to address present environmental and societal needs without compromising the ability of future generations to meet their own needs and
2. to harness system benefits for the environment, people and stakeholders while preventing any type of harm to them and mitigating unintended sustainable impacts.
Suggest a review of this definition by ITU-T SCV.

Summary of discussion:
Xxxx
Allocation to:
xxx


	FGMV-09

	Technical Report on Power metaverse: Use cases relevant to grid side and user side
	October 2023
	ITU-T SG16 and ITU-T SG20
	Summary:
This Technical Report provides steps for the realization and use cases of power metaverse applied in the power system from the perspectives of the user and the grid. Each use case describes the application scenario, the assumptions and the service scenario.



	FGMV-10

	Technical Report on Cyber risks, threats, and harms in the metaverse
	December 2023
	ITU-T SG17
	Summary:
This Technical Report emphasizes the importance of understanding the cybersecurity landscape in the metaverse. It provides an overview of this emerging digital realm and its potential, highlighting its transformative nature. It also analyzes and documents the specific cybersecurity risks, threats, and potential harms associated with the metaverse. This Technical Report covers areas such as identity theft, malware, data breaches, and social engineering. Moreover, it explores the background of cybersecurity risks in the metaverse. Additionally, this Technical Report examines the implications of these cybersecurity risks, including their impact on user trust, virtual economies, and assets.

WP2 chair’s notes:
 Identifies areas for Standardization Activities: identity management, interoperability, asset management, Access to the metaverse, User Awareness about Cyber Hygiene.
Summary of discussion:
Xxxx
Allocation to:
xxx


	FGMV-11

	Technical Report on Embedding safety standards and the user control of Personally Identifiable Information (PII) in the development of the metaverse
	December 2023
	ITU-T SG17 and ITU-T SG16
	Summary:
This Technical Report develops three key areas of a rights-based approach to embedding ethics and safety standards and user control of PII in developing the metaverse that build conceptually on each other:
· Data control and agency of users in relation to their service and platform provider,
· Human rights test governing workflow design as well as the conduct of service and platform providers as that conduct relates to their public stakeholders, and
· Principles for the development of safety standards in line with the SDGs that can effectively govern user conduct within the metaverse spaces such providers offer.
The report further maps out key lenses in which these three areas interact with one another, with platform design considerations, and other stakeholders. It also offers a practical use-case on an open source and decentralized protocol demonstrating how technical infrastructure can enable user control of PII.

WP2 chair’s notes:
Proposes the Decentralized Social Networking Protocol (DSNP) as a potential solution for user to control their data across platforms.

Summary of discussion:
Xxxx
Allocation to:
xxx


	FGMV-12
	Technical Report on Children's age verification in the metaverse
	December 2023
	ITU-T SG17 (UNICEF and ITU-D SG2)
	Summary:
The metaverse offers a rich, immersive digital experience encompassing Extended Reality (XR) technologies like Virtual Reality (VR), Augmented Reality (AR), and Mixed Reality (MR). With its potential to engage all human senses, the risks and online threats to children in the metaverse are intensified. These threats can originate from content, contact, or conduct, with the metaverse amplifying the impacts of such dangers. The ITU's Child Online Protection (COP) guidelines stress that digital protection measures should not infringe on children's other rights, necessitating age-appropriate content controls.
Age verification is pivotal in shielding children from online perils, prompting nations to impose age verification mandates. Methods like self-declaration, credit cards, biometrics, profiling, digital IDs, and third-party verification serve as age verification mechanisms. Existing regulations, such as GDPR and California's AADC, provide general guidelines on age verification and demand utilizing proper technology proportional to potential risks. The metaverse, with its array of sensors and devices, offers a unique avenue to bolster age verification procedures, especially with soft biometrics that do not compromise users' privacy.
As online threats in the metaverse surge, platforms should institute risk assessment frameworks considering content and immersion levels. Age verification methods should align with the risk levels, ensuring that the data collected is minimal and solely serves verification purposes. For example, Zero-knowledge proofs (ZKPs) can be used for age assertion without revealing exact ages. Trusted third-party verification is advocated because it enables platform interoperability and prevents sharing data with multiple sources. Thus, we discuss the potential challenges and provide general guidelines that should be helpful for implementing third-party age verification.




	FGMV-13
	Technical Report on Responsible Use of AI for Child Protection in the metaverse
	December 2023
	ITU-T SG17 (ITU-T SG3, UNICEF and ITU-D SG2)
	Summary:
This Technical Report explores the scope for the responsible use of A1 for child protection in the metaverse as a contribution in this area to assist in the achievement of the United Nations Sustainable Development Goals.

WP2 chair’s notes:
- Proposes strategic policies in the form of education curriculum
- Proposes technical policies to address: Responsible Use a parental control of AI, Moderating Visual and Text contents, Age verification Process, Personalized Behavioural Monitoring, Censoring Content filtering, Location tracking, Purchase monitoring, Behavioral Analysis.

Summary of discussion:
Xxxx
Allocation to:
xxx


	FGMV-14
	Technical Report on Regulatory and economic aspects in the metaverse: Data protection-related
	December 2023
	ITU-T SG3 (ITU-T SG17, ITU-T SG20)
	Summary:
In a world still striving for securing data protection and data sovereignty, the metaverse comes as one of the latest trends in technological developments and waves, especially that it involves a wide range of economic activities in a non-regulated new world. Similar to its previous counterparts, the idea opens up a multitude of risks and threats, coming hand-in-hand with the opportunities it creates. This technical report tries to explore the possible data protection concerns in the metaverse in terms of regulatory and economic perspectives. The technical report is divided into two parts; general data protection-related concerns and economic data protection-related concerns. The data protection topic is considered a foundational base for conducting economic activities in the metaverse and for regulating all activities on the metaverse. The contribution approaches this novel topic through the 'Life Cycle of Data Threat Model' that tries to pinpoint some threats in different stages of the data life cycle. The model depends on dividing the lifecycle of data into 7 stages; data generation, data transfer, data usage, data sharing, data storage, data archival and data destruction. The contribution finally presents a data protection assessment framework that can be used to assess the level of threat of each of the challenges presented, and therefore policy priorities may be determined accordingly.




	FGMV-15
	Technical Specification on Accessibility requirements for metaverse services supporting IoT
	December 2023
	ITU-T SG20 (ITU-T SG16, ITU-T SG9, JCA-AHF, IRG-AVA)

	Summary:
The virtual world based on real-world data collected through IoT technology and using XR technology as UX is collectively referred to as a metaverse supporting IoT. The ideally constructed metaverse interface should prevent persons with disabilities and those with specific needs who have difficulty using certain senses in the real world from feeling this difficulty in the metaverse. This Technical Specification defines the accessibility requirements that metaverse services supporting IoT should have.

WP2 chair’s notes:
- Identify 3 areas of accessibility: Sensory perception, Spatial perception, performing communication/action;
- Provide accessibility requirements in these 3 areas for services when implementing digital twins. 

Summary of discussion:
Xxxx
Allocation to:
xxx


	FGMV-16
	Technical Report on Accessibility in a sustainable metaverse
	December 2023
	ITU-T SG16 (ITU-T SG9, ITU-T SG20, JCA-AHF, IRG-AVA)
	Summary:
This Technical Report promotes and instructs on the adaptation of an integrated approach to accessibility and sustainability in the metaverse. It explores the integration of accessibility products and services in the metaverse and their associated social benefit and environmental impact. Emphasising the need for the early integration of accessibility and sustainability, this document presents information and guidance on how to incorporate sustainable accessibility products and services in the metaverse from the outset. Questions related to sustainability and accessibility in the metaverse need to consider the following:
· Social benefit of sustainable accessibility products and services in the metaverse.
· Challenges and opportunities of an accessible and sustainable metaverse.




	FGMV-17
	Technical Report on Guidelines and requirements on interpreting in the metaverse
	December 2023
	ITU-T SG16 (ITU-T SG9, ITU-T SG20, JCA-AHF, IRG-AVA)
	Summary:
This document provides guidelines and requirements on interpreting in the metaverse. It summarises typical use settings that require interpreting in the metaverse, including conference interpreting, public service interpreting and sign-language interpreting. It describes technical requirements for interpreting in the metaverse. It also provides advice for all parties in interpreted events in the metaverse, including organizers, speakers, interpreters and audience in interpreting-facilitated events in the metaverse.




	FGMV-18
	Technical Report on Guidance on how to build a metaverse for all – Part I: Legal Framework
	December 2023
	ITU-T SG16 (ITU-T SG9, ITU-T SG20, JCA-AHF, IRG-AVA)

	Summary:
This document proposes some guidelines to ensure by default equity, accessibility, and inclusivity in the development of the metaverse. Its primary objective is to offer the context for the legal framework based on the United Nations (UN) mandates and Sustainable Development Goals (SDGs), along the derived standards. This document offers a comprehensive understanding of the current state of the background which should underlay any metaverse development. The document also identifies the key challenges that hinder the achievement of equity, accessibility, and inclusivity within the metaverse, and propose potential roadmaps towards constructing a metaverse leaving no one behind.




	FGMV-19

	Technical Specification on Service scenarios and high-level requirements for metaverse cross-platform interoperability
	December 2023
	ITU-T SG16
	Summary:
This deliverable specifies the service scenarios and high-level requirements for metaverse cross-platform interoperability. With the increasing number of metaverse platforms being developed, there is a need to create an open and seamless metaverse interoperable environments between metaverse platforms that fosters innovation and collaboration. This deliverable aims to identify the various intended service scenarios and high-level requirements of four types of metaverse cross-platform interoperability: avatar interoperability, asset interoperability, content interoperability, identity interoperability.

WP2 chair’s note:
-Detailed scenarios with call flows, high-level requirements for interoperability of metaverse platforms. 
-Appendix with a list of SDOs and related standardization activities (W3C, 3GPP, SG11, MSF, notably missing ISO/IEC).

Summary of discussion:
Xxxx
Allocation to:
xxx


	FGMV-21

	Technical Report on Principles for Building Concepts and Definitions Related to metaverse
	December 2023
	ITU-T SG16 (ITU-T SG3, ITU-T SG20, ITU-T SCV)

	Summary:
This document establishes the principles for building terms, concepts and definitions related to metaverse, as the foundation for developing technical specification of vocabulary for metaverse.

WP2 chair’s notes:
Suggest review by ITU-T SCV

Summary of discussion:
Xxxx
Allocation to:
xxx


	FGMV-22

	Technical Specification on Capabilities and requirements of Generative Artificial Intelligence in metaverse applications and services
	December 2023
	ITU-T SG9, ITU-T SG16 and ITU-T SG20
	Summary:
As the technology continues to evolve, there is an increasing demand for generative artificial intelligence (GAI) technology in the metaverse. GAI is crucial for creating immersive and interactive experiences in the metaverse. It has numerous capabilities in metaverse applications and services, from creating personalized avatars and environments to generating more immersive and personalized services. These capabilities can enrich the content of metaverse in more forms and significantly enhance the user experience within the metaverse, providing a more engaging and immersive environment.
This Technical Specification provides capabilities and requirements of Generative Artificial Intelligence in metaverse applications and services. This document specifies four common capabilities of Generative Artificial Intelligence in metaverse applications and services and analyzes the description, assumption, service scenario. And it specifies the requirements of Generative Artificial Intelligence in metaverse applications and services.

WP2 chair’s notes:
- 4 scenarios, call flows and high-level requirements for: GAI for Personalized Avatar Creation, Dynamic Environment Generation, Immersive Interaction, Personalization

Summary of discussion:
Xxxx
Allocation to:
xxx
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