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| **Резюме**: | В этом вкладе Соединенные Штаты излагают свои замечания по некоторым аспектам, касающиеся круга ведения и направлений работы 20-й Исследовательской комиссии. Мы приводим эти замечания главным образом в ответ на Документ 22 ВАСЭ-16 – Отчет ИК20 МСЭ-Т Всемирной ассамблее по стандартизации электросвязи (ВАСЭ-16), часть II (Вопросы, предлагаемые для изучения в ходе следующего исследовательского периода (2017–2020 годы)). Мы также предлагаем внести незначительные изменения в Документ 21 ВАСЭ 16 – Отчет ИК20 МСЭ-Т ВАСЭ-16, часть I (Общие положения), в частности в раздел 4 "Замечания, касающиеся будущей работы". |

Обсуждение

20-я Исследовательская комиссия (ИК20) создана Консультативной группой по стандартизации электросвязи (КГСЭ) на период между ВАСЭ. Ее текущий круг ведения указан в [TD/322(Rev.3)](http://www.itu.int/md/T13-TSAG-150602-TD-GEN-0322/en). В течение прошедшего года представители США конструктивно участвовали в дискуссиях как КГСЭ, так и ИК20 о круге ответственности ИК20 и соответствующих направлениях работы. Делегация США постоянно поднимала вопросы, вызывающие обеспокоенность, некоторые из которых мы адресовали другим участникам этой Ассамблеи. При рассмотрении Документа 21 (особенно раздела 4 "Замечания, касающиеся будущей работы") и Документа 22 Соединенные Штаты определили несколько областей, которые по-прежнему вызывают обеспокоенность.

Этот вклад относится к двум проблемам, связанным с конфиденциальностью и инфраструктурой, по которым мы хотели бы получить разъяснения от ВАСЭ. Кроме того, поскольку ВАСЭ впервые обращается к этой теме, важно, чтобы были рассмотрены и скорректированы круг ведения и будущие направления работы ИК20.

Конфиденциальность

Соединенные Штаты считают, что необходимо более четко разграничить работу в области международных технических стандартов и государственную политику в отношении конфиденциальности и защиты данных. Понятие "конфиденциальность" имеет разные значения в различных контекстах, и в разных странах юридическая защита конфиденциальности осуществляется по-разному. Конфиденциальность – это вопрос государственного управления, регулируемый с помощью законодательства и/или нормативных актов. На международном уровне правительства ведут переговоры о соответствующих соглашениях, в которых отражается обширный юридический анализ и стремление к сотрудничеству.

Соединенные Штаты признают, что другие организации по разработке стандартов (ОРС) используют в своей работе термины "безопасность и конфиденциальность", но важно отметить, что такая работа ограничена лишь техническими элементами конфиденциальности. Как организация Государств-Членов, МСЭ-T должна проявлять особую осторожность во избежание фактических и предполагаемых усилий, направленных на выход за рамки своего мандата технических стандартов международных государственных сетей электросвязи и на решение вопросов, регулируемых государственными законами, нормативными актами и политикой Государств – Членов МСЭ. Союзу также следует избегать каких бы то ни было проявлений одобрения конкретных национальных подходов. Например, будет неуместно, если МСЭ-T станет разрабатывать Рекомендации, поощряющие конкретную государственную или региональную политику в области конфиденциальности.

Ввиду трудности надлежащего разделения технических элементов конфиденциальности и ее правовых аспектов Соединенные Штаты рекомендуют МСЭ-Т избегать ссылок на конфиденциальность в направлениях работы и Рекомендациях, а делать упор на конкретные технические механизмы, которые стремятся стандартизировать эксперты МСЭ-T.

С этой целью и для согласования с Резолюцией 130 (Пересм. Пусан, 2014 г.) мы рекомендуем заменить в Документах 21, 22 и в круге ведения 20-й Исследовательской комиссии термин "конфиденциальность" термином "доверие". США понимают, что термин "безопасность", там где он используется в C21 или C22, относится к работе, порученной ИК20 Специальной группой (КГСЭ [TD/614(Rev.2)](http://www.itu.int/md/T13-TSAG-160718-TD-GEN-0614/en)), утвержденной собранием КГСЭ в июле 2016 года.

Инфраструктура

Вопросы E/20 и F/20 относятся к проблеме использования методов интернета вещей (IoT) в "умных" городах и сообществах (SC&C). Насколько мы понимаем, физическая инфраструктура по Вопросам E/20 и F/20 не включает защиту критически важных объектов инфраструктуры, поскольку определение классификации объектов инфраструктуры как критически важных – это вопрос государственной, а не международной политики. Далее мы отмечаем, что все аспекты безопасности инфраструктуры SC&C, затронутые в Вопросах E/20 и F/20, должны сопровождаться распределениями, указанными в [TD/614(Rev.2)](http://www.itu.int/md/T13-TSAG-160718-TD-GEN-0614/en) КГСЭ.

Соединенные Штаты признают потенциальную полезность приложений и услуг IoT в сфере управления городскими системами и инфраструктурой, такими как электросети, и мы признаем потенциальную полезность технических стандартов для облегчения этой работы. Однако мы отмечаем, что способы эксплуатации многих таких систем препятствуют международной стандартизации ввиду высокой степени физической и государственной специфики построения и регулирования подобной инфраструктуры. Мы предлагаем добавить текст, уточняющий эти важные различия.
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Предложение

1) Соединенные Штаты предлагают изменить круг ведения ИК20, указанный в КГСЭ-15 [TD/322(Rev.3)](http://www.itu.int/md/T13-TSAG-150602-TD-GEN-0322/en), заменив слово "конфиденциальность" словом "доверие".

2) Соединенные Штаты предлагают заменить слово "конфиденциальность" и/или слова "конфиденциальность и доверительные отношения" словами "доверие и безопасность" везде, где эти слова фигурируют в Документе 22 ВАСЭ 16 и Документе 21 ВАСЭ-16 (раздел 4) "Замечания, касающиеся будущей работы".

3) Соединенные Штаты предлагают добавить в Вопросы E/20 и F/20 текст, разъясняющий важное различие между техническими стандартами, относящимися к IoT-методам измерения и администрирования физической инфраструктуры (электросети, водоснабжение, транспорт), и правами отдельных государств по определению классификации и политики в отношении критической инфраструктуры и ее защиты.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_