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	Abstract:
	This contribution contains the report of ITU-T Study Group 11 to WTSA-16 concerning its activities during the 2013-2016 study period.

Note by the TSB:
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1.1	Responsibilities of Study Group 11
Study Group 11 was entrusted by the World Telecommunications Standardization Assembly (Dubai, 2012) with the study of 15 Questions in the area of signalling requirements and protocols, including those for IP-based network technologies, next-generation networks (NGN), machine-to-machine (M2M) communication, Internet of things (IoT), future networks (FN), cloud computing, mobility, some multimedia-related signalling aspects, ad hoc networks (sensor networks, radio-frequency identification (RFID), etc.), quality of service (QoS), and inter-network signalling for legacy networks (e.g. ATM, NISDN and PSTN). In addition, it is responsible for studies relating to reference signalling architectures and test specifications for NGN and emerging network technologies (e.g. IoT, etc.).
The above mandate is stated in Annex A to WTSA-12 Resolution 2, which also states the following lead study group responsibilities for Study Group 11 “Signalling requirements, protocols and test specifications”:
–	Lead study group on signalling and protocols
–	Lead study group on machine-to-machine (M2M) signalling and protocol
–	Lead study group on test specifications, conformance and interoperability testing
Annex B to WTSA-12 Resolution 2 states the following points of guidance to Study Group 11 for the development of the post-2012 work programme:
ITU-T Study Group 11 is responsible for studies relating to signalling requirements and protocols, including those for IP-based network technologies, next-generation networks (NGN), machine-to-machine (M2M) communication, Internet of things (IoT), future networks (FN), cloud computing, mobility, some multimedia-related signalling aspects, ad hoc networks (sensor networks, radio-frequency identification (RFID), etc.), quality of service (QoS), and inter-network signalling for legacy networks (e.g. ATM, NISDN and PSTN). In addition, it is responsible for studies relating to reference signalling architectures and test specifications for NGN and emerging network technologies (e.g. IoT, etc.).
In addition, Study Group 11 will develop Recommendations on the following subjects:
–	network signalling and control functional architectures in emerging telecommunication environments (e.g. M2M, IoT, FN, cloud computing, etc.);
–	application control and signalling requirements and protocols;
–	session control and signalling requirements and protocols;
–	bearer control and signalling requirements and protocols;
–	resource control and signalling requirements and protocols;
–	signalling and control requirements and protocols to support attachment in emerging telecommunication environments;
–	reference signalling architectures;
–	test specifications for emerging network technologies to assure interoperability;
–	conformance, interoperability testing and service and network measurement benchmarking.
Study Group 11 is to lend assistance in the preparation of a handbook on the deployment of packetbased networks.
Study Group 11 is to reuse, where appropriate, protocols that are being developed by other SDOs, in order to maximize standards investments.
The development of requirements and protocols will be as follows:
–	Study and develop signalling requirements.
–	Study existing protocols to determine if they meet the requirements, and work with the relevant organizations for necessary enhancements or extensions.
–	Develop protocols to meet requirements beyond the capabilities of existing protocols.
–	Develop protocols to meet the requirements of new services and technologies.
–	Develop protocol profiles for existing protocols.
–	Develop specifications for interworking between any new signalling protocols and existing ones.
Study Group 11 is to work on enhancements to existing Recommendations on access and inter-network signalling protocols of BICC, ATM, N-ISDN and PSTN, i.e. Signalling System No. 7, DSS1 and DSS2, etc. The objective is to satisfy business needs of member organizations that wish to offer new features and services on top of networks based on existing Recommendations.
When meeting in Geneva, Study Group 11 will hold collocated meetings with Study Group 13.
Joint rapporteur group activities of different study groups (under a global standards initiative (GSI) or other arrangements) shall be seen as complying with the WTSA expectations for collocation.
Annex C to WTSA-12 Resolution 2 (as modified by TSAG) states the following list of Recommendations under the responsibility of Study Group 11:
–	ITU-T Q-series, except those under the responsibility of Study Groups 2, 13, 15 16 and 20
–	Maintenance of the ITU-T U-series
–	ITU-T X.290-series (except ITU-T X.292) and ITU-T X.600  ITU-T X.609
–	ITU-T Z.500-series
1.2	Management team and meetings held by Study Group 11
Study Group 11 met 5 times in Plenary and 13 times in Working Parties in the course of the study period (see Table 1) under the chairmanship of Mr Wei Feng (Huawei, China) assisted by Vice-chairmen Mr Isaac Boateng (National Communications Authority, Ghana), Mr Martin Brand (A1 Telekom Austria AG, Austria), Mr Shin-Gak Kang (ETRI, Korea (Rep.of)), Mr Kaoru Kenyoshi (NEC, Japan) and Mr Dmitri Tarasov (Russia). Mr Stefano Polidori was the TSB Advisor for ITUT SG11, assisted by Mrs Emma Norton Viard. Vice-chairman Mr Horacio Villalobos Tlatempa (Comisión Federal de Telecomunicaciones, Mexico) was unable to attend any meetings during the study period.
In addition many Rapporteurs’ meetings (including e-meetings) took place during the study period in different locations, see Table 1-bis.
TABLE 1
Meetings of Study Group 11 and its Working Parties
	Meetings
	Place, date
	Reports

	SG11 (Joint meeting with ETSI TC INT)
	Geneva, 27 June - 6 July 2016
	COM 11 –R 34 to R 38

	WP3/11
	Geneva, 29 April 2016
	COM 11 –R 33

	WP4/11
	Sophia Antipolis, 24 March 2016
	COM 11 –R 32

	SG11
	Geneva, 2-11 December 2015
	COM 11 – R 27 to R 31

	SG11
	Geneva, 22-29 April 2015
	COM 11 – R 22 to R 26

	WP2/11 & 3/11 
	Geneva, 21 November 2014
	COM 11 – R 20 to R 21

	SG11
	Geneva, 9-16 July 2014
	COM 11 – R 15 to R 19

	WP1/11, 2/11 & 3/11
	Geneva, 21 February 2014
	COM 11 – R 12 to R 14

	WP4/11
	Geneva, 14-20 November 2013
	COM 11 – R 11

	WP1/11, 2/11 & 3/11
	Kampala, 7-13 November 2013
	COM 11 – R 8 to R 10

	WP1/11 & 2/11
	Geneva, 21 June 2013
	COM 11 – R 6 to R 7

	SG11
	Geneva, 25 February - 1 March 2013
	COM 11 – R 1 to R 5
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Rapporteur meetings organized under Study Group 11 during the study period
	Dates
	Place/Host
	Question(s)
	Event name

	2013-06-17
to
2013-06-21
	Switzerland [Geneva]
	Q1/11, Q2/11
Q3/11, Q4/11
Q5/11, Q6/11
Q14/11
	Rapporteur Group Meetings (Q1, 2, 3, 4, 5, 6, and 14/11)

	2013-06-24
to
2013-06-28
	Switzerland [Geneva]
	Q9/11
	Q9/11 Rapporteur Group Meeting

	2014-02-17
to
2014-02-21
	Switzerland [Geneva]
	Q1/11, Q2/11
Q3/11, Q4/11
Q5/11, Q6/11
Q8/11, Q11/11
Q14/11
	Interim rapporteur groups meetings of Study Group 11

	2014-04-22
to
2014-04-24
	E-Meeting
	Q9/11
	Question 9/11 Rapporteur e-meeting

	2014-05-19
	E-Meeting
	Q14/11
	Question 14/11 Rapporteur e-meeting

	2014-05-27
to
2014-05-29
	China [Shenzhen]
	Q4/11, Q6/11
	Joint Q4/11 and Q6/11 Rapporteurs' meeting

	2014-08-28
	E-Meeting
	Q8/11
	Q8/11 Rapporteur group meeting

	2014-09-23
	E-Meeting
	Q4/11
	Joint Q4/11 and Q6/13 meeting

	2014-09-30
	E-Meeting
	Q8/11
	Q8/11 Rapporteur group meeting

	2014-10-22
	E-Meeting
	Q8/11
	Q8/11 Rapporteur group meeting

	2014-11-12
to
2014-11-18
	Switzerland [Geneva]
	Q1/11
	Q1/11 Rapporteur group meeting

	2014-11-13
	Switzerland [Geneva]
	Q15/11
	Q15/11 Rapporteur group meeting

	2014-11-13
to
2014-11-14
	Switzerland [Geneva]
	Q2/11
	Q2/11 Rapporteur group meeting

	2014-11-13
to
2014-11-14
	Switzerland [Geneva]
	Q3/11
	Q3/11 Rapporteur group meeting

	2014-11-13
to
2014-11-19
	Switzerland [Geneva]
	Q14/11
	Q14/11 Rapporteur group meeting

	2014-11-17
to
2014-11-21
	Switzerland [Geneva]
	Q4/11
	Q4/11 Rapporteur group meeting

	2014-11-18
to
2014-11-19
	Switzerland [Geneva]
	Q5/11
	Q5/11 Rapporteur Group meeting

	2014-11-19
to
2014-11-20
	Switzerland [Geneva]
	Q9/11
	Q9/11 Rapporteur group meeting

	2014-11-19
to
2014-11-21
	Switzerland [Geneva]
	Q8/11
	Q8/11 Rapporteur group meeting

	2014-12-17
	E-Meeting
	Q11/11
	Q11/11 Rapporteur group meeting

	2015-02-25
to
2015-02-27
	E-Meeting
	Q9/11
	Q9/11 Rapporteur group e-meeting

	2015-03-11
	E-Meeting
	Q11/11
	Q11/11 Rapporteur group meeting

	2015-03-20
	E-Meeting
	Q4/11
	Joint Q4/11 & Q6/13 Rapporteur group meeting

	2015-06-23
	E-Meeting
	Q4/11
	Joint Q4/11 & Q 6/13 Rapporteur group meeting

	2015-07-13
to
2015-07-17
	Switzerland [Geneva]
	Q1/11, Q3/11
Q4/11, Q14/11
	Interim rapporteur groups meetings of Study Group 11

	2015-07-23
	E-Meeting
	Q8/11
	Q8/11 Rapporteur group meeting

	2015-09-07
to
2015-09-11
	E-Meeting
	Q9/11
	Q9/11 Rapporteur group meeting

	2015-09-08
to
2015-09-10
	Austria [Vienna]
	Q10/11, Q11/11
Q15/11
	Interim rapporteur groups meetings (Joint meeting with ETSI TC INT)

	2015-11-06
	E-Meeting
	Q4/11
	Q4/11 and Q6/13 meeting

	2016-03-14
to
2016-03-18
	E-Meeting
	Q9/11
	Q9/11 Rapporteur group meeting

	2016-03-21
to
2016-03-24
	France [Sophia Antipolis]
	Q2/11, Q10/11
Q11/11, Q15/11
	Interim rapporteur group meetings (Joint with ETSI TC INT)

	2016-04-25
to
2016-04-29
	Switzerland [Geneva]
	Q1/11, Q4/11
Q8/11, Q9/11
Q14/11
	Interim rapporteur group meetings

	2016-05-11
to
2016-05-12
	E-Meeting
	Q7/11
	Q7/11 rapporteur group meeting

	2016-05-23
to
2016-05-27
	E-Meeting
	Q9/11
	Q9/11 rapporteur group meeting

	2016-09-20
to
2016-09-22
	E-Meeting
	Q4/11
	Q4/11 rapporteur group meeting
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2.1	Organization of studies and allocation of work
2.1.1	At its first meeting of the study period, Study Group 11 decided to establish 4 Working Parties. 
2.1.2	Table 2 shows the number and title of each Working Party, together with the number of Questions assigned to it and the name of its Chairman. 
2.1.3	Table 3 lists other groups created by Study Group 11 during the study period.
a)	Conformity Assessment Steering Committee (CASC)
b)	Regional Group for RCC
c)	Regional Group for Africa
2.1.4	The two Regional Groups listed above were created in line with WTSA-12 Resolution 54.
2.1.5	During the study period, no Focus Groups were created, even though the study group already had the Focus Group on Machine-to-machine service Layer (FG M2M) that had been created in January 2012 (see WTSA-12 Doc. 9). The FG M2M terminated its activities in December 2013.
2.1.6	SG11 did not create any Joint Coordination Activity in this Study Period. However, as requested by WTSA-12, the Joint Coordination Activity on Conformance and Interoperability Testing (JCA-CIT) was transferred from SG17 to SG11 in this Study Period. JCA-CIT was very productive during the study period and finally concluded its activities in July 2016. Study Group 11 also actively contributed to the Joint Coordination Activity on Software-Defined Networking 
(JCA-SDN) in this Study Period. JCA-SDN reports to SG13.
TABLE 2
Organization of Study Group 11
	Designation
	Questions to be studied
	Title of the Working Party
	Chairman
and Vice-Chairmen

	WP1/11
	Q1/11; Q2/11; Q3/11
	Signalling requirements and protocol for emerging networks
	Ms Zhu Xiaojie (Chairman)

	WP2/11
	Q4/11; Q5/11; Q6/11
	Software-Defined Networking (SDN) and resource control
	Mr Kenyoshi Kaoru (Cochairman)
Ms Tsou Tina (Co-chairman)

	WP3/11
	Q7/11; Q8/11; Q9/11
	Attachment and service networking
	Mr Kang Shin-Gak (Chairman)
Mr Boateng Isaac (Vicechairman)

	WP4/11
	Q10/11; Q11/11; Q12/11; Q13/11; Q14/11; Q15/11
	Conformance and Interoperability (C&I) testing
	Mr Brand Martin (Chairman)
Mr Koucheryavy Andrey (Vice-chairman)



TABLE 3
Other Groups (if any)
	Title of the Group
	Chairman
	Vice-Chairmen

	Conformity Assessment Steering Committee (CASC) 
	Isaac BOATENG 
(NCC, Ghana)
	None

	Regional Group for Africa
	TBD
	TBD

	Regional Group for RCC
	TBD
	TBD
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2.2.1	WTSA-12 assigned to Study Group 11 the 15 Questions listed in Table 4.
2.2.2	The Questions listed in Table 5 have been adopted during this period.
2.2.3	The Questions listed in Table 6 have been deleted during this period.
TABLE 4
Study Group 11 – Questions assigned by WTSA-12 and Rapporteurs
	Questions
	Title of the Questions
	WP
	Rapporteur

	Q1/11
	Signalling and protocol architectures in emerging telecommunication environments
	1/11
	Ms Zhu Xiaojie (Rapporteur)

	Q2/11
	Signalling requirements and protocols for service and application in emerging telecommunication environments
	1/11
	Mr Li Cheng (Rapporteur)
Mr Brand Martin (Associate rapporteur)

	Q3/11
	Signalling Requirements and Protocol for Emergency Telecommunications
	1/11
	Mr Shaikh Viqar (Rapporteur)

	Q4/11
	Signalling requirements and protocols for Bearer and Resource control in emerging telecommunication environments
	2/11
	Ms Cheng Ying (Rapporteur)
Ms He Jia (Associate rapporteur)

	Q5/11
	Protocol procedures relating to services provided by Broadband Network Gateways
	2/11
	Mr Ma Junfeng (Rapporteur)
Mr Zhu Peng (Associate rapporteur)

	Q6/11
	Protocol procedures relating to specific services over IPv6
	2/11
	Ms Zhou Cathy (Rapporteur)
Mr Hu Kai (Acting rapporteur)

	Q7/11
	Signalling and control requirements and protocols for network attachment supporting multi-screen service, future networks, and M2M
	3/11
	Mr Kim Kwihoon (Rapporteur)
Mr Lee Jongmin (Associate rapporteur)

	Q8/11
	Guidelines for implementations of signalling requirements and protocols
	3/11
	Mr Boateng Isaac (Rapporteur)
Mr Zanon João Alexandre Moncaio (Associate rapporteur)

	Q9/11
	Protocols supporting distributed, smart service networking and end-to-end multicast
	3/11
	Mr Kang Shin-Gak (Rapporteur)
Mr Han Xiaoyong (Associate rapporteur)

	Q10/11
	Service and networks benchmarking measurements
	4/11
	Mr Brand Martin (Rapporteur)

	Q11/11
	Protocols and networks test specifications
	4/11
	Mr Brand Martin (Rapporteur)
Mr Boateng Isaac (Associate rapporteur)
Mr Wang Zhi Li (Associate rapporteur)

	Q12/11
	Internet of things test specifications
	4/11
	Mr Liang Steve (Rapporteur)

	Q13/11
	Monitoring parameters for protocols and emerging networks
	4/11
	Mr Shi Minrui (Rapporteur)

	Q14/11
	Cloud interoperability testing
	4/11
	Mr Chen Nan (Rapporteur)

	Q15/11
	Testing as a service (TAAS)
	4/11
	Mrs Ibarrola Eva (Rapporteur)
Mr Brand Martin (Acting rapporteur)



TABLE 5
Study Group 11 – New/revised Questions adopted and Rapporteurs
	Questions
	Title of the Questions
	WP
	Rapporteur

	Q2/11
(Revised)
	Signalling requirements and protocols for service and application in emerging telecommunication environments 
(TSB Circular 189)
	1/11
	Mr Li Cheng (Rapporteur)
Mr Brand Martin (Associate rapporteur)

	Q8/11
(Revised)
	Guidelines for implementations of signalling and protocols, and for addressing counterfeit ICT devices
(TSB Circular 189)
	3/11
	Mr Boateng Isaac (Rapporteur)
Mr Zanon João Alexandre Moncaio (Associate rapporteur)

	Q11/11
(Revised)
	Protocols and networks test specifications; frameworks and methodologies
(TSB Circular 109)
	4/11
	Mr Brand Martin (Rapporteur)
Mr Boateng Isaac (Associate rapporteur)
Mr Wang Zhi Li (Associate rapporteur)



TABLE 6
Study Group 11 – Questions deleted
	Questions
	Title of Questions
	Rapporteurs
	Results

	None
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3.1	General
During the study period, Study Group 11 examined 503 contributions and generated a large number of TDs (1354) and liaison statements (130). It also:
–	drew up 88 new Recommendations;
–	amended/revised/corrected 11 existing Recommendations;
–	developed seven Supplements (five new and two revised);
–	produced two technical reports (one new and one revised);
–	produced one guideline.
3.2	Highlights of achievements
The main results achieved on the various Questions assigned to Study Group 11 are briefly summarized below. Formal replies to the Questions are given in a synoptic table in Annex 1 of this report.
Q1/11 – Signalling and protocol architectures in emerging telecommunication environments
During this study period, Q1/11 has been responsible for developing the signalling architecture Recommendations. Work was completed on two new Recommendations published in the Q.30xxseries, namely “Signalling architecture for the control plane of Distributed Service Networking” (Q.3051) and “Overview of application programming interfaces and protocols for the machine-to-machine service layer” (Q.3052, which was renumbered as Y.4411 when SG20 was established). One additional work item “Signalling Architecture and requirements for IP based Short Message Service over ITU-T defined NGN (Q.Arc-IPSMS)” is planned to be completed in the next Study Period.
Q2/11 – Signalling requirements and protocols for service and application in emerging telecommunication environments
During this study period Q2/11 was very active and developed 17 new Recommendations published in the Q.34xx and Q.36xx-series to standardize the requirements for basic call and some supplementary services for SIP-IMS, namely “IP multimedia call control protocol based on the session initiation protocol and the session description protocol - Basic call: Requirements for the user side and the network side” (Q.3403 v.1); Originating identification presentation and originating identification restriction protocol specification as next-generation network supplementary service (Q.3614); “Protocol for GeoSMS” (Q.3615); “Communications Diversion protocol specification as NGN Supplementary Service (Q.3616) “OIP and OIR using IP Multimedia core network subsystem. Protocol specification” (Q.3618 v.1); “Communication HOLD using IP multimedia core network subsystem. Protocol specification” (Q.3619 v.1); “Communication Diversion (CDIV) using IP multimedia core network subsystem. Protocol specification; (Q.3620 v.1) “CONF using IP multimedia core network subsystem. Protocol specification” (Q.3621 v.1); “CW using IP multimedia core network subsystem. Protocol specification” (Q.3622 v.1); “ECT using IP multimedia core network subsystem. Protocol specification” (Q.3623 v.1); “MCID using IP multimedia core network subsystem. Protocol specification” (Q.3624 v.1); “Completion of communications to busy subscriber and completion of communications by no reply using IP multimedia core network subsystem. Protocol specification” (Q.3625 v.1); “MWI using IP multimedia core network subsystem. Protocol specification” (Q.3626 v.1) “CUG using IP multimedia core network subsystem. Protocol specification” (Q.3627 v.1); “ACR and CB using IP multimedia core network subsystem. Protocol specification” (Q.3628 v.1); “Interworking between the IP Multimedia (IM) Core Network (CN) subsystem and Circuit Switched (CS) networks. Protocol specification” (Q.3629 v.1) and “Terminating Identification Presentation and Terminating Identification Restriction using IP Multimedia core network subsystem. Protocol specification” (Q.3652). Three additional work items “Framework of interconnection of VoLTE/ViLTE-based networks” (Q.30xx_VoLTE_Interconnection_FW); “Interworking between Session Initiation Protocol (SIP) and Bearer Independent Call Control protocol or ISDN User Part” (Q.1912.5) and “Inter-IMS Network to Network Interface (NNI)” (Q.3630 v.1_SI_NNI Req) are planned to be completed in the next Study Period.
Question 2/11 was also instrumental in organizing the ITU workshop on “SS7 Security" with the objective to share information on SS7 security issues, analyze the current SS7 standards and identify which one was impacted, discuss how to improve SS7 standards in terms of security, discuss the proposals to enhance the security of SS7-based networks for the benefit of users and operators and finally discuss cooperation with other SDOs and organizations on SS7 security issues. Q2/11 plans to continue working on SS7 security in the new Study Period. The workshop results were published on the related webpage http://www.itu.int/en/ITU-T/Workshops-and-Seminars/201606/Documents/Abstracts_and_Presentations/Conclusion_Chen_Li.pdf.
Q3/11 – Signalling Requirements and Protocol for Emergency Telecommunications  
Q3/11 is responsible for the coordination of the signaling activities relating to emergency communications. Work was completed on four new and revised Supplements to the Q.xxx-series, namely "Signaling requirements to support IP telephony" (Q Supplement 49); "Overview of the work of standards development organizations and other organizations on emergency telecommunications service" (Q Supplement 62); “Signalling protocol Mappings in support of Emergency Telecommunications Service in IP Networks” (Q Supplement 63) and “Technical Report on ETS interoperability limitations" (Q Supplement 68).
Q4/11 – Signalling requirements and protocols for Bearer and Resource control in emerging telecommunication environments
During this study period, Q4/11 continued the study of bearer and resource control and signalling requirements and protocols for NGN RACF architecture as well as to address the emerging signaling requirements and protocols for software-defined networking. Q4/11 has been very active and published one supplement and eight new/revised/corrected Recommendations throughout this study period, namely : “Framework of signalling for Software Defined Networking” (Q Supplement 67); “Resource control protocol No. 1, version 3 - Protocol at the Rs interface between service control entities and the policy decision physical entity” (Q.3301.1 v3); “Corrigendum to Resource control protocol No. 3 - Protocol at the interface between a Policy Decision Physical Entity (PD-PE) and a Policy Enforcement Physical Entity (PE-PE): COPS alternative version 2 (Q.3303.1 Cor. 1); “Resource control protocol no.3 - Protocol at the interface between a Policy Decision Physical Entity (PD-PE) and a Policy Enforcement Physical Entity (PE-PE) (Rw interface): H.248 alternative version 2 (Q.3303.2 v2) “Resource control protocol no. 3 -Protocol at the interface between a Policy Decision Physical Entity (PD-PE) and a Policy Enforcement Physical Entity (PE-PE): Diameter Profile version 3” (Q.3303.3 v3) “Corrigendum to Resource control protocol No. 4 (rcp4) - Protocols at the Rc interface between a transport resource control physical entity and a transport physical entity: COPS alternative” (Q.3304.1  Cor. 1); “Corrigendum to Resource control protocol No. 8 - Protocol at the interface between a policy decision physical entity and a customer premises network gateway policy enforcement physical entity (Rh interface): COPS alternative” (Q.3308.1 Cor. 1) “Interface and Signalling Requirements and Specification for Cross Stratum Optimization (Q.3316); “Signalling requirements for software-defined broadband access network” (Q.3711); 
Q5/11 – Protocol procedures relating to services provided by Broadband Network Gateways
During this study period, Q5/11 studied the broadband network gateway as the access point to the provider's IP network for wireline broadband services. Q5/11 published one new Recommendation on “Signalling requirements for flexible network service combination on Broadband Network Gateway” (Q.3315) and started three additional work items: “Signalling requirements for dynamic bandwidth adjustment on broadband network gateway implemented by SDN technologies” (Q.BNG-DBoD); “Signalling requirements of IP address pool based on broadband network gateway by SDN technologies” (Q.BNG-IAP) and “Signalling requirements for broadband network gateway pool” (Q.BNG-Pool) to be completed in the next Study Period.
Q6/11 – Protocol procedures relating to specific services over IPv6
During this study period, Q6/11 studied how to guarantee the service continuity in relation to transition from IPv4 to IPv6. Q6/11 published two new Recommendations throughout this study period, namely: “Signalling requirements for NGN real-time multimedia services supporting IPv6 transition” (Q.3404) and “Scenarios and signalling requirements of unified intelligent programmable interface for IPv6” (Q.3712). One additional work item “IPv6 protocol procedures for broadband services (Q.IPv6ProBB)” is planned to be completed in the next Study Period.
Q7/11 – Signalling and control requirements and protocols for network attachment supporting multi-screen service, future networks, and M2M
During this study period, Q7/11 studied signalling and control requirements and protocols for network attachment and published four new Recommendations namely: “Signalling Requirements and Protocol at the M1 interface between the transport location management physical entity and the mobile location management physical entity (P) ” (Q.3228); “Signalling Requirements and Protocol at the M2 interface between the transport location management physical entity and the handover decision and control physical entity” (Q.3229); “Signalling Requirements and Protocol at the Ne interface between the transport location management physical entity and the network access configuration physical entity” (Q.3231) “Signalling Requirements and Protocol at the Nc interface between the transport location management physical entity and the transport authentication and authorization physical entity” (Q.3232). Two additional work items “Signalling Requirements of NFV Entity Management for Network Attachment (Q. NEA-REQ)” and “Signalling requirements of SDN-based access networks with media independent management capabilities” (Q.SAN-MIM) are planned to be completed in the next Study Period. Also, in the next Study Period, Q7/11 will progress work on signalling requirements and protocols for network attachment including mobility and resource management for future networks and 5G/IMT-2020. Technical issues for mobility and resource management in access network for future networks and 5G/IMT-2020 are expected to be addressed.
Q8/11 – Guidelines for implementations of signalling and protocols, and for addressing counterfeit ICT devices
During this study period Q8/11 has very actively addressed the global problem of counterfeiting ICT devices. It also modified its terms of reference by refocusing on tackling this domain more effectively. It developed one Supplement to the Q-series “Physical Realization of Next Generation Networks” (Q Supplement 64)” and one technical report on “Counterfeit ICT Equipment” (TRCounterfeit), which was approved in 2014 and revised in 2015. Q8/11 has initiated the development of a normative Recommendation, “Framework for solution to combat counterfeit ICT Devices” (Q.FW_CCF), to describe a reference framework and requirements to be considered when deploying anti-counterfeiting solutions and two new Technical Reports to outline “Guidelines on Best Practices and Solutions in the Combating of Counterfeit ICT Devices” (TR-CF_BP) and on "Use of anti-counterfeiting technical solutions relying on unique and persistent mobile device identifiers" (TR-Uni_Id). These work items are planned to be completed in the next Study Period. 
Q8/11 was also instrumental in organizing two ITU workshops “Combating counterfeit and substandard ICT devices” (Geneva, 17-18 November 2014)" and “Combating counterfeit using conformance and interoperability solutions” (Geneva, 28 June 2016) as well as to facilitate a demo on “A solution to combat Counterfeiting of ICT products based on the Digital Object Architecture (Geneva, 22 April 2015).
Q9/11 – Protocols supporting distributed, smart service networking and end-to-end multicast
During this study period, Q9/11 studied protocols supporting distributed, smart service networking and end-to-end multicast and published three new Recommendations: “Managed peer-to-peer communications: Functional architecture” (X.609); “Managed peer-to-peer communications: peer activity management protocol” (X.609.1) and “Managed peer-to-peer communications: overlay resource control protocol” (X.609.2). Four additional work items “Request routing protocol for content delivery” (Q.rrp); “Managed peer-to-peer communications: multimedia streaming signalling requirements” (X.mp2p-mssr); “Managed peer-to-peer communications: multimedia streaming peer protocol” (X.mp2p-mspp) and “Managed peer-to-peer communications: multimedia streaming overlay management protocol” (X.mp2p-msomp) are planned to be completed in next Study Period.
Q9/11 will progress work on protocols supporting distributed content networking and information centric network (ICN) for future network and 5G/IMT-2020, including end-to-end multi-party communications. It is expected that content discovery, distribution and delivery issues for future networks and 5G/IMT-2020 based on managed peer-to-peer as well as ICN technology will be studied in the next study period.
Q10/11 – Service and networks benchmarking measurements
During this study period, Q10/11 developed and completed a benchmarking standardization work plan covering basic concept of benchmark testing, benchmark testing for PSTN/ISDN emulation, benchmark testing of IMS/NGN/PES and VoLTE as well as reference benchmarking. Q10/11 published eight new Recommendations “Performance benchmark for the PSTN/ISDN emulation subsystem of an IP multimedia system - Part 3: Traffic Sets and Traffic Profiles“ (Q.3931.3); “Performance benchmark for the PSTN/ISDN emulation subsystem of an IP multimedia system - Part 4: Reference Load network quality parameters” (Q.3931.4); “IMS/NGN Performance Benchmark Part 1: Core Concept” (Q.3932.1); “IMS/NGN Performance Benchmark Part 2: Subsystem Configurations and Benchmarks” (Q.3932.2); “IMS/NGN Performance Benchmark Part 3: Traffic sets and traffic profiles” (Q.3932.3); “IMS/NGN performance benchmark - Part 4: Testing of the performance design objectives” (Q.3932.4); “Reference benchmarking, background traffic profiles and KPIs for VoIP and FoIP in fixed networks” (Q.3933) and “Real-time Internet Protocol based on the ITU-T T.38 supporting facsimile service testing framework at the user-to-network interface of next generation networks” (Q.3951).
Q11/11 – Protocols and networks test specifications; frameworks and methodologies
Q11/11 has been extremely active throughout this study period and published 52 new/revised/corrected Recommendations, including several Recommendations to support a standardization work plan for the conformity assessment of IMS-based equipment used on fixed networks; some of these standards may be used for the conformity assessment of SIP-IMS-based equipment on fixed networks. Q11/11 also published one guideline “Testing Laboratories recognition procedure“ which led to the establishment of the Conformity Assessment Steering Committee (CASC). In addition to developing several Recommendations on test specifications, Q11/11 played a major coordination role for all matters related to Conformance and Interoperability testing (C&I) among ITU-T SGs and between ITU-T and ITU-D as well as with other SDOs; Q11/11 was instrumental in establishing a collaboration agreement with ETSI TC INT for instance.
The following list reproduces all the Recommendations published by Q11/11 in this Study Period: “Interworking between session initiation protocol (SIP) and bearer independent call control protocol (BICC) or ISDN user part (ISUP): Test suite structure and test purposes (TSS&TP) for profile C“ (Q.1912.5D); “Conformance test plan for Number Portability requirements defined by ITU-T Q.Suppl.4“ (Q.3905); “Terms and definitions for conformance and interoperability“ (Q.3920); “Network integration testing between SIP and ISDN/PSTN network signalling protocols - Part 1: Test suite structure and test purposes for SIP-ISDN“ (Q.3941.1 v1); “Network integration testing between SIP and ISDN/PSTN network signalling protocols. Part 5: TSS&TP for Network Integration Tests between ISDN-ISDN and ISDN-PSTN over SIP II NNI / SIP-I NNI“ (Q.3941.5 v1); “Terminating Identification Restriction (TIR) using IP Multimedia (IM) Core Network (CN) subsystem; Conformance Test Specification;" Part 1: Protocol Implementation Conformance Statement (PICS)"“ (Q.3942.1 ); “Conformance test specification for the terminating identification restriction using IP multimedia core network subsystem - Part 2: Network side; Test Suite Structure and Test Purposes“ (Q.3942.2); “Conformance test specification for the terminating identification restriction using IP multimedia core network subsystem - Part 3: User side; Test Suite Structure and Test Purposes“ (Q.3942.3 ); “Originating Identification Presentation (OIP) and Originating Identification Restriction (OIR) using IP Multimedia (IM) Core Network (CN) subsystem; Conformance Tests Specification; Part 1: Protocol Implementation Conformance Statement (PICS)“ (Q.3943.1); “Originating Identification Presentation (OIP) and Originating Identification Restriction (OIR) using IP Multimedia (IM) Core Network (CN) subsystem; Conformance Tests Specification, Network side; Part 2: Test Suite Structure and Test Purposes (TSS&TP)“ (Q.3943.2); “Originating Identification Presentation (OIP) and Originating Identification Restriction (OIR) using IP Multimedia (IM) Core Network (CN) subsystem; Conformance Tests Specification; User side; Part 3: Test Suite Structure and Test Purposes (TSS&TP)“ (Q.3943.3); “Conformance Tests Specification for the session initiation protocol - Part 1: Protocol Implementation Conformance Statement (PICS) proforma“ (Q.3946.1); “Conformance test specification for the session initiation protocol - Part 2: Test suite structure and test purposes“ (Q.3946.2); “Conformance Tests Specification for the session initiation protocol - Part 3: Abstract Test Suite (ATS) and partial Protocol Implementation eXtra Information for Testing (PIXIT) proforma“ (Q.3946.3); “IMS specific use of SIP and SDP. Conformance testing. Part 1: PICS“ (Q.4001.1 v.1); “IMS specific use of SIP and SDP. Conformance testing. Part 2: TSS and TP“ (Q.4001.2 v.1); “IMS specific use of SIP and SDP. Conformance testing. Part 3: Network side, ATS and PIXIT“ (Q.4001.3 v.1); “OIP and OIR using IP Multimedia core network subsystem. Conformance testing. Part 1: user and network side, PICS“ (Q.4002.1 v.1); “OIP and OIR using IP Multimedia core network subsystem; Conformance testing; Part 2: network side, TSS&TP“ (Q.4002.2 v.1); “OIP and OIR using IP Multimedia core network subsystem; Conformance testing; Part 3: user side, TSS&TP“ (Q.4002.3 v.1); “Communication HOLD (HOLD) using IP multimedia core network subsystem; Conformance Testing. Part 1: Network side, User side, PICS“ (Q.4003.1 v.1); “Communication HOLD using IP multimedia core network subsystem; Conformance Testing; Part 2: Network side, TSS&TP“ (Q.4003.2 v.1); “Communication HOLD using IP Multimedia core network subsystem; Conformance testing; Part 3: User side, TSS&TP“ (Q.4003.3 v.1); “Communication Diversion using IP Multimedia core network subsystem; Conformance testing; Part 1: User side, Network Side PICS“ (Q.4004.1 v.1); “Communication Diversion using IP Multimedia core network subsystem; Conformance testing; Part 2: Network side, TSS&TP“ (Q.4004.2 v.1); “Communication Diversion using IP Multimedia core network subsystem; Conformance testing; Part 3: User side, TSS&TP“ (Q.4004.3 v.1); “Conference service using IP Multimedia core network subsystem; Conformance testing; Part 1: Network side, User side, PICS“ (Q.4005.1 v.1); “Conference service using IP Multimedia core network subsystem; Conformance testing; Part 2: Network side, TSS&TP“ (Q.4005.2 v.1); “Conference service using IP Multimedia core network subsystem; Conformance testing; Part 3: User side, TSS&TP“ (Q.4005.3 v.1); “Communication waiting service using IP Multimedia core network subsystem; Conformance testing; Part 1: Network side, User side, PICS"“ (Q.4006.1 v.1); “Communication waiting service using IP Multimedia core network subsystem; Conformance testing; Part 2: Network side, TSS&TP“ (Q.4006.2 v.1); “Communication waiting service using IP Multimedia core network subsystem; Conformance testing; Part 3: User side, TSS&TP“ (Q.4006.3 v.1); “Explicit Communication Transfer (ECT) using IP Multimedia core network subsystem; Conformance testing; Part 1: Network side, User side, PICS“ (Q.4007.1 v.1); “Explicit Communication Transfer (ECT) using IP Multimedia core network subsystem; Conformance testing; Part 2: Network side, TSS&TP“ (Q.4007.2 v.1); “Explicit Communication Transfer (ECT) using IP Multimedia core network subsystem; Conformance testing; Part 3: User side, TSS&TP“ (Q.4007.3 v.1); “Malicious Communication Identification (MCID) using IP Multimedia (IM) Core Network (CN) subsystem; Conformance Test Specification; Part 1: Protocol Implementation Conformance Statement (PICS)“ (Q.4008.1 v.1); “Malicious Communication Identification (MCID) using IP Multimedia (IM) Core Network (CN) subsystem; Conformance Test Specification; Part 2: Test Suite Structure and Test Purposes (TSS&TP), network side“ (Q.4008.2 v.1); “Malicious Communication Identification (MCID) using IP Multimedia (IM) Core Network (CN) subsystem; Conformance Test Specification; Part 3: Test Suite Structure and Test Purposes (TSS&TP), user side“ (Q.4008.3 v.1); “Completion of Communications to Busy Subscriber (CCBS) and Completion of Communications by No Reply (CCNR) using IP Multimedia (IM) Core Network (CN) subsystem; Conformance Test Specification; Part 1: Protocol Implementation Conformance Statement (PICS)“ (Q.4009.1 v.1); “Completion of Communications to Busy Subscriber (CCBS) and Completion of Communications by No Reply (CCNR) using IP Multimedia (IM) Core Network (CN) subsystem; Conformance Test Specification; Part 2: Test Suite Structure and Test Purposes (TSS&TP)“ (Q.4009.2 v.1); “"Message Waiting Indication (MWI) using IP Multimedia (IM) Core Network (CN) subsystem; Part 1: Protocol Implementation Conformance Statement (PICS)“ (Q.4010.1 v.1); “Message Waiting Indication (MWI) using IP Multimedia (IM) Core Network (CN) subsystem; Part 2: Test Suite Structure and Test Purposes (TSS&TP), network side“ (Q.4010.2 v.1); “Message Waiting Indication (MWI) using IP Multimedia (IM) Core Network (CN) subsystem; Part 3: Test Suite Structure and Test Purposes (TSS&TP), user side“ (Q.4010.3 v.1); “Closed User Group (CUG) using IP Multimedia (IM) Core Network (CN) subsystem; Conformance Test Specification; Part 1: Protocol Implementation Conformance Statement (PICS)“ (Q.4011.1 v.1); “Closed User Group (CUG) using IP Multimedia (IM) Core Network (CN) subsystem; Conformance Test Specification; Part 2: Test Suite Structure and Test Purposes (TSS&TP), network side“ (Q.4011.2 v.1); “Closed User Group (CUG) using IP Multimedia (IM) Core Network (CN) subsystem; Conformance Test Specification; Part 3: Test Suite Structure and Test Purposes (TSS&TP), user side“ (Q.4011.3 v.1); “Anonymous Communication Rejection (ACR) and Communication Barring (CB) using IP Multimedia (IM) Core Network (CN) subsystem 3GPP Release 10; Conformance Testing Specification Part 1: Protocol Implementation Conformance Statement (PICS)“ (Q.4012.1 v.1); “Anonymous Communication Rejection (ACR) and Communication Barring (CB) using IP Multimedia (IM) Core Network (CN) subsystem; Conformance Test Specification; Part 2: Test Suite Structure and Test Purposes (TSS&TP), network side“ (Q.4012.2 v.1); “Anonymous Communication Rejection (ACR) and Communication Barring (CB) using IP Multimedia (IM) Core Network (CN) subsystem; Conformance Test Specification; Part 2: Test Suite Structure and Test Purposes (TSS&TP), user side“ (Q.4012.3 v.1); “Interworking between the IP Multimedia core network subsystem and circuit switched networks; Conformance Testing; Part 1: PICS“ (Q.4015.1 v.1); “Interworking between the IP Multimedia core network subsystem and circuit switched networks; Conformance testing; Part 2: TSS&TP“ (Q.4015.2 v.1) and “Testing specification of call establishment procedures based on SIP/SDP and H.248 for a real-time fax over IP service“ (Q.4016).
Q12/11 – Internet of things test specifications
During this Study Period Q12/11 studied methodologies to develop test specifications for internet of things (IoT) technologies. In ITU-T the IoT is considered an umbrella for identification and sensor-based applications and services. This Question also actively participated in the joint coordination activity on IoT (JCA-IoT) and the IoT global standards initiative (IoTGSI). Since the establishment of SG20, Q12/11 works in coordination with SG20 standardization efforts. Q12/11 did not publish any Recommendation in this Study Period but started three work items which are planned for approval in the new Study Period: “Architecture and facilities of Model network for IoT testing” (Q.39_IoT_MN_test); “Framework of testing of identification systems used in IoT” (Q.39_FW_Test_ID_IoT) and “Framework for IoT Testing” (Q.FW_IoT/Test).
Q13/11 – Monitoring parameters for protocols and emerging networks
During this study period, Q13/11 studied the possible standardization of parameters for monitoring NGN and emerging networks. Q13/11 published one new Recommendation: “Set of parameters for monitoring internet of things devices” (Q.3913). Two additional work items “Set of parameters of cloud computing for monitoring” (Q.CCP) and “Requirements to the signaling protocols of the quality of service monitoring system” (Q.MSPQuality) are planned to be completed in the next Study Period.
Q14/11 – Cloud interoperability testing
During this study period, Q14/11 studied the Interoperability and conformance testing related to Cloud computing. Q14/11 published one new Recommendation “The framework and overview of Cloud Computing interoperability testing” (Q.4040) and one new Supplement to the Q.39xx-series Recommendations “Cloud computing interoperability activities” (Q Supplement 65). Two additional work items “Interoperability testing of infrastructure capabilities type” (Q.infra-iop) and “Cloud Interoperability testing about Web Application” (Q.wa-iop) are planned to be completed in the next Study Period.
Q15/11 – Testing as a service (TAAS)
Q15/11 was very active during this Study Period by tackling studies to standardize the measurement of Internet performances (so called Internet speed). The Internet's access speed is normally advertised by fixed and mobile operators, however in most cases customers do not have a global standardized mechanism to verify it. Q15/11 efforts to develop a unified approach to measure the Internet speed resulted in the publication of the ITU-T Recommendation “Framework of Internet related performance measurements” (Q.3960). Q15/11 also started a new work item on “Testing methodologies of internet speed measurement system to be used on the fixed and mobile networks” (Q.TM_Int_sp_test, planned Q.3961) which is planned to be completed in the next Study Period. More information on Q15/11 efforts are available on the web at: http://www.itu.int/en/ITU-T/C-I/Pages/IM/Internet-speed.aspx.
[bookmark: _Toc320869659]3.3	Report of lead study group activities, GSIs, JCAs and regional groups
3.3.1	Lead study group on test specifications, conformance and interoperability testing
Study Group 11 was very active in the field of test specifications, conformance and interoperability testing and acted as coordinator among ITU-T Study Groups and other Sectors through the Study Period.
Below are summarised the activities and achievement of Study Group 11 in this field:
–	maintained a living list of ITU-T Recommendations and related specifications within key technologies suitable for C&I testing. This list was revised by each SG11 meeting based on updates from other Study Groups (http://itu.int/go/key-technologies);
–	maintained a reference table of ITU-T Recommendations and corresponding test specifications used for C&I testing (http://itu.int/go/reference-table);
–	maintained a living list of conformity assessment pilot projects against ITU-T Recommendations, which were established in collaboration with various ITU-T Study Groups (http://itu.int/go/pilot-projects);
–	approved a guideline on “Testing laboratories recognition procedure”. Following the approval of this guideline, SG11 established the Conformity Assessment Steering Committee (ITU-T CASC). The main objective of this group is to set up criteria, rules and procedures to recognize test laboratories (TL) with competence in ITU-T Recommendation(s) and register these in the ITU recognized TL list. The CASC further decided to partner with existing voluntary conformity assessment (CA) programs to promote CA against ITU standard(s) by providing ITU’s technical experts to carry out part of TL assessment relevant to ITU standard(s). The CASC started collaborating with IECEE to develop the needed collaboration procedures, one of which aims at specifying the criteria and the description of the appointment of ITUT technical experts that would be involved in the TL assessment. According to information received from ITU members and ITU-T Study Groups, the CASC established a list of ITU-T Recommendations (e.g. ITU-T P.1140, ITU-T P.1100, ITU-T P.1110 and K.116) which may become subjects of the future joint certification schemes;
–	ITU-T SG11 established a collaboration agreement with ETSI TC INT to facilitate the development of standards in common technical areas (e.g. SIP-IMS conformity testing, Internet speed measurement, Framework of an interconnection among VoLTE/ViLTE-based networks, requirements and test specifications for signalling protocols to be used for VoLTE/ViLTE interconnection);
–	developed the requirements and relevant test specifications for basic call and some supplementary services for SIP-IMS, according to the established standardization work plan (web page). To support this activity 57 new ITU-T Recommendations were approved;
–	approved a new Recommendation ITU-T Q.3960 “Framework of Internet related performance measurements” which represents the first part of series of ITU-T Recommendations devoted to Internet speed measurement. The framework is targeted at end-users and may be used by Regulators, aiming to set up guiding principles regarding the establishment of the global standardized architecture to be used for the assessment of the Internet speed connection at the national and international levels. SG11 also continued to develop a related testing methodology encouraging collaboration with all interested Study Groups and other SDOs. The testing methodology aims to specify the requirements and testing to be used on the fixed and mobile networks for assessing the Internet resource speed test and the network Internet speed test according to the concept specified in ITU-T Q.3960. These activities have been supported by OECD, and are jointly developed with ETSI TC INT. More details about this activity are available in the related web page;
–	started a new work item Q.30xx_VoLTE_Interconnection "Framework of interconnection of VoLTE/ViLTE-based networks", which is developed in collaboration with ETSI TC INT and in coordination with other SGs and SDOs. This work was started following the outcomes of the ITU Workshop "Voice and Video Services Interoperability Over Fixed-Mobile Hybrid Environments, Including IMT-Advanced (LTE)" (1 December 2015). The Workshop was attended by operators, regulators, vendors, testing laboratories and other interested companies which meet the challenges of the VoLTE/ViLTE implementations on the current telecom networks. Among others, the quality of voice and video as well as the roaming remain the key challenges for the emerging technologies such as VoLTE/ViLTE. SG11 is playing the role of facilitator to promote joint work among all interested SDOs and organizations to improve the VoLTE interconnection through establishing unified standards for providing new types of telecom services such as VoLTE and ViLTE. The summary report of the Workshop is available here;
–	approved the Recommendation ITU-T Q.3905 “Conformance test plan for Number Portability requirements defined by ITU-T Q.Suppl.4” which also enabled the establishment of the ongoing pilot project “Mobile network portability (ITU-T Q.Suppl.4)” (web page);
–	finalized the work plan on benchmarking of IMS platform, which includes 10 new ITUT Recommendations;
–	finally SG11 supported the organization of Workshops on C&I in Geneva and across the various ITU Regions of the world by coordinating and providing relevant presentations.
3.3.2	Lead study group on signalling and protocols
Study Group 11 has a long tradition of development and maintenance of Signaling and Protocols, producing international standards (ITU-T Recommendations) that define how telephone calls and other calls (such as data calls) are handled in the network. 
SG11 is home to Signaling System 7 (SS7), the set of signalling protocols that underpins telephone calls in both fixed and mobile networks, without which telecom systems around the world would not interoperate. All telephone switching systems need signalling. It provides the means for monitoring the status of a line to see if it is busy or idle, the alerts that indicate the arrival of a call, and the addressing system that routes calls. Before SS7's implementation, not all nations were party to the standards agreements enabling international telephone calls. SS7's implementation thus paved the way for the efficient operation of international telecommunication networks.
Apparently SS7 which is a set of signalling protocols that were developed by SG11 more than 20 years ago is not considered secure. To follow up on various public announcements of SS7 security vulnerabilities in 2015, ITU-T SG11 organized an event (29 June 2016, Geneva), during the last joint SG11 and ETSI TC INT meeting, on the topic of SS7 security.
Various organizations interested in the topic (including Deutsche Telekom, Telecom Italia, China Telecom, Orange, Security Research Labs, Positive Technologies and GSMA) were invited to speak at the event to discuss with an international audience options to solve the problem and enhance SS7 security. SS7 was designed to be managed by operators with the understanding that anyone connected to SS7 network was considered trustable. With the current network environment, including interconnection over the Internet, SS7-based networks become vulnerable and can be attacked. Media reported vulnerabilities and security issues related to SS7 that allow tracking user’s location and voice interception. This was also confirmed by some operators. 
The workshop analysed the security issues and current practise to counter them. 
It also outlined possible way forward
–	Persistently detect and analyse new attack types
–	Evaluate the improvement of existing SS7 protocols
–	Consider to develop specifications/standards for new elements or functional entities to enhance security:
•	SS7 Firewall
•	SS7 Routers
–	Define whitelisting and Blacklisting describing what procedure can be filtered/blocked at the STP level: 
–	Develop guidelines to address SS7 vulnerabilities
•	ITU-T SG11 could develop a Supplement to SS7 Recommendations
•	ITU-T SG11 could develop requirements for SS7 messages to be used for OTT services in terms of security
•	GSMA and other stakeholders to contribute to ITU-T SG11 to support the SS7 security
ITU-T SG11 is currently researching on SS7 security issues and plan to initiate actions in the next Study Period. See the event webpage at: http://www.itu.int/en/ITU-T/Workshops-and-Seminars/201606/Pages/default.aspx 
During this Study Period SG11 focused its development of signalling requirements and protocols for Software-defined Networking (SDN) aligning its efforts to the functional requirements and architectures developed by ITU-T Study Group 13. Considered a major shift in networking technology, SDN will give network operators the ability to establish and manage new virtualized resources and networks without deploying new hardware technologies. ICT market players see SDN and network virtualization as critical to countering the increases in network complexity, management and operational costs traditionally associated with the introduction of new services or technologies.
For more details on the signalling and protocols achievements in this Study Period, please see the results of each single Question, especially Questions 1, 2, 3, 4, 5, 6, 7 and 9 as mentioned above in clause 3.2.
3.3.3	Lead study group on machine-to-machine (M2M) signalling and protocol
At the beginning of the Study Period, Study Group 11 closely followed the developments of its child Focus Group on M2M Service Layer (FG M2M). The FG M2M efficiently concluded its work and submitted a final report which was posted as TD 420 (GEN/11). SG11, as parent Study Group of this Focus Group and in its capacity of Lead study group on M2M signalling and protocol, recommended that the five FG M2M deliverables were taken over by relevant ITU-T Study Groups to continue study as follows:
–	D0.1: "M2M standardization activities and gap analysis: e-health" should be considered by all involved ITU-T Study Groups, especially SG11, SG13 and SG16, for their work on IoT and M2M and e-health related Recommendations. 
–	D0.2: "M2M enabled ecosystems: e-health" should be transferred to ITU-T SG13 and SG16, for their work on e-health related Recommendations.
–	D1.1: "M2M use cases: e-health" should be transferred to ITU-T SG13 and SG16 for their work on e-health related Recommendations.
–	D2.1: "M2M service layer: requirements and architectural framework" should be transferred to ITU-T SG13 and SG16 for their work on Recommendations on IoT and M2M requirements and architecture.
–	D3.1: "M2M service layer: APIs and protocols overview" will be considered by ITU-T SG11 to develop Recommendations on APIs and protocols for IoT and M2M.
To follow up on D3.1, Q1/11 started a new work item which was eventually approved as ITU-T Q.3052 “Overview of application programming interfaces and protocols for the machine-to-machine service layer”. Further developments in ITU-T in this domain led to the establishment of the new Study Group (SG20), which took over responsibility from the various involved Study Groups in the domain of IoT/M2M. The newly approved Recommendation ITU-T Q.3052 was eventually renumbered by SG20 as ITU-T Y.4411 and its maintenance was transferred to SG20. SG11 is accordingly proposing to remove the responsibility as Lead SG on M2M Signalling and Protocols for next Study Period.
3.3.4	JCA on Conformance and Interoperability Testing (JCA-CIT)
As requested by the World Telecommunication Standardization Assembly (WTSA-12), the Joint Coordination Activity on Conformance and Interoperability Testing (JCA-CIT) reported to SG11 since the beginning of this Study Period. 
JCACIT has been active in ITU-T since 2007. The parent group of JCA-CIT was changed from ITU-T Study Group 17 (Security) to ITU-T Study Group 11 (Protocols and test specifications) by agreement of the WTSA-12, Dubai, UAE, 20-29 November 2012. Highlights of achievements of the JCA-CIT are given in below.
During this Study Period JCA-CIT was very active in fostering coordination for every activity involving conformity assessment and interoperability testing which were undertaken in ITU-T. Main role of JCA-CIT was to support SG11 in its role of Lead Study Group on C&I issues in ITUT.
JCA-CIT was very active in promoting ITU-T C&I activities involving experts from other SDOs and was instrumental in initiating discussion with ETSI TC INT’s experts which led to the approval of a framework for collaboration among SG11 and ETSI TC INT. The two groups are regularly organizing joint meetings since last year and at this meeting ETSI TC INT was hosted by ITU-T SG11 in Geneva.
Also, during the first meeting, JCA-CIT agreed to extend the list of conformity assessment approaches for testing ICT products against ITU-T Recommendations, as follows:
–	conformity assessment of ICT's equipment (signalling protocols, interfaces, codecs, etc.);
–	conformity assessment of Telecommunication Services;
–	conformity assessment of system/network/equipment performance (benchmarking);
–	conformity assessment of QoS/QoE/NP.
In addition, JCA-CIT was involved in the discussion of the necessity to start a new work item on Internet speed measurements according to the outcomes of the discussion of the contribution (C44) submitted to SG11. Having discussed some inputs about remote testing and the quality of broadband Internet access services, JCA-CIT encouraged relevant SGs to start developing a unified methodology of Internet speed quality measurement usable by end-users.
JCA-CIT was also very active in supporting SG11 to initiate the discussion to establish a test laboratories recognition procedure in ITU-T. This effort resulted in the establishment of the conformity assessment steering committee (CASC).
JCA-CIT was also instrumental to initiate and maintain, in coordination with Question 11/11: 
–	Living list of suitable ITU-T Recommendations on key technologies for C&I testing
(www.itu.int/go/key-technologies)
–	List of Pilot projects for conformity assessment against ITU-T Recs
(www.itu.int/go/pilot-projects)
–	Reference table of ITU-T Recommendations under C&I testing in the industry
(www.itu.int/go/reference-table)
The above lists are now regularly updated and maintained by Question 11/11.
JCA-CIT objective to support SG11 in its Lead SG role on “test specifications, conformance and interoperability testing” was successfully accomplished and SG11 decided to close it in July 2016. Future coordination on C&I will be performed by SG11 in its capacity of Lead SG on test specifications, conformance and interoperability testing.
More details can be seen in JCA-CIT progress report to SG11: TD 1347 (GEN/11).
3.3.5	Combating Counterfeiting
ICT counterfeiting poses dangers to the health, safety and privacy of consumers, and the number and range of affected products is growing. Taking the perspective of the ICT industry, counterfeiting has seen ICT manufacturers and authorized ICT vendors fall victim to revenue losses and erosions in brand value as a result of trademark infringement. Network operators are challenged by quality of service (QoS) degradations, network disruptions and failures in electromagnetic compatibility (EMC). Governments forfeit tax revenues and incur great expense in ensuring compliance with national anti-counterfeiting legislation and reacting to threats to public safety and distortions in labour markets.
To tackle this problem, ITU-T SG11 modified the terms of reference of its Question 8/11 and developed a new Technical Report on “Counterfeit ICT Equipment” in 2014, which was revised in December 2015 and made available for download free of charge in the six official languages of the Union. The report offers background information on the nature and scale of the challenges posed by ICT counterfeiting, including a review of the ICT products vulnerable to counterfeiting and the various countermeasures employed by ICT manufacturers, industry associations and intergovernmental bodies. 
In April 2015 ITU convened a meeting to demonstrate “a solution to combat the counterfeiting of ICT products based on the Digital Object Architecture” (see more info in a ITU newslog story here).
ITU-T Study Group 11 is achieving strong progress in its development of an ITU international standard (ITU-T Recommendation) that aims to agree on a reference framework with the requirements that should be considered when deploying solutions to combat counterfeit ICT devices:
–	Draft ITU-T Recommendation “Framework for solution to combat counterfeit ICT Devices” (Q.FW_CCF)
In addition, two new technical reports in related-fields are being developed: 
–	New Technical Report on use of anti-counterfeiting technical solutions relying on unique and persistent mobile device identifiers" (TR-Uni_Id);
–	New Technical Report on Guideline on Best Practices and Solutions in the Combating of Counterfeit ICT Devices (TR-CF_BP).
ITU-T SG11complemented this technical work with a survey in Africa aimed at collecting information on the challenges faced by the region with respect to ICT counterfeiting and efforts underway to overcome these challenges. The survey will serve as a basis to develop anti-counterfeiting best practices, regulatory frameworks and technical specifications tailored to the African context. It was also instrumental to raise awareness of this work in Africa and led to the establishment of an SG11 Regional Group in Africa, see section 3.3.7 below.
SG11 was also proactive in organizing a workshop on conformance and interoperability solutions to combat ICT counterfeiting Geneva 28 June 2016. This workshop solicited expert views on solutions to combat counterfeiting and proposals for further ITU studies in the field. The workshop also discussed means to counteract the tampering with or duplication of unique device identifiers; and management mechanisms capable of ensuring the traceability, security, privacy and trust of the people, products and networks that make up ICT supply chains.
SG11 is proposing to WTSA-16 to be entrusted as “Lead study group on combating counterfeiting” for next Study Period, see ANNEX 2 below.
3.3.6	Conformity Assessment Steering committee (CASC)
During the study period the Conformity Assessment Steering Committee (ITU-T CASC) was set up by SG11 in April 2015 to elaborate detailed procedures for the implementation of a test laboratory recognition procedure in ITU-T. 
The ITU-T CASC works in accordance with the ITU-T SG11 Guideline “Testing laboratories recognition procedure” which describes the procedure for recognition of Testing Laboratories that have competence for testing against ITU-T Recommendations.
The terms of reference of the ITU-T CASC are reproduced in ANNEX 5.
At the last meeting of the CASC (June 2016) an initial list of ITU-T Recommendations (ITU-T P.1140, P1100, P.1110 and K.116) which may become subject of joint certification schemes was established. For such joint certification programmes, the CASC aims at establishing collaboration with the International Electrotechnical Commission (IEC) for ITU-T P.1140 and K.116 and with the Global Certification Forum (GCF) for ITU-T P1100 and P.1110.
While detailed procedures involving the GCF are yet to be discussed, the IECEE has submitted a Contribution to inform on the decision of the IECEE Conformity Assessment Board (CAB) and Certification Management Committee (CMC) on establishment of an ITU-T/IECEE joint Task Force, which will be tasked to define the ITU requirements necessary for the inclusion of a testing laboratory and joint certification program.
The meeting report can be found in TD 1306 (GEN/11). More details about ITU-T CASC is available at https://itu.int/en/ITU-T/studygroups/2013-2016/11/Pages/CASC.aspx.
3.3.7	Regional Groups
In order to involve more stakeholders in the work of SG11, at the last meeting of SG11 two regional groups were established, one for Africa and one for RCC. These regional groups were supported by both RCC and ATU via contribution and communication to TSB. The terms of references of these two new regional groups can be found in TD 555 (TSAG) as well as in ANNEX 3 and ANNEX 4 of this report. The management of the two regional groups will be appointed by SG11 at the first meeting of the new study period when the meeting plans of these regional groups will be also discussed.
[bookmark: _Toc320869660][bookmark: _Toc461810676]4	Observations concerning future work
ITU-T SG11 views in relation to restructuring in view of WTSA-16 were submitted to TSAG and are available for WTSA-16 consideration in TD 549 (TSAG).
SG11 would also like to clarify SG11’s position regarding the proposals submitted by SG12 to TSAG in SG12 - LS 114 -E on current activities of Q10/11 and Q15/11, where SG12 stated that there are several benefits in moving Q10/11 and Q15/11 into SG12 in the forthcoming study period 
SG11 disagrees with SG12 for the following reasons:
4.1	Mandate of SG11
SG11 would like to highlight that according to WTSA-12, SG11 “Signalling requirements, protocols and test specifications” was appointed as a lead group on ‘test specifications, conformance and interoperability testing’ and is responsible for studies relating to signalling requirements and protocols, including those for IP-based network technologies, NGN, M2M, IoT, FNs, Cloud Computing, mobility, some multimedia related signalling aspects, ad hoc networks (sensor networks, RFID, etc.), QoS, and internetwork signalling for legacy networks ATM, N ISDN and PSTN networks. 
According to the current mandate of SG11 and related Questions texts, Q10/11 and Q15/11 have developed test specifications for benchmarking measurements and remote testing.
4.2	Position about Q10/11 “Service and networks benchmarking measurements”
During the current study period, ITU-T SG11 has approved the following Recommendations which were developed by Q10/11:
–	Q.3930: Performance testing of distributed systems - Concepts and terminology
–	Q.3931.1: Performance benchmark for the PSTN/ISDN emulation subsystem of an IP multimedia system - Part 1: Core concepts
–	Q.3931.2: Performance benchmark for the PSTN/ISDN emulation subsystem of an IP multimedia system - Part 2: Subsystem configurations and benchmarks
–	Q.3931.3: Performance benchmark for the PSTN/ISDN emulation subsystem of an IP multimedia system - Part 3: Traffic sets and traffic profiles
–	Q.3931.4: Performance benchmark for the PSTN/ISDN emulation subsystem of an IP multimedia system - Part 4: Reference load network quality parameters
–	Q.3932.1: IMS/NGN performance benchmark – Part 1: Core concept
–	Q.3932.2: IMS/NGN performance benchmark – Part 2: Subsystem configurations and benchmarks
–	Q.3932.3: IMS/NGN performance benchmark – Part 3: Traffic sets and traffic profiles
–	Q.3932.4: IMS/NGN performance benchmark - Part 4: Testing of the performance design objectives
–	Q.3933: Reference benchmarking, background traffic profiles and KPIs for VoIP and FoIP in fixed networks
SG11 has great expertise in the area of network benchmarking which are based on the application layer for this reason SG11 believes this work should continue under SG11 and should not be moved to SG12. 
Moreover, during this study period SG11 developed 43 new testing specifications for IP-based networks and established a collaboration agreement with ETSI TC INT (see TD 913 GEN/11) for development of joint test specifications on various topics (e.g. SIP-IMS, VoLTE interconnection, Internet speed measurement, etc.). In this regard, according to different types of testing specifications developed by SG11, which includes, measuring (e.g. ITU-T Q.752) and testing (e.g. ITU-T Q.3901), SG11 decided to change the current title of Recommendations ITU-T Q.series: “Switching, signalling, measuring and testing” (see separate LS to TSAG: COM 11 – LS 112 – E). 
SG12 stated that “Testing of IP-based Networks continues to be a key part of the on-going work of many SG12 participants, and this experience is brought to bear in all aspects of QoS specification, including assessment (testing), as reflected in the text of multiple Questions.” 
SG11 strongly disagrees with this statement for the reasons above.
4.3	Position about Q15/11 “Testing as a service (TAAS)”
The current work of Q15/11 is focused on remote testing. The performance measurements of the customer´s connection to the Internet is a subject of the current SG11 research.
SG11 considers that Internet itself is a virtual environment which is based on the “best effort” concept and therefore the QoS of the virtual environment such as Internet cannot be guaranteed for the time being due to the different stakeholders involved in the service provision. The performance measurements of the Internet connection has not been researched by SG12 so far.
However, SG11 participants found out that there is a need for customers to have a trustable tool to check the performance of the current Internet connection. This approach may become a first step forward which will request the Internet community as well as fixed and mobile operators to increase the quality of access to the Internet. Therefore, SG11 started working on the measuring procedure (approved ITU-T Q.3960 and ongoing draft ITU-T Q.3961) according to the ToR of Q15/11 which allows SG11 “identify the requirements and principles of the virtual testing/estimating and monitoring procedures”.
This work will help ITU Member States to reduce the “Digital Divide” which OECD identified as “the gap between individuals, households, businesses and geographic areas at different socio-economic levels with regard both to their opportunities to access information and communication technologies (ICT) and to their use of the internet for a wide variety of activities”.
Recognizing the expertise of SG12 on QoS, SG11 informed them about this work item and invited their representatives to participate in Q15/11 meetings. Following the proposal of SG12 experts, SG11 decided to extend the current scope of the draft ITU-T Q.3960 to the performance assessment. The title of ITU-T Q.3960 has been changed accordingly to the “Framework for Internet related performance measurements”.
SG11 also established a collaboration agreement with ETSI TC INT where the Internet speed measurement became one of the topics for joint standards.
4.4	Future works of Q10/11 and Q15/11 
In the new study period Q10/11 and Q15/11 are proposed for merging into one question and will focus on 5G/IMT2020 testing including relevant Internet measurements. Please see the current proposal of SG11 for its Questions texts for next Study Period. 
SG11 will enforce the study on future infrastructure such as 5G/IMT2020 and will be pleased to work in collaboration with SG12 on these subjects and would encourage participation of all experts who are interested in these issues.
4.5	Proposal
According to all mentioned above, the current SG11 mandate and the achieved results in this Study Period, SG11 proposed to TSAG to keep within the SG11 mandate the ongoing work of Q10/11&Q15/11 for the next study period as well.
[bookmark: _Toc461810677]5	Updates to the WTSA Resolution 2 for the 2017-2020 study period
Annex 2 contains the updates to WTSA Resolution 2 proposed by Study Group 11 concerning the general areas of study, title, mandate, lead roles and points of guidance in the next study period.
[bookmark: _Toc461810678]ANNEX 1

List of Recommendations, Supplements and 
other materials produced or deleted during the study period

The list of new and revised Recommendations approved during the study period is found in Table 7.
The list of Recommendations determined/consented at the last meeting of Study Group 11 (not already approved as of the publication of this report), is found in Table 8.
The list of Recommendations deleted by Study Group 11 during the study period is found in Table 9.
The List of Recommendations submitted by Study Group 11 to WTSA-16 for approval is found in Table 10.
The List of Recommendations renumbered by Study Group 11 during the study period is found in Table 11.
Tables 12 onwards list other publications approved and/or deleted by Study Group 11 during the study period.
TABLE 7
Study Group 11 – Recommendations approved during the study period
	Recommendation
	Approval
	Status
	TAP/AAP
	Title

	Q.1912.5 D
	2016-08-29
	In force
	AAP
	Interworking between session initiation protocol (SIP) and bearer independent call control protocol (BICC) or ISDN user part (ISUP): Test suite structure and test purposes (TSS&TP) for profile C

	Q.3051
	2015-06-13
	In force
	AAP
	Signalling architecture for the control plane of distributed service networking

	Q.3228
	2016-08-29
	In force
	AAP
	Signalling Requirements and Protocol at the M1 interface between the transport location management physical entity and the mobile location management physical entity (P)

	Q.3229
	2016-08-29
	In force
	AAP
	Signalling Requirements and Protocol at the M2 interface between the transport location management physical entity and the handover decision and control physical entity

	Q.3231
	2016-08-29
	In force
	AAP
	Signalling Requirements and Protocol at the Ne interface between the transport location management physical entity and the network access configuration physical entity 

	Q.3232
	2014-08-29
	In force
	AAP
	Signalling requirements and protocol at the Nc interface between the transport location management physical entity and the transport authentication and authorization physical entity

	Q.3301.1 v3
	2013-08-13
	In force
	AAP
	Resource control protocol No. 1, version 3 – Protocol at the Rs interface between service control entities and the policy decision physical entity

	Q.3303.1 v2 (2012) Cor. 1
	2014-07-16
	In force
	Agreement
	Corrections to Annex A

	Q.3303.2 v2
	2014-03-29
	In force
	AAP
	Resource control protocol No. 3 – Protocol at the interface between a policy decision physical entity (PD-PE) and a policy enforcement physical entity (PE-PE) (Rw interface): ITU-T H.248 alternative version 2

	Q.3303.3 v3
	2013-08-13
	In force
	AAP
	Resource control protocol No. 3 – Protocols at the Rw interface between a policy decision physical entity (PD-PE) and a policy enforcement physical entity (PE-PE): Diameter profile version 3

	Q.3304.1 v2 (2012) Cor. 1
	2014-07-16
	In force
	Agreement
	Corrections to Annex A

	Q.3308.1 (2012) Cor. 1
	2014-07-16
	In force
	Agreement
	Corrections to Annex A

	Q.3315
	2015-01-13
	In force
	AAP
	Signalling requirements for flexible network service combination on broadband network gateway

	Q.3316
	2016-02-13
	In force
	AAP
	Interface and signalling requirements and specification for cross stratum optimization

	Q.3403 v.1
	2016-02-13
	In force
	AAP
	IP multimedia call control protocol based on the session initiation protocol and the session description protocol - Basic call: Requirements for the user side and the network side

	Q.3404
	2016-08-29
	In force
	AAP
	Signalling requirements for NGN real-time multimedia services supporting IPv6 transition

	Q.3614
	2014-01-13
	In force
	AAP
	Originating identification presentation and originating identification restriction protocol specification as next-generation network supplementary service

	Q.3615
	2015-04-29
	In force
	AAP
	Protocol for GeoSMS

	Q.3616
	2015-10-07
	In force
	AAP
	Communication diversion protocol specification as an NGN supplementary service

	Q.3617 v1 
(NOTE: renumbered, it was Q.3652)
	2015-06-13
	In force
	AAP
	Terminating identification presentation and terminating identification restriction using IP multimedia core network subsystem. Protocol specification

	Q.3618 v.1
	2016-02-13
	In force
	AAP
	Originating identification presentation and originating identification restriction using IP multimedia core network subsystem – Protocol specification

	Q.3619 v.1
	2016-02-13
	In force
	AAP
	Communication HOLD using IP multimedia core network subsystem – Protocol specification

	Q.3620 v.1
	2016-02-13
	In force
	AAP
	Communication diversion using IP multimedia core network subsystem – Protocol specification

	Q.3621 v.1
	2016-02-13
	In force
	AAP
	CONF using IP multimedia core network subsystem – Protocol specification

	Q.3622 v.1
	2016-02-13
	In force
	AAP
	Communication waiting using IP multimedia core network subsystem — Protocol specification

	Q.3623 v.1
	2016-02-13
	In force
	AAP
	Explicit communication transfer using IP multimedia core network subsystem – Protocol specification

	Q.3624 v.1
	2016-02-13
	In force
	AAP
	Malicious communication identification using IP multimedia core network subsystem – Protocol specification

	Q.3625 v.1
	2016-02-13
	In force
	AAP
	Completion of communications to busy subscriber and completion of communications by no reply using IP multimedia core network subsystem – Protocol specification

	Q.3626 v.1
	2016-02-13
	In force
	AAP
	Message waiting indication using IP multimedia core network subsystem – Protocol specification

	Q.3627 v.1
	2016-02-13
	In force
	AAP
	Closed user group using IP multimedia core network subsystem – Protocol specification

	Q.3628 v.1
	2016-02-13
	In force
	AAP
	Anonymous communication rejection and communication barring using IP multimedia core network subsystem – Protocol specification

	Q.3629 v.1
	2016-08-29
	In force
	AAP
	Interworking between the IP Multimedia (IM) Core Network (CN) subsystem and Circuit Switched (CS) networks. Protocol specification

	Q.3711
	2016-08-29
	In force
	AAP
	Signalling requirements for software-defined broadband access network

	Q.3712
	2016-08-29
	In force
	AAP
	Scenarios and signalling requirements of unified intelligent programmable interface for IPv6

	Q.3905
	2016-02-13
	In force
	AAP
	Conformance test plan for number portability requirements defined by ITU-T Q-Suppl.4 

	Q.3913
	2014-08-29
	In force
	AAP
	Set of parameters for monitoring Internet of things devices

	Q.3920
	2016-08-29
	In force
	AAP
	Terms and definitions for conformance and interoperability

	Q.3931.3
	2014-08-29
	In force
	AAP
	Performance benchmark for the PSTN/ISDN emulation subsystem of an IP multimedia system - Part 3: Traffic sets and traffic profiles

	Q.3931.4
	2015-06-13
	In force
	AAP
	Performance benchmark for the PSTN/ISDN emulation subsystem of an IP multimedia system - Part 4: Reference load network quality parameters

	Q.3932.1
	2015-06-13
	In force
	AAP
	IMS/NGN performance benchmark – Part 1: Core concept 

	Q.3932.2
	2015-06-13
	In force
	AAP
	IMS/NGN performance benchmark – Part 2: Subsystem configurations and benchmarks

	Q.3932.3
	2015-06-13
	In force
	AAP
	IMS/NGN performance benchmark – Part 3: Traffic sets and traffic profiles

	Q.3932.4
	2016-05-14
	In force
	AAP
	IMS/NGN performance benchmark - Part 4: Testing of the performance design objectives

	Q.3933
	2015-06-13
	In force
	AAP
	Reference benchmarking, background traffic profiles and KPIs for VoIP and FoIP in fixed networks

	Q.3941.1 v.1
	2016-02-13
	In force
	AAP
	Network integration testing between SIP and ISDN/PSTN network signalling protocols – Part 1: Test suite structure and test purposes for SIP-ISDN

	Q.3941.5 v.1
	2016-02-13
	In force
	AAP
	Network integration testing between SIP and ISDN/PSTN network signalling protocols – Part 5: TSS&TP for network integration tests between ISDN-ISDN and ISDN-PSTN over SIP-II NNI / SIP-I NNI

	Q.3942.1
	2013-04-29
	In force
	AAP
	Conformance test specification for the terminating identification restriction using IP multimedia core network subsystem – Part 1: Protocol implementation conformance statement

	Q.3942.2 v1
	2015-06-13
	In force
	AAP
	Conformance test specification for the terminating identification restriction using IP multimedia core network subsystem – Part 2: Network side; Test suite structure and test purposes

	Q.3942.3 v1
	2015-06-13
	In force
	AAP
	Conformance test specification for the terminating identification restriction using IP multimedia core network subsystem – Part 3: User side; Test suite structure and test purposes

	Q.3943.1
	2013-04-29
	Superseded
	AAP
	Conformance tests specification for the originating identification presentation and originating identification restriction using the IP multimedia core network subsystem – Part 1: Protocol

	Q.3943.2
	2013-04-29
	Superseded
	AAP
	Conformance tests specification for the originating identification presentation and originating identification restriction using the IP multimedia core network subsystem – Part 2: Network side – Test suite structure and test purposes

	Q.3943.3
	2013-04-29
	Superseded
	AAP
	Conformance tests specification for the originating identification presentation and originating identification restriction using the IP multimedia core network subsystem – Part 3: User side – Test suite structure and test purposes

	Q.3946.1
	2014-08-29
	In force
	AAP
	Conformance tests specification for the session initiation protocol - Part 1: Protocol implementation conformance statement proforma

	Q.3946.2
	2013-04-29
	In force
	AAP
	Conformance tests specification for the session initiation protocol – Part 2: Test suite structure and test purposes

	Q.3946.3
	2014-08-29
	In force
	AAP
	Conformance tests specification for the session initiation protocol - Part 3: Abstract test suite and partial protocol implementation extra information for testing (PIXIT) proforma

	Q.3951
	2015-06-13
	In force
	AAP
	Real-time Internet Protocol based on the ITU-T T.38 supporting facsimile service testing framework at the user-to-network interface of next generation networks

	Q.3960
	2016-07-06
	In force
	AAP
	Framework of Internet speed measurements for the fixed and mobile networks

	Q.4001.1 v.1
	2016-02-13
	In force
	AAP
	IMS specific use of session initiation protocol and session description protocol; Conformance testing – Part 1: Protocol implementation conformance statement

	Q.4001.2 v.1
	2016-02-13
	In force
	AAP
	IMS specific use of session initiation protocol and session description protocol; Conformance testing – Part 2: Test suite structure and test purposes

	Q.4001.3 v.1
	2016-02-13
	In force
	AAP
	IMS specific use of session initiation protocol and session description protocol; Conformance testing – Part 3: Network side; Abstract test suite and protocol implementation extra information for testing

	Q.4002.1 v.1
(NOTE: renumbered, it was Q.3943.1)
	2016-02-13
	In force
	AAP
	Originating identification presentation and originating identification restriction using IP multimedia core network subsystem; Conformance testing – Part 1: Network side and user side; Protocol implementation conformance statement

	Q.4002.2 v.1
(NOTE: renumbered, it was Q.3943.2)
	2016-02-13
	In force
	AAP
	Originating identification presentation and originating identification restriction using IP multimedia core network subsystem; Conformance testing – Part 2: Network side; Test suite structure and test purposes

	Q.4002.3 v.1
(NOTE: renumbered, it was Q.3943.3)
	2016-02-13
	In force
	AAP
	Originating identification presentation and originating identification restriction using IP multimedia core network subsystem; Conformance testing – Part 3: User side; Test suite structure and test purposes

	Q.4003.1 v.1
	2016-02-13
	In force
	AAP
	Communication HOLD using IP multimedia core network subsystem; Conformance Testing – Part 1: Network side and user side; Protocol implementation conformance statement

	Q.4003.2 v.1
	2016-02-13
	In force
	AAP
	Communication HOLD using IP multimedia core network subsystem; Conformance testing – Part 2: Network side; Test suite structure and test purposes

	Q.4003.3 v.1
	2016-02-13
	In force
	AAP
	Communication HOLD using IP multimedia core network subsystem; Conformance testing – Part 3: User side; Test suite structure and test purposes

	Q.4004.1 v.1
	2016-02-13
	In force
	AAP
	Communication diversion using IP multimedia core network subsystem; Conformance testing – Part 1: Network side and user side; Protocol implementation conformance statement

	Q.4004.2 v.1
	2016-02-13
	In force
	AAP
	Communication diversion using IP multimedia core network subsystem; Conformance testing – Part 2: Network side; Test suite structure and test purposes

	Q.4004.3 v.1
	2016-08-29
	In force
	AAP
	Communication Diversion using IP Multimedia core network subsystem; Conformance testing; Part 3: User side, TSS&TP

	Q.4005.1 v.1
	2016-02-13
	In force
	AAP
	Conference service using IP multimedia core network subsystem; Conformance testing – Part 1: Network side and user side; Protocol implementation conformance statement

	Q.4005.2 v.1
	2016-02-13
	In force
	AAP
	Conference service using IP multimedia core network subsystem; Conformance testing – Part 2: Network side; Test suite structure and test purposes

	Q.4005.3 v.1
	2016-02-13
	In force
	AAP
	Conference service using IP multimedia core network subsystem; Conformance testing – Part 3: User side; Test suite structure and test purposes

	Q.4006.1 v.1
	2016-02-13
	In force
	AAP
	Communication waiting service using IP multimedia core network subsystem; Conformance testing – Part 1: Network side and user side; Protocol implementation conformance statement

	Q.4006.2 v.1
	2016-02-13
	In force
	AAP
	Communication waiting service using IP multimedia core network subsystem; Conformance testing – Part 2: Network side; Test suite structure and test purposes

	Q.4006.3 v.1
	2016-02-13
	In force
	AAP
	Communication waiting service using IP multimedia core network subsystem; Conformance testing – Part 3: User side; Test suite structure and test purposes

	Q.4007.1 v.1
	2016-08-29
	In force
	AAP
	Explicit Communication Transfer (ECT) using IP Multimedia core network subsystem; Conformance testing; Part 1: Network side, User side, PICS

	Q.4007.2 v.1
	2016-08-29
	In force
	AAP
	Explicit Communication Transfer (ECT) using IP Multimedia core network subsystem; Conformance testing; Part 2: Network side, TSS&TP

	Q.4007.3 v.1
	2016-08-29
	In force
	AAP
	Explicit Communication Transfer (ECT) using IP Multimedia core network subsystem; Conformance testing; Part 3: User side, TSS&TP

	Q.4008.1 v.1
	2016-08-29
	In force
	AAP
	Malicious Communication Identification (MCID) using IP Multimedia (IM) Core Network (CN) subsystem; Conformance Test Specification; Part 1: Protocol Implementation Conformance Statement (PICS)

	Q.4008.2 v.1
	2016-08-29
	In force
	AAP
	Malicious Communication Identification (MCID) using IP Multimedia (IM) Core Network (CN) subsystem; Conformance Test Specification; Part 2: Test Suite Structure and Test Purposes (TSS&TP), network side

	Q.4008.3 v.1
	2016-08-29
	In force
	AAP
	Malicious Communication Identification (MCID) using IP Multimedia (IM) Core Network (CN) subsystem; Conformance Test Specification; Part 3: Test Suite Structure and Test Purposes (TSS&TP), user side

	Q.4009.1 v.1
	2016-08-29
	In force
	AAP
	Completion of Communications to Busy Subscriber (CCBS) and Completion of Communications by No Reply (CCNR) using IP Multimedia (IM) Core Network (CN) subsystem; Conformance Test Specification; Part 1: Protocol Implementation Conformance Statement (PICS)

	Q.4009.2 v.1
	2016-08-29
	In force
	AAP
	Completion of Communications to Busy Subscriber (CCBS) and Completion of Communications by No Reply (CCNR) using IP Multimedia (IM) Core Network (CN) subsystem; Conformance Test Specification; Part 2: Test Suite Structure and Test Purposes (TSS&TP)

	Q.4010.1 v.1
	2016-08-29
	In force
	AAP
	Message Waiting Indication (MWI) using IP Multimedia (IM) Core Network (CN) subsystem; Part 1: Protocol Implementation Conformance Statement (PICS)

	Q.4010.2 v.1
	2016-08-29
	In force
	AAP
	Message Waiting Indication (MWI) using IP Multimedia (IM) Core Network (CN) subsystem; Part 2: Test Suite Structure and Test Purposes (TSS&TP), network side 

	Q.4010.3 v.1
	2016-08-29
	In force
	AAP
	Message Waiting Indication (MWI) using IP Multimedia (IM) Core Network (CN) subsystem; Part 3: Test Suite Structure and Test Purposes (TSS&TP), user side

	Q.4011.3 v.1
	2016-08-29
	In force
	AAP
	Closed User Group (CUG) using IP Multimedia (IM) Core Network (CN) subsystem; Conformance Test Specification; Part 3: Test Suite Structure and Test Purposes (TSS&TP), user side

	Q.4011.1 v.1
	2016-08-29
	In force
	AAP
	Closed User Group (CUG) using IP Multimedia (IM) Core Network (CN) subsystem; Conformance Test Specification; Part 1: Protocol Implementation Conformance Statement (PICS)

	Q.4011.2 v.1
	2016-08-29
	In force
	AAP
	Closed User Group (CUG) using IP Multimedia (IM) Core Network (CN) subsystem; Conformance Test Specification; Part 2: Test Suite Structure and Test Purposes (TSS&TP), network side

	Q.4012.1 v.1
	2016-08-29
	In force
	AAP
	Anonymous Communication Rejection (ACR) and Communication Barring (CB) using IP Multimedia (IM) Core Network (CN) subsystem 3GPP Release 10; Conformance Testing Specification Part 1: Protocol Implementation Conformance Statement (PICS)

	Q.4012.2 v.1
	2016-08-29
	In force
	AAP
	Anonymous Communication Rejection (ACR) and Communication Barring (CB) using IP Multimedia (IM) Core Network (CN) subsystem; Conformance Test Specification; Part 2: Test Suite Structure and Test Purposes (TSS&TP), network side

	Q.4012.3 v.1
	2016-08-29
	In force
	AAP
	Anonymous Communication Rejection (ACR) and Communication Barring (CB) using IP Multimedia (IM) Core Network (CN) subsystem; Conformance Test Specification; Part 2: Test Suite Structure and Test Purposes (TSS&TP), user side

	Q.4015.1 v.1
	2016-05-14
	In force
	AAP
	Interworking between the IP multimedia core network subsystem and circuit switched networks; Conformance testing – Part 1: Protocol implementation conformance statement

	Q.4015.2 v.1
	2016-05-14
	In force
	AAP
	Interworking between the IP multimedia core network subsystem and circuit switched networks; Conformance testing – Part 2: Test suite structure and test purposes

	Q.4016
	2016-08-29
	In force
	AAP
	Testing specification of call establishment procedures based on SIP/SDP and H.248 for a real-time fax over IP service

	Q.4040
	2016-02-13
	In force
	AAP
	The framework and overview of cloud computing interoperability testing 

	X.609 
(NOTE: renumbered, it was X.626)
	2015-06-13
	In force
	AAP
	Managed peer-to-peer (P2P) communications: Functional architecture

	X.609.1
	2016-06-13
	In force
	AAP
	Managed P2P communications: Peer Activity Management Protocol (PAMP)

	X.609.2
	2016-08-29
	In force
	AAP
	Managed P2P communications: Overlay Resource Control Protocol (ORCP) 

	Y.4411/Q.3052
	2016-02-13
	In force
	AAP
	Overview of application programming interfaces and protocols for the machine-to-machine service layer



TABLE 8
Study Group 11 – Recommendations consented/determined at the last meeting (and not yet approved)
	Recommendation
	Consent/‌Determination
	TAP/AAP
	Title

	During the last meeting of SG11 in this Study Period (July 2016), 29 Recommendations were consented. These Recommendations were already approved when this report was drafted, therefore they are listed in Table 7. 



TABLE 9
Study Group 11 – Recommendations deleted during study period
	Recommendation
	Last version
	Withdrawal date
	Title

	None



TABLE 10
Study Group 11 – Recommendations submitted to WTSA-16
	Recommendation
	Proposal
	Title
	Reference

	None


TABLE 11
Study Group 11 – Recommendations renumbered after approval
	Recommendation
	Old number
	Title

	Q.3617 v1
	Q.3652
	Terminating identification presentation and terminating identification restriction using IP multimedia core network subsystem. Protocol specification

	X.609
	X.626
	Managed peer-to-peer (P2P) communications: Functional architecture

	Q.4002.1 v.1
	Q.3943.1
	Originating identification presentation and originating identification restriction using IP multimedia core network subsystem; Conformance testing – Part 1: Network side and user side; Protocol implementation conformance statement

	Q.4002.2 v.1
	Q.3943.2
	Originating identification presentation and originating identification restriction using IP multimedia core network subsystem; Conformance testing – Part 2: Network side; Test suite structure and test purposes

	Q.4002.3 v.1
	Q.3943.3
	Originating identification presentation and originating identification restriction using IP multimedia core network subsystem; Conformance testing – Part 3: User side; Test suite structure and test purposes



TABLE 12
Study Group 11 – agreed Supplements during this Study Period 
	Recommendation
	Date
	Status
	Title

	Q Suppl. 49
	2014-02-21
	In force
	Signalling requirements to support IP telephony

	Q Suppl. 62
	2014-02-21
	In force
	Overview of the work of standards development organizations and other organizations on the emergency telecommunications service

	Q Suppl. 63
	2013-06-21
	In force
	Signalling protocol mappings in support of the Emergency Telecommunications Service in IP networks

	Q Suppl. 64
	2014-02-21
	In force
	Physical realization of next generation networks

	Q Suppl. 65
	2014-07-16
	In force
	Cloud computing interoperability activities

	Q Suppl. 67
	2015-04-29
	In force
	Framework of signalling for software-defined networking

	Q Suppl. 68
	2015-12-15
	In force
	Technical Report on emergency telecommunication service (ETS) interoperability limitations


TABLE 13
Study Group 11 – Technical Papers
	Recommendation
	Date
	Status
	Title

	None



TABLE 14
Study Group 11 – Technical Reports
	Recommendation
	Date
	Status
	Title

	TR-Counterfeit
	21/11/2014
	New
	Technical Report on Counterfeit ICT Equipment

	TR Counterfeit-rev
	11/12/2015
	Revised
	Technical Report on Counterfeit ICT Equipment


TABLE 15
Study Group 11 – Other publications
	Designation
	Date
	Status
	Title

	SG11 Guidelines
	29/04/2015
	New
	Testing Laboratories recognition procedure



[bookmark: Annex_A][bookmark: _Toc328400213][bookmark: _Toc461810679]ANNEX 2

Proposed updates to the Study Group 11 mandate and Lead Study Group roles
(WTSA Resolution 2)
The following are the proposed changes to the Study Group 11 mandate and Lead Study Group roles agreed at the last Study Group 11 meeting in this study period, based on the relevant portions of WTSA-12 Resolution 2.
[bookmark: _Toc304457409][bookmark: _Toc324435678]PART 1  General areas of study
[bookmark: _Toc509631359][bookmark: _Toc509631356]…
Study Group 11
Signalling requirements, protocols and test specifications
ITU-T Study Group 11 is responsiblehas been attributed the responsibility for studies relatinged to signalling architectures, requirements and protocols, including those for IP-based network technologies, next-generation networks (NGN), machine-to-machine (M2M) communication, Internet of things (IoT), future networks (FNs), software-defined networking (SDN), network function virtualization (NFV), cloud computing, mobility, some multimedia-related signalling aspects, ad hoc networks (sensor networks, radio-frequency identification (RFID), etc.), quality of service (QoS), and inter-network VoLTE/ViLTE-based networks interconnection, 5G technologies/IMT2020, multimedia, next-generation networks (NGN) and signalling for legacy networks (e.g. ATM, NISDN and PSTN). In addition, it isinterworking.
SG11 is also responsible for studies relating to combat counterfeiting of ICT equipment and to reference signalling architecturessupport the ITU conformance and interoperability testing (C&I) programme as well as studies related to any network/system/service measurements including benchmark testing, Internet measurements, etc. SG11 will also develop test specifications for existing (e.g. NGN, IMS) and emerging network technologies (e.g. IoT, FNs, Cloud, SDN, NFV, IoT, VoLTE/ViLTE, 5G technologies/IMT-2020 etc.). In addition, SG11 will study a way to implement a Testing Laboratory recognition procedure in ITU-T through the work of ITU-T Conformity Assessment Steering Committee (ITUT CASC).
[bookmark: _Toc304457410][bookmark: _Toc324411236]…
[bookmark: _Toc324435679]PART 2  Lead Study Groups in specific areas of study
…
–	Lead study group on signalling and protocols
–	Lead study group on machine-to-machine (M2M) signalling and protocol
–	Lead study group on test specifications, conformance and interoperability testing
–	Lead study group on combating counterfeiting 
[bookmark: _Toc304457411][bookmark: _Toc324411237]…
[bookmark: _Toc324435680]Annex B
(to WTSA Resolution 2)

Points of guidance to study groups for the development
of the post-2016 work programme
…
ITU-T Study Group 11 is responsible for studies relating to signalling requirements and protocols, including those for IP-based network technologies, next-generation networks (NGN), machine-to-machine (M2M) communication, Internet of things (IoT), future networks (FN), cloud computing, mobility, some multimedia-related signalling aspects, ad hoc networks (sensor networks, radio-frequency identification (RFID), etc.), quality of service (QoS), and inter-network signalling for legacy networks (e.g. ATM, NISDN and PSTN). In addition, it is responsible for studies relating to reference signalling architectures and test specifications for NGN and emerging network technologies (e.g. IoT, etc.).	Comment by editor: This text was deleted as it is a repetition of the paragraph on SG11 mandate for next Study Period. Relevant updates on this paragraph are included in the SG11 mandate for next Study Period.
In addition,Study Group 11 will develop Recommendations on the following subjects:
–	network signalling and control functional architectures in emerging telecommunication environments (e.g. M2M, IoT, FNSDN, NFV, FNs, cloud computing, VoLTE/ViLTE, 5G technologies/IMT-2020, etc.);
–	services and application control and signalling requirements and protocols;
–	session control and signalling requirements and protocols;
–	bearer control and signalling requirements and protocols;
–	and resource control and signalling requirements and protocols;
–	signalling and control requirements and protocols to support attachment in emerging telecommunication environments;
–	reference signalling architectures;and control requirements and protocols to support broadband network gateway;
–	signalling and control requirements and protocols to support emerging multimedia services;
–	signalling and control requirements and protocols to support emergency telecommunication services (ETS);
–	signalling requirements for establishing the interconnection of  packet based networks including VoLTE/ViLTE-based networks, 5G/IMT-2020 and beyond;
–	test specifications methodologies and test suites as well as monitoring of parameters set for emerging network technologies to assureand their applications, including Cloud computing, SDN, NFV, IoT, VoLTE/ViLTE, 5G technologies/IMT-2020 to enhance interoperability;
–	conformance, interoperability testing and service and network measurement benchmarking./system/service measurements, including benchmark testing, Internet measurements, etc.;
–	combating counterfeiting of ICT devices.
Study Group 11 is to lend assistance to developing countries in the preparation of a handbooktechnical reports and guidelines on the deployment of packet-based networks. as well as emerging networks.
Study Group 11 is to reuse, where appropriate, protocols that are being developed by other SDOs, in order to maximize standards investments.
The development of signalling requirements and, protocols and test specifications will be as follows:
–	Study and develop signalling requirements.;
–	Develop protocols to meet the signalling requirements;
–	Develop protocols to meet the signalling requirements of new services and technologies;
–	Develop protocol profiles for the existing protocols;
–	Study existing protocols to determine if they meet the requirements, and work with the relevant organizationsSDOs to avoid duplication and for necessary enhancements or extensions.;
–	Develop protocols to meet requirements beyond the capabilities of existing protocols.
–	Develop protocols to meet the requirements of new services and technologies.
–	Develop protocol profiles for existing protocols.
–	Study existing open source codes from open source communities (OSCs) to support the implementation of ITU-T Recommendations;
–	Develop specificationssignalling requirements and relevant test suites for interworking between any new signalling protocols and existing ones.;
–	Develop signalling requirements and relevant test suites for interconnection between packet-based networks (e.g. VoLTE/ViLTE-based networks, 5G/IMT-2020 and beyond);
–	Develop test methodologies and test suits for the relevant signalling protocols.
Study Group 11 is to work on enhancements to existing Recommendations on access and inter-network signalling protocols of BICC, ATM, N-ISDNlegacy networks and PSTN, i.systems, e. Signallingg. Signaling System No. Number 7,  (SS7), digital subscriber signalling 1 and 2 (DSS1 and DSS2), etc. The objective is to satisfy business needs of member organizations that wish to offer new features and services on top ofusing networks based on existing Recommendations.
When meeting in Geneva, Study Group 11 will hold collocated meetings with Study Group 13.
Joint rapporteur group activities of different study groups (under a global standards initiative (GSI) or other arrangements) shall be seen as complying with the WTSA expectations for collocation.
…
Annex C
(to WTSA Resolution 2)

List of Recommendations under the responsibility of the respective 
study groups and TSAG in the 2017-2020 study period
…
Study Group 11
–	ITU-T Q-series, except those under the responsibility of Study Groups 2, 13, 15 16 and 20
–	Maintenance of the ITU-T U-series
–	ITU-T X.290-series (except ITU-T X.292) and ITU-T X.600  ITU-T X.609
–	ITU-T Z.500-series
…
[bookmark: _Toc461810680]ANNEX 3

ITU-T STUDY GROUP 11 REGIONAL GROUP FOR AFRICA 
(TERMS OF REFERENCE, Ref. TD 555-TSAG)
A)	To control combating counterfeit ICT products in Africa through facilitating active participation in development of relevant recommendations and promote capacity building through workshops, meetings and training;
B)	To encourage the active participation of Administrations, regulators, manufacturers and operators and service providers of the region in the activities of ITU-T Study Group 11 (SG11), as well as in the implementation of ITU-T Recommendations;
C)	To act as a forum, using both face to face as well as electronic meetings, for information-sharing related to SG11 activities;
D)	To facilitate the broader inclusion and more active participation of African countries in SG11 activities, given the limited abilities to attend SG11 meetings in Geneva;
E)	To encourage and promote participation of African countries in workshops, SG11 Rapporteur meetings and other SG11 events;
F)	To assist African Administrations in the organization of SG11 events, e.g. workshops, trainings, seminars, etc. on SG11 selected emerging topics;
G)	To strengthen standard-making capabilities of African countries in accordance with Resolution 44 on “Bridging the Standardization Gap” (Rev. Dubai, 2012);
H)	To identify needs for training and develop and implement training plans on current ITU-T SG11 standardization areas, topical issues and future technologies, in coordination with ITU-T SG11 and ITU-D as appropriate;
I)	To identify the regional priorities as they relate to the mandate of SG11, focusing initially on conformance and interoperability (C&I) testing as well as combating counterfeiting of ICT equipment:
1)	support regional contributions on C&I issues based on inputs provided by different African parties;
2)	support regional contributions on combating counterfeiting based on inputs provided by different African stakeholders, e.g. customs, vendors, regulators, certification bodies, testing laboratories, etc.; 
3)	involve African stakeholders to participate in ITU-T Conformity Assessment Steering Committee (ITU-T CASC) meetings, fostering their proposals on possible ITU-T Recommendations which may become candidate of the new joint IEC/ITU certification scheme;
J)	To identify ITU-T Recommendations which are adopted at National level in the African region and therefore propose to develop relevant test specifications when this need is recognised;
K)	To discuss both traditional and emerging topics in ITU-T SG11 (e.g. VoLTE/ViLTE interconnection), from the African regional perspective, aiming at drafting regional contributions to be submitted to SG11;
L)	To coordinate the African regional support towards the development of new and revised ITUT Recommendations focusing on both traditional and emerging areas of interest in SG11;
M)	To improve liaison, collaboration and representation between the African region and other world regions, through other regional groups and/or the parent group, on relevant standardization matters under the mandate of SG11;
N)	To serve as a forum to promote the recognition and/or development of C&I testing labs and centres in Africa, development of MRAs and sharing of information among African countries;
O)	To encourage African countries to have regulatory framework for C&I;
P)	To cooperate with ITU-T SG11 in the development of framework, standards, guidelines   to control counterfeit and substandard ICT equipment;  
Q)	To educate our citizenry about the possible dangers posed by the counterfeit devices including environmental disposal issues.
[bookmark: _Toc461810681]ANNEX 4

ITU-T STUDY GROUP 11 REGIONAL GROUP FOR RCC
(TERMS OF REFERENCE, Ref. TD 555-TSAG)
A)	To encourage the active participation of Administrations, regulators and operators of the region in the activities and efforts of ITU-T Study Group 11 (SG11), as well as in the implementation of ITU-T Recommendations;
B)	To act as a forum, using both face to face meetings as well as electronic communications, for information-sharing related to SG11 activities among local and regional experts from the private sector and the Government;
C)	To facilitate the broader inclusion and more active participation of RCC countries in SG11 activities, given the limited abilities to attend SG11 meetings in Geneva;
D)	To encourage and coordinate participation of RCC countries in workshops, SG11 Rapporteur meetings and other SG11 events;
E)	To coordinate and foster the organization of   RCC regional events, e.g. workshops, on SG11 selected emerging topics;
F)	To strengthen standard-making capabilities of RCC countries in accordance with Resolution 44 on “Bridging the Standardization Gap” (Rev. Dubai, 2012);
G)	To identify needs for training and seminars on current ITU-T SG11 standardization areas, hot topics and future technologies which are points of interest for operators, regulatory authorities, vendors and testing laboratories in   RCC countries, and to coordinate the organization of such technical tutorials in the region on such topics, in coordination with ITU-T SG11;
H)	To identify the regional priorities as they relate to the mandate of SG11, focusing initially on conformance and interoperability (C&I) testing, ITU-T testing laboratory recognition procedure and relevant work of the ITU-T conformity assessment steering committee (ITU-T CASC), combating counterfeiting of ICT equipment, VoLTE/ViLTE interconnection, remote and performance testing, including Internet measurements, e.g. Internet speed measurement. In particular the regional group will aim to:
1)	foster discussion across the RCC countries and to seek regional consensus on telecommunications ICTs aspects related to the interconnection of IP-based networks (e.g. 4G, 5G IMT-2020 and beyond) especially towards an efficient delivery of services such as voice and video calls;
2)	involve RCC certification bodies to participate in ITU-T CASC meetings, fostering their proposals on possible ITU-T Recommendations which may become candidate of the new joint IEC ITU certification scheme;
3)	support regional contributions on combating counterfeiting based on inputs provided by different RCC parties, e.g. customs, vendors, regulators, certification bodies, testing laboratories, etc.;
I)	To identify ITU-T Recommendations which are adopted at National level in the RCC countries and therefore propose to develop relevant test specifications when this need is recognised;
J)	To discuss both traditional and emerging topics in SG11, from a RCC countries perspective, aiming at drafting relevant contributions to be submitted to SG11;
K)	To coordinate the RCC regional support towards the development of new and revised ITU-T Recommendations focusing on both traditional and emerging areas of interest in SG11;
L)	To improve liaison and collaboration between the RCC countries and other world regions, through other regional groups and or the parent group, on relevant standardization matters under the mandate of SG11.
[bookmark: _Toc461810682]ANNEX 5

Conformity Assessment Steering Committee
(Terms of References)
To implement the ITU-T testing laboratory recognition procedure, ITU-T CASC will collaborate with existing conformity assessment programs, by providing ITU-T’s technical experts to perform relevant TL’s assessment against ITU-T Recommendations. 
The main objectives of the ITU-T CASC are: 
–	to provide the ITU-T view and position to the management organs of the established Conformity Assessment Systems and Schemes of the IEC and ILAC;
–	to set up criteria, rules and procedures for the appointment of ITU-T technical experts by working with established Conformity Assessment Systems and Schemes of IEC, in collaboration with ILAC aiming for a common testing and conformity assessment;
–	to process applications from candidate experts from ITU-T membership;
–	to appoint the ITU-T technical expert(s);
–	to recognize TL with a scope of ITU-T Recommendation(s) which is assessed by IEC or by ILAC accreditation bodies and register it in the ITU recognized TL list;
ITU-T CASC is working under the auspices of ITU-T SG11 with the participation of ITU-T experts from all ITU-T SGs.
Any expert from ITU-T membership can be appointed by CASC as an ITU-T technical expert according to the requirements in paragraph 7 of the ITU-T SG11 Guideline “Testing Laboratories recognition procedure”. Initially the editors of ITU-T Recommendations which are specified in the living list of key recommendations suitable for C&I testing as well as focal points of pilot projects in the living list of pilot project for C&I testing against ITU-T Recs could be candidates for appointment by the ITU-T CASC as technical experts. The list of ITU-T technical experts will be made publicly available.
Bearing in mind that the ITU-T CASC cooperates with international accreditation bodies, the ITU T technical experts appointed by ITU-T CASC can work directly as part of the accreditation body teams.
The ITU-T Telecommunication Standardization Bureau (TSB) will provide secretariat and facilities as required by ITU-T CASC.
The ITU-T CASC will work mostly using electronic working methods and have face-to-face meetings which will normally occur concurrently with SG11 meetings. Meetings will be held as determined by the Chairman of ITU-T CASC as soon as a pool of applications have been gathered and will be announced to its participants. The ITU-T CASC will follow the working rules and procedures which are applied to a Working Party.
The ITU-T CASC will report its activities to ITU-T SG11.
________________________
	Contact:
	Mr Wei FENG
Chairman ITU-T SG11
China
	Tel: +8613802284032
Email: Brightdaytocome@gmail.com 
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