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	مكتب تقييس الاتصالات

	
	


	
	
	جنيف، 19 يناير 2009

	المرجع:
	الإضافة 1 للرسالة
TSB Collective-letter 1/17


	

	الهاتف:
الفاكس:
البريد الإلكتروني:
	+41 22 730 5994
+41 22 730 5853
tsbsg17@itu.int
	إلى إدارات الدول الأعضاء في الاتحاد، وأعضاء قطاع تقييس الاتصالات بالاتحاد والمنتسبين إليه، المشاركين في أعمال لجنة الدراسات 17


الموضوع:
اجتماع لجنة الدراسات 17
جنيف، 20-11 فبراير 2009
حضرات السادة والسيدات،

تحية طيبة وبعد،
1
كما جاء في الرسالة الجماعية 1/17 بتاريخ 4 ديسمبر 2008 تجدون رفق هذه الإضافة معلومات إضافية تتناول اجتماع لجنة الدراسات 17 لقطاع تقييس الاتصالات المزمع عقده في جنيف من 11 إلى 20 فبراير 2009.
2
وفي الملحق 1 تحديث للجدول الزمني للاجتماع. وفي الملحق 2 مشروع برنامج عمل لأفرقة العمل والمسائل.
3
يرجى ملاحظة أن ورشة عمل القطاع بشأن التحديات الجديدة لعمليات تقييس أمن الاتصالات تعقد قبيل اجتماع لجنة الدراسات 17، أي في 9 (بعد الظهر) و10 فبراير 2009. وترد المعلومات عن هذه الورشة في الرسالة المعممة 9 في العنوان http://www.itu.int/md/T09-TSB-CIR-0009/en. ويتعين القيام بتسجيل منفصل بشأن الورشة. وتتضمن صفحة الورشة على الويب http://www.itu.int/ITU-T/worksem/security/200902/ استمارة تسجيل ومعلومات محدّثة.

4
بالاتفاق مع رئيس لجنة الدراسات 17 السيد أركادي كريمير، ستتخذ اللجنة في اجتماعها المزمع عقده في فبراير 2009 المزيد من الخطوات نحو العمل في بيئة إلكترونية بالكامل. وبناءً على ذلك سيدار هذا الاجتماع بدون استخدام الورق.
وستتاح مع ذلك الطابعات في الطابق الثاني من مبنى مونبريان وفي المقهى السيبراني في الطابق الثاني تحت الأرض من مبنى البرج، للسماح للمندوبين بطباعة الوثائق إن أرادوا ذلك. وفضلاً عن ذلك، اتخذ مكتب الخدمة التابع لدائرة خدمات المعلومات الترتيبات اللازمة لإتاحة عدد محدود من أجهزة الحاسوب المحمولة كي يستخدمها المشاركون الذين ليس معهم حواسيبهم المحمولة.
وتفضلوا بقبول فائق التقدير والاحترام.
مالكولم جونسون
مدير مكتب تقييس الاتصالات

الملحقات: 2

ANNEX 1

(to Addendum 1 to TSB Collective letter 1/17)



Updated Timetable

ITU-T Study Group 17 meeting, Geneva, 11-20 February 2009 1)
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1) Udates to this work plan for the meetings on questions and joint meetings will be posted on the itu-t sg 17 website. 
2) Scurity coordination
3) Joint session with ISO/IEC JTC 1/SC 6/WG 7 on USN security.

4) Collaborative meeting with iso/iec jtc 1/sc 6/wg 8 on directory
5) Collaborative meeting with ISO/IEC JTC 1/SC 6/WG 9 on ASN.1 and OIDs
6) Q.15/17 will meet if necessary
7) tutorial sessions will be scheduled during the SG 17 meeting. Details will be provided on the SG 17 website
Plen = Study Group 17 plenary sessions; WP = Working party plenary sessions; JCA-IDM
 = Joint coordination activity on identity management
ANNEX 2

(to Addendum 1 to TSB Collective letter 1/17)

Draft work programme for working parties and questions

Working Party 1  -  Network and information security

· Consider any new action resulting from the results from WTSA-08

· Review the Question texts for this study period
· Review and approve results from interim activities
· Review the results of the workshop on new challenges for telecom security standardizations
· Perform the lead study group (LSG) responsibilities for telecommunication security, including updating the LSG information on the SG 17 web page and preparing a concise report to TSAG
· Question 1/17  -  Telecommunications systems security project

· Coordinate lead study group responsibilities for telecommunication security

· Review results of activities since the September 2008 Study Group 17 meeting

· Consider a top-down approach to security

· Review and update the ICT security standards roadmap

· Review, update and finalize proposals new edition of the ITU-T security manual

· Maintain the catalogue of ITU-T Recommendations dealing with security and the compendium of ITU-T approved security definitions

· Prepare material to promote ITU-T security work and attract additional participation (brochure, presentation slides, etc.)

· Review progress of the Security Standardization Experts Network (SSEN)

· Review ITU Cybersecurity Gateway

· Consider ISO/IEC/ITU-T Strategic Advisory Group on Security issues

· Consider efficient collaboration with other bodies including ENISA, NISSG and RAISE Forum
· Review and update the security project action plans
· Provide concise summary of achievements for inclusion in SG 17 report to relevant entities

· Question 2/17  -  Security architecture and framework

· Responsible for Recommendations X.800, X.802, X.803, X.805, X.810, X.811, X.812, X.813, X.814, X.815, X.816, X.830, X.831, X.832, X.833, X.834, X.835, X.841, X.842, X.843, X.1031, X.1034, X.1035, X.1036 and Supplements 2 and 3 to X-series

· Review results of activities since the September 2008 SG 17 meeting

· Progress work on draft new Recommendations:
· X.1034, Amd.1 enhancing the extensible authentication protocol (EAP) based authentication and key management
· X.interfaces, Architecture of external interfaces for telecommunication network security system
· Review status of the coordination with other ITU-T study groups, and particularly SG 13 on security issues related to NGN

· Address any coordination issues from NGN-JCA and identify any issues to report to NGN-JCA
· Consider efficient cooperative work with ISO/IEC JTC 1/SC 27 on IT network security project

· Consider efficient collaboration with other bodies including ISO/IEC JTC 1/SCs 27 and 37, IEC TC 25, ISO TC 12, IETF, ATIS, ETSI, 3GPP and 3GPP2

· Update summaries of draft revised and new Recommendations
· Update the action plan
· Provide concise summary of achievements for inclusion in SG 17 report to relevant entities

· Question 3/17  -  Telecommunications information security management

· Responsible for Recommendations E.409 (in conjunction with SG 2), X.1051, X.1055 and X.1056

· Review results of activities since the September 2008 SG 17 meeting

· Progress work on draft new Recommendation X.ismf on information security management framework for telecommunications

· Consider what further efforts can be done in support of TDR/EW

· Consider efficient collaboration with other bodies including ISO/IEC JTC 1/SC 27, ETSI, TTC and NIST

· Update summaries of draft revised and new Recommendations
· Update the action plan

· Provide concise summary of achievements for inclusion in SG 17 report to relevant entities

· Question 4/17  -  Cybersecurity

· Responsible for Recommendations X.1205, X.1206, X.1207 and X.1303

· Review results of activities since the September 2008 SG 17 meeting

· Progress work on draft new Recommendations:

· X.abnot, Abnormal traffic detection and control guideline for telecommunication network

· X.bots, Framework for botnet detection and response

· X.gopw, Guideline on preventing malicious code spreading in a data communication network

· X.gpn, General policy profile for network security

· X.sips, Framework for countering cyber attacks in SIP-based services

· X.sisfreq, Requirement for security information sharing

· X.tb-ucc, Traceback use cases and capabilities

· Contribute to the study on countering spam (see Question 5/17)

· Consider efficient collaboration with other bodies including ISO/IEC JTC 1/SC 27, IEEE, IETF, OASIS, 3GPP, 3GPP2, OMA, ETSI/TISPAN, NIST, OECD, FIRST and CERT/CC

· Update summaries of draft revised and new Recommendations
· Update the action plan
· Provide concise summary of achievements for inclusion in SG 17 report to relevant entities

· Question 5/17  -  Countering spam by technical means

· Responsible for Recommendations X.1231, X.1240, X.1241 and X.1244

· Review results of activities since the September 2008 SG 17 meeting

· Review any service-related requirements on countering spam developed by SG 2

· Review work in progress in ITU-D Q.22/1

· Consider results of consultation and any contributions on determined draft new Recommendation X.1242 (X.ssf), Short message service (SMS) spam filtering system based on user-specified rules

· Finalize work and achieve determination on draft new Recommendation X.fcsip, Framework for countering IP multimedia spam

· Progress work on draft new Recommendations:

· X.ics, Functions and interfaces for countering spam sent by botnet

· X.tcs, Technical means for countering spam

· X.tcs-1, Interactive countering spam gateway system

· X.tcs-2, Technical means for countering VoIP spam

· Consider efficient collaboration with other bodies including IETF, ISO/IEC JTC 1, OECD and MAAWG

· Update summaries of draft revised and new Recommendations
· Update the action plan

· Provide concise summary of achievements for inclusion in SG 17 report to relevant entities

Working Party 2  -  Application security

· Consider any new action resulting from the results from WTSA-08

· Review the Question texts for this study period

· Review and approve results from interim activities
· Review the results of the workshop on new challenges for telecom security standardizations

· Question 6/17  -  Security aspects of ubiquitous telecommunication services

· Responsible for Recommendations X.1111, X.1112, X.1113, X.1114, X.1121, X.1122, X.1123, X.1124 and X.1125

· Review results of activities since the September 2008 SG 17 meeting

· Consider results of consultation and any contributions on determined draft new Recommendation X.1171, Threats and requirements for protection of personally identifiable information in applications using tag-based identification

· Consider results of consultation and any contributions on determined draft new Recommendation X.1191, Functional requirements and architecture for IPTV security aspects

· Progress work on draft new Recommendations:

-
X.iptvsec-2, Functional requirements and mechanisms for secure transcodable scheme of IPTV

-
X.iptvsec-3, Key management framework for secure IPTV services

-
X.iptvsec-4, Algorithm selection scheme for SCP descrambling

-
X.iptvsec-5, SCP interoperability scheme

-
X.mcsec-1, Security requirements and framework for multicast communication

-
X.msec-5, Security requirements and reconfiguration for mobile multi-homed wireless communication

· Collaboratively with ISO/IEC JTC 1/SC 6/WG 7, Progress work on draft new Recommendations:

-
X.usnsec-1, Security framework for ubiquitous network

-
X.usnsec-2, Guidelines for ubiquitous sensor network middleware security

-
X.usnsec-3, Secure routing mechanisms for wireless sensor network

· Consider any additions to existing Recommendations

· Address any coordination issues from IPTV-JCA, JCA-HN and JCA-NID and identify any issues to report to these JCAs
· Consider efficient collaboration with other bodies including ISO/IEC JTC 1/SCs 6, 25, 27 and 31, IETF, 3GPP, 3GPP2 and OMA

· Update summaries of draft revised and new Recommendations
· update the action plan 
· Provide concise summary of achievements for inclusion in SG 17 report to relevant entities

· Question 7/17  -  Secure application services

· Responsible for Recommendations X.1141, X.1142, X.1143, X.1151, X.1152, X.1161 and X.1162

· Review results of activities since the September 2008 SG 17 meeting

· Finalize work and achieve consent on Amendment 1 to Recommendation X.1141 to align with OASIS standard SAML 2.0 errata

· Finalize work and achieve consent on Amendment 1 to Recommendation X.1142 to align with OASIS standard XACML 2.0 errata

· Progress work on draft new Recommendations:

-
X.p2p-3, Security guideline of peer-to-peer based telecommunication network

-
X.sap-3, Guideline of management framework for one time password based authentication service

-
X.websec-4, Security framework for enhanced web based telecommunication services

· Consider any additions to existing Recommendations

· Consider efficient collaboration with other bodies including ISO/IEC JTC 1/SC 27, IETF, OASIS and Liberty Alliance

· Update summaries of draft revised and new Recommendations
· Update the action plan
· Provide concise summary of achievements for inclusion in SG 17 report to relevant entities

· Question 8/17  -  Service oriented architecture security 

· Review the contributions to the meeting and establish an initial action plan

· Identify relevant relationship within the ITU-T

· Consider efficient collaboration with other bodies including ISO/IEC JTC 1/SC 27, IETF, OASIS, 3GPP, 3GPP2, OMA, ETSI/TISPAN and TM Forum

· Develop summaries for any draft new Recommendations
· Provide concise summary of achievements for inclusion in SG 17 report to relevant entities

· Question 9/17  -  Telebiometrics

· Responsible for Recommendation X.1081, X.1082, X.1083, X.1084, X.1086, X.1088 and X.1089

· Review results of activities since the September 2008 SG 17 meeting

· Progress on populating the telebiometrics database, including necessary review/control and discussion on process

· Finalize work and achieve consent on draft new Recommendation X.tpp-2, A guideline for data protection in multibiometric systems

· Progress work on draft new Recommendations:

· X.ott, Authentication framework with one-time telebiometric template

· X.th1, Generic ASN.1 definitions for telebiometrics related to health communications

· X.th2, Telebiometrics related to physics

· X.th3, Telebiometrics related to chemistry

· X.th4, Telebiometrics related to biology

· X.th5, Telebiometrics related to culturology

· X.th6, Telebiometrics related to prychology

· X.tif, Integrated framework for telebiometric data protection in telehealth and worldwide medicines

· X.tsm-2, Telebiometrics system mechanism - Protection profile for client terminals

· Consider efficient collaboration with other bodies including ISO/IEC JTC 1/SCs 17, 27 and 37, ISO TCs 12, 68 and 215, IEC TC 25, IETF and IEEE

· Review the collaboration status with ISO/IEC JTC 1/SC 27 for security evaluation and testing of biometric technology

· Review the collaboration status with ISO/IEC JTC 1/SC 37 for biometrics standards

· Review the collaboration status with ISO TC 12 for physiological quantities and their units

· Review the collaboration status with IEC TC 25 for physiological quantities and their units

· Update summaries of draft revised and new Recommendations
· Update the action plan
· Provide concise summary of achievements for inclusion in SG 17 report to relevant entities

Working Party 3/17  -  Identity management and languages

· Consider any new action resulting from the results from WTSA-08

· Review the Question texts for this study period

· Review and approve results from interim activities
· Review the results of the workshop on new challenges for telecom security standardizations

· Perform the lead study group (LSG) responsibility for identity management, including updating the LSG information on the SG 17 web page and preparing a concise report to TSAG
· Perform lead study group (LSG) responsibility for languages and description techniques (with respect to notations for defining and describing systems, quality and methods, notation for testing and interfaces, deployment and configuration), including updating the LSG information on the SG 17 web page and preparing a concise report to TSAG

· Question 10/17  -  Identity management architecture and mechanisms

· Review results of activities since the September 2008 SG 17 meeting, in particular from the correspondence groups on “harmonization of SG 17's IdM data model” and “harmonization of Liberty Alliance Identity Assurance framework and SG 17's entity authentication assurance work”
· Consider results of consultation and any contributions on determined draft new Recommendation X.1250, Capabilities for enhanced global identity management trust and interoperability

· Consider results of consultation and any contributions on determined draft new Recommendation X.1251, A framework for user control of digital identity

· Progress work on draft new Recommendations:

· X.eaa, Entity authentication assurance

· X.idm-dm, Common identity data model

· X.idm-ifa, Framework architecture for interoperable identity management system

· X.idmsg, Security guidelines for identity management systems

· X.priva, Criteria for assessing the level of protection for personally identifiable information in identity management

· X.rfpg, Guideline on protection for personally identifiable information in RFID application

· Address any coordination issues from JCA-IdM and identify any issues to report to the JCA-IdM
· Future plan for the IdM-GSI

· Consider efficient collaboration with other bodies including ISO/IEC JTC 1/SCs 6, 27 and 37, IETF, ATIS, ETSI/TISPAN, OASIS, Liberty Alliance, OMA, NIST, 3GPP, 3GPP2, Eclipse, InCommon, PRIME, OpenID Foundation and Shibboleth

· Review the collaboration status with ISO/IEC JTC 1/SC 27

· Review the collaboration status with Liberty Alliance

· Update summaries of draft new Recommendations
· Update the action plan
· Provide concise summary of achievements for inclusion in SG 17 report to relevant entities

· Question 11/17  - Directory services, Directory systems, and public-key/attribute certificates

· Responsible for Recommendations E.104 (in conjunction with SG 2), E.115 (in conjunction with SG 2), F.500, F.510, F.515, X.500, X.501, X.509, X.511, X.518, X.519, X.520, X.521, X.525 and X.530

· Collaborative meeting with ISO/IEC JTC 1/SC 6/WG 8 (Directory)

· Review results of activities since the September 2008 Study Group 17 meeting

· Further consider IdM/NGN directory requirements

· Progress work on new amendments X.500-series Recommendations

· Consider what new work is needed based on the results of recent IETF meetings

· Consider any received defect reports and progress any necessary technical corrigenda, including updates to the Directory Implementers’ Guide

· Review the web-based application as a replacement for  the Directory Implementers’ Guide and consider its authoritativeness relative to any referencing by ITU

· Consider efficient collaboration with other bodies including ISO/IEC JTC 1/SCs 6 and 27, IETF and OASIS

· Update summaries of draft revised and new Recommendations
· Update the action plan

· Provide concise summary of achievements for inclusion in SG 17 report to relevant entities

· Question 12/17 – Abstract Syntax Notation One (ASN.1), Object Identifiers (OIDs) and associated registration

· Responsible for X.660, X.662, X.665, X.666, X.667, X.668, X.669, X.670, X.671, X.680, X.681, X.682, X.683, X.690, X.691, X.692, X.693, X.694, X.695, X.891, X.892 and X.893

· Collaborative meeting with ISO/IEC JTC 1/SC 6/WG 9 on ASN.1 and registration authorities
· Responsible for the ITU-T ASN.1 & OID Project
· to assist existing users of ASN.1 within and outside of ITU-T, and to promote the use of ASN.1 across a wide range of industries and standards bodies
· to establish a publicly-accessible database of machine-processable versions of ASN.1 modules in ITU-T Recommendations
· to assist national bodies to establish registration authorities for object identifiers
· Review results of activities since the September 2008 Study Group 17 meeting
· Progress work on draft new Recommendation X.oid-res, OID resolver

· Assist Q.13/17 in the development of draft Recommendation X.uml-asn1 on UML profile for ASN.1

· Consider any additions to existing Recommendations

· Progress work on defect reports and progress any necessary technical corrigenda

· Consider efficient collaboration with other bodies including ISO/IEC SCs that use ASN.1 or OIDs, OMG, IETF, W3C and OASIS

· Review the collaboration status with ISO/IEC JTC 1/SC 31 and with the management group of the MoU between ISO, IEC, UNECE, ITU and others on e-business

· Review and update information on SG 17 web page concerning ASN.1 and OID Project, ASN.1 Module Database, and Object Identifiers (OIDs) and Registration Authorities

· Update summaries of draft revised and new Recommendations
· Update the action plan

· Provide concise summary of achievements for inclusion in SG 17 report to relevant entities

· Question 13/17 Formal languages and telecommunication software
· Responsible for X.901, X.902, X.903, X.904, X.906, X.910, X.911, X.920, X.930, X.931, X.950, X.952, X.960, Z.100, Z.104, Z.105, Z.106, Z.109, Z.110, Z.111, Z.119, Z.120, Z.121, Z.150, Z.151, Z.200, Z.400, Z.450, Z.600, Z.601 and Supplement 1 to the Z-series

· Review results of activities since the September 2008 Study Group 17 meeting
Specification and Description Language

· Finalize work and achieve consent on draft new and revised Recommendations on SDL-2008:

· Z.100 (revised), Overview of SDL-2008

· Z.101 (new), Basic SDL-2008
· Z.102 (new), Comprehensive SDL-2008
· Z.103 (new), Shorthand notation and annotation in SDL-2008
· Z.104 (revised), Data and action language in SDL-2008

· Z.105 (revised), SDL-2008 combined with ASN.1 modules

· Z.106 (revised), Common interchange format (CIF) for SDL-2008

· Progress work on draft revised Recommendation Z.109, SDL-2008 combined with UML
· Consider situation regarding SDL Implementers’ Guide
Message Sequence Chart

· Progress work on draft revised Recommendation Z.120, Message sequence chart (MSC)
User Requirements Notation

· Progress work on draft revised Recommendations:
· Z.150, Language requirements and framework
· Z.151, Language definition
· Progress work on draft new Recommendation Z.urn-ma, Methodological approach
Unified Modelling Language
· Progress work on draft new Recommendations:
· X.uml-asn1, UML profile for ASN.1
· Z.uml-msc, UML profile for MSC
· Z.uml-ttcn, UML profile for TTCN 
· Z.uml-urn, UML profile for URN
Open Distributed Processing

· Progress the work on draft revised Recommendations:

· X.901, Reference model: Overview

· X.902, Reference model: Foundation

· X.903, Reference model: Architecture

· X.904, Reference model: Architectural semantics

· Identify what additional work on ODP should be pursued taking into account ongoing work in ISO/IEC JTC 1/SC 7 and in OMG

· Consider efficient cooperative work with ISO/IEC JTC 1/SC 7/WG 19

· Consider collaboration with Question 18/13 on NGN and COTS components issues

· Identify relevant middleware issues for standardization in the telecom domain

Further tasks
· Consider efficient collaboration with other bodies including ISO/IEC JTC 1 and its SC 7/WG 19, ETSI, OMG, IETF and SDL Forum Society

· Review and update information on the SG 17 web page concerning Language coordination project and concerning Z.106

· Update summaries of draft revised and new Recommendations
· Update the action plan

· Provide concise summary of achievements for inclusion in SG 17 report to relevant entities

· Question 14/17  -  Testing languages, methodologies and framework
· Responsible for X.290, X.291, X.292, X.293, X.294, X.295, X.296, Z.161, Z.162, Z.163, Z.164, Z.165, Z.166, Z.167, Z.168, Z.169, Z.170, Z.500 and Supplements 4 and 5 to X-series
· Provide guidance to TSAG and Study Groups on how ITU could strengthen its role in conformance testing and interoperability testing
· Progress work on draft revised Recommendations of the Testing and Test Control Notation version 3 (TTCN-3) series:
· Z.161, Core language
· Z.164, Operational semantics (OS)
· Z.165, Runtime interface (TRI)
· Z.166, Control interface (TCI)
· Z.167, Using ASN.1 with TTCN-3
· Z.169, Using XML schema with TTCN-3
· Assist Q.13/17 in the development of draft new Recommendation Z.uml-ttcn on UML profile for TTCN
· Address any coordination issues from JCA-CIT and identify any issues to report to JCA-CIT

· Consider efficient collaboration with other bodies including ISO/IEC JTC 1, ETSI and OMG
· Consider additional opportunities with ETSI/MTS
· Consider relationship with ISO/CASCO
· Review and update information on the SG 17 web page concerning TTCN
· Update summaries of draft revised and new Recommendations
· Update the action plan

· Provide concise summary of achievements for inclusion in SG 17 report to relevant entities

· Question 15/17  -  Open Systems Interconnection (OSI)
· Responsible for the base Recommendations for Open Systems Interconnection (OSI) listed below.

· Consider the need for maintenance and, or update for correcting errors or enhancing the specified functions to Recommendations: F.400, F.401, F.410, F.415, F.420, F.421, F.423, F.435, F.440, F.471, F.472, X.200, X.207, X.210 X.211, X.212, X.213, X.214, X.215, X.216, X.217, X.217bis, X.218, X.219, X.220, X.222, X.223, X.224, X.225, X.226, X.227, X.227bis, X.228, X.229, X.233, X.234, X.235, X.236, X.237, X.237bis, X.245, X.246, X.247, X.248, X.249, X.255, X.256, X.257, X.260 X.263, X.264, X.273, X.274, X.281, X.282, X.283, X.284, X.287, X.400, X.402, X.404, X.408, X.411, X.412, X.413, X.419, X.420, X.421, X.435, X.440, X.445, X.446, X.460, X.462, X.467, X.481, X.482, X.483, X.484, X.485, X.486, X.487, X.488, X.610, X.612, X.613, X.614, X.622, X.623, X.625, X.630, X.633, X.634, X.637, X.638, X.639, X.641, X.642, X.650, X.851, X.852, X.853, X.860, X.861, X.862, X.863, X.880, X.881, X.882

· Consider any received defect reports and progress any necessary Technical Corrigenda, including updates to the OSI Implementers’ Guide or X.400 Implementers’ Guide

· Question 15/17 will meet as necessary
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