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-
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	Subject:
	Meeting of Study Group 17* with a view to approving draft new Recommendations ITU-T X.1171, X.1191, X.1242, X.1250 and X.1251 in accordance with the provisions of Resolution 1, Section 9, of WTSA (Florianópolis, 2004)

Geneva, 11-20 February 2009


Dear Sir/Madam,

1
At the request of the Chairman of Study Group 17, Security, languages and telecommunication software, I have the honour to inform you that this Study Group, which will meet from 11 to 20 February 2009, intends to apply the procedure described in Resolution 1, Section 9, of WTSA (Florianópolis, 2004) for the approval of the above-mentioned draft new Recommendations.

2
The titles, summaries and locations of the draft new ITU-T Recommendations proposed for approval can be found in Annex 1.

3
Any ITU Member State, Sector Member or Associate aware of a patent held by itself or others which may fully or partly cover elements of the draft Recommendations proposed for approval is requested to disclose such information to TSB, in accordance with the Common Patent Policy for ITU-T/ITU-R/ISO/IEC.

Available patent information can be accessed on‑line via the ITU‑T website (www.itu.int/ITU-T/ipr/).
4
Having regard to the provisions of Resolution 1, Section 9, I should be grateful if you would inform me by 2400 hours UTC on 30 January 2009 whether your Administration assigns authority to Study Group 17 that these draft new Recommendations should be considered for approval at the Study Group meeting.


Should any Member States be of the opinion that consideration for approval should not proceed, they should advise their reasons for disapproving and indicate the possible changes that would facilitate further consideration and approval of the draft new Recommendations.

5
If 70% or more of the replies from Member States support consideration for approval of these draft new Recommendations at the Study Group meeting, one Plenary session will be devoted on 20 February 2009 to apply the approval procedure.
I accordingly invite your Administration to send a representative to the meeting. The Administrations of Member States of the Union are invited to supply the name of the head of their delegation. If your Administration wishes to be represented at the meeting by a recognized operating agency, a scientific or industrial organization or another entity dealing with telecommunication matters, the Director should be duly informed, in accordance with Article 19, No. 239, of the ITU Convention.

6
The agenda and all relevant information concerning the Study Group 17 meeting will be available from Collective letter 1/17 for this Study Group.

7
After the meeting, the Director of TSB will notify, in a circular, the decision taken on these Recommendations. This information will also be published in the ITU Operational Bulletin.

Yours faithfully,

Malcolm Johnson
Director of the Telecommunication
Standardization Bureau

Annex:  1
ANNEX 1
(to TSB Circular 241)

Summary and location of the texts
Draft new Recommendation ITU-T X.1171 (X.nidsec-1))
(COM 17-R 43)
Threats and requirements for protection of personally identifiable information in applications using tag-based identification
Summary

The widespread deployment of identification tags (including RFID tags) can give rise to concerns of privacy infringement because of the abilities of RFID technology to automatically collect (and process) data, with the possible disclosure of such data to the public (deliberately or accidentally). 
For applications using tag-based identification and relying on a personalized identification tag in personalized after-sale management applications, healthcare-related applications, etc., the privacy issue is becoming an increasingly serious problem. This Recommendation describes a number of personally identifiable information (PII) infringements for applications using tag-based identification, and requirements for PII protection. In addition, this Recommendation provides a basic structure of PII protection based on PII policy profile.
Draft new Recommendation ITU-T X.1191 (X.iptvsec-1)
(COM 17-R 44)
Functional requirements and architecture for IPTV security aspects

Summary
This Recommendation addresses the functional requirements, architecture, and mechanisms dealing with the security aspects of IPTV content, services, networks, terminal devices, and subscribers (end users).
Draft new Recommendation ITU-T X.1242 (X.ssf)
(COM 17-R 45)
Short message service (SMS) spam filtering system based on user-specified rules

Summary
This Recommendation describes realization of the SMS spam filtering system based on user-specified rules. It defines: the structure of SMS spam filtering system, SMS spam filtering functions, users’ service management, communication protocols and basic functional requirements of terminals with SMS functions.

Draft new Recommendation ITU-T X.1250 (X.idmreq)
(COM 17-R 46)
Capabilities for enhanced global identity management trust and interoperability

Summary
This Recommendation provides a structured set of capabilities for global identity management (IdM) trust and interoperability (i.e., to enhance exchange and trust in the identities (credentials, identifiers, attributes and reputations) used by entities in telecommunication/ICT networks and services.  Because the definitions and need for identity management trust are highly context dependent and subject to potentially very different policies and practices in different countries, none of these provisions are requirements. 

Draft new Recommendation ITU-T X.1251 (X.idif)
(COM 17-R 47)
A framework for user control of digital identity
Summary
This Recommendation defines a framework to enhance user control and exchange of their digital identity related information. The Recommendation also defines user and functional requirements of the digital identity information exchange. The work includes providing the user with the ability to control the release of personally identifiable information.

___________________

* Providing decisions taken at WTSA-08.
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