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Proposed Functional Network Architecture Model for System Beyond IMT-2000
Introduction

This contribution proposes a functional network architecture model for system beyond IMT-2000. This architecture consists of Access Network Subsystem, Core Network Subsystem, Application Subsystem and Service Control Subsystem. Each subsystem has its own functions. All these subsystems work together to achieve network accessibility and application accessibility. Its scalability is realized through Service Control Subsystem. Application Gateway is used to realize its interoperability. Please see following ANNEX for detail description of this propose.
Discussion

1. This proposal functionally divides network architecture into some subsystems. 
2. Application service or service session control like IMS should be provided in the framework of Application Subsystem. It is not necessary to scatter its functions or elements into network.

3. This document believes that heterogeneous network interoperation is almost application interoperability issue. So it is better to resolve heterogeneous network interoperation in application level.  
Proposal

Functional network architecture should have clear functional divisions so that each part can be developed and administrated independently. Network accessibility should be controllable in detail and these control functions can be deployed flexibility. Application provision framework only should be defined in architecture but not application itself.
ANNEX
Proposed Functional Network Architecture Model for System Beyond IMT-2000
1. Scope

This contribution proposes a functional network architecture model for system beyond IMT-2000. This architecture consists of Access Network Subsystem, Core Network Subsystem, Application Subsystem and Service Control Subsystem. Each subsystem has its own functions. All these subsystems work together to achieve network accessibility and application accessibility. Its scalability is realized through Service Control Subsystem. Application Gateway is used to realize its interoperability.
This contribution is focussed on functional network architecture although some application provision framework is also addressed.

2. References

[1]
ITU-T Recommendation Q.1701 (03/1999)
Framework for IMT-2000 Networks

[2]
ITU-T Recommendation Q.1702 (06/2002)
Long-term vision of network aspects for systems beyond IMT-2000

[3]
ITU-T Recommendation Q.1703 (xx/xx)
Service and Network Capabilities Framework of Network Aspects for Systems Beyond IMT-2000
[4]
ITU-T Recommendation Q.1711 (03/1999)
Network functional model for IMT-2000
[5]: ETSI TS 181 005: “Service and Capabilities Requirements fir TISPAN NGN; Release 1”.

[6]: ETSI ES 282 001: “TISPAN_NGN Functional Architecture; Release 1”.

[7]: ETSI TS 282 003: “Resource and Admission Control Sub-System (RACS), Release 1”
[8]: ETSI TS 282 004: “Network Attachment Subsystem; Release 1”.

3. Definitions and Abbreviations
3.1 Definitions
Client
Client initiates a request to get information or collect information to Server.
Agent
Agent can have functions such as relay, proxy, redirect, translation or collect certain information based on command from Server.
Server
Server responses request initiated by Client or Agent.
3.2. Abbreviations 

3G
Third Generation

A

Agent

App. Prof.
Application Profile

CC

Charging Collection
ETSI
European Telecommunications Standards Institute

FE

Functional Entity

FMC
Fixed Mobile Convergence

IMT-2000
International Mobile Telecommunications - 2000

IP
Internet Protocol

SP
Service Provider

LAN
Local Area Network

MAN
Metropolitan Area Network

MM

Mobility Management

NGN
Next Generation Network

NM

Network Management

NS

Name System

QoS

Quality of Service

RAN
Radio Access Network

S

Server

Sec

Security

UA Prof.
User Agent Profile

User Prof.
User Profile

WLAN
Wireless LAN
xDSL
x Digital Subscriber Line
4. Understanding the Requirement on services and capabilities of System Beyond IMT-2000
With the fast development of Internet and Mobile Communication, personal multimedia communication perspective is clearer than before. Internet and Mobile Communication converged service is the hot topic these years, especially in 3G, NGN, IP relative SDO such as  3GPP, ITU, IETF, ETSI, etc. In ITU-T Recommendations long-term vision of network for system beyond IMT-2000 has been described in following:
· Broadband and Multiple Bearer Service Capability
· Service Expandability and Application Service Support

· Security Support

· User Platform Support

· High Performance and System Efficiency

· System Flexibility
· System Scalability
· System Interoperability
· System Robustness
Furthermore, service and network capacity framework has been specified for system beyond IMT-2000. ETSI also specifies TISPAN services and capacities requirements and give an effective NGN functional architecture. Combination of all these advance ideas and current real network experience, we can get some picture of the future network. Following is one set of the understandings of the System beyond IMT-2000 network:

1. Users should be fully supported. User can get information as they need and conveniently select communication manner with others. Default service is necessary and Self-management is important.
2. UE is selectable as user’s convenience, no matter simple or multimedia, no matter wire or wireless.
3. Access network should provide rich access manners including various wire or wireless access technology. Here it should terminate layer 2 link characteristic and provide IP based connection to Core Network.
4. Core network is IP based. It provides universal interface to different access network and provides accessibility to all kinds of application servers. Also, it can prepare a legal, controllable, suitable path for user’s application access based on operator’s service strategy.
5. Applications provide users various service experiences. Application servers connect to core network and have their own access control.
6. Service control is very important for network operation, administration and maintenance. It executes operator’s service provision strategy and provides network accessibility, application accessibility, etc. 
7. Network scalability is important for network deployment flexibility and inter-operation with homogeneous network.

8. Application interoperability is necessary for new network architecture. It includes inter-operation with other heterogeneous network.
5. Functional Network Architecture Model for System Beyond IMT-2000
5.1
Architecture Consideration
In this document, subsystem based method is adopted. Therefore, network architecture is clearly divided into functional subsystem. Each subsystem is in charge of one or more than one set of functions. Subsystems work together to provide services to users. Which subsystem would get into the procedure is service dependent. Upon these understandings of System Beyond IMT-2000, network architecture can be carefully designed to realize their functions. This architecture includes these subsystems: Access Network Subsystem, Core Network Subsystem, Application Subsystem, Service control Subsystem. Different user access methods and inter-operation with other network have been fully considered in this architecture.
In order to achieve its functions subsystem ordinarily has one set of Functional Entities (FEs). Each FE has specific network functions. FEs whether are in the same subsystem or in the different subsystems work together to achieve certain network function. 
Functional network architecture model is show in following diagram:

[image: image2]
5.2
Access Network Subsystem
Access Network Subsystem provides users various access methods such as xDSL, LAN/MAN, RAN, and etc. Physical link characteristics will be terminated here and then concentration and control is necessary before connecting to Core Network Subsystem. In access network deployment many factors should be taken into account such as access technology, coverage, user capacity, etc. So there are so many kinds of Access Network Subsystems which are suitable for different environments. There are two Functional Entities defined in this subsystem. It is Access Point and Access Controller.
Access Point (AP) is a FE located in the front end of Access Network Subsystem. It provides various access methods including different wire manners or different wireless manners. And physical link characteristics should be terminated in this Functional Entity. It is not necessary that this FE is single network element. It is possibly consist of several network elements and some of them are link characteristics relative. There are some kinds of Client or Agent entities in AP to provide administration information to Service Control Subsystem. And it is also possible that AP need to get service control information from Service Control Subsystem. Service Control Subsystem mentioned here can just attach to and only serve this Access Network Subsystem or attach to Core Network Subsystem.
Access Controller (AC) is a FE located between the other parts of Access Network Subsystem and Core Network Subsystem. It concentrates all the access point’s IP based uplink connections and forward to Core Network Subsystem. It can control users in Access Network Subsystem or work together with Network Access Server in Core Network Subsystem to provide network accessibility. There are some kinds of Client or Agent entities in AC to provide administration information to Service Control Subsystem and get service control information from Service Control Subsystem. Here two network operation scenerios are possible:

· Service Control Subsystem mentioned here just attaches to and only serves this Access Network Subsystem. These two subsystems compose an autonomous network system. It can be internal enterprise network.
· Service Control Subsystem mentioned here attach to Core Network Subsystem. AC acts as Client or Agent to get service control information from that Service Control Subsystem. Then AC controls individual user’s accessibility to Core Network Subsystem. It is the case in public network.
5.3
Core Network Subsystem
Core Network Subsystem is IP/ATM based network. It provides users network accessibility and connects all other subsystems. Network accessibility is achieved by Functional Entity named Network Access Server. Application Subsystem connects to Core Network Subsystem and provides service to network customers as need. Service Control Subsystem also connects to Core Network Subsystem. Core Network Subsystem interacts with it to gets service control information and provides administration information.
Network Access Server (NAS) locates in the right point where Access Network Subsystem connects to Core Network Subsystem. It interacts with FEs in Service Control Subsystem to get service control information or provide administration information. The information includes user profile, user agent profile, mobility management information, name system information, security information, QoS information, network management information, charging information, etc. Based on the information, NAS controls network access of individual user. Sometimes, NAS works together with AC to complete these functions.
When user gets into Core Network Subsystem, it is mean that user has network accessibility and can be contacted by other users in the network. 

5.4
Application Subsystem

Application Subsystem connects to Core Network Subsystem and provides application service to users. Application Subsystem includes various application systems such as IMS, VOIP, IPTV, etc.  Detail description of these systems is outside this document’s discussion. This Application Subsystem is to prepare architecture ready for application provision. It would be a common framework for different application system.
Application Access Server (AAS) is to control application accessibility of users. It is located in the entrance of Application Subsystem. It interacts with FEs in Service Control Subsystem to get application relative control information such as user profile, user agent profile, security information, QoS information, application profile, charging information, etc. Here two service provider scenerios are possible:

· Service Control Subsystem mentioned here just attaches to and only serves this Application Subsystem. These two subsystems compose an independent application provision framework. It can possibly belong to one SP and operate by that SP.
· Service Control Subsystem mentioned here attach to Core Network Subsystem. Some FEs or some parts of these FEs provide application relative functions. Application Access Server acts as Client or Agent to get service control information from that Service Control Subsystem. Then AAS controls individual user’s accessibility to Application Subsystem. It is the case that service is also provided by carrier.

5.5
Service Control Subsystem

Service Control Subsystem provides series information for control and administration purpose such as network access control, application access control, network administration, etc. It has a series of Functional Entities to provide such information. It includes but not limits following FEs:
· User Prof. FE: It provides user profile such as user identity, register information, personal information, favourite, self-manage information, etc.
· UA Prof. FE: It provides user agent information such as terminal type, vendor, model, identity, size, resolution, function, etc.
· MM FE: It provides mobility management function.
· NS FE: It provides name system function which is like DNS. But it should take some improvement. It should be according to plan of naming and addressing. 
· Sec FE: It provides security functions such as authentication, authorization, etc.
· QoS FE: It provides QoS management function.
· App. FE: It provides application management function.
· NM FE: It provides network management function.
· CC FE: It provides charging collection function.
· ??? FE: If necessary, any other FE can be added here to realization relative function.
If any place in the network need have service control information or administration information, Agents of above Functional Entities should be installed in relative network element. This network element then should has relative functions. Where to install these Agents dependent on how to make the network or service accessible, security, QoS guaranteed, administrable, etc.
Deployment of Service Control Subsystem is flexibility. It can be deployed into Access Network Subsystem, Core Network Subsystem, or Application Subsystem. It make network possibly owned by enterprise, carrier, or SP. 
Moreover, it can be deployed hierarchically and make the network architecture good scalability. To realize this, each Functional entity in Service Control Subsystem has been designed having Server and Agent in it. FE serves local request and help to resolve inter-operation or roaming request through relay, proxy, redirect, translation, etc.
5.6
Scalability and Interoperability
5.6.1 Scalability

Network scalability is important for network deployment flexibility. As the service provision expands the network will enlarge gradually. But subsystems have their capacity limitation. So it is a good solution to deploy Service Control Subsystem hierarchically. When network user need inter-operate with or roam into the other carrier’s homogeneous network, it also can be achieved by Service Control Subsystem interoperation. In that case, it is necessary having Firewall between them.
5.6.2 Interoperability

For investment protection and development view, interoperation with old network is necessary for new network architecture. Obviously, it is interoperability with heterogeneous network. Careful observation tells us that heterogeneous network interoperation is almost application interoperability. So it is better to resolve heterogeneous network interoperation in application level. And it would be application individual depends. Here we propose Application Gateway using to realize heterogeneous network interoperation. Detail description of the realization is out of this document’s discussion.
6. Proposal
Functional network architecture should have clear functional divisions so that each part can be developed and administrated independently. Network accessibility should be controllable in detail and these control functions can be deployed flexibility. Application provision framework only should be defined in architecture but not application itself.
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