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1. Introduction

This contribution proposes an editorial update of the draft new Recommendation MMF version 1.2, which is made for editorial enhancement from the latest output document of the MMF version 1.2 produced in the 2006 October meeting of ITU-T NGN-GSI. The changes made in the document include:

· Editor’s Notes are added for the clauses and paragraphs to be clarified and enhanced; and

· Clause 8 “Generic procedures” is renamed and restructure for readability enhancement.

MMF has so far been progressed as indicated by the following version history:

	Version
	Date
	Meeting

	0.1
	17 ~ 21 November 2003
	SSG Meeting

	0.2
	27 January ~ 4 February 2004
	Q.2/SSG Electronic Meeting

	0.3
	9 ~ 17 March 2004
	Q.2/SSG Electronic Meeting

	0.4
	19 ~ 23 April 2004
	SSG Meeting

	0.5
	13 ~ 17 December 2004
	SSG Meeting

	0.6
	3 ~ 6 May 2005
	SG19 Meeting

	0.7
	4 ~ 11 July 2005
	Q.2/19 Electronic Meeting

	0.8
	5 ~ 9 September 2005
	SG19 Meeting

	0.9
	23 ~ 27 January 2006
	NGN-GSI Meeting

	1.0
	24 ~ 28 April 2006
	NGN-GSI Meeting

	1.1
	19 ~ 27 July 2006
	SG19 & NGN-GSI Meeting

	1.2
	24 Oct. ~ 3 Nov. 2006
	NGN-GSI Meeting

	1.3
	19 ~ 26 April 2007
	SG19 & NGN-GSI Meeting


2. Proposal 
This is submitted for discussion to the ITU-T SG19 and NGN-GSI MM group 2007 April meeting, and it is proposed that this text be used as a base document so as to produce MMF (version 1.3).

Draft ITU-T New Recommendation MMF
Generic Framework of Mobility Management for Next Generation Networks 

Summary


TBD

Keywords


NGN, Mobility Management, Framework, Location Management, Handover Management

Editor’s Note) A clause “Introduction” is needed to describe the relationship between MMF, LMF, and HMF. This Introduction shall be added to all the three Recommendation as a common text. 
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1
Scope
This Recommendation is purposed to describe a generic framework of Mobility Management (MM) for Next Generation Networks (NGN). This Recommendation describes the followings: 

· Design considerations;
· Conceptual framework of MM;
· Mobility Managers; and
· Generic MM procedures.

Editor’s Note) The removed texts shall be disposed in a new Introduction section.
2
References

2.1 
Normative References

[1]
ITU-T Supplement Q.sup52 (2004), Technical Report on Mobility Management Requirements for Systems beyond IMT-2000
[2]
ITU-T Recommendation Q.1706 (2006), Mobility Management Requirements for Next Generation Networks

[3]
ITU-T Recommendation Y.2012 (2006), Functional Requirements and Architecture of the NGN
2.2 
Informative References

[4]
ITU-T Recommendation Q.1701 (1999), Signalling Requirements and Protocols for IMT-2000
[5]
ITU-T Recommendation Q.1702 (2002), Long-term Vision of Network Aspects for Systems beyond IMT-2000

[6]
ITU-T Recommendation Q.1711 (1999), Network Functional Model for IMT-2000

[7] 
ITU-T Recommendation Q.1721 (2000), Information Flows for IMT-2000 Capability Set 1

[8]
ITU-T Recommendation Q.1741.3 (2003), IMT-2000 References to Release 5 of GSM evolved UMTS Core Network

[9]
ITU-T Recommendation Q.1742.3 (2004), IMT-2000 References (approved as of 30 June 2003) to ANSI-41 Evolved Core Network with cdma2000 Access Network

[10]
ITU-T Recommendation Q.1761 (2004), Principles and requirements for convergence of fixed and existing IMT-2000 systems

[11]
ITU-R Recommendation M.687-2 (1997), International Mobile Telecommunications-2000

[12]
ITU-R Recommendation M.1034-1 (1997), Requirements for the radio interface(s) for (IMT‑2000)

[13]
ITU-R Recommendation M.1168 (1995), Framework of IMT‑2000

[14]
ITU-R Recommendation M.1224 (1997), Vocabulary of terms for IMT-2000
Editor’s Note) The lists of normative and informative references shall be reviewed before the publication.
3
Definitions
This Recommendation uses the terms defined in the ITU-T Q.1701 and Q.1702, and Q.1706.

4
Abbreviations

AAA

Authentication, Authorization, and Accounting

AN

Access Network

AR

Access Router

CoA

Care of Address

CN

Core Network

FMC

Fixed and Mobile Convergence

FMIP

Fast handover for MIP
HHM

Home Handover Manager

HLM

Home LM

HM

Handover Manager

HMF

Handover Management Framework

HMIP

Hierarchical MIP

ID

Identifier

IP

Internet Protocol
LHM

Local HM

LM

Location Manager

LLM

Local LM

LMF

Location Management Framework

LU

Location Update

LU-ACK
Location Update Acknowledgement

LQ

Location Query

LQ-ACK
Location Query Acknowledgement

LTE

3GPP Long Term Evolution

MIP

Mobile IP

MM

Mobility Management

MMF

MM Framework
MMP

MM Protocol

NGN

Next Generation Networks

SIP 

Session Initiation Protocol

UE

User Equipment
Editor’s Note) The list of abbreviations shall be reviewed and corrected as the work is in progress.
5
Design Considerations
It is noted that the NGN would be evolved so as to support a variety of mobility such as terminal mobility, personal mobility and network mobility, etc. This Recommendation provides a generic framework of Mobility Management (MM) for Next Generation Networks (NGN). Based on this Recommendation, the specific and more detailed frameworks for MM will be further developed for location management and handover management in the other companion Recommendations such as LMF (Location Management Framework) and HMF (Handover Management Framework).

Editor’s Note) the above paragraph shall be reviewed as the work is in progress.
5.1 
Network Environments 

The network environments for MM Framework (MMF) in NGN can be illustrated as the figure below. As shown in the figure, the MMF should be designed to support the mobility for NGN users across a wide variety of heterogeneous access networks.
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Figure 5.1. NGN environments for MMF

From the overall point of view, the MMF shall be designed to provide as a set of the signalling and control operations for MM. Those signalling and control operations will be performed between the user equipment (UEs) and a variety of MM functional entities (including the mobility managers). For this purpose, a set of the MM functional entities (MM-FEs) may be implemented and deployed in the NGN networks appropriately. Depending on a specific deployment scenario, the MM-FEs may be implemented together in a single device, or separately into one or more devices.

In NGN, a service provider might implement the MM-FEs throughput the core network and a variety of its access networks. With the help of the relevant MM signalling operations between UEs and MM-FEs, the mobile users could benefit from the continuation of the NGN services in the seamless manner, even though it moves around the various access networks.
Editor’s Note) In this section, we need the definitions of “Core Network” and “Access Network”, which will be helpful to discuss the further detailed MM scheme. Relevant contributions will be invited.

5.2 
Design Principles 

In this Recommendation, the MMF will be designed with the following design principles:
Editor’s Note) the list of design principles described below needs to be reviewed and further clarified. Relevant contributions are invited.
A. MM framework: IP-based MM 
One of the major requirements for MM in the NGN networks is that the MM schemes may operate over the ‘IP-based’ networks, so as to support the mobility across a variety of heterogeneous access networks in NGN networks. 

The IP-based framework will ensure that the MM functionality could be commonly applied to the various networks or systems, independently of the underlying radio/wired link-layer access technologies. The issues on the MM schemes specific to the link-layer access technologies are outside the scope of this Recommendation. 

The IP-based MM protocols could provide seamless handovers among the heterogeneous radio and/or wired access networks for real and non-real time services. The ‘IP-based’ MMF will also facilitate that a variety of the well-defined existing IP-based protocols, such as AAA and DHCP, could be reused to support the MM in NGN. 
B. Separation of User ID and Location ID
In MMF, a User ID shall be separated from the Location ID. Each NGN user has its own unique User ID, and it will have its Location ID, depending on the current location in the NGN network.

In general, a User ID is used to identify a specific user in the viewpoint of a service provider and its relevant services. From the view point of an NGN services provider, a User ID represents a service-specific subscription ID. Accordingly, an NGN user may have a different User ID for each NGN services. For example, it may have an E.164 number (for PSTN services), SIP URI (for IMS-based multimedia services), and E-mail address.  From the viewpoint of user equipments (terminals), a terminal ID can also be used as a User ID. From the operator network point of view, the NAI (Network Access Identifier) can also be used as a User ID. In a certain case, an IP address may be used as a User ID, as shown in the example of the HoA (Home Address) of Mobile IP.
It is noted that an NGN user may have many User IDs, but a User ID shall be a unique identifier for the user in terms of the NGN network and services. 

On the other hand, a Location ID is used to specify the current location or point of attachment in the network for an NGN user. The Location ID shall also include a routable IP address to ensure that the correspondent user can send an IP packet to an NGN user using the Location ID. From the viewpoint of network that a user is attached, the Location ID may represent a ‘locator’ such as Access Network ID (e.g., Line ID, SSID of AP, or Base Station ID). From the viewpoint of IP-based MM, the Location ID shall include a routable IP address (e.g., CoA of Mobile IP). Accordingly, an NGN user shall have the Location IDs that include Access Network ID and IP address.    

It is noted that a User ID is a permanent identifier, which is statically assigned to an NGN user by the services provider in the subscription basis. On the other hand, a Location ID of an NGN user is a temporary identifier, which is dynamically assigned to the user or UE terminal by the network when it is attached to the network. The Location ID may change in time.

In this Recommendation, the MMF is designed to ensure that Location ID could be separately handled from User ID. That is, a User ID and a Location ID will be differently assigned to an NGN user, and independently managed by the MM.
Editor’s Note) In particular, the description and examples of User ID need to be more clarified. Relevant contributions are invited.
Editor’s Note) This item may be moved into the Section 6 “Conceptual Framework”, in which the User ID, Location ID and User Address (e.g., Home Address in MIP) may be discussed. 
C. Separation of MM control functions 
It is noted that the MM functionality can be viewed in the control plane, rather than the user data transport plane. Accordingly, it is required to separate the control plane for MM from the user data transport plane. 

In other words, a set of MM functions should be designed as a self-contained scheme for MM, not depending on the specific data transport schemes, so that the MMF scheme could be used for support of the UE and its associated data transport function. This feature will make it easier to implement the MMF scheme over a variety of transport networks in the NGN networks.

D. Support of IPv4 and IPv6 as well
It is preferred that a single MM scheme could apply over both IPv4 and IPv6 networks. In particular, the MM scheme should not give any barriers to communication of users between IPv4 and IPv6, and further migration/transition from IPv4 to IPv6.

E. Location management for MM 
In this Recommendation, the MMF will be designed to provide the location management functionality. For this purpose, the up-to-date information on the location of a UE will be kept track of and maintained, each time it continues to move. With the help of the location management, any internal/external user can communicate a mobile user (or UE) via the relevant call/session establishment.

F. Handover management for MM 
In this Recommendation, the MMF will be designed to provide the handover management functionality. With the help of the handover management, while a session goes on, the MT should be able to continue the data transport seamlessly, even though it changes its point of attachment to the network (i.e., its location ID). The handover management needs to provide the seamless mobility for the UEs against the frequent change of its location ID (IP address).

G. Location privacy 
The mobility management function may provide a routable IP address of a UE for a correspondent terminal upon request. The IP address assigned to a UE at a local subnet has strong correlation with the physical location, and the location of mobile is easily determined from its IP address. If two mobile users are assigned IP addresses from the same subnet, they will know that they are in the same area since their subnet IP address is the same. This may lead to a breach of location privacy. To provide location privacy, the IP address of UE should not reveal mobile’s location.

H. Complementation of MMP at different layers
MM between heterogeneous networks, for instance between 3G/LTE and WLAN, require interactions of different MM mechanisms to achieve fast handovers. In this case, the MM protocols may be required at different layers; e.g., link layer and network layer. This concept may facilitate the complementation of such mechanisms to achieve seamless mobility requirements.

The interaction of link-layer protocols and upper MM protocols can facilitate operations to optimize MM procedures between heterogeneous access networks, including movement detection, network discovery, network selection, and proactive handover signalling. This may require a service interface that enables upper MM protocols to manage, determine, and control the state of underlying link-layer. Considering that each access network provides an individual set of link-layer service primitives, an open service interface may be required. The open service interface would provide convergence of link-layer services from various access technologies into a unified presentation to the upper MM functions.

I. Dynamic mobility management
The mobility management function should support not only the voice application but also a variety of data applications as well. The network should keep track of the changes in the traffic patterns, and the mobility management function should operate in an adaptive manner to optimize the radio resource utilization. 

An application may request for a session or a continuous IP connectivity, but the traffic pattern during the session may change in time. When the data traffic flow stops for a long time during, it would be power efficient for mobile if it doesn’t update its location frequently. In other words, the mobile should be under the provision of location management even if the higher layer logical connection of the application service is considered intact. As soon as the traffic flow starts again, the network may page the mobile and re-establish physical connection, and the handover management may take over mobility management. As the traffic pattern changes, the location management and handover management may take turns to support user mobility, and this adaptive mobility management operation should be invisible to the correspondent terminal

J. Interworking with other functional management entities
The MMF is designed to provide the MM functionality by inter-working with the other functional management entities for authentication, security, and call/session establishment. Accordingly, it is desired that the MMF should ensure that the legacy protocols for authentication and security could be used to the extent possible, without any modifications, such as AAA, RADIUS/Diameter, etc. For example, for the purpose of MM, the user (UE) should be able to be authenticated by a service provider via the existing AAA schemes. The data packets transmitted and received by UE might be protected with the help of the legacy security mechanisms such as IPSEC or TLS.
It is also desired that the legacy schemes call/session establishment and maintenance could be used together with the MMF described in this Recommendation. In particular, the SIP-based call/session state control functions might be used together with the MMF.
K. Interoperability with the other IP-based protocols
The MMF should be designed to re-use the protocols defined in 3GPPs, to the extent possible. It is noted that the NGN networks would be evolved and gradually migrated from the existing networks, rather than revolved to a new distinct system. Accordingly, it is recommended that the protocols defined or used in the existing networks could also be used for MM in the NGN networks.  

L. Network-based mobility management
Network-based (network-initiated) MM technique (e.g., movement detection) could be used to effectively perform the mobility management.  For example, when a UE receives any event or indication from the network on movement detection, it will trigger the location registration procedures.

M. Vertical handover across heterogeneous access networks
The MM schemes need to support the vertical handover across heterogeneous access networks. When a UE moves across heterogeneous access networks, both the IP address and the network interface may be changed for each access technology, possibly together with the change of QoS parameters (e.g., bandwidth, jitter, delay, service coverage, etc.). The MM framework needs to be designed based on those features associated with the vertical handover.

This recommendation describes a generic MM framework, which will be designed to support the intra-network MM as well as inter-network MM. The inter-network mobility shall handle the MM across the different network operators, whereas the intra-network mobility addresses the MM within a network that is managed by a single network operator. 

On the other hand, the more detailed MM frameworks specific to the intra-network and inter-network MM, respectively, will be made based on this Recommendation in the other companion Recommendations that are being progressed in the draft Recommendations, LMF and HMF.
6
Conceptual Framework of MM
6.1 
MM Control Functionality 

The conceptual model for MMF could be generically depicted as the figure below.
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Figure 6.1. Conceptual model for MMF

Editor’s Note) The figure above shall be more clarified as the work is in progress. Relevant contributions are invited.
The MM model is based on the design principle that the MM control functionality should be separated from the user data transport plane in the functionality point of view. As shown in the figure, the control plane for MM functionality is separated form the data transport plane for data packet transfer. Specifically, the MM framework (MMF) will govern the signalling operations for the mobility management, whereas the data transport may be performed with its own data routing principles (e.g., by a standard IP routing protocol). All of the control information and messages for MM will be exchanged between the UEs and Mobility Managers.
6.2 
Types of MM in NGN

On the other hand, the types of MM for NGN networks can be classified into the Inter-CN MM between different operators (MM1), Inter-AN MM between different access networks (MM2: MM) and Intra-AN MM within an access network (MM3), as illustrated in the figure below.
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Figure 6-2: Types of MM in NGN networks

For the type of MM3, the issues on MM will be considered when the UE moves around within an AN. For the MM2 type, the UE might change its access network, hence possibly with its access technology. For the MM3 type, the UE may want to move into the network that is managed by another operator.
In this Recommendation, a generic framework of MM is described that could be commonly applied to all the types of MM for NGN networks. A more specific MM scheme will be designed for each of the three types of MM in the companion Recommendations such as LMF and HMF.
Editor’s Note) A new subsection is needed to describe the definitions of User ID (UID), User IP Address (UIP) and Location ID (LID). User IP Address (UIP) means an IP address to identify the User, which is one of the User ID, but the UIP may be necessary to realize the seamless handover in the legacy TCP/IP socket programming environment. Relevant contributions are invited

.

6.3 
Location Management 

The location management is a primary functionality required for MM. The location management is responsible for keeping track of the moving user in the network and for locating the user so as to deliver the user data from the other user to the concerned moving user. That is, the location management is used for supporting the prospective ‘upcoming’ session (or call) to the NGN user.

The location management functionality includes the following specific functions:

· Location Registration and Update

· Location Query/Response (for User Data Transport)

The location registration and update functions are used to keep track of the current location of a user. When a UE is attached to the network, it will register its current location (point of attachment) with the location manager. When the UE moves further into another network, it will update its current location. In this location registration and update function, the mapping information between User ID and Location ID for a user will be managed and updated.

The location query and response functions are used for a corresponding user (external or internal, fixed or mobile) to communicate with the NGN user. In this case, the information of the current location of the user will be informed to the corresponding user using a suitable location query and response scheme. The corresponding user will query the location of the moving user to the location manager, and the location manager will respond with the relevant information (Location ID) to the corresponding user. When an application requires a session/call setup signaling, the location query and response may be used together with the associated signaling functions, as shown in the SIP-based applications.

6.4 
Handover Management

The handover management is also a primary functionality required for MM. The handover management is responsible for providing the ‘session continuity’ for the ‘on-going’ session (or call) of the moving UE. To provide the seamless session continuity, the handover management scheme is used to minimize the data loss and latency during the handover of the UE.

On the other hand, the handover management schemes can be divided as follows.

· Handover in the link layer

· Handover in the network layer

· Handover in the session/application layer

Each of the handover schemes will be performed using the appropriate handover signaling between the entities associated with the handover. The handover signaling will also be based on the movement detection (in the link-layer and/or in the network layer). Depending on how to use the information on movement detection and how to perform the handover signaling, a different handover management schemes can be designed. It is also noted that a different handover scheme can be used, depending on, for example, the application type (e.g., loss-sensitive application or delay-sensitive application) and the MM type (e.g., inter-CN, inter-AN, and intra-AN handover).

6.5 
Applicability of MM Functionality by Services Models 

This section reviews the MM framework so far described in terms of the application services models. For this purpose, the application services models are classified into the following two models:

· Client-Server (C-S) services model

· Peer-to-Peer (P-P) services model

In general, the C-S services model will not require the location management such as location query and reply, since the fixed server would use a well-known port number and IP address (or hostname) for the location ID in the services provider side. On the other hand, in the P-P service model, the location management function is required for locating the peer terminal, as shown in the typical VoIP applications.

It is noted that the location management functionality should be provided for all the UEs, since it is a basic MM functionality whether or not the LM functionality is used for a particular application.
6.5.1
Client-Server Services Model

In the C-S services model, the client (UE) will request an application service to a well-known fixed server. Typically, the client UE will be a subscriber to a service provider, whereas the fixed server will be located in the domain of the service provider. The client initiates an application session with the fixed server. In this context, the C-S services might not require the location management functionality.

The application sessions of the C-S services can also be categorized into:

1) Short-lived sessions (e.g., e-mail, Web, etc);

2) Long-lived sessions for non-real time services (file transfer, video/music download, etc);

3) Long-lived sessions for real-time services (Interactive VoD or AoD, etc).

A short-lived session in the C-S model will usually be implemented in the request-response fashion, as shown the e-mail or Web services. This kind of services might not require the handover management, since the services will be completed in the short time interval. On the other hand, the access management will be performed for authentication of the user and authorization for the services. The session management may not be subject to this kind of session.

The long-lived sessions can be further classified into the non-real time services and real-time services. A long-lived session will generally be required for both the session management and handover management, since the information on session states needs to be maintained both for users and service provider.

In the handover management point of view, the long-lived non-real time sessions tends to be loss-sensitive rather than the delay-sensitive, since the session does not require any urgent interactions between two end users. That is, this kind of session might require a reliable data transfer (loss-sensitive) and allow the slightly longer handover latency within a reasonable time limit. Accordingly, in the MMF point of view, an end-to-end transport/application layer (e.g., SIP-based handover) could be employed for the handover scheme. In this handover scheme, the main objective is to keep the session continuity for the users or application sessions.

On the other hand, the long-lived real-time sessions are much sensitive to the handover latency, as shown in the interactive VoD/AoD applications. Accordingly, a handover scheme to minimize the handover latency is required in the network layer, in which some handover managers will be deployed for the seamless and fast handover support.
6.5.2 
Peer-to-Peer Services Model

In the P-P services model, the two end users communicate each other, which requires the location management for an endpoint to locate the corresponding endpoint.

The application sessions of the P-P services can also be categorized into:

1) Short-lived sessions (e.g., short message services, etc);

2) Long-lived sessions for non-real time services (multimedia messenger services, etc);

3) Long-lived sessions for real-time services (Voice over IP, etc).

In the P-P services model, the other MM functional requirements, other than the location management, could be applied the same with the C-S model. That is, the requirements for the handover, access and session management are given to each of the short-lived and long-lived sessions, as done in the C-S model.

A short-lived session in the P-P model will usually be implemented in the request-response fashion between two end users. This kind of services might not require the handover management, since the services will be completed in the short time interval. On the other hand, the access management will performed for authentication of each user and authorization for the services. The session management may not be subject to this kind of session.

The long-lived sessions in the P-P model can also be classified into the non-real time services and real-time services. A long-lived session will require both the session management and handover management, since the information on session states needs to be maintained both for users and service provider.

In the handover management point of view, the long-lived non-real time sessions in the P-P model are loss-sensitive, rather than delay-sensitive. Accordingly, an end-to-end transport/application layer (e.g., SIP-based handover) could be employed with the guarantee of reliable data transfer for the handover scheme. 

As such in the C-S model, the long-lived real-time sessions are much sensitive to the handover latency, as shown in the VoIP applications. Accordingly, a handover scheme to minimize the handover latency is required in the network layer, in which some handover managers will be deployed for the seamless and fast handover support.

6.5.3 
MM by Services Model
In the location management point of view, the application services models can be divided into the client-server model and peer-to-peer model. Each of the two services model can be also classified into the short-lived and long-lived sessions. The long-lived sessions can be further categorized as non-real time services and real-time services.

Table 1 summarizes the discussion of the MM scenarios by the MMF in the NGN networks.

Editor’s Note) The description in Table 1 is subject to further review. Relevant contributions are invited.
Table 1. Applicability of MM functionality by services model

	Services

Model
	Features
	Services

Examples
	MM Functionality

	
	
	
	LM 
	HM (loss- or delay-sensitive)

	Client-Server
	Short-lived
	e-mail, Web
	Not Required
	Not Required

	
	Long-lived

(non-real time)
	File download
	Not Required
	Required (loss-sensitive)

	
	Long-lived

(real time)
	Interactive VoD
	Not Required
	Required (delay-sensitive)

	Peer-to-Peer
	Short-lived
	Short message service
	Required
	Not Required

	
	Long-lived

(non-real time)
	Multimedia messenger service
	Required
	Required (loss-sensitive)

	
	Long-lived

(real time)
	Voice over IP
	Required
	Required (delay-sensitive)



7
Functional Reference Architecture 
Editor’s Note) the terms “mobility managers” shall be changed to the more appropriate ones by considering the terms defined in the NGN-FRA architecture. With the new terms on mobility managers, the overall texts in this clause shall be more enhanced. Relevant contributions are invited.
This section describes the Mobility Managers used for MM in NGN: Location Manager (LM) and Handover Manager (HM). The MMF provides only the logical classification of the Mobility Managers, and the physical configuration of the managers in the network will be specified in the LMF and HMF documents.

The MMF also describes the LMs and HMs required for MM. The other functional entities associated with MM, such as the AAA and DHCP servers, will be described in the LMF and HMF documents.

Under the MMF, the MM functionality will be performed with the following Mobility Managers:

· Location Manager (LM)

LM is used to provide the location registration and location update (tracking) for MM in the control plane. Each UE should register its current location ID (IP address) with its associated LM, whenever it moves into a new region and gets a new location ID. Each LM will keep and maintain the information of mapping between User ID and Location ID for the concerned UEs. With the help of the LM, a (external/internal) caller MT could communicate to the callee UE.

· Handover Manager (HM)

HM is used to support the seamless handover (session continuity) for the UE that is moving into the other networks, and thus changing the location ID (IP address). While the data transport goes on in the session, if the UE changes its Location ID (IP address), the HM will be used to support the seamless handover for the on-going session of the UE. The HM is purposed to minimize the data loss and handover delay for the on-going session, while the UE moves into a new network region.

The following figure shows a generic functional architecture of Mobility Managers in the NGN networks, which is based on the figure “NGN architecture overview” in the Recommendation Y.2012 (a.k.a. NGN-FRA). 


[image: image7.emf]MM

MM

HMM

LMM

LMM

Service/Transport Control Functions

Transport Functions

UE

Other 

Networks

Control

Media (User Data)

MM: Mobility Manager


Figure 7-1: Generic functional architecture of Mobility Managers

Editor’s Note) The above figure is based on the 2-level hierarchy of MM functionality. The 3-level hierarchy may be recommended to provide the functional framework to support the three types of MM. Relevant contributions are invited.

Editor’s Note) The terms “Home” and “Local” are still confusing. The more appropriate terms shall be suggested to consider the three type of MMs. Relevant contributions are invited.
In the figure, the MMs represent Mobility Managers, which includes Location Managers and/or Handover Managers. As shown in this figure, the MM functions may be implemented in the UE as well as in the network. In the figure, the MMs in the other networks represent the Mobility Managers in the other NGN networks (operators). The MM functionality will also be achieved through interworking between the two different NGN networks (operators).

It is noted in the figure that Mobility Managers will operate as Service and/or Transport Control Functions in the perspective of NGN architecture. Those Mobility Managers will also interact with the Transport Function, wherever applicable. It is also noted that the Mobility Managers can be divided into Home MM and Local MM in the hierarchical fashion.

7.1 
Location Manager (LM) 

In an NGN network, LMs could be divided into ‘Local LM (LLM)’ and ‘Home LM (HLM),’ as shown in the following figure. 
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Figure 7-2: Local LM and Home LM in the NGN network
An LLM is responsible for location management of UEs within an Access Network (for the Intra-AN MM). An LLM maintains the information of mapping between User ID and Location ID associated with the Ums through the database (DB). The physical location of the LLMs may be in the AN or CN, which depends on the NGN provider. It is noted here that an ALM is responsible for the location management of UEs for the Intra-AN MM.

The HLM is responsible for location management of UEs across different ANs (for the Inter-AN MM). The HLM will maintain the information of mapping between a User ID and the corresponding LLM that at present contains the location information of the UE. The HLM will be located in the CN. The HLM will locate the specific location of a UE through interworking with the corresponding LLM.

In the roaming case (for Inter-CN MM), the location management of a UE will be performed between Home LM and Visited LM, as shown in the following figure.
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Figure 7-3: Home LM and Visited LM

In the example configuration, the HLM is in the core network of the operator that the mobile user has subscribed to. VLM is in the visited network where the MT is being attached to at present. In the figure, the physical location of VLM in the visited network may be in the AN or CN, which will be addressed in the LMF document. In the roaming case, the HLM will point to the VLM associated with the concerned UE.

The location management function will be performed with interworking between these HLM, LLM and VLM. When an external/internal user wants to communicate with the UE, it will first contact with the HLM for the UE, so as to obtain the current location ID of the UE. In this ‘location query’ process, a User ID could be used to identify the specific UE. To respond to the location query, the HLM will ask the current location of the UE to the LLM (non-roaming case) or VLM (roaming case).

7.2 
Handover Manager (HM)

HM is used to provide the session continuity in order to support seamless handover for the moving UEs. For effective handover support, an appropriate handover signalling scheme will be used as per the handover scheme used.

The HM may be located in the network, together with Access Router (AR) and gateway. In this respect, the HMs can be further classified into Local HM (LHM) and Home HM (HHM), as shown in the following figure.
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Figure 7-4: Local HM and Home HM

(Editor’s Note) Specific definitions of Local and Home HMs are for further study. The other names instead of LHM and HHM may be used. Relevant contributions are invited.

For example, the LHM will be associated with the AR that the UE is attached to, whereas the HHM is responsible for the handover management within the AN (for Intra-AN MM). The Inter-AN MM between two different ANs will be performed through interworking between the two concerned HHMs. 

The use of HMs for Inter-CN (MM1) is for further study.

(Editor’s Note) The above texts need to be further reviewed. Relevant contributions are invited.

This section gives only the classification of the HMs: LHM and HHM. The physical location of those HMs will be described in the HMF documents, with a specific handover signalling scheme.

On the other hand, another way to provide the handover is the session/application layer handover scheme, as can be seen in the SIP-based and SCTP-based handover. In these session/application layer schemes, the HM functionality will be implemented with the UE, rather than using the HMs (special agents) deployed in the network. These higher layer handover schemes are basically performed between the two end UEs in the session layer or application layer.

7.3 
Relationship with FEs in the NGN-FRA
TBD

(Note) This section will describe a more detailed relationship between Mobility Managers and Functional Entities defined in the NGN-FRA [Y.2012]. Relevant contributions are invited.

Editor’s Note) The MMF shall describe the MM-related functions only. The other functions and functional entities will be considered in the LMF and HMF, such as AAA, User Profile, etc. Based on such an observation, this sub-clause shall be added with appropriate figures and texts. Relevant contributions are invited.

8 
High-level Information Flows
This section describes the high-level information flows associated with the MM, which include network attachment, location management, and handover management.
Editor’s Note) the figures and texts described in this clause are subject to change, as the work is in progress. In particular, thus section will be revised based on the Section 7.

8.1 
Network Attachment
8.1.1 
Link Establishment
The MM functional procedures begin when a UE attempts to establish a connection to the network. 

8.1.2 
User Authentication and Authorization

When the UE has established connection to the network, the user authentication and authorization will be performed, typically through interaction with the AAA servers. In this user authentication and authorization process, the User ID will be used for the UE.

It is noted that the User ID is given to the UE by the home NGN service provider. The User ID may typically contain the domain name of the home operator, as we can see in the example of “user@domain”. 

(Editor’s Note) We need to define Private User ID and Public User ID, together with description on the relationship between User ID for MM and such Private/Public User IDs. Relevant Contributions are invited.

8.1.3
Location ID Configuration

When or after a UE is authenticated and authorized, it will be assigned the Location ID. Location ID will include a routable IP address. Location ID may also include the information of the physical location of the UE such as Access Point (AP) or Base Station (BS).

Location IDs can be configured statically using the DHCP server or dynamically using an auth-configuration scheme. After getting the Location ID, the location registration procedures will begin.

The location management and handover management will be performed for the UE attached to the network.

The following figure illustrates the procedures of network attachment by UE.
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Figure 8.1. UE initialization for network attachment


8.2 
Location Management

After the UE has completed Network Attachment, the UE will perform the location registration and update procedures, in which the information on mapping between User ID and Location ID will be recorded into the Location Managers.

When a UE is attached to the network, it will register its Location ID with the LMs using a suitable location management scheme. The location registration may be performed by the UE itself or by an agent that is responsible for the Location ID configuration, such as DHCP or its variant, as described in the NACF (Network Attachment Control Function) of the NGN-FRA document.

8.2.1 
Location Registration 

The following figure shows an abstract sketch of the location registration and update procedures of an UE for the non-roaming case.
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Figure 8.2. Location registration and update in the non-roaming case (for MM2 and MM3)

The following figure illustrates the location registration flows performed by a UE. When a UE gets a new location ID, it registers the location ID and User ID with the local LM by sending the Location Update (LU) message. 


[image: image13.emf]User ID and 

Location ID

Local LM

UE

Home LM

User ID,

Address of Local LM 

LU

LU-ACK

LU-ACK

Location Update 

(Registration)


Figure 8.3. Location Registrations/Update Flows

When an UE gets a Location ID, it registers the location ID and User ID with the Local LM (LLM) by sending a Location Update (LU) message. The LU message may be sent by a special agent such as NACF (responsible for the Location ID configuration).

The LU message sent to the LLM must contain the following information:

· User ID of the UE

· Location ID of the UE

· This LU is for the Location Registration

Based on the LU message received from the UE, the LLM will add a new entry of the mapping table that contains the mapping relationship between User ID and Location ID for the UE. 

The LLM may forward the LU message to the Home LM. The LU message sent from LLM to HLM will contain the following information.

· User ID of the UE

· Location of LLM associated with the UE

· This LU is for the Location Registration

When the HLM receives the LU message from the LLM, it will add or update the associated entry in the mapping table for the UE. On the successful update of the mapping table, the HLM will respond with the Location Update Acknowledgement (LU-ACK) message to LLM. In turn, the LLM will respond to the UE with the LU-ACK message. By implementation depending on the specific LM scheme, some additional information may be added to the LU and LU-ACK messages for security and authentication.

8.2.2 
Location Update 

In the Intra-AN (MM3), when the UE changes point of attachment (e.g., move) and thus change its location ID, it must also update the newly obtained Location ID to the LM. If the UE changes its IP address within the local network (i.e., under the control of the same LLM), the UE has only to update its location for the LLM. In other words, the LLM may not forward the LU message toward the HLM, as shown in the following figure.

(Editor’s Note) The above description needs to allow for Layer 2 mobility. Relevant contributions are invited. 
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Figure 8.4. Location update (re-registration) within the same LLM domain

When the UE moves into another new local network and thus changes the corresponding LLM, the new LLM will forward the LU message to the HLM, as shown in the following figure. In the figure, the new LLM may optionally perform the location update with the old LLM.
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Figure 8.5. Location update (re-registration) across Local LM networks 

For location de-registration of the UE that moved away from the old Local LM, there could be three possible cases as follows.

(Case 1) New LLM can send a message for location de-registration of a UE to the old LLM 

(Case 2) Home LM can send a message for location de-registration of a UE to the old LLM

(Case 3) Old LLM may itself remove the registered information after a pre-specified timer expired.
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Figure 8.6. Location update (re-registration) across Local LM networks
These location update procedures will be repeated when the MT changes its corresponding Local LM. By implementation depending on the specific LM scheme, some additional information may be added to the LU and LU-ACK messages for security and authentication. 

It is noted that the specific time of triggering the LU and LU-ACK messages by MT depending on the implementation and deployment. Typically, the Location Update procedures may be performed periodically over the pre-configured LU timer. In this case, if the LU message has not arrived until the LU timer expires, the LM may determine that the location information of the MT became out-of-date.

These location update procedures will be repeated when the UE changes its corresponding LLM. By implementation depending on the specific LM scheme, some additional information may be added to the LU and LU-ACK messages for security and authentication. 

It is noted that this approach can be viewed as a localized MM. As described earlier, if the movement of the UE happens within the coverage of LLM, then the registration with HLM will not be done. Accordingly, the location management scheme can be beneficial in the viewpoint of reducing the signalling overhead of the HLM.
In the roaming case (Inter-CN MM; MM3), the UE will be attached to the visited network. In this case, the UE will register its location information with the Visited LM (VLM) using the LU and LU-ACK messages. The LU and LU-ACK messages will be exchanged between VLM and HLM.

The following figure illustrates the Inter-CN location registration and update procedures. 
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Figure 8.7. Location registration and update in the roaming case (for MM1)

(Editor’s Note) Is there better terminology for Visited NGN and Home NGN in the figure? Relevant contribution is invited.
The following figure shows the generic information flows for the location registration and update in the case of roaming. The detailed descriptions will be given in the LMF document. 
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Figure 8.8. Location registrations flows in the roaming case

(Editor’s Note) For term “Home” both in the visited and home networks, a better term needs to be identified. Relevant contributions are welcome.

In this figure, the UE is attached to the visited NGN network and sends the location information via a visited LM (HLM or LLM) into the home HLM. In this case, the visited HLM will function as a gateway for the location management. The UE will first send the LU message to a visited LLM and the visited LLM sends it to the visited HLM. In turn, the visited HLM sends the LU message to the Home HLM. After these procedures, the home HLM replies with the LU-ACK message to the UE via the visited LLM and HLM.

On the other hand, the following figure shows the procedures for location update in the roaming case, which includes the movement of UE from the old Local LM into a new Local LM in the visited NGN network. 
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Figure 8.9. Location update flows in the roaming case (by movement within visited network)

(Editor’s Note) The above figure gives just an example flow for the location update in the roaming case. The more clear definitions of the LMs in the visited network are required. Relevant contributions are invited.


8.2.3 
Location Query and Response 

The location query and response procedures are associated with the user data transport. A corresponding (internal or external) user will try to locate a UE by sending the location query (LQ) message to the HLM. The HLM will then obtain the current location of the UE by interworking with the LLM or VLM, and respond with the LQ-ACK message to the corresponding user.



According to the application type, the location query and response operations may or may not be done together with the session setup signalling (e.g., SIP-based application).

For an application that does not require any session setup signalling, the location query and response operations will be performed without the session setup signalling. In this case, the caller user will get the location information of the concerned UE using the location query and response operation, as shown in the following figure.
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Figure 8.10. Location query and response without session setup signalling (roaming case)

The figure gives an example of location query and response operations without the session setup signalling operation for the Inter-CN (roaming) case. In this case, the caller UE gets the information on the callee UE by contacting with the HLM and VLM. After that, the caller UE will begin the user data transport. In a certain case, the location query/response and the user data transport both may be performed by the application server or special agent (as shown in the Home Agent of Mobile IP).

The following figure shows the generic information flows for the location query/response without session setup signalling in the roaming case. In the figure, it is assumed that the callee UE is in the visited network. In this case, the caller UE sends the location query (LQ) message to the HLM of the callee UE so as to get its location information. The LQ message will be delivered to the LMs in the visited network. With this processing, the caller UE will get the location information for the callee UE.
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Figure 8.11. Location query and reply without session setup in the roaming case

On the other hand, the following figure shows an abstract information flows for the location query and response operations in the non-roaming case. The more specific information flows for location query and response will be described in the LMF document.
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Figure 8.12. Location query and response without session setup signalling (non-roaming case)

For an application that requires a session setup signalling operation (e.g., SIP-based application), the location query and response operations may be performed together with the session setup signalling operations. In this case, the session setup signalling operations will include the location query and response operations.

The following figure gives an example of location query/response operation with the session setup signalling operation for the Inter-CN (roaming) case. The specific information flows for location query and response will be described in the LMF document, which will include the cases of the Inter-AN and Intra-AN scenarios.
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Figure 8.13. Location query and response with session setup signalling (roaming case)

In this case, the caller UE will setup a session with the callee UE through the location query/response and session setup signalling using the HLM and VLM. After that, the caller UE will begin the user data transport.

On the other hand, the following figure shows an abstract information flows for the location query and response operations with session setup signalling operations in the non-roaming case. The more specific information flows for location query and response will be described in the LMF document.
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 Figure 8.14.  Location query and response with session setup signalling (non-roaming case)

In the similar way, the following figure shows the information flows for the location query and reply with the session setup signaling in the roaming case. 
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Figure 8.15. Location query and reply with the session setup in the roaming case

(Editor’s Note) In the figure, the terms of LMs in the visited network need to be reviewed. Better terms may need to be investigated. Relevant contributions are invited.


8.3 
User Data Transport

After the location query and response operations, the caller UE will begin the user data transport with the callee UE, based on the Location ID of the callee UE. From then, the user data transport operations will be performed independently of the location management operations.

8.4 
Handover Management 
After the location query/response operations, the data transport operations will begin. The data packets would be exchanged between those two concerned UEs using the standard IP routing.

During the session, if the MT may move into another network region (for MM1, MM2, MM3 movements) and thus it may obtain a new Location ID (IP address) from the network, the handover management should be activated with the help of Handover Managers (HMs).

8.4.1 
Handover Detection and Network Discovery

The first step of handover management is the handover (or movement) detection to recognize a situation that a link-layer handover is imminent. This can be achieved by an associated link-layer notification delivered to the network-layer handover scheme. For example, a link trigger, Link-Going-Down, may be used for the notification of an imminent link-layer handover. It is noted that link triggers provided by different access technologies can be converged into a common presentation by the open service interface between link-layer protocols and upper MM schemes.

The next step would be the network discovery procedure to search potential access networks which a MT is currently able to connect to. This step may be initiated by a MT’s request to its link-layer for scanning all accessible links, or the neighboring network information may be periodically announced from the current access network to MTs, or by the other means.

Another role of the network discovery is to check whether the network-layer handover procedure is required for switching a connection from the current link to one of the scanned links, i.e., whether the MT’s Location ID should be changed. The results may be used as primary factors to properly handle the following handover management procedures.

8.4.2 
Access Network Selection
The handover schemes are also associated with the network selection issue on which access network will be chosen for the target of handover. A MT may select one of the accessible links found in the network discovery step according to the predefined handover policy. This policy can just follow link-layer handover algorithms, or user preference and service provider policy for handover direction can be applied.

If sufficient network information is provided for the network selection procedure, the MT and/or network may choose a target network which is most profitable for the user’s intention and the purpose of application service. For example, when the primary criterion is to provide service continuity to users, important factors for selecting one of the candidate networks would be available resources, estimated handover latency, QoS support, types of MM protocols, wireless cell coverage, etc.

(Editor’s Note) Should we make a distinction between AN selection at Layer 2 versus IP layer? Relevant contributions are welcome.

8.4.3 
Proactive Operations for Fast Handover

The handover procedure can be accelerated by proactively performing some operations of network- or higher layer handover schemes before a link-layer handover is initiated. While the target network for handover is selected, a MT may obtain the information to perform proactive handover operations toward the target network. Proactive operations may reduce the handover latency required for allocation of a new Location ID, authentication and authorization, handover signaling between MT and MM-FEs. The issues on proactive handover operation would be further described in the HMF document.

8.4.4 
Configuration of New Location ID

When a UE moves into another network, it will configure a new Location ID. The configuration of a new Location ID may be done using the stateful (using the DHCP server) or stateless (auto- or manual configuration) schemes. 

It is noted that the Location ID configuration operations may be associated with a specific handover scheme. That is, a specific handover scheme may depend on the configuration of the Location ID.

8.4.5 
Handover Signalling

To support the handover, the handover signaling operations will be performed between HM and UE, and/or different HMs. The handover signaling scheme will depend on the specific handover management scheme.

It is noted that there are many possible ways to provide the IP handover management schemes. In this Recommendation, the following two promising handover schemes in the context of MM for NGN networks:

· Handover scheme performed in the network (layer); and 

· Handover scheme performed in the UE (between end-to-end sessions/applications).

The main difference between those two schemes is that the first network handover scheme is based on the HMs located in the network (possible with the access routers or gateways), whereas the second UE-based end-to-end session/application handover scheme will be done between the corresponding two UEs without the support of the special HMs located in the network.

8.4.6 
Handover Support in the Network 

To support the handover in the network, the Handover Managers (HMs) will be deployed, such as Local HM (LHM) and Anchor HM (AHM). 

(Editor’s Note) ‘Anchor HM (AHM)’ is newly used in this section. A better term to AHM needs to be investigated, together with considerations of ‘Home HM’.  Relevant Contributions will be very welcome.

For the handover support, when a UE will be assigned an Anchor HM. The AHM will function as an anchor point for the handover support in the network. Such an AHM may be assigned statically or dynamically. The static AHM may be located at the gateway of an Access Network, whereas the dynamic AHM may be selected among the ARs in the network. 

The following figure shows the data flows for the handover scheme using the static AHM (on the gateway) in the network.
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Figure 8.16. Handover Support in the Network using Static Anchor HM

On the other hand, the following figure show that the data flows for the handover scheme using a ‘dynamic’ AHM, which corresponds to the AR that the UE is first attached to in the AN, in the example.
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Figure 8.17. Handover Support in the Network using Dynamic Anchor HM

In the figure, it is shown that the AHM will forward the data packets to the AR2 and AR3, according to the movement of the UE (for Intra-AN handover). For this purpose, the handover signaling operations will be performed between AHM and LHMs.

When the UE moves into another AN, a new AHM will be selected in the new AN. The handover signaling operations will be performed between the old and new AHMs (for Inter-AN handover).

For the handover support of the Intra-AN and Inter-AN handover, the tunneling or bicasting schemes may be used, which depends on the specific handover management scheme. The detailed handover schemes and signaling information flows will be described in the HMF document.









Editor’s Note) MMF shall focus on the network-based handover management. The UE-based MM and handover management are for further study.
_______________
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