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We wish to thank for providing your latest status of your Home Network study, X.homesec and X.msec series recommendations. We recognize that these are obviously of our interest.

During the meeting, approved Recommendation X.1111 was reviewed by WG5, and figure 1, general home network model for security, and text explaining the figure was compared with our home network architecture. In X.1111, three types of device, type A, B and C, are defined. Among these device types, relationship with IPTV-TD was discussed.  IPTV-TD typically implemented as STB plays the central role in the IPTV end system.

Comparing several key features of these devices, our understandings agreed at the meeting are listed below.

· All the IPTV-TDs are type B device, because the presentation mechanism for IPTV content is one of the key features.

· IPTV-TD is allowed to incorporate type A or C feature, because there is no restriction on the implementation.

· The requirements for type B and C are almost identical.

Based on these understandings, we would like to link home network architecture of FG-IPTV with your home network model.  We would appreciate it if you could provide comments on these understandings as well as our Working Document (FG IPTV-DOC-0159).

And at this meeting, the home network security threats and requirements were reviewed by FG IPTV WG3 experts, and those give the great helpful during the updating of security threats and security requirements, and WG3 take X.1111 Recommendation as the reference within WG3 Working Document (FG IPTV-DOC-0155). And WG3 drafts the security threats, requirements and architecture and etc in this meeting. We would appreciate it if you could provide comments on our Working Document (FG IPTV-DOC-0155 and FG IPTV-DOC-0147).
For your information, FG IPTV had identified some multicast security requirements, but still not developed multicast related security mechanisms at this stage. So, the draft/consented X.msec series Recommendations are very helpful references, if FG IPTV addresses the related issue in the near future.

FG IPTV would also like to remind you that all its documents (Inputs, Outputs, Reports and Liaison Statements) are publicly available.  

Our recent meeting produced a number of output documents which may be of interest to your members. All FG IPTV documents can be obtained from 

http://www.itu.int/md/T05-FG.IPTV-071015/sum/en
FG IPTV is looking forward to our continuing cooperation with ITU-T SG 17 on topics of mutual interest. 

The next and final meeting of FG IPTV will be held from 11 to 18 December 2007 in Malta. 

___________________

	Attention: This is a document submitted to the work of ITU-T and is intended for use by the participants to the activities of ITU-T's Focus Group on IPTV, and their respective staff and collaborators in their ITU-related work.  It is made publicly available for information purposes but shall not be redistributed without the prior written consent of ITU.  Copyright on this document is owned by the author, unless otherwise mentioned.  This document is not an ITU-T Recommendation, an ITU publication, or part thereof.



