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The Focus Group on IPTV (FG IPTV) wishes to thank ATIS IIF for their forwarding your documents to us which are of mutual interest. 

FG IPTV WG1 reviewed you liaison statement regarding IPTV services requirements and took appropriate action.  WG1 also had significant progress in all areas and specifically on IPTV services requirements (FG IPTV-DOC-0114) and IPTV architecture (FG IPTV-DOC-115) on which we solicit your comments. 

FG IPTV WG2 has considered your liaison during its work on performance monitoring for IPTV. WG2 sees this as useful input to our work. However due to the short notice we didn’t include specific information into our document and we also couldn’t provide comments to your document. However we will consider your work in future meetings. Therefore we would like to be updated about any new versions of the document.

WG2 would also point you to our updated working documents “Performance Monitoring for IPTV” FG IPTV-DOC-0121 and “Quality of Experience Requirements for IPTV” FG IPTV-DOC-0118 and ask you to provide comments on these documents.
WG 5 made a progress on the Home Network architecture illustrated in clause 6.1 of the Working Document titled: Aspects of Home Network supporting IPTV services (FG IPTV-DOC-0126). The change in our Home Network architecture is to incorporate U- and IPI-4/3/1/0 interfaces into our architecture. These interfaces appear in FG-IPTV Working Documents as well as some documents produced by other SDOs. We believe that the new figure gives a better understanding of Home Network architecture.

WG5 also produced the layered model of Home Network illustrated in Appendix I of the Working Document (FG IPTV-DOC-0126).  This can be compared with figure 5 of your document (Layered Remote Device Monitoring Architecture).

We are continuing to progress our work considering, in addition to submitted contributions, all related specifications from regional, national and industry fora that are willing to share their documents with us in order to incorporate relevant parts into our documents. 

FG IPTV would also like to remind you that all its documents (Inputs, Outputs, Reports and Liaison Statements) are publicly available.  

Our recent meeting produced a number of output documents which may be of interest to your members. All FG IPTV documents can be obtained from 

http://www.itu.int/md/T05-FG.IPTV-070723/sum/en
FG IPTV is looking forward to our continuing cooperation with ATIS IIF on topics of mutual interest. 

The next meeting of FG IPTV will be held from 15 to 19 October 2007 in Tokyo, Japan. 
Annexes: 1

Annex A

CONSIDERATIONS FOR DRAFT FG ITU-T-DOC-0083 

from

ATIS IPTV INTEROPERABILITY FORUM (IIF)

Yes: denotes FG IPTV-DOC-0114 has covered this requirement

No: denotes FG IPTV-DOC-0114 has not covered this requirement

CONTEXT

Section 18-The IPTV architecture shall provide mechanisms to control unauthorized access by unsubscribed consumers to the service. It may redirect unsubscribed consumers to a mechanism where they may subscribe.
<FG IPTV> Partially yes.
· IPTV_NET_102: To protect the home network from malicious or unauthorized access, the IPTV architecture is recommended to support the ability for the DNGF to establish a firewall, with multiple levels of security and appropriate application level gateways [IIF.ARCH.HOME.29].

SERVICE

Section 26-The IPTV Architecture should support appropriate billing models for consumer originated content.
<FG IPTV> Yes
· IPTV_ARC_022: The IPTV Architecture is required to support mechanisms for the collection of data for accounting and reporting purposes, partner settlements, and reconciliation of end-user usage --FG IPTV such as service subscriptions, purchases, and transactions [IIF.ARCH.CONTEXT.22].

· IPTV_ARC_023: The IPTV Architecture is required to support mechanisms for accounting and charging purposes related to IPTV services usage [IIF.ARCH.NETWORK.10].

Section 31-The IPTV Architecture should support appropriate billing models for games.
<FG IPTV>Yes

· IPTV_ARC_023: The IPTV Architecture is required to support mechanisms for accounting and charging purposes related to IPTV services usage [IIF.ARCH.NETWORK.10].

Section 32-The IPTV Architecture shall provide appropriate security mechanisms with regards to gaming players’ identities and DRM for the games.
<FG IPTV> Yes
· IPTV_SEC_S_002: The IPTV architecture is required to support authorization and authentication capabilities for the end-user. 
· IPTV_SEC_C_001: The IPTV architecture is required to support content protection 
Section 45-The IPTV architecture shall provide mechanisms to support parental controls and the content rating system as required by the FCC rules.
<FG IPTV> Yes
· IPTV_SEC_E_105: The IPTV Architecture is required to support a mechanism for parental rating i.e., facilities for rating programs according to content.
· IPTV_NET_024: The IPTV architecture is required to support mechanisms to support the enforcement of parental controls in a manner consistent with ratings defined by each country
· IPTV_NET_025: The IPTV Architecture is required to support mechanisms for the service provider to support the enforcement of parental controls on a user profile basis or a policy basis -- e.g. time limit [IIF.ARCH.SERVICE.60].

· IPTV_MID_166: The IPTV Terminal Middleware is recommended to support parental control related information management 

· IPTV_MID_076: The IPTV Metadata is required to be able to describe content that need to be qualified (e.g. parental control, rating, etc.)
Section 46-The IPTV architecture shall support the acquisition of content encoded with content advisories per ATSC A/65.
<FG IPTV> Yes 

· IPTV_SEC_E_105:
The IPTV architecture is required to support a mechanism for parental rating i.e., facilities for rating programs according to content.
· IPTV_NET_024: The IPTV architecture is required to support mechanisms to support the enforcement of parental controls in a manner consistent with ratings defined by each country 
Section 47-The IPTV architecture shall provide mechanisms to support the users' ability to screen content based on content advisories.

<FG IPTV> Yes
· IPTV_NET_024: The IPTV architecture is required to support mechanisms to support the enforcement of parental controls in a manner consistent with ratings defined by each country.
· IPTV_SEC_E_101: As rights allow, the IPTV architecture recommended to suuupport the end user to change an IPTV Receiving Device without inherently affecting his/her rights to consume content.

CONTENT

Section 6-The IPTV architecture should allow the service provider to opportunistically push the video content onto a subscriber’s ITF implementing device without an explicit request.

<FG IPTV> Yes
· IPTV_ARC_096: The IPTV Architecture is required to support the service provider to be able to push content onto the end-user IPTV Terminal (content requested or not by the end-user).
OPERATOR

Section 16-The IPTV architecture shall support the ability for service providers' appropriate service attachment parameters to be provided to the ITF.
<FG IPTV> Partially yes
· IPTV_ESI_162: The IPTV terminal device is recommended to support self- and remote provisioning of services, including network configuration and device-specific service enabling tasks.

· Check also WG4 and its Output Document FG IPTV-DOC-0123.
Section 39-The IPTV architecture shall provide one or more mechanisms to establish authorization before service delivery.
<FG IPTV> Yes
· IPTV_ARC_088: The IPTV Architecture is required to support the service provider to be able to authenticate, authorize and charge the subscriber.

· IPTV_SEC_S_002: The IPTV architecture is required to support authorization and authentication capabilities for the end-user.

· IPTV_ARC_089: The IPTV Architecture is required to support the service provider to be able to authenticate the end-user to authorize purchase of products, ordering VoD, or watching particular programs by using the appropriate controls – e.g. PIN number, login.

Section 41-The IPTV architecture shall support the secure provisioning of equipment in the consumer network.

<FG IPTV> No – but will make sure the final version of the Requirements document will include this requirement from ATIS.
· IPTV_ARC_078: The IPTV Architecture is required to support mechanisms for the IPTV services Provider to Operate, Administer, Maintain, and Provision (OAMP) IPTV equipments.
HOME

Section 9-The Home Network (HN) shall support at least one IPI-4 interface with sufficient bandwidth and QoS to support the IPTV service. This shall include the simultaneous transport of multiple video streams, in addition to voice and data traffic.
<FG IPTV> Yes
· IPTV_NET_082: The Home Network (HN) is required to support at least one IPI-4 interface with sufficient bandwidth and QoS to support the IPTV services.
Section 26-The IPTV architecture shall specify a means for learning detailed information (e.g. ITF’s capabilities and manufacturer) from the ITFs.
<FG IPTV> Yes
· IPTV_ESI_126: The IPTV architecture is required to support an extensible method for the service provider to query for the ITF's capabilities and status [IIF.ARCH.OPERATOR.33]

· IPTV_MID_072a: The IPTV middleware is recommended to support the ability of the ITF to declare its usage environment description to the service provider.

· IPTV_ARC_095: The IPTV Architecture is required to support the service provider to be able to capture the end-user IPTV Terminal capabilities (e.g.: codecs, access limitations, etc).

Section 34-The IPTV architecture shall support the ability for the DNGF to enforce proper queuing, scheduling, and prioritization mechanisms to guarantee the processing of higher priority flows and to meet SLA on traffic from the consumer network to the delivery network.
<FG IPTV> Yes (but more generic on purpose, i.e. not implementation-specific)
· IPTV_QoS_026: The IPTV Architecture is required to support the relevant mechanisms for IPTV traffic identification, classification and marking, policing and conditioning, scheduling and discarding.
Section 40-The IPTV architecture shall support the ability of the DNGF to classify traffic based on factors such as:

• Destination IP Address and Subnet Mask

• Source IP Address and Subnet Mask

• Source MAC Address

• Destination IP Port

• Source IP Port

• Protocol ID

• DiffServ Priority

• VLAN ID

• Class of Service (CoS) and Drop Priority

<FG IPTV> Yes (but more generic on purpose, i.e. not implementation-specific)
· IPTV_QoS_026: The IPTV Architecture is required to support the relevant mechanisms for IPTV traffic identification, classification and marking, policing and conditioning, scheduling and discarding.
____________
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