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SG9 thanks the IPTV Focus Group for the report on recent activities, and welcomes the opportunity to contribute to, and benefit from the work of the IPTV Focus Group.  SG9 has been active in the field covered by the IPTV Focus Group and will continue to draft relevant Recommendations. 

In that context, we offer the following information drawing attention to previous work which has relevance to IPTV and giving some preliminary views on the way forward.  Whilst many SG9 Recommendations have been aimed primarily at cable applications, as in the case of work on middleware and set-top boxes, SG9’s Recommendations may be applicable for services delivered by other means.  We believe this will be useful to the Focus Group in performing an IPTV gap analysis.
SG9 hopes the following will be helpful in identifying material which can fill some of the gaps in the IPTV field and SG9 supports the contribution FG IPTV-C-0109 to your Busan meeting which suggests urgent activity on the gap analysis starting with an analysis of current and available material.

1
Existing Background Material

SG9 has been relying on the following background material (Recommendations and references):
· ITU-T Recommendation J.83 (1997), Digital multi-programme systems for television, sound and data services for cable distribution.

· ITU-T Recommendation J.112 (1998), Transmission systems for interactive television services, Annexes A, B and C.

· ITU-T Recommendation J.122 (2002), Second-generation transmission systems for interactive cable television services - IP cable modems   

· Draft new ITU-T Recommendation J.128 (J.dsg), Set-top Gateway specification for transmission systems for interactive cable television services.

· Draft revised ITU-T Recommendation J.160 (2006), Architectural framework for the delivery of time-critical services over cable television networks using cable modems..

· Draft revised ITU-T Recommendation J.179 (2005), IPCablecom Support for Multimedia
· ITU-T Recommendation J.200 (2001), Worldwide common core – Application environment for digital interactive television services.
· ITU-T Recommendation J.201 (2004), Harmonization of declarative content format for interactive TV applications.
· ITU-T Recommendation J.202 (2003), Harmonization of procedural content formats for interactive TV applications.
· ITU-T Recommendation J.280 (2006), Digital Program Insertion: Splicing application program interface.
· Draft new ITU-T Recommendation J.360 (J.ipc2arch) (2006), IPCablecom2 Architecture Framework – Main document.
· Draft new ITU-T Recommendation J.363 (J.acc) (2006), IPCablecom2 Data Collection to Support Accounting.
· Draft new ITU-T Recommendation J.361 (J.cm) (2006), IPCablecom2 Codec Media.
· Draft new ITU-T Recommendation J.362 (J.cpd) (2006), IPCablecom2 Control Point Discovery.
· Draft new ITU-T Recommendation J.365 (J.ipami) (2006), IPCablecom2 Application Manager Interface.
· Draft new ITU-T Recommendation J.364 (J.pacm) (2006), IPCablecom2 Provisioning, Activation, Configuration, and Management.
· Draft new ITU-T Recommendation J.366.0 (J.ims.0) (2006), IPCablecom2 IMS delta Recommendations: Overview.
· Draft new ITU-T Recommendation J.366.2 (J.ims.2) (2006), IPCablecom2 IP Multimedia (IM) session handling; IM call model; Stage 2 Specification.
· Draft new ITU-T Recommendation J.366.3 (J.ims.3) (2006), IP Multimedia Subsystem (IMS); Stage 2 Specification.
· Draft new ITU-T Recommendation J.366.4 (J.ims.4) (2006), IP Multimedia Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3 Specification.
· Draft new ITU-T Recommendation J.366.7 (J.ims.7) (2006), IPCablecom2 Access Security for IP-Based Services.
· Draft new ITU-T Recommendation J.366.8 (J.ims.8) (2006), IPCablecom2 Network Domain Security Specification.
· Draft new ITU-T Recommendation J.366.9 (J.ims.9) (2006), IPCablecom2 Generic Authentication Architecture Specification.
· Draft new ITU-T Recommendation J.290 (J.stb-core-a) (2006), Next Generation Set-Top-Box Core Architecture.
· Draft new ITU-T Recommendation J.292 (J.stb-mi-a) (2006), Next Generation Set-Top-Box Media Independent Architecture.
· Draft new ITU-T Recommendation J.291 (J.stb-cable-a) (2006), Next Generation Set-Top-Box Cable Architecture.

· IETF RFC 2131 (1997), Dynamic Host Configuration Protocol

· IETF RFC 2132 (1997), DHCP Options and BOOTP Vendor Extensions

· IETF RFC 2205 (1997), Resource ReSerVation Protocol (RSVP)
· IETF RFC 2250 (1998), RTP Payload Format for MPEG1/MPEG2 Video
· IETF RFC 2326 (1998), Real Time Streaming Protocol (RTSP)

· IETF RFC 2748 (2000), The COPS (Common Open Policy Server) protocol
· IETF RFC 3261 (2002), SIP: Session Initiation Protocol

· IETF RFC 3550 (2003), RTP: A Transport Protocol for Real-Time Application

· IETF RFC 3551 (2003), RTP Profile for Audio and Video Conferences with Minimal Control 

· IETF RFC 3489 (2003), STUN - Simple Traversal of User Datagram Protocol (UDP) Through Network Address Translators (NATs)

· IETF RFC 3588 (2003), DIAMETER Base Protocol

· IETF RFC 3984 (2005), RTP Payload Format for H.264 Video
· IETF RFC 4425 (2006), RTP Payload Format for Video Codec 1 (VC-1)
· IETF RFC 4566 (2006), SDP: Session Description Protocol
2
Abbreviations 

SG9 has been using the following abbreviations and terminology:
3GPP
3rd Generation Partnership Project

AAA
Authentication, Authorization and Accounting

AES
Advanced Encryption Standard

AS
Application Server

AVC
Advanced Video Codec

CAS
Conditional Access System

CDN
Content Delivery Network

CM
Cable Modem

CMS
Call Management Server

COPS
Common Open Policy Server protocol

CPE
Customer Premises Equipment

CSCF
Call Session Control Function

DCAS
Downloadable Conditional Access System

DHCP
Dynamic Host Configuration Protocol 

DLNA
Digital Living Network Alliance

DNS
Domain Name System

DOCSIS
Data Over Cable Service Interface Specification

DPI
Digital Program Insertion

DRM
Digital Rights Management

DSCP
Differentiated Services Code Point

DSM-CC 
Digital Storage Media Command and Control

DVB
Digital Video Broadcasting

DVR
Digital Video Recorder

EAS
Emergency Alert System

EPG
Electronic Program Guide

ETV
Enhanced Television

FEC
Forward Error Correction

FTTx
Fiber To The (x = Node, Curb, Premise, or Home)

HAG
Home Access Gateway

HAN
Home Area Network

HDTV
High Definition Television

HFC
Hybrid Fibre/Coax

HTTP
Hypertext Transfer Protocol

ICE
Interactive Connectivity Establishment

IEEE
Institute of Electrical and Electronic Engineers

IETF
Internet Engineering Task Force

IGMPv3
Internet Group Management Protocol version 3

IMS
IP Multimedia Subsystem

IP
Internet Protocol

IPPV
Impulse Pay Per View

IPsec 
IP security

IPTV
Internet Protocol Television

IPv4
Internet Protocol version 4

IPv6
Internet Protocol version 6

ITV
Interactive Television

LAN
Local Area Network

LSCP
Lightweight Stream Control Protocol

MAC
Media Access Control

MAN
Metropolitan Area Network

MHP
Multimedia Home Platform

MIME
Multipurpose Internet Mail Extension

MPEG
Moving Pictures Expert Group

MPTS
Multiple Program Transport Stream

MSO
Multiple System Operator

NAT
Network Address Translation

nPVR
Network-based Personal Video Recording

NTP
Network Time Protocol

OAMP
Operate, Administer, Maintain, and Provision

OCAP
OpenCable Applications Platform 

OCUR
OpenCable Unidirectional Receiver

OSS
Operational Support System

PDP
Policy Decision Point

PEG
Public, Education and Government access

PEP
Policy Enforcement Point

PPV
Pay Per View

PVR
Personal Video Recorder

QAM
Quadrature Amplitude Modulation

QoE
Quality of Experience

QoS
Quality of Service

RFC
Request For Comments

RG
Residential Gateway

RHE
Regional Head End

RSVP
Resource Reservation Protocol

RTCP
Real-Time Transport Control Protocol

RTP
Real-Time Transport Protocol

RTSP 
Real Time Streaming Protocol

SBC
Session Border Controller

SDP
Session Description Protocol

SHE
Super Head End

SI
System Information

SIP
Session Initiation Protocol

SMPTE
Society of Motion Picture and Television Engineers

SPTS
Single Program Transport Stream

SRM
Session and Resource Manager

SSP
Session Setup Protocol

STB
Set Top Box

STUN
Simple Transversal of UDP through NAT

SVOD
Subscription Video On Demand

TCP
Transmission Control Protocol

TLS
Transport Layer Security

ToS
Type of Service

TURN
Transversal Using Relay NAT

UDP
User Datagram Protocol

URI
Uniform Resource Identifier

URL
Uniform Resource Locator

VC-1
Video Codec 1

VCR
Video Cassette Recorder

VSO
Video Serving Office

VoD
Video On Demand

VoIP
Voice over IP

WAN
Wide-Area Network

WWW
World Wide Web

XML
eXtensible Markup Language

3
Services 

In an IPTV environment, supported services might include:

· Broadcast Video

· PPV/IPPV

· Time Shifted TV

· Video-on-Demand 
including MOD, SVOD, FVOD, VCR functions, DVD capabilities

· Music-on-Demand & Karaoke

· Interactive TV

· Subscriber Preferences 
for support of Personalized Ads, Parental Controls (ratings, times) 
· Converged Services, including Universal Messaging & Communications 
including SMS, On-screen caller ID, e-mail, video mail, video conferencing, faxes, personalized caller lists

4
Characteristics 

IPTV services will likely include some or all of the following important characteristics:
· Support High-level of managed QoS / QoE

· Offer Video, Voice and Data services across a common network infrastructure

· Provide access to services on a wide variety of subscriber devices (wired and wireless)

· Leverage IPCablecom2 and other technologies when and where available for converged services

· Integrate multiple services together into a common interface customized per device

· Enable easy implementation and customizing of new services

· Support customized services for each operator, region and subscriber

· Support standards to maximize ability to leverage alternative vendors

· Support highly available IP-based core and metropolitan networks

· Leverage existing HFC networks as well as other IP-based access networks of interest to cable operators

· Utilize in-home coax as well as IP-based wired and wireless home networks

· Scale Cost-effectively
4
Relationship to NGN

IPTV comprises a set of services that will fit nicely into the NGN.  The following diagram shows a general functional architecture for IPTV within the NGN framework.
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Figure 1: Architecture of IPTV within the NGN Framework
5
Functional Architecture
The following diagram describes the possible functional components of the IPTV system for Cable based on the more generic architecture.
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Figure 2: Possible IPTV Functional Components

The following diagram expands on these functional components by listing examples of capabilities involved in each area.
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Figure 3: Capabilities of the Functional Components
The following further expands on these components.

5.1
Video Processing, Distribution, Storage & Delivery 

This functional area covers the reception, storage, encoding, and delivery of content including:

· Content Acquisition

· Encoders
including Real-time vs. Offline, different formats & bit rates

· Stereo vs. Surround Sound, Multiple languages, Closed Captioning

· Statmux/Groomer/Splicer functions

· VOD Content Preparation
including Tagging, Pre-Encryption, PIP Generation, Watermarking

· VOD Content Distribution
including Pitcher/Catcher operation, and reliable multicast distribution.

· VOD Library Servers

· Video Asset Management

· Streaming Servers
including centralized vs. distributed caching approaches.

· Ad Servers
including the ability to serve adds off save streaming servers, traffic & billing, and multiple ad zone support.

· Trans-rating or Trans-coding operations

5.2
Applications

Identifies required backend systems and interactions to support desired services including:

· EPG Server

· VoD Application Server

· Network PVR Server

· Switched Video Broadcast Manager

· Triple-play Application Servers 

· Subscriber Profiles

· OCAP-based Application Services

· Adhoc Web-based Application Servers

5.3
Operations Support

Describes the systems that control, configure, analyze, and manage video processing elements and devices including:

· STB Controller

· Emergency Alert System (EAS)

· Subscriber Management System (SMS)

· Billing System

· TFTP and Secure Download Services

· DNS/DHCP Services

· OCAP Services

· Self Provisioning

· Remote Diagnostics

· OSS/BSS Gateway

5.4
Management

Describes the systems used to maintain, monitor, identify sources or potential sources of trouble, and notification for video processing elements and devices. This includes not just the "health" of an element/device, but the integrity of the content it is processing.  It includes the areas of:

· Network Management System

· Element Management System

· Service Assurance

· Fault Management 

· Configuration Management 

· Performance Management 

· Security Management 

5.5
NAT/FW Traversal

Describes the systems required to allow signaling and media to be sent to, and possibly from, a non-routable home network including support of:

· STUN Servers

· TURN Servers
· IETF ICE Methodology
5.6
HFC Access Network

Describes applicable attributes of the cable access network from CMTS to Cable Modem including:

· Supported or required DOCSIS versions

· DOCSIS Set top box Gateway (DSG)

· EdgeQAMs

· Modular CMTS

· Optical Distribution Network

· RF Network

· Embedded Cable Modems

· External Cable Modems

5.7
Home Network

Identifies devices in the home that receive or process video sessions via DOCSIS and non-DOCSIS interfaces including:

· Next Generation Cable Set-Top Boxes

· Master/Slave PVR STBs 

· OCUR-enabled Multimedia PCs

· Cable Modem-based Residential Gateways

· IP Set Top Boxes

· Rich Media Devices

· Home Media Storage and Servers

· Wireless Devices

5.8
Other Functional Requirements
We recognize that other areas such as Security and Session/Resource/Policy Management are of critical importance in the IPTV Architecture.
____________

	Attention: This is a document submitted to the work of ITU-T and is intended for use by the participants to the activities of ITU-T's Focus Group on IPTV, and their respective staff and collaborators in their ITU-related work.  It is made publicly available for information purposes but shall not be redistributed without the prior written consent of ITU.  Copyright on this document is owned by the author, unless otherwise mentioned.  This document is not an ITU-T Recommendation, an ITU publication, or part thereof.
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Video Processing, Distribution & Storage



Includes all of the services needed to access, acquire, secure, store and retransmit appropriately formatted content.  For example: 



		 Large scale storage

		 Content source such as satellite, off-air, and the Internet

		 Encoding and encryption

		 Streaming





Applications





Identifies required backend systems and interactions to support all video services. For example:



		 VoD Application Server

		 nPVR Application Server

		 EPG Server





Operational Support





Describes the systems that control, configure, analyze, and manage video processing elements and devices. For example:



		 STB Controller

		 Subscriber Mgmt System

		 Billing Systems





Network

Management



Describes the systems used to maintain, monitor, identify sources or potential sources of trouble, and notification for video processing elements and devices. This includes the integrity of the content being processing. For example:



		 Service Assurance monitoring (MDI)

		 FCAPS

		 Centralized trap aggregation and polling





Session/Resource/Policy Management



Establishes, maintains, and terminates video sessions with enforcing policy for resources. For example:



		 PCMM Policy Server

		 Edge Resource Management Server 





Security 



Defines how to authenticate user identity and secure content for distribution in addition to enforcing rights management and distribution control. For example:



		 DCAS

		 DRM

		 AAA







Access Network



Describes the transport network from the service provider “logical edge” to the consumer premise. For example:



		 CMTS (modular or legacy DOCSIS), Metro Ethernet Aggregation

		 Cable Modem, Ethernet Router





IP Home Network



Identifies devices that receive, route, process video sessions either directly connected to the access network or via some other Layer 2 access channel carrying IP packets. For example:



		 STB

		 Consumer Electronics (TV, PVR, monitor)

		 Residential Gateway (firewall, router)














