- 4 -

FG IPTV–DOC-0199

	INTERNATIONAL TELECOMMUNICATION UNION
	Focus Group On IPTV

	TELECOMMUNICATION
STANDARDIZATION SECTOR

STUDY PERIOD 2005-2008
	FG IPTV-DOC-0199

	
	English only

	WG(s): All
	7th FG IPTV meeting:
  Qawra, St Paul’s Bay, Malta, 11-18  December 2007

	OUTPUT DOCUMENT

	Source:
	Editor

	Title:
	IPTV vocabulary of terms


1. Scope

This document provides vocabulary of terms presently used in FG IPTV documents.  The main purpose of this document is two folded. First it is a place holder for all IPTV related terms and their definition presently under discussion in FG IPTV. Second, it highlights terms, if any, which have been defined differently. This document holds definitions of all terms used in FG IPTV documents which have been approved in the appropriate working group at this FG IPTV meeting. It should be emphasized that the ownership of terms belongs to the working group where the term is defined. That is, any contribution suggesting changes to the definitions shall be addressed against the document which holds the definition of the specific term.  
2. References

FG IPTV-DOC-0147 (15-19 October 2007), IPTV services requirements
FG IPTV-DOC-0181 (11-18 December 2007), IPTV architecture
FG IPTV-DOC-0182 (11-18 December 2007), IPTV service scenarios
FG IPTV-DOC-0184 (11-18 December 2007), Quality of experience requirements for IPTV

FG IPTV-DOC-0185 (11-18 December 2007), Traffic Management Mechanisms for the Support of IPTV Services  
FG IPTV-DOC-0188 (11-18 December 2007), IPTV security aspects

FG IPTV-DOC-0189 (11-18 December 2007), IPTV Network Control Aspects
FG IPTV-DOC-0190 (11-18 December 2007), IPTV multicast frameworks
FG IPTV-DOC-0192 (11-18 December 2007), Aspects of IPTV end system – Terminal device
FG IPTV-DOC-0193 (11-18 December 2007), Aspects of home network supporting IPTV services
FG IPTV-DOC-0194 (11-18 December 2007), IPTV middleware, application and content platforms
FG IPTV-DOC-0195 (11-18 December 2007), Toolbox for content coding

FG IPTV-DOC-0196(11-18 December 2007), IPTV middleware

FG IPTV-DOC-0197(11-18 December 2007), IPTV metadata

3. Conventions

In this document:

[aaa] notation after title of a term indicates source of the definition for that term.

(DOC-xxxx) notation before title of a term indicates the document from which the term and its definition have been obtained from. List of all documents used to compile the terms is provided in clause 2 of this document.
4. Terms and their definitions

(DOC-0188) Access Control [ITU-T X.800]: The prevention of unauthorized use of a resource, including the prevention of use of a resource in an unauthorized manner.
(DOC-0188) Accessibility [ITU-T X.800]: The property of being accessible and useable upon demand by an authorized entity.
(DOC-0147) Accessibility feature: An additional content component that is intended to assist people hindered in their ability to perceive an aspect of the main content. Examples: captions for the hard of hearing, subtitles in various languages, sign-language interpretation video and descriptive audio.

(DOC-0147) & (DOC-0188) Acquisition: The process of obtaining content by the end-user.

Note: For content with accessibility features this means that the content will be available in a form that can be used by the end-user.
(DOC-0185) Admission control: The mechanism that controls the traffic to be admitted into the network.
(DOC-0194) Application [ITU-T Y.101]: A functional implementation realized as software running in one or spread over several interplaying hardware entities. 
(DOC-0194) Application instance: An occurrence of an application
(DOC-0194)  Application manager [ITU-T J.200]: The entity that is responsible for managing the lifecycle of the applications. It manages applications running in both the Presentation engine and Execution engine if both are present. 
(DOC-0194) Application Programming Interface (API) Consists of software libraries that provide uniform access to system services. [ITU-T J.200] 

Note: In the case of middleware, it is an interface between application layer and middleware service which encapsulates the services offered by the middleware and enable application developer to develop new application.
(DOC-0182) Application provider: The application provider is the entity providing IPTV-related user applications.
(DOC-0147) Aspect ratio [ITU-T T.101]: The ratio of the width to the height of the image rectangular area.

(DOC-0147) Associated information services: TBD, examples of associated information services: links to other web sites, betting, voting, etc.

(DOC-0147) Audio description: This service provides a commentary describing the visual events pertinent to the content and augments the dialog in the content.

Note: Audio description is primarily intended to assist users who are unable to see the video content clearly. The narrative passages fit between the dialogue and other significant audio content so as not to interfere with it. Ideally the user can control the volume and spatial positioning of the audio or derive it from a separate output.
(DOC-0188) Authentication [ITU-T X.800]: See Data Origin Authentication and Peer-Entity Authentication.

(DOC-0188) Authorization [ITU-T X.800]: The granting of rights, which includes the granting of access based on access rights.
(DOC-0147) & (DOC-0195) Bitstream: Coded representation of a video or audio signal.
(DOC-0147) & (DOC-0190) Broadcast [ITU-T M.60]: One-way transmission from one point to two or more other points.

(DOC-0147) & (DOC-0194) Broadcast TV: One-way transmission of TV signals from one point to two or more other points.
(DOC-0185) Buffer management: Buffer management deals with which packets, awaiting transmission, to store or drop.
(DOC-0147) Captions: Captions provide a real-time on-screen transcript of the dialogue as well as any sound effects.
(DOC-0147) Note: This service can be provided by means of either textual or graphical supplementary content. The captions and the dialogue are usually in the same language. The service is primarily to assist users having difficulty hearing the sound. Ideally, users may have some control over the position and size of the presentation. Different speakers are distinguished, usually by different colours.

(DOC-0147) Channel: Content formatted as a selectable set of data and transported as part of a data stream

(DOC-0147) Channel changing: The act of changing from one channel to another.
(DOC-0147) & (DOC-0189) Channel zapping: The act of fast changing from one channel to another
(DOC-0194) Character [ITU-T J.200]: A specific "letter" or other identifiable symbol, e.g. "A". 
(DOC-0194) Character set:  See character encoding. 
 (DOC-0194) Character encoding [ITU-T J.200]: Mapping between an integer input value, and the textual character that is represented by this mapping, e.g. in ASCII value 65 (decimal) is character "A", or shift-JIS for Japanese characters. 
(DOC-0184) Clean Audio: Audio track of an IPTV Service with background sounds removed.
(DOC-0192) Client PVR (cPVR): An instance of PVR, where the end-user terminal device contains the recording capability that can be solicited and operated by end-users to record and store video, audio, and other associated data locally for subsequent playback.

(DOC-0147) Closed Captions: captions that can be switched on or off by the viewer.
(DOC-0147) Conditional Access: A synonym for Service Protection

(DOC-0188) Conditional Access: The function served by a Conditional Access System; often used as an abbreviation for Conditional Access System
(DOC-0188) Conditional Access System: A component of a Service and Content Protection system the purpose of which is to prevent unauthorized (unentitled) access to a service or to content.
 (DOC-0188) Confidentiality [ITU-T X.800]: The property that information is not made available or disclosed to unauthorized individuals, entities, or processes.
(DOC-0189) Connection admission control: The mechanism that controls the traffic to be admitted into the network.
(DOC-0194) & Content [ITU-T T.174]: Encoded generic value, media or non-media data 

(DOC-0182) Content aggregator: A player in the IPTV service delivery chain whose role is to aggregate content, e.g. to form a TV bouquet composed of several TV channels.
(DOC-0147) &  (DOC-0188) Content protection: Ensuring that an end-user can only use the content they have already acquired in accordance with the rights that they have been granted by the rights holder.
(DOC-0194) Content protection: Act of preventing unauthorized use of any content.
(DOC-0182) Content provider: The content provider is the entity owning contents or being licensed to sell content assets. Their role is contents delivery. 
 (DOC-0147)  & (DOC-0192) Content tracing: A process to enable the identification of the (arbitrary) origin of content, and/or the responsible party (e.g. the end-user), to facilitate subsequent investigation in the event of unauthorized content copying or distribution.

(DOC-0188) Content tracing: A process to enable identification the (arbitrary) origin of the content, and/or the responsible party (e.g. the end-user), to facilitate subsequent investigation in the event of unauthorized content copying or distribution. 

(DOC-0147) Converged services [ITU-T Q.1702]: The integration of Internet, multimedia, e-mail, presence, instant messaging, m-commerce, etc., services with voice service.
(DOC-0185) Cross layer interaction: The ability of one layer adapting its performance based on information received from other layers.
(DOC-0188) Data Origin Authentication [ITU-T X.800]: The corroboration that the source of data received is as claimed. 
(DOC-0147), (DOC-0190) & (DOC-0193) Delivery network gateway (DNG) [ATIS-0800002]: A device implementing the DNGF
Note: DNG also is commonly referred to as the Residential Gateway (RG).
(DOC-0147) Delivery network gateway functions (DNGF): Set of functions that mediate between the network and service provider domains and the IPTV Terminal Function (ITF).

Note: A device implementing the DNGF is commonly referred to as the Residential Gateway (RG) or Delivery Network Gateway (DNG).
(DOC-0188) Denial of Service [ITU-T X.800]: The prevention of authorized access to resources or the delaying of time-critical operations.
(DOC-0188) Digital Rights Management: A synonym for Service and Content Protection or Content Protection, depending upon the context of use.
Note: In this document, the term Service and Content Protection is used instead of Digital Rights Management.
(DOC-0147) Digital Rights Management: A synonym for SCP.

(DOC-0188) Digital Signature [ITU-T X.800]: Data appended to, or a cryptographic transformation (see cryptography) of a data unit that allows a recipient of the data unit to prove the source and integrity of the data unit and protect against forgery e.g. by the recipient.
(DOC-0192) Distributed PVR (dPVR): Multiple instances of PVR, where a combination of cPVRs and nPVRs can be used to record and store video, audio, and other associated data for subsequent playback.  For example, this usually occurs within a Home Network containing multiple cPVRs in order to distribute storage of video, audio, and other data.

(DOC-0147),  (DOC-0182) & (DOC-0189) Electronic program guide (EPG): A structured set of data, intended to provide information on available content that may be accessed by end-users. 
(DOC-0194) Electronic Content Guide (ECG): A service navigation interface used especially for content streaming and download. 

Note: It is sometimes used synonymously with EPG.

(DOC-0194) Electronic Program Guide (EPG): A service navigation interface which is used especially for programs. 
Note: in some traditional Broadcast Services, EPG is defined as an on-screen guide used to display information on scheduled live broadcast television programs, allowing a viewer to navigate, select, and discover programs by time, title, channel, genre. This traditional definition does not cover “catalogues” for on-demand and download services (sometimes called ECG) and bi-directional interactive service (sometimes called IPG) for end-user interaction with a server or head-end.
Some EPGs utilize web-pages, or teletext to realize this function.
(DOC-0194) &) EPG provider [ITU-T J.90]: The entity that collects, collates and assembles the elements of information that constitute the EPG database. 

(DOC-0194) Electronic Service Guide (ESG): A service navigation interface used especially for available services and contents.
(DOC-0147), (DOC-0189) & (DOC-0190) End-user [ITU-T J.112]: A human being, organization, or telecommunications system that accesses the network in order to communicate via the services provided by the network.
(DOC-0194) Execution engine (EE) [ITU-T J.200]: instructions and associated data and media content. An execution engine may be implemented with an operating system, computer language compilers, interpreters, and Application Interfaces (APIs), which a procedural application may use to present audiovisual content, interact with a user, or execute other tasks, which are not evident to the user. A common example of an execution engine is the JavaTV software environment, using the Java programming language and byte code interpreter, JavaTV APIs, and a Java Virtual Machine for program execution.
(DOC-0194) Extended channel: Means to organise different operation content together, including live channel, TVOD, information service, EPG and so on. For each extended channel, there is a related channel number. 

(DOC-0181) Functional architecture [ITU-T Y.2012]:  A set of functional entities and the reference points between them used to describe the structure of an NGN. These functional entities are separated by reference points, and thus, they define the distribution of functions. 
NOTE1: The functional entities can be used to describe a set of reference configurations.  These reference configurations identify which reference points are visible at the boundaries of equipment implementations and between administrative domains. 
NOTE2: This definition is taken from Y.2012 and therefore relates to NGN. However, it is also valid for other networks, e.g. networks supporting IPTV.

(DOC-0181) & Functional entity [ITU-T Y.2012]: An entity that comprises an indivisible set of specific functions. Functional entities are logical concepts, while groupings of functional entities are used to describe practical, physical implementations.

(DOC-0194) Globally Executable MHP (GEM): A terminal specification based on MHP that enables applications to interoperate across OCAP, MHP and other GEM based platforms. 
(DOC-0184) Group of Pictures: The Group of Pictures (GOP) is a group of successive pictures within a MPEG-coded film and/or video stream. Each MPEG-coded film and/or video stream consists of successive GOPs. From the MPEG pictures contained in it the visible frames are generated. (DOC-0185) Home Gateway (HG): The interface of the home network to provider access network.

(DOC-0147), (DOC-0192) & (DOC-0193) Home network (HN): A communication system designed for the residential environment, in which two or more devices exchange information.
(DOC-0194)Home network (HN) [ITU-T J.190]: Short-range communications system designed for the residential environment, in which two or more devices exchange information under some sort of standard control.

(DOC-0192) & (DOC-0160) HN capable IPTV TD:  An IPTV TD which has HN capability.  This is typically a server and/or a client to HN devices.
(DOC-0192) & (DOC-0160) HN capable TD:  A TD which has HN capability.  This is typically a server and/or a client to HN devices.
(DOC-0147),  (DOC-0192) & (DOC_0193) Hybrid terminal device: An IPTV terminal device that can also receive content from different types of transmission systems (e.g. satellite, cable).
 (DOC-0188) Integrity [ITU-T X.800]: The property that data has not been altered or destroyed in an unauthorized manner. 
(DOC-0194) Interactive Program Guide (IPG) A service navigation interface used especially for bi-directional interactive service with a server or head-end.
Note: It is sometimes used synonymously with EPG.
(DOC-0194) Interactive Television (iTV): A service in which the user can send requests, within a browser environment, to the service provider in order to obtain additional information. This capability requires channels to have what is known as a 'return path'.
(DOC-0147) Interstitial program: A short program which is shown between events (e.g. between two movies) or embedded during presentation of an event (e.g. advertisement).
(DOC-0185) IP differentiated model: The model that defines a set of edge functions and a number of per-hop behaviour (PHB).

(DOC-0185) IP reservation model: The model that is based on the IP Integrated Services (IntServ) and allows the use of RSVP signalling protocol for bandwidth reservation.
(DOC-0147) IPTV: IPTV is defined as multimedia services such as television/video/ audio/text/graphics/data delivered over IP-based networks managed to support the required level of QoS/QoE, security, interactivity and reliability.
(DOC-0147), (DOC-0192) & (DOC-0193) IPTV End System (IES):  A single or set of consumer devices that support IPTV Services (i.e. everything from Gateway to Display).
(DOC-0190) IPTV multicast interoperability:  IPTV multicast interoperability is the exchange of IPTV service information amongst multicast based IPTV service providers. And to make the optimal contract and to provide the stable IPTV services amongst multicast based IPTV service providers.
(DOC-0192) IPTV Network: An entity encompassing the full group of IPTV Architecture functions expected to be within the Network Provider and Service Provider functional domains.
 (DOC-0190) IPTV Service Exchange Point:  IPTV SEP (service exchange point) is identified as a reference point for handling the service brokering function between IPTV SPs enabling the optimal contract between IPTV SPs and providing the stable IPTV services amongst IPTV service providers. IPTV SEP can be located in any peering point.

(DOC-0147) & (DOC-0192) & (doc-0193) IPTV TD: A terminal device which has ITF functionality, e.g. a STB.
 (DOC-0147,  (DOC_0189) & (DOC-0192) & (DOC-0193) IPTV terminal function (ITF): The functionality that is responsible for processing the content conveyed by the IP transport.
(DOC-0194) IPTV Terminal Function (ITF)*: The functionality within the home network that is responsible for terminating the IP signal, and converting the content into a renderable [i.e. enabling to be seen and/or heard] format, e.g. a STB.
*: Based on [ATIS-0800002] with modification
(DOC-0147), (DOC-0181) & (DOC-0189)Linear TV: A television service in which a continuous stream flows in real time from the service provider to the terminal device and where the user cannot control the temporal order in which contents are viewed. (DOC-0188) Key [ITU-T X.800]: A sequence of symbols that controls the operations of encipherment and decipherment.

(DOC-0188) Key Management [ITU-T X.800]: The generation, storage, distribution, deletion, archiving and application of keys in accordance with a security policy.
(DOC-0194) & Lifetime/Lifecycle of an application: Characterizes the time from which the application is loaded to the time the application is destroyed. 
(DOC-0188) Masquerade [ITU-T X.800]: The pretence by an entity to be a different entity.
(DOC-0192) Metadata: Structured, encoded data that describe characteristics of information-bearing entities to aid in the identification, discovery, assessment, and management of the described entities

Note: EPG metadata has many applications and may vary in depth from merely identifying the content package title or information to populate an EPG to providing a complete index of different scenes in a movie or providing business rules detailing how the content package may be displayed, copied, or sold. 
(DOC-0194) & (DOC-0197) Metadata [ITU J.98]: Metadata is descriptive data associated with a content asset package or file. It may vary in depth from merely identifying the content package title or information to populate an EPG to providing a complete index of different scenes in a movie or providing business rules detailing how the content package may be displayed, copied, or sold. Separate uses for metadata have originated from the studios, distribution networks (Cable, Satellite), down to the CPE (STBs, PVRs). 
(DOC-0194) Metadata format [ITU-T H.222AMD1]: Identifies the coding format of metadata. 

(DOC-0197) Metadata fragments: A metadata fragment is a self-consistent atomic portion of a metadata instance. In this context, self-consistency means that fragments can be obtained in a random order and each fragment can be transmitted and updated independently.
(DOC-0197) Metadata instance: A metadata instance is the data instance describing the instance of content or user, etc. A metadata instance has its data-model defined by corresponding metadata schema.
(DOC-0197) Metadata schema: A metadata schema is the representation format for specifying data-model describing target instance.

(DOC-0194) Metadata service [ITU-T H.222AMD1]: Coherent set of metadata of the same format delivered to a receiver for a specific purpose. 
(DOC-0194) Middleware: A layer of software between applications and resources, which consists of a set of service enablers that allow multiple functionalities running on one or more devices in an IPTV system to interact across a network.
(DOC-0147) Mobility: The ability for the end-user or other mobile entities to communicate and access services irrespective of changes of the location or technical environment.

(DOC-0190) Multicast Access Control Functions: Multicast Access Control Functions is that control a multicast user access to IPTV multicast tree. The IPTV user can join a multicast service using these control functions with proper authentication and authorization of the user.

(DOC-0190) Multicast Delivery Control Functions: Multicast Delivery Control Functions is that can control IPTV multicast delivery among transport functions.
(DOC-0190) Multicast Domain Management: A multicast domain is a set of multicast routing and forwarding instances than can send multicast traffic to each other. These multicast routing and forwarding instances are referred to as IPTV multicast domain. Thus, multicast domains map all of a customer’s multicast groups that exist in particular IPTV service members to a single unique global multicast group. This is achieved by existing or specific group routing and forwarding capability in the network.
(DOC-0195) Multi-channel audio: Audio signal with more than two channels

(DOC-0147) Multicrypt: A mechanism that enables the reception of programmes encrypted according to various encryption systems by means of a Common Interface (CI).

(DOC-0147) Multi-channel audio: Audio signal with more than two channels
(DOC-0194) Multimedia [ITU-T J.148]: The combination of multiple forms of media such as audio, video, text, graphics, fax, and telephony in the communication of information.
(DOC-0194) Multimedia application [ITU-T T.174]: An application which involves the presentation of multimedia information to the user.

(DOC-0194) Multimedia representation [ITU-T T.171]: The property of handling several types of representation media. 

(DOC-0194) Multimedia service [ITU-T Q.1702]: A service in which the interchanged information consists of more than one type, such as text, graphics, sound, image and video. 

(DOC-0147) & (DOC-0192) Network personal video recorder (nPVR): Same as PVR except that the recording device is located at the service provider premises.
(DOC-0147), (DOC-0182) & (DOC-0190) Network provider [ITU-T Q.1290]: The organization that maintains and operates the network components required for IPTV functionality. A network provider can optionally also act as service provider. (DOC-0147) Open Captions: captions that are displayed and cannot be switched off by the viewer.
(DOC-0189) & (DOC-0190) Overlay Multicast Network: One type of overlay network that provides multicast services to end users on top of the general network infrastructure.
(DOC-0189) & (DOC-0190) Overlay Network: A virtual network of nodes and logical links that is built on top of the underlying network infrastructure with the purpose of implement a network service that is not available in the underlying network infrastructure.
(DOC-0147) Package: A collection of content components that in some combination (either all or a subset) together provide an end-user experience and are intended to be used together.

Note: A package can be instantiated with or without audio visual content depending on scenarios, in which audio visual content and package can be tightly associated or can be loosely coupled enough to be handled (generation, delivery, consumption) independently.
(DOC-0189) Parental control: Parental Control provides a mechanism for deciding the suitability of particular content for a minor on his/her age.

(DOC-0147) Pay per view (PPV): A TV service where a particular program event (e.g. a hockey match) can be bought separately from any package or subscription. The transmission of the program event is made at the same time to everyone who has ordered it.
(DOC-0188) Peer-Entity Authentication [ITU-T X.800]: The corroboration that a peer entity in an association is the one claimed.
(DOC-0147) Personal digital recorder (PDR): See PVR.
(DOC-0147) Personal mobility: This is the mobility for those scenarios where the end-user changes the terminal device used for network access at different locations. The ability of a user to access telecommunication services at any terminal on the basis of a personal identifier, and the capability of the network to provide those services delineated in the user's service profile.

(DOC-0147) & (DCO-0192) Personal video recorder (PVR): An end-user controlled device that records, stores and plays back multimedia content. PVR is also known as personal digital recorder (PDR).
(DOC-0188) Phishing: Act of acquiring sensitive or personal information such as usernames, date of birth, passwords or credit card details, by masquerading as a trustworthy entity.
(DOC-0194)  (DOC-0164) Presentation [ITU-T T.411]: The operation of rendering the content of a document in a form perceptible to a human being. 
(DOC-0194) Presentation engine [ITU-T J.200]: A subsystem in a receiver that evaluates and presents declarative applications consisting of content, such as audio, video, graphics, and text primarily based on presentation rules defined in the presentation engine. A presentation engine also responds to formatting information, or "mark-up", associated with the content, to user inputs, and to script statements, which control presentation behaviour and initiate other processes in response to user input and other events. A common example of a presentation engine is an HTML browser, capable of displaying text and graphic content formatted in HTML, with interactive behaviour programmed in ECMA script.
(DOC-0188) Privacy [ITU-T X.800]: The right of individuals to control or influence what information related to them may be collected and stored and by whom and to whom that information may be disclosed.
(DOC-0147) Public Information Services: are specific un-associated Information Services. Examples of un-associated information services: news highlights, stock exchange, traffic conditions, sport results.

(DOC-0147) Push VoD: A TV service where multimedia content is packaged and delivered at the discretion of the service provider to the end-user’s storage system.
(DOC-0184) Quality of experience (QoE) [ITU-T P.10/G.100]: The overall acceptability of an application or service, as perceived subjectively by the end-user. 

NOTE 1 – Quality of Experience includes the complete end-to-end system effects (client, terminal, network, services infrastructure, etc.).

NOTE 2 – Overall acceptability may be influenced by user expectations and context.
(DOC-0185) QoS routing: The mechanism that is used to control network congestion and improve network utilization by selecting an appropriate path.

(DOC-0147) Random access point: A point in the content from which playback can begin. Note: For example, in MPEG encoding, this would be an I-frame, as opposed to a P-frame or B-frame.
(DOC-0181) Reference point [ITU-T Y.2012]: A conceptual point at the conjunction of two non-overlapping functional entities that can be used to identify the type of information passing between these functional entities. 
NOTE: A reference point may correspond to one or more physical interfaces between pieces of equipment.

(DOC-0188) Repudiation [ITU-T X.800]: Denial by one of the entities involved in a communication of having participated in all or part of the communication.
(DOC-0192) Residential Gateway (RG):  A logical element that acts as a bridge between the access network and the home network, providing in premise and aggregated security management, provisioning and addressing services for logical elements within a compliant IPTV Network.

(DOC-0196) Resource Abstraction Interface (Layer): an interface layer between resource and middleware service which encapsulates OS operations and resources layer and provide abstract view for resource layer. 
(DOC-0196) Resources (Layer): the native hardware and software resources that provide middleware services component of certain functionality through resource abstraction layer, and middleware service functions are provided to application layer through the API of the middleware services.
(DOC-0147) Re-transmission Broadcast Service: A service in which content is provided from various broadcasting environments including, but not limited to, terrestrial, satellite and cable, and re-transmitted into IP network simultaneously or otherwise.
(DOC-0147) & (DOC-0188) Rights: One or more legal or business entitlements to Use or employ Content, e.g., to view, record, redistribute Content.

(DOC-0147)  & (DOC-0188) Rights Expression: The syntactic embodiment of Rights in a concrete form
(DOC-0188) Scrambling Algorithm: An algorithm used in a scrambling (encryption) or descrambling (decryption) process.

(DOC-0188) Security label [ITU-T X.800]: The marking bound to a resource (which may be a data unit) that names or designates the security attributes of that resource.

Note – The marking and/or binding may be explicit or implicit.

(DOC-0188) Security policy [ITU-T X.800]: The set of criteria for the provision of security services.
(DOC-0194) Segmentation: Division of content into different parts, e.g. scenes and chapters.
(DOC-0194) & (DOC-0164) Service [ITU-T Y.101]: A structure set of capabilities intended to support applications. 
(DOC-0147) SCP: A combination of service protection and content protection.

(DOC-0188) Service and Content Protection: A combination of Service Protection and Content Protection, or a system or implementation thereof.

(DOC-0188) SCP End-to-End: Using a single Service and Content Protection system, two or more devices exchange and access content according to granted rights. This mode should be the simplest mode to implement since only a single Service and Content Protection system.

(DOC-0188) SCP Bridge: On a single device, two or more Service and Content Protection systems are operative.  Content acquired via one Service and Content Protection system  can be accessed via another Service and Content Protection system resident on the same device according to granted rights

(DOC-0188) SCP Interchange: This case is characterized by two or more devices, each device having one or more operative Service and Content Protection systems.  The content acquired by one device through one of its Service and Content Protection systems can be securely transferred to and accessed on another device through a different Service and Content Protection system according to granted rights.

(DOC-0188) Service: A set of functionality enabled by a provider for end users; for example, providing IP connectivity with managed quality of service, providing an IPTV Service, providing a content on demand service, etc.

 (DOC-0196) Service Components (Layer): the pure native components that offer functionalities to application layers regardless of type of software and hardware in the resource layer 
(DOC-0194) & (DOC-0164) Service Navigation: The presentation of information that allows the end-user to discover, select and consume services

(DOC-0194) Service Navigation Interface: A user interface which is intended to provide information on available services, including content that may be accessed by end-users for service navigation.
(DOC-0147) Service Protection: Ensuring that an end-user can only acquire content that they are entitled to receive.

Note: Service protection is sometimes referred to conditional access.

(DOC-0188) Service Protection: Ensuring that an end-user can only acquire a service, and, by extension, the content contained therein, that they are entitled to receive.

(DOC-0147), (DOC-0182) & (DOC-0190) Service provider [ITU-T M.1400]: A general reference to an operator that provides telecommunication services to customers and other users either on a tariff or contract basis. A service provider may or may not operate a network. A service provider can optionally or can optionally not be a customer of another service provider.
(DOC-0194) Set-top box (STB): A device that contains demodulator, de-multiplexer, decoder, other functionalities and interfaces related to signal reception and presentation of the distributed programme at the subscriber's site.
(DOC-0147) Sign language interpretation: A video service showing an interpreter who uses hand gestures and facial expression to convey the main audio content and dialogue to sign language and lip readers.
Note: This service comes in the form of supplementary video content, usually smaller in image size to that the main video content. Ideally the user can control the position, size and background properties (solid or transparent and the colour, if solid). It is of sufficient temporal and spatial quality to enable sign reading and lip reading.

(DOC-0147) SimulCrypt: A mechanism that facilitates using several service protection systems.

(DOC-0147) Skin: A customized graphical appearance (the visual aspect of a graphical user interface (GUI)) applied to certain software and websites for aesthetic reasons or ease of use.
(DOC-0188) Spoofing: An activity in which a forged (spoofed) source (e.g. a person or computer program) successfully masquerades as a legitimate source by falsifying data and for the purpose of obtaining information and/or obscuring the true source to prevent non- repudiation for spreading computer viruses.
(DOC-0194) Stream [ITU-T J.200]: A unidirectional continuous flow of content. 

(DOC-0147) & (DOC-0190) Subscriber [ITU-T Q.3050.1]: The subscriber is responsible for concluding contracts for the services subscribed to and for paying for these services.

(DOC-0147) & (DOC-0190) Subscription [ITU-T Q.1741.3]: A subscription describes the commercial relationship between the subscriber and the service provider.
(DOC-0147) Subtitles: Subtitles provide a real-time on-screen transcript of dialogue for the purpose of language translation or to clarify speech that is unclear. 
Note: This service can be provided by means of either textual or graphical supplementary content. The subtitles and the dialogue are usually in different languages.  The assumed audience for subtitling is hearing people who do not understand the language of the dialogue. 

(DOC-0147) Supplementary content: This is defined as video, audio, textual, graphical or other forms of content that can be optionally accessed by the end-user and rendered by the terminal. It has the following features:

· It only works in conjunction with the main content.

· It is synchronous with the main content.
(DOC-0194)Telecommunication service [ITU-T F.700]: Set of telecommunication capabilities that work in a complementary and cooperative way in order to let users perform applications. 
(DOC-0147) & (DOC-0192) & (DOC-0193)Terminal device (TD): A device which typically presents and/or processes the content, such as a personal computer, a computer peripheral, a network appliance, a mobile device, a TV set, a monitor, a VoIP Terminal or an audio-visual media player.
(DOC-0147) Terminal device protection: Ensuring that a terminal device employed by an end-user in the reception of a Service can reliably and securely use content while enforcing the rights of use granted for that content, and while physically and electronically protecting the integrity of the terminal device, and the confidentiality of the content and critical security parameters not otherwise protected by encryption or watermarking.
(DOC-0188) Terminal Device Protection: Ensuring that a terminal device employed by an end-user in the reception of a Service can reliably and securely use content while enforcing the rights of use granted for that content, and while physically and electronically protecting the integrity of the terminal device, and the confidentiality of the content and critical security parameters (e.g., saved keys) not otherwise protected. 
(DOC-0147) Terminal mobility: This is the mobility for those scenarios where the same terminal equipment is moving or is used at different locations. The ability of a terminal to access IPTV services from different locations and while in motion, and the capability of the network to identify and locate that terminal.
(DOC-0188) Threat [ITU-T X.800]: A potential violation of security.
(DOC-0147) Time shifting: A function which allows playback of content after its initial transmission.
(DOC-0194) Time-shifting: Act of recording of programmed content (i.e. video stream or sound) for the purpose of viewing or listening at other than original scheduled time.
(DOC-0147) & (DOC-0194) Time-shift TV: A TV program that has been time shifted.
(DOC-0185) Transmission Scheduler: The mechanism that controls which packets to select for transmission on an outgoing link.
(DOC-0147) Trick mode functionality: The ability to pause, rewind or forward stored content

(DOC-0184) Triple Play Services:  Services that include IPTV, VoIP, and Internet Access

(DOC-0147) TV with trick mode: TV service with trick mode functionality.

(DOC-0147) Universal Design: It is the design of the products and environments to be useable by all people, to the greatest extent possible by including accessibility features in the original design to prevent the need for adaptation after deployment.
Note: The intent of universal design is to simplify life for everyone by making products, communications, and the built environment more usable by as many people as possible at little or no extra cost. Universal design benefits people of all ages and abilities.

(DOC-0197) Usage environment: The usage environment is described by user characteristics, terminal capabilities, network characteristics and natural environment characteristics, where the contents being consumed.
(DOC-0147) Usage environment description: The usage environment description includes the description of end-user characteristics, terminal capabilities, network characteristics and natural environment characteristics.

Note: These various dimensions of the usage environment description, which originate from end-users, can be used for accommodating, for example, the adaptation of contents for transmission, storage and consumption.

(DOC-0147) & (DOC-0188) Use: The purpose(s) for which acquired content is employed.
Use: The purpose(s) for which acquired content is employed
(DOC-0194) User device [ATIS-0800002]:  Also known as Home Network End-Device (HNED), Home Network Device (HND), Consumer Equipment (CE), terminal and physical device. A piece of hardware equipment running its software and attached to a Home Network and being identified by a GUID, e.g. a MAC address. A single Device can be used by one or more users. 

(DOC-0194) User Interface (UI): Also known as UI, a user interface is the sensory and behavioural aspects of a program that are presented to a user. The term is generally used to denote the menuing and navigational constructs of a program. 

(DOC-0147) User Privacy Protection: Ensuring that information considered to be private (or confidential) by an end-user be maintained in confidence, while remaining subject to mandatory disclosure due to legal processes.

(DOC-0188) User Privacy Protection: Ensuring that information considered to be private (or confidential) by an end-user be maintained in confidence, while remaining subject to mandatory disclosure due to legal processes.
(DOC-0181), (DOC-0189) & (DOC-0194) Video-on-Demand (VoD): A service in which the subscriber can view video content whenever desired. The operating assumption is that the content is stored on the provider’s VoD server. Subscriber accesses the movie from a library directory which may include search engine that accesses movie description and rating.  Subscribers typically have the ability to pause, play, rewind, fast forward the content, or even stop viewing it and return to it at a later time when using this service.
(DOC-0184) VoD Trick Modes: Download and streaming video on demand (VoD) systems provide the user with a large subset of VCR functionality including pause, fast forward, fast rewind, slow forward, slow rewind, jump to previous/future frame etc. These functions are usually referred to as "trick modes". 

(DOC-0192) Watermark: Machine readable data in the form of a signal embedded in a digital media stream so as to be imperceptible to the consumer, but persistent through faithful transformations of the content.  
Note that this definition pertains to watermarks in the context of IPTV service and is not a universal definition of a watermark.  In the IPTV context, watermarks are used to facilitate Rights Management and media piracy investigation. 
(DOC-0147) Web-based EPG: An EPG that can be accessed on a web server by means of a URL.

(DOC-0147) Wireless network characteristics: The characteristics of a wireless network expressed in terms of current available bandwidth, packet loss and possibly other to-be-defined wireless network information parameters for a specific wireless link type e.g. WLAN, Cellular, WPAN or WMAN.

_______________
� Information obtained from: � HYPERLINK "http://www.libraries.psu.edu/tas/jca/ccda/tf-meta3.html" ��http://www.libraries.psu.edu/tas/jca/ccda/tf-meta3.html�
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