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1 Introduction
Call for collaboration in FG IPTV-IL-0096 has been sent to FG-IPTV from Q13/16. The document includes contribution of rights metadata. 
Requirement related to rights metadata has described in DOC-0144. However, there is no description as rights metadata regulation. Therefore we propose the rights metadata document for contents protection.

Because rights metadata has two significance means: contents protection and metadata, as a common area, it will be effective to be discussed at WG3 and WG6 (mainly WG3).

As a part of rights metadata, this document describes Rights Management and Protection Information (RMPI) from next pages. And those typical usages are represented with Script form. The other way to represent is to use flag-representation of binary form. 
2 Scope of Proposal document
There are rights metadata (RMPI) requirements for contents protection in IPTV service requirements (DOC-0114). The reasons to use RMPI are below.

· To notify Contents usage rules to End-system for contents secure usage.

· For contents discovery, it is necessary to know contents usage rules. It is better not to encrypt RMPI for functional reason. (Encrypt should be optional.)

· SCP (DRM, CAS) interoperability function is necessary to advance contents distribution. We should consider how RMPI convert operates. 

· It is necessary to include the information that shows the link between contents ID and licence information.

Depends on the contents, necessary RMPI item is different. Therefore, only minimum item should be mandatory and forms expansion is necessary. 

This document’s scope is to achieve above conditions.
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1 Purpose of this document
The purpose of this RMPI Manual (hereinafter “this document”) is to explain Rights Management and Protection Information (RMPI) in digital program distribution technology for IPTV and broadcast-style content. 
This document provides a limited explanation of RMPI—in order to avoid unnecessary complexity— and with additional definitions of elements required for IPTV and broadcast-style services, as necessary.
2 Explanation of RMPI
RMPI is explained in detail below.

This document utilizes the namespace prefixes below.

dsig="http://www.w3.org/2000/09/xmldsig#"

xsi="http://www.w3.org/2001/XMLSchema-instance"

sx="http://www.xrml.org/schema/2001/11/xrml2sx"

cx="http://www.xrml.org/schema/2001/11/xrml2cx"

tvax=http://www.xrml.org/schema/2001/11/tvax

In addition, elements without prefixes are taken to belong to the namespace below.
“http://www.xrml.org/schema/2001/11/xrml2core”

And elements that are newly defined in this document are denoted using the prefix “nx,” and are taken to belong to the namespace below.
“http://www.ntt.co.jp/schema/2007/9/rmpi"
2.1 Basic Structure of RMPI
Essentially, the data that expresses RMPI is made up of a License and a Grant. The License serves as the container for the RMPI information, while the Grant prescribes the rights information in detail.

When the RMPI is expressed in XML format, the License and Grant are laid out typically as shown in the simple example below. 

<licenseGroup>

<license>

<grant>

<!—detailed rights information-->

</grant>

<grant/> <!—multiple as necessary-->

</license>

</licenseGroup>

2.1.1 Grant
The Grant is the element that presents detailed information relating to the rights licensed out by the rights holder.

Typically, the Grant contains information corresponding to four concepts—Principal, Rights, Resources, and Conditions.

· Principal: Specifies the principal entity that is licensing out the rights
· Rights: Specifies the rights that the rights holder is licensing out. Typically, this corresponds to a concept expressed by a verb such as copy or play. Whether or not a right is granted is represented by whether that Right is presented within the Grant.
· Resources: Refers to the items (i.e. content) to which the rights holder is licensing out rights.
· Conditions: Refers to the conditions under which the rights holder licenses the rights. These describe the conditions relating to the Principal, the conditions relating to the use of the Rights, and the conditions relating to the nature of the Resources. If a Grant has no Conditions then the rights are licensed out free of any conditions.
The only indispensable item out of the above is the Rights. The Rights expressed by the Grant represent the rights that are being licensed. Rights that are not licensed are not described in the Grant.

When these items of information are written in XML format, they are defined as type; they do not appear as instances. In other words, RMPI generally has the form shown below.

<license>

<grant>

<principal><!—the entity/person receiving the license --></principal>

<right><!—description of the right--> </right>

<resource><!—the content that is being licensed--> </resource>

<condition><!—licensing conditions--> </condition>

</grant>

<grant/> <!—multiple as necessary-->

</license>

2.1.2 Principal
For the RMPI described in this document, the Principal is as defined below.

KeyHolder

2.1.3 Right
The Rights in this document are as specified below.

	Right
	Definition

	cx:copy
	Denotes the right to reproduce the applicable digital content. Downloading is considered a type of reproduction. 

	cx:play
	Denotes the right to play the applicable content

	cx:print
	Denotes the right to print the applicable content

	tvax:trickPlay
	Denotes the right to play the applicable content in a special way (i.e. “trickPlay”). Details of  are specified by tvax:allowedTricks.

	tvax:distribute
	Denotes the right to distribute the applicable content


2.1.4 Conditions
The Conditions explained in this document are typically as given below. For details and examples, refer to this document, attached XML Schema and sample files.

	Condition
	Definition

	allConditions
	Denotes that multiple licensing conditions are assigned in conjunction, in relation to the applicable rights

	sx:exerciseLimit
	Denotes limits, such as the number of times the applicable rights can be exercised

	sx:fee
	Denotes any payment-related conditions necessary when applicable rights are exercised

	sx:trackReport
	Denotes any licensing conditions relating to the need for reporting of information on the exercising of the applicable rights

	sx:validityInterval
	Denotes the period for which exercise of the applicable rights is permitted, expressed as time

	sx:validityIntervalDurationPattern
	 Denotes the period for which exercise of the applicable rights is permitted, expressed as a pattern

	tvax:recordingMedia
	Denotes the recording media for which exercise of the applicable rights is permitted

	tvax:distributionMedium
	Denotes the distribution media for which exercise of the applicable rights is permitted

	tvax:linkSecurity
	Denotes the reproduction management conditions under which exercise of the applicable rights is permitted

	nx:allowedRenderer
	Denotes the playback devices for which exercise of the applicable rights is permitted

	nx:deliveryMode
	Denotes the delivery mode and method for which exercise of the applicable rights is permitted

	nx:zone
	Denotes the geographic area for which exercise of the applicable rights is permitted

	nx:ageLimit
	Denotes age restrictions on the exercise of the applicable rights

	nx:genderLimit
	Denotes gender restrictions on the exercise of the applicable rights

	nx:useProfile
	Denotes the assumption that exercise of applicable rights utilizes information about content viewers

	nx:allowedAccess
	Denotes permitted method of access to applicable content and rights


2.1.5  Resources
In this document, the following Resources are specified.

nx:digitalContent

This element is made up of  nx:cri and nx:securityInformation.
The definitions are given below.
<xsd:element name="digitalContent" type="nx:DigitalContent" substitutionGroup="r:resource"/>


<xsd:complexType name="DigitalContent">



<xsd:complexContent>




<xsd:extension base="r:Resource">





<xsd:sequence minOccurs="0">






<xsd:element name="cri" type="nx:Cri"/>






<xsd:element name="securityInformation" minOccurs="0"/>








</xsd:sequence minOccurs="0">

</xsd:extension>

</xsd:complexContent>

</xsd:complexType>

nx:cri expresses ContentReferencing Information, and specifies CRID.
In addition, it provides, as option attributes, caBroadcasterGroupId (identifier for commercial business entity), and caCotentId (CA content ID).
<xsd:element name="cri" type="nx:Cri" substitutionGroup="r:resource"/>


<xsd:complexType name="Cri">



<xsd:complexContent>




<xsd:extension base="r:Resource">





<xsd:sequence minOccurs="0">






<xsd:element name="crid" type="xsd:anyURI"/>






<xsd:element name="imi" minOccurs="0"/>





</xsd:sequence>



<xsd:attribute name="caBroadcasterGroupId" type="xsd:string" use="optional"/>



<xsd:attribute name="caCotentId" type="xsd:string" use="optional"/>




</xsd:extension>



</xsd:complexContent>


</xsd:complexType>

2.1.6  Example of a License
A typical example of a License is given below. The License here shows that the user ID12345 is licensed to view content, crid://bcaster.com/content, for a fee of 500 yen.
<license lisenseID="">


<grant>



<keyholder/>



<cx:play/>




<nx:digitalContent>





<nx:cri caBroadcasterGroupId="01" caContentId="00000001">






<nx:crid>crid://bcaster.com</nx:crid>






<nx:imi>IMI:hoge</nx:imi>





</nx:cri>




</nx:digitalContent>



<sx:fee>




<sx:paymentPerUse>





<sx:rate currency=”JPY”>






500



</sx:rate>




</sx:paymentPerUse>



</sx:fee>


</grant>

</license>

The element <license> is assigned an ID, using the lisenseID attribute,  to uniquely specify the License. (The format is “lisenseID="#anyURI".)
3 Format for Expression of RMPI
Below is an example of a description of rights information using RMPI.

3.1 Payment Information

This is expressed using the <fee> element.

3.1.1 Fee or Free
· This specifies whether or not a fee is charged for use of the applicable content.

The existence of the <fee> Condition indicates the content must be paid for.

3.1.2 Payment Units
By specifying Resources in <nx:cri>, it is possible to distinguish the items to which charges apply.

3.1.3 Amount
· This specifies the amount of the fee (as a price), for delivery and use of paid content.

This is expressed by the <paymentPerUse> element, within the <fee> element.
Below is an example of a Condition indicating that the right is licensed for a PPU (payment per use) fee of 500 yen.


<sx:fee>


<sx:paymentPerUse>







<sx:rate currency=”JPY”>







500







</sx:rate>



</sx:paymentPerUse>


</sx:fee>
In the example below the Condition indicates that the right is licensed for a flat fee of 500 yen.

<sx:fee>

<sx:paymentFlat>

<sx:rate currency="JPY">500</sx:rate>



<sx:paymentRecord>



<sx:stateReference>





<sx:address>http://payment.com/server </sx:address>







<serviceParameters>










<datum>











<nx:TierCode>

000000000000000000000000000000000000000000000001











</nx:TierCode>










</datum>







</serviceParameters>



<sx:stateReference/>



</sx:paymentRecord>

</sx:paymentFlat>

</sx:fee>
For schema definitions using XMLSchema, refer to the attached XSD file.
3.2 Copy Restrictions

Copy restrictions are expressed using Conditions that apply to the <copy> (Right) element.

3.2.1 Copy Permission
· This specifies whether or not it is permitted to create copies of the applicable content.

The existence of the <copy> element indicates that copying is permitted.

3.2.2 Copy Generations
· This indicates the number of generations of further copies that can be made from the copy of the applicable content. The example indicates that 5 generations of copies are permitted.

<sx:exerciseLimit>



<sx:stateReference>




<sx:stateReferenceValuePattern>





<nx:generation>5</nx:generation>




</sx:stateReferenceValuePattern>



</sx:stateReference>

</sx:exerciseLimit>

3.2.3 Number of Copies
· This indicates the number of copies that can be made at one time.

This can be specified using the cci element within the <linkSecurity> Condition.
<tvax:linkSecurity>




<tvax:digital>





<tvax:cci>






<tvax:copyOnce/>





</tvax:cci>




</tvax:digital>

</tvax:linkSecurity>

In addition, when it is necessary to restrict the number of copies using an element other than CCI, <exerciseLimit> can be used.
<sx:exerciseLimit>



<sx:stateReference>




<sx:stateReferenceValuePattern>





<sx:count>3</sx:count>




</sx:stateReferenceValuePattern>



</sx:stateReference>

</sx:exerciseLimit>

copyOnce corresponds to <sx:count>1</sx:count>, while copyNever corresponds to <sx:count>0</sx:count>. In the case of copyFree there is no Condition applying to <sx:exerciseLimit>.
3.2.4 Copy Destination
This specifies the external storage media to which copying is permitted under the license.

· The permitted media is specified using the <recordingMedia> element.

<xsd:complexType name="RecordingMedia">



<xsd:complexContent>




<xsd:extension base="r:Condition">





<xsd:choice minOccurs="0" maxOccurs="unbounded">






<xsd:element name="removableMedia"/>






<xsd:element name="hd"/>






<xsd:any namespace="##other"/>





</xsd:choice>




</xsd:extension>



</xsd:complexContent>


</xsd:complexType>
3.3 Storage Restrictions

This describes a Condition relating to the <copy> Right.

3.3.1 Storage Permission
· This indicates whether or not storage of the applicable content is permitted on storage media.

The existence of the <copy>Right indicates that storage is permitted. The absence of <copy> indicates that storage is not permitted.

3.3.2 Storage Start Time
· Storage start time is the starting time for release of file-type service content, and a B2B right. (In the case that storage of the applicable content is permitted on storage media, this indicates the time of storage.)
This time can be specified using <validityInterval>.
<r:validityInterval>



<r:notBefore>2003-08-26T12:00:00+09:00</r:notBefore>



<r:notAfter>2003-08-27T12:00:00+09:00</r:notAfter>

</r:validityInterval>

3.3.3 Content Release Permission
· This indicates whether or not users can share the applicable content, after it is stored on the storage media, with other users—for example, over a network. 

This can be expressed using the <nx:allowedAccess> element as a <copy> condition.
3.4 Thumbnail Display Restrictions

3.4.1 Thumbnail Display Permission
· This indicates whether or not it is permitted to display a representative image for each segment corresponding to the applicable content or part thereof.

This is expressed using <nx:segmentView><nx:thumbnail/></nx:segmentView>.

3.5 Printing Restrictions 

Printing restrictions are described as conditions on the <print> Right.

3.5.1 Printing Permission
· This defines whether or not the applicable content can be printed via an external interface.

The presence of the <print> Right in Grant indicates that printing is permitted; absence indicates that printing is not permitted.

3.6 Viewing Period Restrictions

Viewing restrictions are expressed as conditions on the <play> Right.
3.6.1 Presence/Absence of Restrictions
· This indicates whether or not any restrictions apply to the period of delivery or viewing of the applicable content.

If there is no Condition within Grant, no such restrictions apply.
3.6.2 Period
· This expresses the period for which delivery or use (viewing) of the applicable content is permitted.

 The view period specified by the licensing party can be expressed using the <nx:validityIntervalDurationPattern> Condition.

<nx:validityIntervalDurationPattern>

        <nx:duration>

          P000DT24H
        </nx:duration>

</nx:validityIntervalDurationPattern>

The value of the <nx:duration> element is described using the pattern PdddDThhH (ddd: no. of days/3-digit fixed, hh: time/2-digit fixed). In addition, here it is considered that P001DT00H = P000DT24H.

The actual viewing start time and viewing end time of the licensing party is expressed using the <validityInterval> Condition.

<r:validityInterval>



<r:notBefore>2003-08-26T12:00:00-05:00</r:notBefore>



<r:notAfter>2003-08-27T12:00:00-05:00</r:notAfter>

</r:validityInterval>

3.7 Zone Restrictions

Zone restrictions are expressed by applying a Condition to the <play> Right.
3.7.1 Presence/Absence of Restrictions
· This expresses whether or not any restrictions apply to the geographical area (zone) where the applicable content can be delivered or viewed.

 If there is no zone Condition within Grant for the <play> Right, no restrictions relating to zone apply. 
3.7.2 Zone
· Zones expresses the geographical areas where the delivery or viewing of the applicable content is permitted.

Zones are expressed using the <nx:zone> element. Zones are defined using postal area codes. An example is given below. In the case where postal area codes are expressed using less than 7 digits, checking is performed by matching from the start of the string.
<nx:zone>


<nx:JpZipCode>0212346</nx:JpZipCode>

</nx:zone>

In the case that the Condition covers multiple zones, the element <nx:JpZipCode> is repeated.

<nx:zone>


<nx:JpZipCode>0233016</nx:JpZipCode>


<nx:JpZipCode>0157345</nx:JpZipCode>

</nx:zone>

3.8 Age Restrictions

Age restrictions are expressed as Conditions applying to the <play> Right.

3.8.1 Presence/Absence of Restrictions
· These express whether or not age restrictions apply to the delivery or viewing of applicable content.

If there are no Conditions within Grant for the <play> Right, no conditions apply to age.

3.8.2 Age
· This expresses the minimum age requirement for delivery and viewing of the applicable content. (The content is not licensed for use by anyone below this age.) 

This minimum age is expressed using the <nx:minimumAge> condition. The example below shows that rights are not licensed to anyone below the age of 18.  
<nx:ageLimit>

<nx:minimumAge>18</nx:minimumAge>

</nx:ageLimit>

3.9 Gender Restrictions

3.9.1 Presence/Absence of Restrictions
· These express whether there is any gender restriction relating to the delivery or viewing of the applicable content.

If there is no condition with the Grant of the <play> Right, no restriction applies in relation to gender.

3.9.2 Gender
· This expresses the gender for which the applicable content is permitted to be delivered or viewed. The case in which both <male> and <female> are specified can be understood to be equivalent to the case in which <genderLimit> is absent.

Gender restrictions are expressed using the <nx:genderLimit> Condition. In the example below, the content is licensed only to females.

<nx:genderLimit>

<nx:female/>

</nx:genderLimit>

3.10 Number of Plays

This is used as a condition that applies to the <play> Right.

3.10.1 Number of Permitted Plays
· This shows the number of times the applicable content is permitted to be played.

This is described by the <exerciseLimit> Condition that applies to the <play> Right. 

Below is an example of a Condition that restricts the number of times that the rights can be exercised to 5.

<sx:exerciseLimit>



<sx:stateReference>




<sx:stateReferenceValuePattern>





<sx:count>5</sx:count>




</sx:stateReferenceValuePattern>



</sx:stateReference>

</sx:exerciseLimit>

3.11 Play Restrictions

These describe conditions that apply to the <trickPlay> Right.
3.11.1 Trickplay Permission
· This expresses whether or not special kinds of playback—such as pausing, fast forward, and rewind—of the applicable content is permitted.

When the <trickPlay> Right is present within Grant, “trickplay” is permitted.
The permitted types of trickplay are specified using the <allowedTricks> Condition.
A definition of allowedTricks is presented below. 
<xsd:element name="allowedTricks" type="tvax:AllowedTricks" substitutionGroup="r:condition">


</xsd:element>


<xsd:complexType name="AllowedTricks">



<xsd:complexContent>




<xsd:extension base="r:Condition">





<xsd:sequence minOccurs="0">






<xsd:element name="fastPlayback"/>






<xsd:element name="fastForward"/>






<xsd:element name="rewind"/>






<xsd:element name="pause"/>






<xsd:element name="jump"/>






<xsd:element name="skipNext"/>






<xsd:element name="skipForward"/>






<xsd:element name="skipBackward"/>






<xsd:element name="skipToEnd"/>






<xsd:element name="skipToStart"/>






<xsd:element name="loopRepeat"/>






<xsd:element name="slowMotion"/>






<xsd:element name="stepForward"/>






<xsd:element name="stepBackward"/>






<xsd:any namespace="##any"/>





</xsd:sequence>




</xsd:extension>



</xsd:complexContent>


</xsd:complexType>

The example below indicates that the pause function is permitted.
<allowedTricks><pause/></allowedTricks>

3.11.2 Viewing of Highlights
· Where the applicable content includes multiple elements, this permits continuous playing of a part (highlight) of such individual elements. 

This is specified by <segmentView><highlight/></segmentView>.
3.11.3 Multiscenario
· For the applicable content, this permits playback effects that enable multiple, different user experiences, for example, according to user operation or scenario.

This is specified by <segmentView><multiscenario/></segmentView>.
3.11.4 Digest Viewing
· This permits continuous playback of short parts of the applicable content, rather than viewing of the whole item of content.

This is specified by <segmentView><digest/></segmentView>.
3.12 Consumer Metadata Usage Restrictions
3.12.1 Usage Permission
· This determines whether or not a means is provided to confirm whether or not users permits the operation of services that utilize metadata— using a receiver or network—to record information such as the viewers viewing history and preferences.

This is specified by the presence of the <nx:useProfile> Condition.
3.13 Type of Content Delivery

The types of content delivery are assumed to be as shown below. These are used as Conditions applying to the <nx:distribute> Right.
<xsd:complexType name="ContentFormatType">



<xsd:sequence minOccurs="0">




<xsd:element name="StreamTS" minOccurs="0"/>




<xsd:element name="StoredCarouselTS" minOccurs="0"/>




<xsd:element name="GeneralFile" minOccurs="0"/>




<xsd:element name="EncryptedStreamTS" minOccurs="0"/>




<xsd:element name="EncryptedStoredCarouselTS" minOccurs="0"/>




<xsd:element name="EncryptedGeneralFile" minOccurs="0"/>




<xsd:element name="EncryptedGeneralFile_2" minOccurs="0"/>



</xsd:sequence>


</xsd:complexType>


<xsd:complexType name="DeliveryRouteType">



<xsd:sequence minOccurs="0">




<xsd:element name="RF" minOccurs="0"/>




<xsd:element name="DVBoverIP" minOccurs="0"/>




<xsd:element name="FileMulticast" minOccurs="0"/>




<xsd:element name="StreamUnicast" minOccurs="0"/>




<xsd:element name="FileUnicast" minOccurs="0"/>



</xsd:sequence>


</xsd:complexType>

3.14 Encryption

3.14.1 Presence/Absence of Encryption
· This expresses whether or not the applicable content is encrypted or not.

In the case that content is encrypted, the encryption information is specified in the <nx:securityInformation> element for the Resource. The definition is shown below.

<xsd:element name="SecurityInformation" minOccurs="0">



<xsd:complexType>




<xsd:sequence>





<xsd:element name="Digest">

<!-—Details are given below -->




</xsd:element>





<xsd:element name="EncryptionData" type=” nx:EncryptionDataType" minOccurs="0"/>




</xsd:sequence>



</xsd:complexType>


</xsd:element>

<xsd:complexType name="EncryptionDataType">



<xsd:sequence>




<xsd:element name="EncryptionAlgorithm">





<xsd:complexType>






<xsd:choice>







<xsd:element name="AES"/>







<xsd:element name="Camellia"/>







<xsd:element name="Multi2"/>







<xsd:any namespace="##other"/>






</xsd:choice>





</xsd:complexType>




</xsd:element>




<xsd:element name="EncryptionMode">





<xsd:complexType>






<xsd:choice>







<xsd:element name="CBC"/>







<xsd:element name="OFB"/>







<xsd:element name="CBC_OFB"/>






</xsd:choice>





</xsd:complexType>




</xsd:element>



</xsd:sequence>


</xsd:complexType>
3.14.2 Encryption Mode
· This expresses the encryption mode used for encrypting the applicable content.

This is expressed using the EncryptionMode element.
3.14.3 Algorithm
· This expresses the algorithm used for encryption of the applicable content.

This is expressed using the <nx:EncryptionAlgorithm> element.
3.15 Types of Authentication Method

3.15.1 Authentication Method
· This expresses the permitted authentication method when using applicable content.

Encryption information can be added to the element securityInformation for the Resource. Hash-related information can be included in this. The definition of this element is shown below.

<xsd:element name="securityInformation" minOccurs="0">


<xsd:complexType>



<xsd:sequence>




<xsd:element name="Digest">





<xsd:complexType>






<xsd:sequence>







<xsd:element name="DigestMethod"/>







<xsd:element name="DigestValue"/>






</xsd:sequence>





</xsd:complexType>




</xsd:element>




<xsd:element name="EncryptionData" type="nx:EncryptionDataType" minOccurs="0"/>



</xsd:sequence>


</xsd:complexType>

</xsd:element>
Hash information is expressed by the <nx:Digest> element. The <nx:Digest> element includes <nx:DigestMethod> and <nx:DigestValue>. The former defines the hash method, while the latter stores the actual hash data. Definitions of these elements are given below. Detailed definitions are provided separately.
<xsd:element name="Digest">



<xsd:complexType>




<xsd:sequence>




<xsd:element name="DigestMethod">





<xsd:complexType>






<xsd:sequence>






<xsd:element name="separately defined"/>






</xsd:sequence>





</xsd:complexType>




</xsd:element>



<xsd:element name="DigestValue"/>



</xsd:sequence>


</xsd:complexType>

</xsd:element>
Also, the authentication method for the Principal can be specified using the <nx:Authentication> element of the <info> element of Principal. Below is an example of describing the authentication method of Principal.

<keyHolder>

<info>

<nx:Authentication><nx:AuthenticationMode>

<nx:Always>

<sx:stateReference>

<sx:address>http://hoge.org/foo</sx:address>

<sx:serviceParameters>

<sx:datum>233453039481</sx:datum>

</sx:serviceParameters>

</sx:stateReference>

</nx:Always>

</nx:AuthenticationMode>

</nx:Authentication>

<nx:RMPclientVersion/>

</info>

</keyHolder>

3.15.2 Algorithm
· This expresses the licensed authentication algorithm when using the applicable content. 

This can be expressed using the AuthenticationAlgorithm element.
3.16 Distribution Media

· This expresses the licensed distribution medium for delivery and use of the applicable content.

This is specified using <distributionMedium>. This element is defined below.

<xsd:element name="distributionMedium" type="nx:DistributionMedium" substitutionGroup="r:condition">


</xsd:element>


<xsd:complexType name="DistributionMedium">



<xsd:complexContent>




<xsd:extension base="r:Condition">





<xsd:choice minOccurs="0" maxOccurs="unbounded">






<xsd:element name="terrestrial"/>






<xsd:element name="sattelite"/>






<xsd:element name="catv"/>






<xsd:element name="internet"/>






<xsd:element name="FTTH"/>






<xsd:element name="mobile"/>






<xsd:any namespace="##other"/>





</xsd:choice>




</xsd:extension>



</xsd:complexContent>


</xsd:complexType>

3.17 Playback Device

This is specified using the <allowedRenderer> Condition for the <play> Right. An example is presented below.
<nx:allowedRenderer><stb/></nx:allowedRenderer>

3.18 Restriction on Number of Distributions

This expresses the conditions for the <distribute> Right.

3.18.1 Number of Times
· This expresses the number of times distribution of the applicable content is permitted.

<sx:exerciseLimit>



<sx:stateReference>




<sx:stateReferenceValuePattern>





<sx:count>5</sx:count>




</sx:stateReferenceValuePattern>



</sx:stateReference>

</sx:exerciseLimit>

3.19 Usage Report

This is described using the <trackReport>Condition.
3.19.1 Presence/Absence of Usage Report
· This shows whether or not it is necessary to report the results of content usage to the content provider.

Reporting is necessary when the <trackReport> Condition is present.

<cx:play/>

<sx:trackReport>


<sx:stateReference>



<sx:address>http://hoge.hoge/foo</sx:address>



<sx:serviceParameters>




<sx:datum/>



</sx:serviceParameters>


</sx:stateReference>

</sx:trackReport>

3.19.2 Content of Report
· This expresses the report content necessary to report the results of content usage to the content provider.

It is possible to directly write the report content using the elements <sx:serviceParameters><sx:datum/></sx:serviceParameters> within the <trackReport> element.
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