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1. Introduction
This contribution includes several additions to the IPTV Multicast Framework Document (FG IPTV-DOC-0124).
2. Proposal
2.1. Any Source Multicast and Source Specific Multicast
Add a section covering the differences between Any Source Multicast and Source Specific Multicast:

Any Source Multicast (Group Based Multicast)

Any Source Multicast (ASM) is the classical variant and uses a model where all decisions are made based on the multicast group address (G) only. Devices are able to join and leave multicast groups in order to receive IPTV streams. The receivers do not have knowledge about the Multicast senders within the network. When two IP Multicast senders are sending to the same IP Multicast group address (G) and a client joins (G), the client receives traffic from both IP Multicast senders. 
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Figure 1: Any Source Multicast

This model has some significant drawbacks for IPTV deployment:

· Addressing: Due to the fact that only the IP Multicast address is used it is not possible to distinguish different senders on the network level. Therefore it is necessary to implement an entity which manages the use of IP Multicast addresses. This slows the deployment down because to setup new IPTV channels or change existing IPTV channels it is necessary to obtain a free (unused) IP Multicast address.

· Security: In a group based model it is easy to disturb existing IPTV channels by simply sending traffic to the same group address. To avoid those attacks complex filter mechanisms are needed at the ingress and/or egress points of the network (and potentially at customer’s premises to avoid unwanted and disturbing IP Multicast traffic).

· Redundancy: On the network level Any Source Multicast usually deploys PIM-SM (Protocol Independent Multicast – Sparse Mode) a central Rendezvous Point (RP) which represents a single point of failure. To overcome this problem redundant RPs and additional protocols are necessary. 
· Complexity: Taking a-c into account (as well as some other drawbacks) the use of Any Source Multicast adds complexity. To reduce the complexity and to overcome the problems with ASM a new model “Source Specific Multicast” was developed.

Source Specific Multicast (Group and Source Based)

Source Specific was developed to overcome the problems encountered by Any Source Multicast. The main difference between the two models is the use of the source address of the multicast sender. In contrast to ASM with SSM it is possible to distinguish between a sender (S1) and a sender (S2) sending to the same IP Multicast address (G). Receivers not only specify the group address G but also the address of the sender (S), resulting in an IP Multicast channel (S,G). Because the Unicast address within a network uniquely identifies an end system, the combination of (S,G) is unique as well. A receiver joining (S1,G) does not receive the traffic from another system sending to the same IP Multicast address.
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Figure 2: Source Specific Multicast

Source Specific Multicast solves the following problems:

· Addressing: It is no longer necessary to centrally coordinate the use of IP Multicast addresses. Any sender can send to any existing IP Multicast group. The network and the receivers are able to specify a particular sender using an IP Multicast group. IP Multicast channels (S,G) are handled and routed individually by the network and the clients as well. 

· Security: Denial of Service (DoS, DDoS) attacks by simply sending to a Multicast group which is already in use are not longer possible because individual senders can be distinguished. 

· Complexity: Source Specific Multicast reduces the overall complexity within IPTV. It solves several issues related to security and addressing and also removes the need for centralized Rendezvous Points.

SSM is also optimized for One-to-Many deployment scenarios which are typically used within IPTV. In addition ASM and SSM can be used in parallel (deploying different address ranges) if necessary. The use of SSM eases the deployment of IPTV and reduces the complexity, allowing more flexible IPTV services.
2.2. Multicast in Access Node
Section 6.1.2 (IPTV multicast in access node), add the following text:
· The access node is recommended to support L3 based mechanisms for Multicast instead of L2 mechanisms.

· The access node is recommended to provide sufficient security mechanisms to protect the network against multicast based attacks by the end users, e.g.:

· IGMP rate limit

· IGMP filter mechanisms (control of group ranges, maximal number of subscriptions, etc.)

An IGMP proxy at the access node can be used to reduce the number of IGMP messages which need to be processed by other network elements allowing better scalability of the access network.

2.3. Interoperability requirements of IPTV multicast

Add source specific Multicast:

· IP multicast address ranges of RFC 4607 (Source-Specific Multicast for IP) is recommended to be supported to use Source Specific Multicast.

2.4. IP Multicast address transition
The use of Source Specific Multicast solves the problem with overlapping Multicast addresses. In case of SSM a combination of a Multicast Group address and the Source Address of the Multicast sender is used (this combination is unique and allows several senders to use the same IP Multicast address). It is recommended to deploy Source Specific Multicast.
Remark:
Changing Multicast addresses on domain borders is very complex because it has heavy impact on multicast signalling, protocols like MSDP, etc.
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