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1, Introduction

Manageable P2P Network has been introduced in WD – “IPTV Network Control Aspects” to control the P2P content distribution network. This contribution proposes the structure and functionalities of manageable P2P network.

2, Discussion
Architecture for manageable p2p network

Peers are always divided into many groups in P2P system. Interest of video, location or both of them could be used to differentiate groups. If we use Interest of video for division, peers will be grouped if they watch the same program or wants the same block of data. It is obvious that those of the same group will have more similar contents to share each other. If we use location for division, peers will be grouped based on their location and traffic will be lower because media exchange often happens within the group or between the nearest groups. Of course, these criterions could be used together for division to obtain all of their advantages.
As shown in figure 1, manageable P2P network is divided into many P2P groups. Management node (MN) is deployed or selected by ISP for each group to perform peers management function. MN should be aware of peer’s behavior, state, implement perform measurement, Qos control and report group information. Groups could exchange information based on certain structure such as P2P, mesh, c/s or some others. Media exchange happens between peers, and size of each group will not be bounded by media server.
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Figure 1, manageable P2P network architecture
Manageable p2p network architecture principles:
· P2P users are classified into some groups
· each group has a MN deployed by ISP to manage group users
· peers exchange media under management of MN

· groups could exchange information
3. Proposal
Manageable P2P network architecture principles have been discussed, and its functions are described in this contribution. It is proposed to include the subsection – “Manageable P2P network architecture principles” to section 16.3 – “Manageable overlay network” in WD – “IPTV Network Control Aspects”.

The working documents could be modified as following:

16.3 Manageable overlay network

In order to achieve manageable P2P network, ISP is recommended to involve in some management functions of P2P. With these management functions, ISP can tightly manage the P2P network.

The advantages of manageable P2P model are:

· ISP can tightly manage content distribution network by involving in the management of P2P.

· The size of user group is not bounded by the capability of media server.

Manageable P2P network architecture principles:
· P2P users are classified into some groups

· each group has a MN deployed by ISP to manage group users

· peers exchange media under management of MN

· groups could exchange information
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