- 2 -

FG IPTV–C–0876

	INTERNATIONAL TELECOMMUNICATION UNION
	Focus Group On IPTV

	TELECOMMUNICATION
STANDARDIZATION SECTOR

STUDY PERIOD 2005-2008
	FG IPTV-C-0876

	
	English only

	WG(s): 4
	5th  FG IPTV meeting:
 Tokyo, Japan, 15-19 October 2007

	CONTRIBUTION

	Source:
	ZTE Corporation

	Title:
	IPTV multicast requirement in Access Node


Abstract

This contribution proposes IGMP functional requirements for access node in IPTV multicast framework (FG IPTV-C-DOC-0124).
Background and discussion

The section 6.1.2 of the current WG 4 working document “IPTV Multicast Framework” put forward functional requirements for IPTV multicast in access node:
[Editor’s note]: We need appropriate contribution to define the IPTV multicast requirement in access node. 

Up to now, several approaches are available in industry. Following definitions are referred from DSLF TR101. 
1) IGMP Snooping with Proxy Reporting 
This macro-function can be decomposed in 3 elementary sub-functions:

• Report suppression: intercepts, absorbs and summarizes IGMP reports coming from IGMP hosts. IGMP reports are relayed upstream only when necessary, i.e. when the first user joins a multicast group, and once only per multicast group in response to an IGMP query.

• Last leave: intercepts, absorbs and summarizes IGMP leaves coming from IGMP hosts. IGMP leaves are relayed upstream only when necessary, i.e. when the last user leaves a multicast group.

• Query suppression: intercepts and processes IGMP queries, in such a way that IGMP specific queries are never sent to client ports, and IGMP general queries are relayed only to those clients ports receiving at least one multicast group The IGMP proxy reporting function, when performing the above functions, may forward original IGMP messages generated by hosts and multicast routers but may also generate IGMP messages. In this case the traffic’s source address will be 0.0.0.0 with the IGMP proxy reporting function’s own unique MAC address.

2) IGMP Transparent Snooping 
IGMP snooping optimizes the distribution of multicast within an IEEE 802.1 bridging domain so multicast traffic is only sent on bridge ports where there are known to be active receivers and/or

multicast routers. IGMP snooping functionality resides on IEEE bridging devices that connect IGMP hosts to IGMP routers and consists of two main components. The first is the IGMP snooping

control section which: 1) Monitors IGMP messages (and optionally other multicast router messages, such as PIM or DVMRP hello packets), to determine the port location of the multicast routers and active receivers within an IEEE bridged domain.

2) Builds per port, per VLAN multicast forwarding tables

3) Maintain basic IGMP membership state on non-router ports to determine when a forwarding entry should be removed.

The second function is the data forwarding section which:

1) Forwards packets in the 224.0.0.0/24 range which are not IGMP messages on all ports.

2) Forwards multicast packets with a destination IP address outside 224.0.0.0/24, which are not

IGMP according to per VLAN, per port multicast forwarding tables.

This basic mode of operation is often referred to as “transparent IGMP snooping” and does not absorb, nor alter, nor generate IGMP messages when performing the above functions. 
3) IGMP Immediate Leave  

A function associated with IGMP snooping or IGMP routing whereby the switch or router stops sending immediately the multicast stream when receiving an IGMP leave for the last member on this requesting interface, i.e. without sending one or more group specific queries and waiting for its timeout.

Proposal

Following requirements are proposed to be inserted into Chapter 6.1.2

· The access node is recommended to support IGMP v2 and can optionally support IGMPv3 in IPV4 scenario.
· The access node is recommended to support IGMP transparent snooping or IGMP snooping with proxy reporting.
· The access node can optionally support IGMP proxy.
· The access node is recommended to support IGMP immediate leave with IGMP snooping or proxy.
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