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1.
Introduction
This contribution gives a short review to the clause 9 of WG3 working document (i.e. FG IPTV-DOC-0122) and proposes the revised figure and text for the security architecture.
2.
Proposed Modification of security architecture
2.1 Overview of IPTV security architecture

2.1.1 Framework of IPTV security functional architecture

The IPTV functional architecture framework is described as follows (refer to FG IPTV-DOC-0115 Figure 7-1):
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Figure 9-1 IPTV Functional Architecture Framework

According to the figure and description of IPTV functional architecture framework ( see FG IPTV-DOC-0115), the IPTV security functional architecture framework is illustrated as follows:
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Figure 9-2 Framework of IPTV Security Functional Architecture 
2.1.2 Layered, segmented and planed IPTV Security reference models
The layered IPTV security reference model consists of application layer, service layer, infrastructure network layer [Refer to X.805 with some extension].

The segmented IPTV reference model consists of end-user segment, head-end segment and content provider segment.
The planed IPTV reference model consists of data plane, control plane and management plane.
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Figure 9-3 Layered Security Reference Model
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Figure 9-4 Segmented Security Reference Model
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Figure 9-5 Planed Security Reference Model
3.
Proposals

This contribution provides revised texts and proposes them to be adopted and added into sub-clause 9.1 Overview and renamed as 9.1 Overview of IPTV security architecture for the security architecture of clause 9 in WG3 working document (i.e. FG IPTV-DOC-0122).
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