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1.
Introduction
This contribution gives a short review to the WG3 working document (i.e. FG IPTV-DOC-0122) and proposes to add the revised text to clause 3 for the refinement.
2.
Text to be added in to Clause 3 as sub-clause 3.1 Terms defined elsewhere
The following texts are proposed to be added into Clause 3 as sub-clause 3.1 Terms defined elsewhere.
3.1.1
Access Control [ITU-T X.800]: The prevention of unauthorized use of a resource, including the prevention of use of a resource in an unauthorized manner.
3.1.2
Access Control List [ITU-T X.800]: A list of entities, together with their access rights, which are authorized to have access to a resource.
3.1.3
Authentication [ITU-T X.800]: See Data Origin Authentication and Peer-Entity Authentication.

3.1.4
Authorization [ITU-T X.800]: The granting of rights, which includes the granting of access based on access rights.
3.1.5
Accessibility [ITU-T X.800]: The property of being accessible and useable upon demand by an authorized entity.
3.1.5
Confidentiality [ITU-T X.800]: The property that information is not made available or disclosed to unauthorized individuals, entities, or processes.
3.1.6
Data Origin Authentication [ITU-T X.800]: The corroboration that the source of data received is as claimed. 
3.1.7
Denial of Service [ITU-T X.800]: The prevention of authorized access to resources or the delaying of time-critical operations.
3.1.8
Digital Signature [ITU-T X.800]: Data appended to, or a cryptographic transformation (see cryptography) of a data unit that allows a recipient of the data unit to prove the source and integrity of the data unit and protect against forgery e.g. by the recipient.
3.1.9
Integrity [ITU-T X.800]: The property that data has not been altered or destroyed in an unauthorized manner. 
3.1.10
Key [ITU-T X.800]: A sequence of symbols that controls the operations of encipherment and decipherment.

3.1.11
Key Management [ITU-T X.800]: The generation, storage, distribution, deletion, archiving and application of keys in accordance with a security policy.
3.1.12
Masquerade [ITU-T X.800]: The pretence by an entity to be a different entity.

3.1.13
Manipulation detection [ITU-T X.800]: A mechanism which is used to detect whether a data unit has been modified (either accidentally or intentionally).

3.1.14
Notarization [ITU-T X.800]: The registration of data with a trusted third party that allows the later assurance of the accuracy of its characteristics such as content, origin, time and delivery.

3.1.15
Passive threat [ITU-T X.800]: The threat of unauthorized disclosure of information without changing the state of the system.
3.1.16
Peer-Entity Authentication [ITU-T X.800]: The corroboration that a peer entity in an association is the one claimed.
3.1.17
Physical security [ITU-T X.800]: The measures used to provide physical protection of resources against deliberate and accidental threats.

3.1.18
Privacy [ITU-T X.800]: The right of individuals to control or influence what information related to them may be collected and stored and by whom and to whom that information may be disclosed.
3.1.19
Repudiation [ITU-T X.800]: Denial by one of the entities involved in a communication of having participated in all or part of the communication.
3.1.20
Security Audit [ITU-T X.800]: An independent review and examination of system records and activities in order to test for adequacy of system controls, to ensure compliance with established policy and operational procedures, to detect breaches in security, and to recommend any indicated changes in control, policy and procedures.

3.1.21
Security Audit Trail [ITU-T X.800]: Data collected and potentially used to facilitate a security audit.
3.1.22
Security label [ITU-T X.800]: The marking bound to a resource (which may be a data unit) that names or designates the security attributes of that resource.

Note – The marking and/or binding may be explicit or implicit.

3.1.23
Security policy [ITU-T X.800]: The set of criteria for the provision of security services.
3.1.24
Threat [ITU-T X.800]: A potential violation of security.
3.
Proposals

This contribution provides the text as terms and definition and proposes them to be adopted as the sub-clause of 3.1 for the Clause 3 of WG3 working document (i.e. FG IPTV-DOC-0122).
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