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Aspects of IPTV End Systems – Terminal Devices

1.
Scope


This document identifies functions needed for the IPTV Terminal Device (IPTV TD) to support IPTV services.  It further provides procedures and sets criteria to verify compliance of terminal devices to the identified rules and requirements. 

2.
Reference


The following ITU-T Recommendations and other references contain provisions, which, through reference in this text, constitute provisions of this working document. At the time of publication, the editions indicated were valid. All Recommendations and other references are subject to revision; all users of this working document are therefore encouraged to investigate the possibility of applying the most recent edition of the Recommendations and other references listed below. A list of the currently valid ITU-T Recommendations is regularly published.  

The reference to a document within this working document does not give it, as a stand-alone document, the status of a Recommendation.


[ITU-T E.118]


ITU-T Recommendation E.118 (2006), The international telecommunication charge card.

[ITU-T E.164]


ITU-T Recommendation E.164 (2005), The international public telecommunication numbering plan.


[ITU-T F.902]


ITU-T Recommendation F.902 (1995), Interactive services design guidelines


[ITU-T J.190]
ITU-T Recommendation J.190 (2002), Architecture of MediaHomeNet that supports cable-based services.

[ITU-T J.242]


ITU-T Draft new ITU-T Recommendation J.242 (2006), A method to reconstruct the received video sequence seen at the receiver using transmission error information to monitor the perceptual video quality at the receiver in digital cable television and video telephony.

[ITU-T T.50]


ITU-T Recommendation T.50 (1992). International Reference Alphabet (IRA) (Formerly International Alphabet No. 5 or IA5) - Information technology - 7-bit coded character set for information interchange.

[ITU-R BT.1700]
ITU-R Recommendation BT.1700 (2005), Characteristics of composite video signals for conventional analogue television systems

[ITU-R BT.2052]
ITU-R Report BT.2052 (2006), Protection of end-users’ privacy in interactive broadcasting systems.

[ITU-R BT.2070]
ITU-R Report BT.2070 (2006), Broadcasting of content protection signalling for television

[ITU-R BT.709]
ITU-R Recommendation BT.709 (2002), Parameter values for the HDTV standards for production and international programme exchange.

[ITU-R BT.1543]
ITU-R Recommendation BT.1543 (2001), 1 1280 × 720, 16 × 9 progressively-captured image format for production and international programme exchange in the 60 Hz environment.

[ITU-R BT.601]
ITU-R Recommendation BT.601 (2007), Studio encoding parameters of digital television for  standard 4:3 and wide-screen 16:9 aspect ratios.

[ITU-R BT.1358]  
ITU-R Recommendation BT.1358 (1998), Studio parameters of 625 and 525 line progressive scan television systems.

[DSL-F TR069]
DSL Forum TR069 (2004), CPE WAN Management Protocol.

[IEC62360]
IEC 62360 (2004-03), Baseline specifications of satellite and terrestrial receivers for ISDB (Integrated Service for Digital Broadcast)


[IEEE1394]
IEEE Std. 1394 (1995), IEEE Standard for a High Performance Serial Bus.


[ISO/IEC7816-1]
ISO/IEC 7816-1 (1998), Identification cards – Integrated circuit(s) cards with
contacts – Part 1: Physical characteristics 

[ISO/IEC 7816-2]
ISO/IEC 7816-2 (1999), Identification cards – Integrated circuit cards – Part 2: Cards with contacts – Dimensions and location of the contacts

[ISO/IEC 7816-3]
ISO/IEC 7816-3 (2006), Identification cards – Integrated circuit cards with contacts – Part 3: Cards with contacts -- Electrical interface and transmission protocols

[ISO/IEC 13818-2]
ISO/IEC 13818-2 (2006), Information technology -- Generic coding of moving pictures and associated audio information: Part 2: Video

[ISO/IEC 13818-3]
ISO/IEC 13818-3 (2006), Information technology -- Generic coding of moving pictures and associated audio information: Part 3: Systems

[ISO/IEC13818-7]
ISO/IEC13818-7 (2006), Information technology – Generic coding of moving pictures and associated audio information – Part 7: Advanced Audio Coding (AAC).

[ISO/IEC14496-3]
ISO/IEC14496-3 (2005), Information technology – Coding of audio-visual objects – Part3: Audio

[IETF RFC768]
IETF RFC 768 (1980),  User Datagram Protocol (UDP).

[IETF RFC791]
IETF RFC 791(1981), Internet Protocol

[IETF RFC792]
IETF RFC 792(1981),  Internet Control Message Protocol (ICMP)

[IETF RFC793]
IETF RFC 793(1981),  Transmission Control Protocol (TCP)

[IETF RFC1034]
IETF RFC 1034(1987), Domain names - concepts and facilities (DNS)

[IETF RFC1035]
IETF RFC 1035(1987), Domain names - implementation and specification 


[IETF RFC1323]
IETF RFC 1323(1992), TCP Extensions for High Performance

[IETF RFC2018]
IETF RFC 2018(1996), TCP Selective Acknowledgement Options

[IETF RFC2030]
IETF RFC 2030(1997), Simple Network Time Protocol (SNTP) Version 4 for IPv4, IPv6 and OSI

[IETF RFC2131]
IETF RFC 2131(1997), Dynamic Host Configuration Protocol 


[IETF RFC2236]
IETF RFC 2236 (1997), Internet Group Management Protocol, Version 2

[IETF RFC2246]
IETF RFC 2246 (1999), The TLS Protocol Version 1.0 

[IETF RFC2250]
IETF RFC 2250(1998), RTP Payload Format for MPEG1/MPEG2 Video

[IETF RFC2326]
IETF RFC 2326(1998), Real Time Streaming Protocol (RTSP)

[IETF RFC2373]
IETF RFC 2373(1998), IP Version 6 Addressing Architecture

[IETF RFC2460]
IETF RFC 2460(1998), Internet Protocol, Version 6 (IPv6) Specification

[IETF RFC2461]
IETF RFC 2461(1998), Neighbor Discovery for IP Version 6 (IPv6)

[IETF RFC2462]
IETF RFC 2462(1998), IPv6 Stateless Address Autoconfiguration

[IETF RFC2463]
IETF RFC 2463 (1998), Internet Control Message Protocol (ICMPv6) for the Internet Protocol Version 6 (IPv6) Specification

[IETF RFC2616]
IETF RFC 2616(1999), Hypertext Transfer Protocol -- HTTP/1.0

[IETF RFC2617]
IETF RFC 2617(1999), HTTP Authentication: Basic and Digest Access Authentication

IETF RFC3228]
IETF RFC 3228(2002), IANA Considerations for IPv4 Internet Group Management Protocol (IGMP)

[IETF RFC3315]
IETF RFC 3315 (2003), Dynamic Host Configuration Protocol for IPv6 (DHCPv6)

[IETF RFC3513]
IETF RFC 3513 (2003), Internet Protocol Version 6 (IPv6) Addressing Architecture


[IETF RFC3550]
IETF RFC 3550 (2003), RTP: A Transport protocol for Real-Time Applications


[IETF RFC3596]
IETF RFC 3596 (2003), DNS Extensions to Support IP Version 6


[IETF RFC3633]
IETF RFC 3633 (2003), IPv6 Prefix Options for Dynamic Host Configuration Protocol (DHCP) version 6

[IETF RFC3646]
IETF RFC 3646 (2003), DNS Configuration options for Dynamic Host Configuration Protocol for IPv6 (DHCPv6)

[IETF RFC3736]
IETF RFC 3736 (2003), Stateless Dynamic Host Configuration Protocol (DHCP) Service for IPv6

[IETF RFC3810]
IETF RFC 3810 (2004), Multicast Listener Discovery Version 2 (MLDv2) for IPv6


1) ETSI TS 102 225, “Secured packet structure for UICC based applications”


2) ETSI TS 102 226, “Remote APDU structure for UICC based applications” 


3) ETSI TS 102 569, “UICC Security Service Module (USSM)”


4) RFC 2578/RFC 3411-3418 SNMP v2/v3

5) ETSI TS 102034, “Transport of MPEG 2 TS Based DVB Services over IP Based Networks”


6) SMPTE 421M – VC-1

3.
Definitions


3.1
Terms Defined Elsewhere


This working document uses the following terms defined elsewhere:


3.1.1
Home Network (HN) [J.190]: See WG1 document for final definition of HN.


3.2
Terms Defined within this document


This working document defines the following terms:


3.2.1
HN capable IPTV TD:  An IPTV TD which has HN capability.  This is typically a server and/or a client to HN devices.

3.2.2
HN capable TD:  A TD which has HN capability.  This is typically a server and/or a client to HN devices.


3.2.3
Hybrid terminal device: See WG1 document for final definition of Hybrid Terminal Device.

3. 2.4
IPTV End System (IES):  A single or set of consumer devices that support IPTV Services (i.e. everything from Gateway to Display).

3.2.5
IPTV TD: See WG1 document for final definition of IPTV TD.

3.2.6
Residential Gateway (RG):  A logical element that acts as a bridge between the access network and the home network, providing in premise and aggregated security management, 
provisioning and addressing services for logical elements within a compliant IPTV 
Network.


3.2.7
Terminal Device (TD) :  See WG1 document for final definition of TD. 

            [[Editor’s Note: discussion needed with WG1]]


4.
Abbreviations and Acronyms


This working document uses the following abbreviations and acronyms.


API
Application Program Interface

BC
Broadcasting


CAS
Conditional Access System

DB
DataBase

DD
Display Device


DEMUX


Demultiplexing


DRM
Digital Rights Management

DVD
Digital Video Disc

DVI
Digital Video Interface

EAS
Emergency Alert System

ECG
Electronic Contents Guide


EPG
Electronic Program Guide


GUI
Graphical User Interface


HDMI
High-Definition Multimedia Interface

HN
Home Network


IES
IPTV End System


IP
Internet Protocol

IPG
Interactive Program Guide 

MPEG
Moving Picture Experts Group

MPEG-2


MPEG-4


nPVR
network Personal Video Recorder

NTSC
National Television System Committee 

NW
Network


OS
Operating System


OSD
On-Screen Display


PAL
Phase Alternating Line


PC
Personal Computer 

PD
Peripheral Device


PLC
Power-line Communication

PPV
Pay-Per-View


PVR
Personal Video Recorder

QoE
Quality of Experience


QoS
Quality of Service


RCA
Radio Corporation of America


RG
Residential Gateway


SM
Security Module


SECAM
Sequential Color with Memory

STB
Set-Top Box


TD
Terminal Device


USB
Universal Serial Bus

VCR
VideoCassette Recorder 

VoD
Video on Demand


VoIP
Voice over IP

5.
Conventions


<TBD>


6.
Services supported by the IPTV Terminal Device


Contributor’s note: It appears there are overlaps between this document and other documents describing services. Is there a need for details of the IPTV services in this document?

IPTV services supported by the IPTV terminal device (IPTV TD) may include:


6.1
Broadcast Services


The IPTV TD should be capable of decoding and processing digital video streams from the network. Examples of digital video include MPEG-2, MPEG-4 AVC, and VC-1 based encoding formats. Digital video may include associated digital audio services.  Stand-alone audio services may also be offered.


Content may be service-provider or subscriber generated (see related sub-clause on Personal IPTV Broadcast, below).


6.2
Electronic program guide (EPG)

The IPTV TD should support an interactive program guide (IPG) application selected by the network operator. The IPG runs in the services layer and supports all available video and audio services including broadcast, On-Demand, Time Shifted Multimedia Services (i.e. PVR), and provides utilities that include but are not limited to:


· Available subscriber and service provider content lists


· Search and navigation tools of available content


· Channel and content selection including last channel recall and favourite channel lists


· PVR client and On-Demand controls including play, rewind, fast forward, and pause


· PVR client recording control including reminders


· Parental control including block by time, channel, ratings, title, and content type


· Services control including enabling and disabling access to pay-per-view (PPV) content


6.3
On-demand Services

The IPTV TD should be able to provide On-Demand services and should interoperate with the network and service providers' On-Demand infrastructure. On-Demand enables television viewers to select from an extensive library of content stored on a video server, and have it delivered via the IPTV network. Most On-Demand services should allow the viewer to pause, fast forward, and rewind programming, similar to a videocassette recorder (VCR) or digital video disc (DVD). Audio only On Demand programming and games On Demand should be supported.


On-Demand services available using multiple authorization modes that should be supported include, but are not limited to:


· Complimentary On-Demand


· Subscription On-Demand


· Pay-per-view


· Network based Personal Video Recorder (nPVR) where subscriber specified content is stored at head-end based servers


· Push On-Demand (download-based content distribution services)


From the standpoint of the end-user’s experience, authorization modes can operate differently depending on the subscriber relationship with the network and service providers. Each offers play, pause, stop, fast-forward and rewind capabilities. Authorization flexibility allows multiple viewing conditions which include the ability to watch any movie, as often as the customer wishes, for a service provider-defined period of time.


6.4
Personal Video Recorder (PVR) Services


<Editor’s Note: What goes here?>

6.5
Advertising Services

The IPTV TD should support the following content insertion services per [ITU-T J.280] and [ITU-T J.181]:


· Digital into Digital advertising includes the capabilities to insert, or splice, one digital program (the ad) into a second digital program (the content being viewed). Insertion should include both video and audio content. The insertion may occur in the headend, the hub, the TD, or a combination of any to deliver a particular ad to the viewer. Advertising content can be streamed in real time as part of the transport multiplex for a video service, stored in a On-Demand ad insertion system, or available in the hard drive of a DVR capable IPTV TD and streamed to the IPTV TD across the home network. The IPTV TD should support seamless splicing of ads in all supported formats from any supported source into a video stream as it is being displayed.


· Targeted (geographic grouping) and addressable (demographic grouping) advertising delivers a particular ad to a more targeted audience of viewers. This is normally accomplished by putting multiple ads into the same digital stream multiplex and the IPTV TD selects which ad to present to the viewer based on tagging data on the ads and information present in the IPTV TD.


· Interactive advertising provides the ability for the subscriber to interact with the advertisement using the remote control to, for example, request a coupon or additional information.


· In a digital rights management (DRM) protected video stream, splicing of content may not be appropriate.  Advertisement insertion can be accomplished via alternative methods, for example, overlay.


6.6
Audience Rating Information


Audience rating information is the channel transition information indicating when a client watches at TV program.  Ideally, this information consists of channel number before and after channel change, time of change, and user information (e.g. a Unique Identifier). With audience/user permission, information can be collected at several points, such as terminal device (STB, PC, TV, etc), home gateway and network component. As the multicast network is used for TV service in IPTV, home gateway and network component also detect channel transition information by monitoring IP packets between terminals and network. 


The IP network is used to upload the collected information to the content distribution side at predetermined timing intervals.  Figure 6-1 shows the outline of audience rating system on IPTV.


Refer to sub-clauses in this document and [ITU-R B.2052] for issues relating to Privacy of audience rating information.
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Figure 6-1 System architecture of audience rating system


6.7
Diagnostics


The IPTV TD should provide diagnostic information about its configuration and operation both locally using on-screen display graphics and over the network. The intent of the TD diagnostics is to provide a mechanism for identifying the TD’s operational state such that any TD related or network issue can be quickly understood and resolved, preferably remotely.


The TD diagnostics are split between an IPTV diagnostic application and a TD client software diagnostic component. The IPTV diagnostic application should implement the diagnostic screens. on-screendiagnostics (OSD) should be available regardless of the state of the network or any application.


Support for the following requirements should be provided by the diagnostics:


1. The IPTV TD should support the following Fault Management requirements:


· Fault Management requirements specified by the network and service providers


· Event Notifications


2. The IPTV TD should support Remote Diagnostics as specified by the network and service providers.


6.8
Interactive Services


The IPTV TD should support network-based and client-based interactive services/applications.  These services are supported by the TD at the application layer. The TD should provide resource capacity, including processing and memory, to provide an interactive user experience.


6.9
Public Interest Services


The TD should support needed community and accessibility services required by the local customer-base or regulations, for example:


· Emergency Alert System (EAS)


· Closed Caption, Subtitles, Audio description and Sign language interpretation


· Real-Time Text communication between users of the system, if applicable


For further information, refer to the Accessibility and Standardization website [ITU-T SG 16 Work on Accessibility], which includes pointers to the Telecommunications Accessibility Guidelines and Telecommunications Accessibility Checklist.


6.9.1
Consideration for Accessibility of IPTV Terminal Device


To facilitate the concerns of people with needs outside the majority population, the following requirements are recommended.


· The ability to transmit the captions through an external interface on the terminal.


· The ability to select and receive two (related) video sources. (E.g. one with sign language translation.)


· The methods for activating and deactivating captioning, extra video source and extra audio source should be easy to use and should not incur an excessive delay.


· Result of the use of the controls is recommended to be available in the form of voice output.

· Any On-Screen Display (OSD) facilities for control of the terminal and the programs are recommended to be easy to read and not difficult to understand.

· Any On-Screen Display facilities are recommended to also be available via external interfaces and also be able to control the capability to transmit captions and information provided by On-Screen Display facilities to conform to the assigned content protection.

· For further information, refer to the Accessibility and Standardization website [ITU-T SG 16 Work on Accessibility], which includes pointers to the Telecommunications Accessibility Guidelines and Telecommunications Accessibility Checklist.


 [[Editor’s Note: Contribution is expected]]

6.10
Web browsing

 <Editor’s Note: Need further study>


6.11
Personal IPTV Broadcast


<Editor’s Note: WG5 did not examine this feature any further than a service offering level recommendation.  WG5 assumes basic transport mechanisms are present in the terminal device and therefore additional functionality to support personal broadcasting is assumed to be at the application level or in the service stratum.>

For a personal IPTV broadcast scenario, the terminal device can play a role as content source or head-end. Some portion of both capabilities is needed to support the proposed scenario.


· Terminal device can optionally support A/V capturing capability.


- The customer can generate a content source with their terminal device. Terminal device can be a mobile device with embedded camera, a PC with capability of capturing A/V being locally played out, or any other devices that support A/V input interfaces


· Terminal device can optionally support A/V encoding capabilities


- For terminal device with low processing power, at least low-bandwidth encoding profile (e.g., MPEG2 simple profile, H.264 AVC Baseline profile) is required. For PC-like terminal device, a better-quality encoding profile can be applied.


· Terminal device can optionally have streaming protocols for real-time transmission of content (e.g., RTP/RTCP).

· There is security aspects associated with broadcasting of customer-generated content. <<What are these security aspects??>>

7.
IPTV Terminal Device Functionality and Architecture


7.1
Functional Requirements


7.1.1
Service Information (SI)


The IPTV TD uses the Service/System Information in order to find out where on the network to access any content that the user selects. In order to support an IPTV TD, existing Service/System Information data need to be updated and modified to provide the data necessary for an IPTV TD to discover and access digital/analogue services offered available on the network.  In addition to the existing RF/frequency-related information, the updated SI data must support at least the following (this is not an exhaustive list) in order to allow for IP transmission: Source IP address (to allow for SSM), Multicast Destination IP address and UDP Port, different IP encapsulation methods (e.g. UDP/RTP/MPEG2-TS), stream bandwidth information, etc….


The TD software should accept the MPEG-2 <<Only MPEG-2???>>Service Information (SI) including program association table (PAT), program map table (PMT), network information table (NIT), virtual channel table (VCT), event information table (EIT), and system time table (STT).


The TD should use the system time message to synchronize its local clock and should provide a clock signal to the middleware and applications. The TD should be capable of maintaining a channel map and make it available to middleware and applications.


SI standards are region-specific, and the following are some of the regional standards that apply:


· SCTE-65/ATSC A/65C (North America?)

· DVB  ETSI EN300 468 (Europe?)

· ARIB-B10 (Japan?)

Editor’s note: Information regarding above three documents may be needed to be placed in the bibliography section in this document.

· <Editor: more standards may be relevant, and need further study>


7.1.2
Provisioning and Management


Provisioning and Management support is recommended to include:


· Supporting dynamic and static provisioning of TD (STB, Media Adaptor, etc).


· Common provisioning changes should not require reboot of TD.


· Allowing dynamic assignment and management of IP addresses for subscriber devices.


· Ensuring that real-time provisioning and configuration of software does not adversely affect subscriber service.


· Defining additional MIB modules for managing customer TD using the IETF Network Management Framework or any ITU-T related method

The TD is recommended to support mechanisms for provisioning and management, such as:


· Any ITU-T document??


· DHCP [IETF RFC 2131], [IETF RFC 2132]


· TFTP [IETF RFC 1350]


· Time of Day (ToD)


· UPnP [UPnP Device Architecture 1.0]


· DSL-F TR069

· SNMPv2/v3 [RFC 2578/RFC 3411-3418] <Editor: Look into this requirement further>

· OMA DM (Open Mobile Alliance – Device Management)

The IPTV client is recommended to use well established industry standard protocols for provisioning and management.


7.1.2.1
Device Configuration and Control


The IPTV TD should support Configuration and Control messages transmitted by the head-end controller to the TD for the purpose of setting the network address, assigning streams to specific portable information device (PID) processors, activating/deactivating certain features of the interactive user guide and/or console interface, setting time zone information, clearing a customer personal identification number (PIN), or resetting the TD.


7.1.2.2
Code Download


The IPTV TD should support code download and upgrade capability via the remote download interface using multicast IP, or TCP/IP.


The code downloaded to the TD may be classified into three types: firmware, middleware, and Conditional Access Code.


7.1.2.3
Polling and Report-back


The IPTV TD should support Polling and Report-back messages from the head-end controller to poll the TD for purchase information as well as diagnostic and configuration information.  Purchases may be retrieved by the controller and passed on to the billing system. The process of collecting TD report-backs is initiated and managed by the head-end controller or may be initiated by the TD in the form of an “unsolicited report-back”


7.1.3
IP-based Command and Control Signalling


Signalling and Control includes:


· A preferred signalling architecture for establishing new sessions, modifying existing sessions, and tearing down sessions. 


· Feature capabilities of the selected signalling protocol(s), including channel change and trick-mode (VCR) operation including Pause, Rewind, Fast Forward, Resume, and Stop.


The following are standard mechanisms for IP-based Command and Control of video services:


· RTSP for On-Demand content


The TD must support RTSP for the delivery of Unicast On-Demand content, and the remote control of a streaming media server.  A session ID is used to keep track of sessions, this way no permanent TCP connection is required.  RTSP messages such as “setup”, “play”, “pause”, “record”, and “teardown” are sent from the TD to the media server for controlling the delivery of the selected media stream.


· IGMP for Multicast content


Assuming that the TD supports IGMPv3 and that SI info supports IP transmission as described in section X.XX <<Please identify the clause number>>, the TD uses the Source IP address and multicast destination address in SI to join (using Source Specific Multicast - SSM) the appropriate multicast flow transporting the content requested from the end-user.


7.1.4
Security


<Editor’s Note: The following issues should be considered in the discussion of the security mechanism for IPTV Terminal Device>

· The IPTV Terminal Device is recommended to have a renewable security system to perform the functions of Conditional Access, including decryption of protected content, authorization, authentication, entitlement, and key generation.  A renewable security system can encompass removable and/or downloadable security systems.

· The IPTV Terminal Device is required to include copy protection and redistribution control.

· The TD is recommended to perform secured/trusted code download for the TD software.


· The TD is recommended to only execute software that has been signed and verified.


· The IPTV Terminal Device is recommended to secure the communication channel used to support billing.


· The IPTV Terminal Device is recommended to support content protection mechanisms currently in use in the broadcasting industry, such as ITU-R Report BT.2070.


· WG3 Document “Working Document: IPTV Security Aspects” should be consulted for detailed security related requirements


7.1.5
Privacy


[[Editor: Contributions to clarify privacy protection issues should be addressed…possibly refer to ITU-R BT.2052]]

An IPTV Terminal Device can be a major source of private information. The following are examples of items that should be kept in a secure device and/or storage, or created by a processor as a result of user interaction:


–
Viewing history


–
Return/interaction channel usage and Audience Rating Information


–
History of interactive operation


–
Personal profiles and preferences


–
ID number


In some interactive broadcast systems, the ID number is used for the purpose of content copy control even in free-to-air services. [ITU-R BT.2052]


Audience Rating Information requires privacy aspects, not only at the terminal device, but also at the Audience Rate Server device, so as to protect the user/audience identity, such as by encrypting the user’s unique identifier (e.g. MAC or IP Address).


7.1.6
Parental Control


Parental locks are applied by an application to prevent access to content unless authorized.


7.1.7
Mobility


<editor note: Contributions requested>

7.1.8
Video


7.1.7.1
Video Formats


<The Tables in this section need to be examined further to check for consistency and completeness…contributions expected>

An IPTV Terminal Device is recommended to support existing video formats that are already in use in video industries.  The following video formats, which have been used in multiple video industries, are recommended as appropriate video formats.  This is by no means an exhaustive list of possible video formats.

This section lists input and output formats that should be supported by the TD. In addition to the formats covered here, [SCTE43] and [ETSI TR 101 154 v1.7.1] provide comprehensive lists of video formats.


The TD should be capable of decoding the input formats and resolutions listed in Table 7-1:


<editor: request contribs to verify this table>

Table 7-1: Input Formats and Resolutions


		Vertical Size

		Horizontal Size

		Aspect Ratio

		Interlaced/Progressive

		Frame Rate (Hz)

		Note



		1080

		1920

		16:9

		P

		50, 59.94, 60

		1 



		1080

		1920

		16:9

		I

		24, 25, 30

		1



		1080

		1440

		16:9

		I

		25, 30

		



		720

		1280

		16:9

		P

		25, 50, 60

		2



		576

		720

		16:9

		P

		25, 50

		3



		576

		720

		4:3

		P

		25, 50

		3



		480

		720

		16:9

		P

		60

		4



		480

		720

		4:3

		P

		60

		4



		480

		720

		4:3

		I

		30

		4



		240

		320

		4:3

		P

		30

		5





Note 1: [ITU-R BT.709], Under a certain condition, translating high resolution video such as 1920x1080 to lower resolution format, such as 720x483, can optionally be restricted or prohibited.

Note 2: [ITU-R BT.1543]

Note 3: [ITU-R BT.1358]


Note 4: [ITU-R BT.601] <editor’s note: in old bullet list, “720x480” was listed as “720x483”>

Note 5: Video signal with resolution of 240/320 is for common for wireless devices. <Editor’s Note: Video format for mobile device is for further study.>


<Editor’s Note: Whether 1920x1080 and 1280x720 are optional or mandatory is TBD>

Colorimetric of video signals is required to be in compliance with [ITU-R BT.1361] in all video formats.

Document XX, titled, “Working Document: Tool Box for Content Coding” defines codecs to be used in video processing.


The TD should be capable of displaying video and graphics output at the standard NTSC, PAL, and SECAM video resolutions interlaced on the Composite and S-Video outputs.


TDs that support high definition outputs should be capable of displaying video and graphics output at the resolutions listed in Table 7-2 on Component and HDMI outputs.


<editor: request contribs to verify this table>

Table 7-2: Output Formats and Resolutions


		Vertical Size

		Horizontal Size

		Aspect Ratio

		Interlaced/Progressive

		Frame Rate (Hz)



		1080

		1920

		16:9

		I

		25, 30



		1080

		1440

		16:9

		I

		25, 30



		720

		1280

		16:9

		P

		25, 60



		576

		720

		16:9

		P

		25, 50



		576

		720

		4:3

		P

		25, 50



		480

		720

		16:9

		P

		60



		480

		720

		4:3

		P

		60



		480

		720

		4:3

		I

		30



		240

		320

		4:3

		P

		30





The TD should be capable of converting any specified input decoded picture source format/resolution to the chosen output format/resolution through a combination of video scaling and de-interlacing. TDs that support high definition outputs should provide native mode video output support so that it automatically changes output resolution formats to match the broadcast format.


7.1.7.2
Video Codecs


The IPTV terminal is required to handle (decode/encode) at least one of the following digital transport streams in accordance with the associated requirements:


· H.264 AVC/ MPEG4 part 10

· MPEG2 [ISO/IEC 13818-2]

· VC-1 [SMPTE 421M]

<Editor’s Note: Codec supported by IPTV Terminal Device may be modified according to the result of WG6.>

7.1.7.2
Video Processing


The TD should support the following video processing features:


· Independent horizontal and vertical scaling ranging from 1/32 (downscaling) to 32 (upscaling)


· De-interlacing


· 3:2 pull-down cadence detection


· Reverse 3:2 pull-down detection and filtering


· Digital Noise Filtering


· Edge Enhancements


Video outputs (RF and Baseband) should conform to accepted international standards.


The TD should support the scaling of a video source for display.


7.1.7.3
VBI Data Processing


The TD should be capable of passing through, extracting, decoding and rendering Vertical Blanking Interval (VBI) lines carried in an encoded content stream and should make the VBI data available to the operating system and applications for processing.


The TD may support the following closed captioning standards and VBI capabilities such as: [SCTE-20], [SCTE-21] and [ETSI EN 301 775] (modified by [SCTE 127]), [CEA-608-C], and [CEA-708-C].

In the event both [SCTE 20] and [SCTE 21] closed captions are present simultaneously, the preference is to select [SCTE 21] closed captioning data.


<Editor’s Note: We understand this is cable specific, but a contribution for more IP-specific language is expected>

7.1.8
Audio


7.1.8.1
Audio Formats


<Editor’s Note: Audio format is for further study>

At least one of the following audio formats is recommended to be supported by the IPTV Terminal Device:


· 5.1 channel audio 


· 2 channel audio

The IPTV Terminal Device may be capable of performing audio transcoding on output audio signals.  The process of transcoding implies the implementation of the respective decoder (if a single codec is used) or decoders (if two codecs are requested) in the IPTV terminal device. This gives IPTV operators the possibility to avoid simulcasting stereo and multi-channel streams. With the decoder in place, the terminal may feature a downmix from multi-channel to stereo for either all devices or at least those which are not offering the transcoding feature, respectively S/PDIF interface.


The TD should be capable of responding to user preference for adjusting Dolby digital audio dynamic range compression. The TD should be capable of supporting user or network selection among a minimum of 3 compression characteristics: uncompressed, intermediate and heavy.


For specific interface requirements, see “TD-OD” section, below.


7.1.8.2
Audio Codecs


At least one of the following audio codecs is required to be supported by IPTV Terminal Device.


· AC3 [Digital Audio Compression (AC-3)  ATSC A/52MPEG-2 AAC [ISO/IEC13818-7]


· MPEG-4 AAC [ISO/IEC14496-3]


· MPEG-2 Audio BC [ISO/IEC 13818-3]

· High Efficiency-AAC (aacPlus) 2-channel program


· DTS Surround according to ETSI TS 102 114 v1.2.1.

· MPEG-1 layer 3 (MP3)

· Dolby Digital Plus (enhanced AC-3) with matrix audio (ProLogic)

· LPCM encapsulated in IP over Home Network Interface

· Non-linear PCM encapsulated in IP over Home Network Interface (for TD models that support home networking interfaces)

· Windows Media Audio (WMA)

<Editor’s Note: Codec supported by IPTV Terminal Device may be modified according to the result of WG6.>

 [[Editor’s Note: The above audio codec may become mandatory or optional according to future discussion. Contributions are expected]]

7.2
Functional Architecture


7.2.1 
General functional architecture block diagram


[image: image2]

Figure 7-1: Functional Architecture Block diagram of IPTV Terminal Device

A brief explanation of each component/functional entity in Figure 7-1 is presented below:


RG (Residential Gateway):


1) A logical element that acts as a bridge between the access network and the home network.

2) Provides in premise and aggregated security management.

3) Provides provisioning and addressing services for logical elements within a compliant IPTV Network.

Network Interface:


The Network Interface functional entity includes the following functions: 


1) Send and Receive signals.


2) Processing of Layer 2 functions.


3) Processing of IP Packets.


4) Processing of TCP/UDP Packets.


5) Handling of the control flows


6) IPTV Terminal Device Attachment and Initialization process.


7) Management and reception of content over the BC-TD interface described in section 7.4.1, “BC-TD”, for the connection to a Broadcast Network (i.e. Satellite, Terrestrial, Cable).


8) Management and reception of content over the NW-TD interface described in section 7.4.2, “NW-TD”, for the connection to the Outside Network (i.e. NGN)


CAS/DRM:  


The CAS/DRM functional entity includes the following functions:


1) Handling of authentication mechanisms (CAS) including key exchange and processing.


2) Processing of DRM entitlement issues.


3) Descrambling of input stream.


4) CAS/DRM can optionally be a software implementation (e.g. Downloadable)


5) See Renewable Security section below


Demux/Mux:


The Demux/Mux functional entity is responsible for the following functions:


1) De-multiplexing of video, audio, and data streams.


2) May include Re-multiplexing functionality to combine video, audio, and/or data streams, for potential distribution over the Home Network.


Decode:


The Decode functional entity is responsible for:


1) Decoding the compressed video and audio streams.


2) Decoding textual data, i.e. closed caption.


Output Interface:


1) The Output Interface functional entity is responsible for the TD-OD interface which is described in Section 7.4.3, “TD-OD”.


2) The Output Interface is responsible for handling Graphics Overlay and OSD for Applications.


3) If the IPTV Terminal Device includes display functionality, the interface for an external display device is optional.


HN Interface with DRM:  


1) The HN Interface entity is responsible for managing the TD-HN interface described in Section 7.4.4, “TD-HN”.


2) Encryption and Decryption of Content Streams for storage, display, and propagation to Home Network.


3) Transferring applicable DRM rights/privileges throughout the Home Network.


4) The HN Interface is optional.


Storage Device:


1) The Storage Device is responsible for the storage of content.  [[Editor’s Note: Further Contributions are needed]]


2) The Storage Device is optional.


Applications:


1) Applications include the software components capable of enabling functional and observable behaviour, such as the GUI, EPG, VOD, and other service related applications.


2) Some Applications are responsible for basic management of the IPTV Terminal Device, such as power management and event management. 


3) Some Applications are responsible for supporting services, including but not limited to DRM applications, plug-in applications, browser applications, media player applications, and graphical user interface (GUI) applications

Peripheral Device Interface:


1) The Peripheral Device Interface is responsible for interaction between the user devices and the appropriate Applications.


2) The Peripheral Device Interface receives input from any number of desired Peripheral Devices (e.g. Remote Control, Wireless Headset) in order to provide bi-directional interaction between the end-user and the TD.


User Interface:


1) A User interface is a combination of software and hardware components through which a user can interact with the User Input functional entity [ITU-T Recommendation F.902]. It can manifest itself in such forms as:


· A remote control


· A keyboard


Connection/Session Management:


1) The Connection/Session Management functional entity is responsible for authentication, communication, and management of the connection to the IPTV Server through the Outside Network (i.e. NGN).


2) The Connection/Session Management functional entity is also responsible for managing the protocols necessary to stream and control the flow of media and other contents arriving at the terminal device, using protocols such as IGMP and RTSP.


3) Aid the Network Interface functional entity in the IPTV Terminal Device Attachment and Initialization process described below.


FEC Decode:


1) The Forward Error Correction Decode functional entity is responsible for decoding a received signal using the redundant data sent by the sender, without the need for the Terminal Device to request more information from the sender, in order to aid in ensuring QoS.


2) FEC functionality is recommended to support DVB AL-FEC specifications [ETSI TS 102 034 <Editor: Reference needs to be updated once published>] <Editor: Does this mean any changes need to be made to our Quality Monitoring or TD Attach & Init sections?>

3) The FEC Decode functional entity is an optional entity.


Renewable Security:


1) The Renewable Security functionality may be used in a system where renewable security is required or desired.


2) Renewable Security encompasses Removable (e.g. Smart Card, Cable Card) and/or Downloadable (e.g. DCAS) security.


3) Removable Security is an optional component.


4) The Removable Security functionality is described in more detail in Section 7.4.5, “TD-SM”.


Peripheral Device:


1) A Peripheral Device, such as a video camera, wireless headset, Bluetooth USB Adapter, or other component may be used by the end-user to interact with Applications.


2) The Peripheral Device is an optional component.


3) The Peripheral Device interface is described in more detail in Section 7.4.6, “TD-PD”.


7.2.2
IPTV Terminal Device Interfaces 


Figure 7-1 identifies possible IPTV Terminal Device interfaces. These interfaces, physical or logical, may not all be present simultaneously and their existence depends on the configuration and the use of IPTV terminal device. Following sub-clauses provide descriptions of these interfaces.

7.2.2.1
BC-TD interface


This interface is between non-IPTV broadcasting network such as satellite, terrestrial and cable network and the IPTV Terminal Device.  This interface facilitates transfer of content and related information by way of radio signals, such as QAM or OFDM.


7.2.2.2
NW-TD interface


This interface is between an IPTV Terminal Device or RG and Outside IPTV Network. The interface facilitates content and metadata transfer by multicast or unicast operation.


If a direct connection (NW-TD) between the Outside IPTV Network and the Terminal Device is present, the IPTV Terminal Device is required to support at least one of the following:


· 10/100BASE-TX (as defined in [xxx] <<Please identify the reference>>)

· 1000BASE-T (as defined in [xxx] <<Please identify the reference>>)

· IEEE 802.16x (WiMAX, WiBro, x: a and e) (as defined in [xxx] <<Please identify the reference>>)


· IEEE802.11x (x: a, b, g and n) (as defined in [xxx] <<Please identify the reference>>)

· <Editor’s Note: Fill in these xxx’s.  Contribution expected>

If a direct connection (NW-TD) between the Outside IPTV Network and the Terminal Device is NOT present, the RG is required to support at least one of the above-mentioned connection methods and the IPTV Terminal Device is required to be connected to the RG by the TD-HN interface.


7.2.2.3
TD-HN interface


Refer to section 6.1 of the Home Network Document.


The followings are the specification for TD-HN.


· An interface that provides a connection to the home network. TD-HN is used for the connection between the IPTV Terminal Device and other in-home devices such as video recorders.


· TD-HN is an optional interface if a direct connection (NW-TD) between the Outside IPTV Network and the Terminal Device is present.


· An IPTV Terminal Device should be equipped with one of the interfaces listed below for TD-HN.


· Non-IP interface


· IP interface


· If a non-IP interface is used for TD-HN, the IPTV Terminal Device can optionally be equipped with one of the interfaces listed below:


· IEEE 1394 [IEEE 1394]


· USB


· <Editor: If there are more Non-IP interfaces in mind, please contribute>

·  If an IP interface is used for TD-HN, the IPTV Terminal Device should be equipped with at least one of the interfaces listed below:


· 100BASE-TX

· 1000BASE-T

· IEEE802.11a/b/g/n


· MoCA (Multimedia Over Coaxial Alliance)

· HomePNA [ITU-T G.9951-G.9954]

· PLC (Power-line Communication)

· <Editor: If there are more IP interfaces in mind, please contribute>

7.2.2.4
TD-OD interface


This interface is between an Output Device (e.g. Display, Home Theatre System, External PVR, etc.) and IPTV Terminal Device and facilitates transfer of audio and video signals from IPTV terminal device to the Output Device. 


An IPTV Terminal Device is required to support at least one of the following:


· support of analogue video signal output interface:


· D connector as per [IEC 62360] or a combination of three RCA pins


· For 1080p/1080i/720p/480p/480i component output 


· RCA pins as per [xxx]

· For NTSC/PAL/SECAM composite output (as defined in [ITU-R BT.1700])


· S or S2 Connector as per [xxx]


· For NTSC/PAL/SECAM Y/C output (as defined in [xxx])

· support of digital video signal output interface:


· DVI (Digital Video Interface) as per [xxx]

· HDMI (High-Definition Multimedia Interface) as per [xxx]

· Support of analogue and digital audio signals:


· Analogue


· S/PDIF as per [xxx]


· HDMI (High-Definition Multimedia Interface) as per [xxx]

TD-OD shall be equipped with an appropriate copy guard management system and should support the following Copy Protection requirements:


· All analogue outputs may be enabled or disabled based on service provider configuration.


· HDCP copy protection on the HDMI digital video output.


7.2.2.5
TD-SM interface


TD-SM is the interface between the IPTV Terminal Device and a removable security function, such as an IC card.  The followings are the specification for TD-SM interface:


· If Removable Security is to be implemented, the IPTV Terminal Device is required to be equipped with at least one interface for TD-SM.


· The interface for TD-SM is recommended to be an ISO Smart Card interface defined in:


· ISO 7816-1 [ISO7816-1]


· ISO 7816-2 [ISO7816-2]


· ISO 7816-3 [ISO7816-3].


· A secondary interface for TD-SM may optionally support ETSI Smart Card specifications:


· ETSI TS 102225


· ETSI TS 102226


· ETSI TS 102569


<Editor: WG3 needs to be consulted to determine above recommended Smart Card specifications>

<Editor: Contributions expected to define other removable security implementations (e.g. Cable Card)>

· The IPTV smart card is recommended to follow a common uniform format similar to SIM.


· The IPTV smart card is recommended to have the ability to support prepay and postpay mode.  


· The IPTV smart card is recommended to support [ITU-T E.118], [ITU-T E.164], and [ITU-T T.50] for charging and numbering needs.

[[Editor: WG3 review and feedback requested]]

7.2.2.6
TD-PD interface


This interface is between a peripheral device and the IPTV terminal device. It allows transfer of information, such as Bluetooth protocol or those dealing with infrared to facilitate communication between the IPTV terminal device and, for example, a Bluetooth universal serial bus (USB) adaptor or mobile phone headset.


The devices operating on the TD-PD interface are connected either through a dedicated interface (e.g. USB) or through TD-HN interface.


The TD-PD interface is recommended to be implemented using at least one of the interfaces defined below:


· USB


· IEEE 1394


· Bluetooth


· IR


<Editor: This requires further study…interactions between Terminal and Peripheral Device need further study and contributions are REQUESTED>

7.3
Software Architecture


The Working Group 6 Document titled, “Working Document: IPTV Middleware” was used as a basis for this information.  Please refer to “Working Document: IPTV Middleware” for more specific and detailed information related to the IPTV Terminal Software Architecture.
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Figure 7-2: Software Architecture Layered Relationship


7.3.1 
OS/Driver Layer


The OS/Driver Layer provides components such as kernel modules and user-mode modules which provide access to and control of the TD hardware and devices.  The OS/Driver Layer is also understood to encompass a Resource Abstraction Layer (RAL) for each kind of hardware/OS that provides the necessary interfaces to the lower layers of hardware (RAM, network access, hard drive, USB-port, etc.).

7.3.2 
Service Components Layer


The Service Components Layer provides core and pluggable (designed to be replaced by other components, possibly from the User Experience Application Layer) platform components. Examples of the capabilities of the Service Components Layer may include Networking, Signalling, diagnostic logging, kernel, file systems, SI, EPG database, PPV, Conditional Access, DVR, etc.  The Service Components included in the Service Components Layer are pure native components that offer functionalities common to all middleware implementations.

7.3.3 
Middleware Layer (API, optional)


The Middleware Layer provides API interfaces to the Application and User Experience Application Layers, and includes components to interact with the Service Components Layer.  IPTV Focus Group Work Group 6 [DOC 0097] should be consulted for more details on the Middleware Layer.


The Middleware Layer is an optional component but provides benefits such as:

· Hiding complexity from applications (e.g. path management)


· Providing simple APIs for application development


· Designed to anticipate other consumer premises and network functionality (e.g., DLNA Home Networking, DVB-T) 


· Providing open interfaces, able to integrate with the operator’s choice of User Experience Application and Application Layers, CAS and VOD vendors.


7.3.4 
Application Layer


The Application Layer is a sub-layer of the User Experience Application Layer representing applications.  The Applications are either downloaded or resident in nature. Generally speaking, an Application is an application that is powered by a Presentation Engine (e.g. HTML Browser, Flash).


The IPTV Focus Group Work Group 6 [DOC 0097] should be consulted for more details on the Application Layer


7.3.5 
User Experience Application Layer


The User Experience Application Layer refers to the service provider-specific and application specific capabilities of the TD. Multiple variations of components should be possible within the User Experience Application Layer, as this will vary depending on the middleware vendors and service provider features and applications.  The User Experience Application Layer enables to user or provider to provide visual elements such as skins and customizability to the applications present in the Application Layer.

7.4
Hardware Architecture

TBD

7.5
Protocols


<Editor: This section requires contributions to establish where these protocols are relevant in the document, if no contributions are presented, this section will be deleted.>

IPTV Terminal Device is required to support a set of protocol for IPv4.


IPTV Terminal Device can optionally support a set of protocol for IPv6.


The possible protocols for the IPv4 capable IPTV Terminal Device are listed below:


· User Datagram Protocol (UDP) [IETF RFC768].


· Internet Protocol [IETF RFC791].


· Internet Control Message Protocol (ICMP) [IETF RFC792].


· Transmission Control Protocol (TCP) [IETF RFC793].


· Domain names - concepts and facilities (DNS) [RFC1034].


· Domain names - implementation and specification (DNS) [IETF RFC1035].


· TCP Extensions for High Performance [IETF RFC1323].


· TCP Selective Acknowledgement Options [RFC2018].


· Simple Network Time Protocol (SNTP) Version 4 for IPv4, IPv6 and OSI [IETF RFC2030].


· Dynamic Host Configuration Protocol (DHCPv4) [IETF RFC2131].


· Internet Group Management Protocol, Version 2 [IETF RFC2236].


· The TLS Protocol Version 1.0 (SSL/TLS) [IETF RFC2246].


· RTP Payload Format for MPEG1/MPEG2 Video [RFC2250].


· Real Time Streaming Protocol (RTSP) [IETF RFC2326].


· Hypertext Transfer Protocol -- HTTP/1.1 [RFC2616].


· HTTP Authentication: Basic and Digest Access Authentication [IETF RFC2617].


· IANA Considerations for IPv4 Internet Group Management Protocol (IGMP) [IETF RFC3228].


· RTP: A Transport protocol for Real-Time Applications [IETF RFC3550].


The possible protocols for the IPv6 capable IPTV Terminal Device are listed below:


· User Datagram Protocol (UDP) [IETF RFC768].


· Transmission Control Protocol (TCP) [IETF RFC793].


· Domain names - concepts and facilities (DNS) [IETF RFC1034].


· Domain names - implementation and specification (DNS) [IETF RFC1035].


· TCP Extensions for High Performance [IETF RFC1323].


· TCP Selective Acknowledgement Options [IETF RFC2018].


· Simple Network Time Protocol (SNTP) Version 4 for IPv4, IPv6 and OSI [IETF RFC2030].


· The TLS Protocol Version 1.0 (SSL/TLS) [IETF RFC2246].


· RTP Payload Format for MPEG1/MPEG2 Video [IETF RFC2250].


· Real Time Streaming Protocol (RTSP) [IETF RFC2326].


· IP Version 6 Addressing Architecture [IETF RFC2373].


· Internet Protocol, Version 6 (IPv6) Specification [IETF RFC2460].


· Neighbour Discovery for IP Version 6 (IPv6) [IETF RFC2461].


· IPv6 Stateless Address Autoconfiguration [IETF RFC2462].


· Internet Control Message Protocol (ICMPv6) for the Internet Protocol Version 6 (IPv6) Specification [RFC2463].


· Hypertext Transfer Protocol -- HTTP/1.1 [IETF RFC2616].


· HTTP Authentication: Basic and Digest Access Authentication [IETF RFC2617].


· Dynamic Host Configuration Protocol for IPv6 (DHCPv6) [IETF RFC3315].


· Internet Protocol Version 6 (IPv6) Addressing Architecture [IETF RFC3513].


· RTP: A Transport protocol for Real-Time Applications [IETF RFC3550].


· DNS Extensions to Support IP Version 6 [IETF RFC3596].


· IPv6 Prefix Options for Dynamic Host Configuration Protocol (DHCP) version 6 [IETF RFC3633].


· DNS Configuration options for Dynamic Host Configuration Protocol for IPv6 (DHCPv6) [IETF RFC3646].


· Stateless Dynamic Host Configuration Protocol (DHCP) Service for IPv6 [IETF RFC3736].


· Multicast Listener Discovery Version 2 (MLDv2) for IPv6 [IETF RFC3810].


7.6
Terminal Device Attachment and Initialization


<Editor: IPv6 attachment and initialization is for further discussion…contributions at next FG meeting>

<Editor’s Note: Maybe move to a new section 8 titled “PACM and Operations between Network and Terminal Device”, once we decide what details to place here>

The IPTV Terminal Device (including the DNG device) attachment and initialization process, when utilizing IPv4 technology, can be broken down into the following steps (see Figure 7-5):


1) Setup & Configuration 


2) Network Attachment


3) Service Provider Discovery 


4) Services discovery and Service attachment

7.6.1
Setup and Configuration


Delivery Network Gateway (DNG)


In some network deployments the DNG and TD devices are preconfigured with all or part of the network attachment information. For example, a DNG or a TD device could use the procedure described below to get its own IP address, and then proceed directly to communicate with a remote configuration server based on some hard-coded addressing information, or based on some plug-in methods, such as smart card.


In lack of such pre-configuration information, the device needs to follow the procedures listed in this document.


IPTV Terminal Device (TD)


The activities associated with ‘TD Setup and Configuration’ are those related to acquiring and configuring a physical TD device. The initial device configuration may be hard-coded or manually entered by the user. Functions performed during this step are prerequisites for other stages in the process. 


For a TD to properly function in different environments, its setup and configuration should provide means for specifying the following:


· The identity and authentication credentials to be established for the TD. Identity credentials are data elements maintained on the TD that are used to identity the device and/or its associated subscriber(s) to a service provider.

· Service provider(s) identities and any additional information for establishing a service account with one or more service providers.

· Other device and service options.


Note that while the mechanisms  for implementing the ‘TD Setup and Configuration’ procedure are outside the scope this document, the specific types and formats used to contain the required information are in scope.


7.6.2
Network Attachment


7.6.2.1
Delivery Network Gateway (DNG)


The term ‘Network Attachment’ refers to the activities associated with the DNG establishing Layer-3 connectivity to an IP-network. Once the network attachment activities have been completed, the DNG will be capable of transmitting and receiving IP packets, and establishing a management session with a remote configuration server. Subsequently the remote configuration server, such as an auto-configuration server (ACS) defined in TR-69, can be used to provision the DNG with access-network specific parameters.


7.6.2.1.1
DHCP


The most prevalent automatic method currently used to attach to the network is the DHCP protocol. Using this protocol, the DNG acquires its WAN IP address, and can also learn the address of the remote configuration server. 


Where is Figure 7-3?????????????????

Figure 7-4 below shows the sequence of events that take place when the DNG is powered up or initialized.
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Figure 7-4: DNG Network Attachment



Specifically, the following procedure takes place:


1) The DNG establishes L1 and L2 connectivity with the network. The specific steps depend on the type of the access network (DSL, PON, HFC, Wireless, etc) and are beyond the scope of this document.


2) The DNG issues a DHCP DISCOVER message toward the network that must include all the mandatory DHCP options, per RFC 2131. 


 If the DNG device were to support the Container option
, it would request it in option 55 (parameter request list). This would be performed in step 2 in the figure above.  

3) The network provider DHCP server replies to the DNG with a DHCP OFFER message that must include all the DHCP mandatory options, per [IETF RFC 2131]. The DHCP server must provide the following information to the DNG: 


a) DNG WAN IP address 


b) DNG network mask


c) DNS Server IP address(es)


d) the Container option requested in step 2 above, if configured, to convey other options to the TD.  


e) the remote configuration server addressing information (see possibilities below), if configured. 


There are three possibilities related to the siaddr at this point, reflected in the content of the DHCP OFFER message:


(i) If the DHCP server is provisioned with the remote configuration server IP address, then it must include it in the siaddr field of the OFFER message. This is shown as step 3-a in the figure above. 


(ii) If the DHCP server is provisioned with the remote configuration server domain name but not its IP address, then it must set siaddr = 0.0.0.0 and provide the remote configuration server domain name to the DNG. The DNG must interact with the DNS to resolve the remote configuration server IP address. This is shown as step 3-b in the figure above,


(iii) If the DHCP server is not provisioned with the remote configuration server addressing information (IP address or domain name) and therefore does not provide the remote configuration server IP address or its domain name, then there must be a mechanism in place to allow the end user to manually configure the DNG. This is shown as step 3-c in the figure above.


4) The DHCP protocol sequence completes with the standard DHCP REQUEST and DHCP ACK messages.


After acquiring the IP address of the remote configuration server, the DNG interacts with the remote configuration server to acquire needed configuration parameters.


7.6.2.2
IPTV Terminal Device (TD)


The term ‘Network Attachment’ refers to the activities associated with the TD establishing Layer-3 connectivity to an IP-network and potentially obtaining additional network configuration data.


During the network attachment phase the following information may be obtained or otherwise established by the TD:


· IPv4 address, network mask, default route


· DNS, local network domain name, SIP proxies, others…


Once network attachment activities have been completed, the TD will be capable of transmitting and receiving IP packets and establishing a management session with a remote configuration server. Among existing mechanisms for implementing the Network Attachment function and relevant are:


· the Dynamic Host Configuration Protocol (DHCP)


· NGN NACF


The profiles and the details for each of the mechanisms as applicable for various IPTV use cases are described in the following sections.


7.6.2.2.1
DHCP

There are two cases to consider. The first case is when the DNG supports DHCP server capability and thus acts as the network DHCP server for the TDs on the home network. The second case is when the DNG passes DHCP messages through as a DHCP relay agent.


Note that while the second case can still be found in today’s deployments, home networks are moving towards self-contained IP domains, with the network DHCP server located in the DNG.


7.6.2.2.1.1
Local DHCP Server on the DNG


In this case it is assumed that the DNG has already attached to the network and acquired its L3 networking information. The following sequence takes place when a TD device is powered up or initialized:


1) The TD establishes L1 and L2 connectivity with the DNG across the home network, which could be over a copper network, a coaxial network, fibre/plastic network, or wireless network. 


2) The TD issues a DHCP DISCOVER message toward the DNG that must include all the mandatory DHCP options, per RFC 2131. The TD must include option 60 to allow it to identify itself to the DNG.  If the TD were to support the option(s)
 carried in the Container option, it would request those options in option 55 (parameter request list).


3) The DNG, as a DHCP server, replies to the TD with a DHCP OFFER message that must include all the DHCP mandatory options, per [IETF RFC 2131]. The DNG must provide the following information to the TD:


a) TD device local IP address


b) TD device local network mask


c) DNS Server IP address(es)


d) The remote configuration server IP address (same as the one assigned to the DNG). 


e) Default gateway IP address


f) If configured, the option(s) requested in step 2 above (carried in the Container option) to convey specific information to the ITF, such as Service Provider Discovery information.


4) The TD continues the DHCP message exchange with the standard DHCP REQUEST message


5) The DNG completes the DHCP message exchange with the standard DHCP ACK message


The flow is shown in Figure 7-5 below:
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Figure 7-5: TD Network Attachment with a Local DHCP Server in the DNG


After acquiring the IP address of the remote configuration server, the TD interacts with the remote configuration server to acquire needed configuration parameters.  


7.6.2.2.1.2
Remote DHCP Server across the network


In this case the DNG passes all DHCP messages transparently to the network. Figure 7-6 shows the sequence of events that take place when the TD is powered up or initialized.
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Figure 7-6: TD Network Attachment with a Remote DHCP Server


Specifically, the following takes place:


1) The TD establishes L1 and L2 connectivity with the DNG across the home network, which could be a copper network, a coaxial network, fibre/plastic network, or wireless network (not shown in the figure above).


2) The TD issues a DHCP DISCOVER message toward the DNG that must include all the mandatory DHCP options, per RFC 2131. The TD must also include option 60 to allow it to identify itself to the network. The DNG passes this DISCOVER message to the WAN network transparently. 


3) The network provider DHCP server replies to the TD with a DHCP OFFER message that must include all the DHCP mandatory options, per RFC 2131. The DHCP server must provide the following information to the TD:


a) TD IP address 


b) TD network mask


c) DNS server IP address(es)


d) If available, the remote configuration server IP address 


e) Default gateway IP address



The DNG must pass the DHCP OFFER message to the TD transparently.


There are three possibilities at this point reflected in the content of the DHCP OFFER message:


i) If the DHCP server is provisioned with the remote configuration server IP address, then it must include it in the siaddr field of the OFFER message. This is shown as step 3-a in the figure above. 


ii) If the DHCP server is provisioned with the remote configuration server domain name but not its IP address, then it must set siaddr = 0.0.0.0 and provide the remote configuration server domain name to the TD. The TD must interact with the DNS to resolve the remote configuration server IP address. This is shown as step 3-b in the figure above.


iii) If the DHCP server is not provisioned with the remote configuration server addressing information (IP address or domain name) and therefore does not provide the remote configuration server IP address or its domain name, then there must be a mechanism in place to allow the end user to manually configure the TD or the TD device may obtain that information from its Service Provider.  This is shown as step 3-c in the figure above.


4) The DHCP protocol sequence completes with the standard DHCP REQUEST and DHCP ACK messages.


After acquiring the IP address of the remote configuration server, the TD interacts with the remote configuration server to acquire needed configuration parameters.


7.6.3
Service Provider Discovery 


Service Provider discovery is the process by which an IPTV Terminal Device becomes aware of the available IPTV Service Providers, learns the location of their Service Discovery (SD) Servers and the means for attaching to each SD server.  As a result, by contacting the discovered SD Server(s), a TD can perform the subsequent Services Discovery and Service Attachment procedures.


The Service Provider Discovery process is defined as a set of alternative procedures/cases defined below, which can be extended further.  


7.6.4
Preconfigured or Manual


The TD may be preconfigured with the necessary information that allows its first contact with the Service Provider (SP), such as a list of SD Servers URLs or a well-known multicast stream address registered with IANA that conveys SD Servers hostname(s) associated with one or more SPs.


7.6.4.1
DHCP


In addition to acquiring its IP address from the DHCP server, in this scenario the TD can acquire its Service Provider(s) information through some DHCP option(s) as described in Appendix C.  


7.6.4
 Summary


A summary of the IPTV device Initialization and Attachment flow is represented in Figure 7-7 below.
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Figure 7-7:  IPTV Device Initialization and Attachment flow

7.7
Quality Monitoring


The following methods can be used, if video quality monitoring is required.


· no reference methods


· reduced reference methods


· quality monitoring using transmission errors [ITU-T J.242]


[[WG2 Review the following:]]


As an optional functionality, the IPTV terminal may have quality monitoring capability. IPTV services are different from traditional TV services such as satellite TV or cable TV. If satellite or cable TVs are properly installed, video quality will be consistently good. This is not true for IPTV. If demands exceed the bandwidth or there are transmission errors, video quality will deteriorate. For this reason, quality monitoring is more important in IPTV, particularly for some applications such as PPV or VOD.

For video quality monitoring in IPTV applications, there are three possibilities: reduced-reference (RR) models, no-reference (NR) models and the quality monitoring method using transmission errors [ITU-T J.242].


7.8.1 
No-reference methods [J.mm-noref]


In the no-reference method (Figure 7-8), perceptual video quality evaluation is made based solely on the processed video sequence (PVS) without using the source video sequence (SRC). Although the performance of no-reference methods is inferior to that of full-reference and reduced-reference methods, it is expected that upcoming bit-stream NR methods will provide improved performance [J.bitvqm]. 
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Figure 7-8: A no-reference model

7.7.2 
Reduced-reference methods [J.mm-redref]

In the reduced-reference method, features are extracted from the source video sequence and the processed video sequence (Figure 7-9). From these features, perceptual objective measurements of video quality are computed. If a reduced-reference method is used at the terminal, the head-end needs to transmit feature data for video quality measurement in addition to video data (Figure 7-10). It is desirable that the feature data should be available at the terminal in a timely manner. It is preferred that the feature data is sent with a time advance and the terminal stores the feature data in a local storage. Thus, the terminal should have adequate computing power and storage. It is also expected that upcoming bit-stream RR methods will provide improved performance [J.bitvqm].
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Figure 7-9: A reduced-reference model (SRC: source video sequence, PVS: processed video sequence)
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Figure 7-10: A block diagram of video quality monitoring using an RR model


7.7.3 
Quality monitoring using transmission error information at the head-end [ITU-T J.242]

In digital communications, transmission errors include packet loss and packet delay and their effects can be exactly identified when video data is transmitted using packets. Furthermore, if there is no transmission error, the video quality at the receiver will be identical to the video quality of the video sent by the transmitter. Therefore, if the receiver sends transmission error information which includes information on packet loss and delay in packetized video transmission, the head-end (service provider) can exactly reconstruct the received video seen at the receiver (Figure 7-11). Finally, the head-end may use a FR or RR method to evaluate the video quality of the received video seen at the receiver. Table 7-3 describes messages for sending transmission error information to the service provider. 


Table 7-4shows an example of error message format capable to send information on transmission errors. Thus, the terminal (e.g., set top box, or mobile terminals) is designed to send transmission error information (e.g., Table 7-4), quality monitoring can be efficiently done at the head-end using the transmission error information.
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Figure 7-11: A method for a head-end to monitor video quality at the terminal using transmission error information.


Table 7-3: Message description

		Type of transmission errors

		Message descriptions



		Information on the terminal 

		A model identification message



		Source Identifier

		A source identification message



		Information on a lost packet

		A lost packet index



		Information on lost packets

		A starting packet index and an ending packet index of the lost packets



		Information on a delayed frame

		A delayed frame index and the amount of delayed time



		Information on a skipped frame

		A skipped frame index



		Information on skipped frames

		A starting frame index and an ending frame index of the skipped frames





Table 7-4: Error Message Formats [ITU-T J.242]

		Type of transmission errors

		Transmission error messages in hexadecimal

		Descriptions



		Information on a lost packet


(5 bytes)

		6C XX XX XX XX

		‘l’ + packet index in long integer



		Information on lost packets


(9 bytes)

		4C XX XX XX XX XX XX XX XX

		‘L’ + starting packet index in long integer + ending packet index in long integer



		Information of a delayed frame


(7 bytes)

		64 XX XX XX XX XX XX

		‘d’ + frame index in long integer + delay time in short integer



		Information on a skipped frame


(5 bytes)

		73 XX XX XX XX

		‘s’ + frame index in long integer



		Information of skipped frames


(9 bytes)

		53 XX XX XX XX XX XX XX XX

		‘S’ + starting  frame index in long integer + ending  frame index in long integer



		Information of the receiver 


(32 bytes)

		6D + 31-byte string

		‘m’+31 byte string



		Source Identifier


(5 bytes)

		69 XX XX XX XX

		‘i’ + 4 bytes (32 bits)





7.7.4 Hybrid perceptual/bit-stream models [ITU-T J.bitvqm]


 It is possible that an objective model may have access to bit stream data from which the model can obtain additional information on transmission errors (e.g., delay, packet loss), codec parameters (e.g., type, bit-rates, frame rates, codec parameters), etc. This kind of information is easily available from bit-stream data at the receiver. It is expected that such models may provide improved performance in terms of accuracy and speed compared to objective video quality models which use only processed video sequences.


If an IPTV terminal is to use such a hybrid perceptual/bit-stream model for quality monitoring, it should provide bit-stream data to the model (ITU-T J.bitvqm). The input requirements for hybrid perceptual/bit-stream models are shown in Figures 7-7 ~7-9.  For Quality Monitoring in the Terminal Device, RR or NR methods can be used.
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Figure 7-7: Input requirements for FR hybrid perceptual/bit-stream models.
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Figure 7-8: Input requirements for RR hybrid perceptual/bit-stream models.
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Figure 7-9: Input requirements for NR hybrid perceptual/bit-stream models.


In order to improve the accuracy of objective models, it is also possible to transmit video quality scores of the compressed video data which are transmitted (Figure 7-10). It has been known that if video quality measurements are made every half second, they will provide sufficient information on the video quality of the processed video sequence. If there are no transmission errors, the video quality at the receiver would be the same as that of the transmitted video sequence. If transmission errors occur, the received video sequence suffers from both compression impairments and transmission error impairments. With video quality scores available, an objective model which measures the video quality of the received video sequence may be improved, particularly for NR models. The video quality scores can be transmitted as meta-data. Alternatively, they can be transmitted using watermark techniques.
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Figure 7-10: Generating and transmitting video quality scores of compressed data.


If an IPTV terminal is to use these objective models for quality monitoring, the input requirements are shown in Figures 7-11 ~7-13.
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Figure 7-11: Input requirements for a FR hybrid perceptual/bit-stream model which uses the video quality scores of transmitted compressed video data.
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Figure 7-12: Input requirements for a RR hybrid perceptual/bit-stream model which uses the video quality scores of transmitted compressed video data.
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Figure 7-13: Input requirements for a NR hybrid perceptual/bit-stream model which uses the video quality scores of transmitted compressed video data.

Appendix I

(This appendix does not form an integral part of this document)

 DHCP Container Option


IPTV Service Provider(s) often needs to provide certain Service Provider (SP) domain-specific information, such as the entry point to SP Discovery process, to IPTV devices located in the consumer domain.  Since the network attachment servers are homed in the Network Provider (NP) network, it is assumed that the SP(s) need to convey their associated discovery information to the NP.  The NP DHCP server is configured with this information and provides it, upon request (using option 55), directly to the RG DHCP server by encapsulating it in a container, the contents of which the RG DHCP client does not process. The container option provides a mechanism through which the RG DHCP client can pass DHCP options to the RG DHCP server without explicit knowledge of the semantics of those options i.e. as an opaque container. The multiple DHCP options are sent opaquely from the SP DHCP server to the RG DHCP server (through the RG DHCP client) and then the RG DHCP server can explicitly process these options and pass them along to IPTV devices in the consumer network, upon request (using option 55). Details of the DHCP Container Option are defined in the following draft.


IETF draft, R. Droms, Container Option for Server Configuration, February 16, 2007, http://tools.ietf.org/id/draft-droms-dhc-container-opt-00.txt

More detailed flows illustrating the Container Option is included in the attached set of slides.  


Contributor’s note: A presentation cannot be amended to a document. If the group has agreed and there is a consensus then appropriate text or figure should be incorporated.
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Since Container Option for Server Configuration mentioned above is still in draft form in IETF, it was decided not to include it in the body of this document until an official RFC number is assigned.  At such time, it will be placed in the proper section in the document (DHCP-based SP Discovery).

______________


� see Appendix A for more details







� see Appendix A for more details
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Problem Statement


			In some DHCP service deployments, it is desirable to pass configuration options from an SP/NP DHCP server to a CPE
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		SP domain-specific information





			Problem: how to get that information through the subscriber’s gateway?
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Scenarios


			There are 2 deployment scenarios for DNG:








DNG functions in bridge mode (DHCP relay)


All DHCP messages from ITF terminate on the SP/NP DHCP server.
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Preconditions


			Contractual agreement exists between NP and SPs





			SPs provide their configuration information (e.g. multicast address, ACS IP address or URL…etc) to NP





			NP provisions its DHCP server with the proper SP(s) configuration information
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Establish the ability to communicate through the access network; including IP address allocation





2. P-CSCF discovery


Obtain the address of the P-CSCF within the IMS core that the IPTV client will communicate with





3. IMS registration


Perform IMS registration





4. GBA bootstrapping procedures


Perform the GBA bootstrapping procedures that are required for the HTTP signalling to be used





5. piIPTVAS address retrieval


Obtain the address of the EPG, and obtain the multicast channel for the MDG control.











Top right       corner  for        field-mark, customer or partner logotypes.     See Best practice for example.



Slide title 
40 pt

Slide subtitle 
24 pt


Text
 24 pt
Bullets level 2-5
20 pt


*








SP1 Domain


Home Domain


DHCP DISCOVER (all mandatory Options incl option 55 requesting  new container option X (a)


SP != NP


			 Option a = List contains multiple SPs: 





     1) SPID1+Srce+Multicast add c 


     2) SPID2+Srce+Multicast add.d


			 ITF is pre-provisioned w/ respective SPID (e.g. SPID2)


			 Relationship exists between SPs and NP.





DHCP REQUEST


DHCP OFFER including all mandatory options incl. siaddr, container  X (a)





DHCP ACK incl. siaddr, container  X (a)


DHCP DISCOVER (all mandatory Options incl option 55 requesting new option a)


DHCP OFFER containing new option a


DHCP REQUEST


DHCP OFFER containing new option a


SP2 info multicast on d


ITF joins d to retrieve SD Srvr info  (e.g Registration, Download, Config Srvr, etc…)


Retrieve Configuration


NP Domain


SP2 Domain


SP1 info multicast on c


DSLAM


SD Srvr





ITF





Gateway





DHCP





ACS





SD Srvr








piIPTV ISC#31


			Establish Connectivity





Establish the ability to communicate through the access network; including IP address allocation





2. P-CSCF discovery


Obtain the address of the P-CSCF within the IMS core that the IPTV client will communicate with





3. IMS registration


Perform IMS registration





4. GBA bootstrapping procedures


Perform the GBA bootstrapping procedures that are required for the HTTP signalling to be used





5. piIPTVAS address retrieval


Obtain the address of the EPG, and obtain the multicast channel for the MDG control.
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