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1, Abstract

This contribution proposes modifications to the contents of sub-clause 6.1.2 “Admission Control for IPTV service”, as given in the latest Working Document: Traffic Management Mechanisms for the Support of IPTV Services (FG IPTV-DOC-0064).
2, Discussion
Sub-clause 6.1.2 “Admission Control for IPTV service” consists of the following contents which address one example where IPTV services are subject to admission control.
"In the current environment, i.e. Cable or Satellite TV, support of basic broadcast TV service is managed on subscription basis. Once subscribed, there is an expectation by the end customer that the broadcast TV service will continue without interruption with any further need for admission every time the TV set is turned on. This behaviour must be allowed for IPTV to be able to compete with Cable and Satellite. Therefore, applying admission control to regular broadcast TV service is not recommended and management of the service must continue to be on subscription basis. A service provider ensures that the network is properly engineered to accommodate the number of subscribers that match his business model.
There are scenarios where multiple set top boxes may exist in a single home and reception of multiple video streams may be restricted due to the access bandwidth. These scenarios may require the service provider to limit the number of streams admitted for a single subscriber.

Other IPTV services may be subject to admission control. For example a service provider may apply admission control to on-demand services. The request for on-demand service involves the exchange of signalling between user equipment (e.g. set-top box) and the service provider video server. The service provider may reject the on-demand request based on network resources, user status, or the current use of a specific program across all subscribers. Criteria such as user standing and the current use of a given program are related to policies set by the service provider and do not change very frequently. 

The effect of an on-demand request on the network resources is a dynamic parameter and it varies based on the program requested. For instance requesting high definition content will impose more demand on the network compared to the demand generated when low definition content is requested. The role of the admission function in this case is to accept or reject the on-demand request based on the traffic demand of the new request and the current utilization of network resources. "

As addressed in sub-clause 6.2.1, admission control to regular broadcast TV service is not recommended due to the end customer’s requirement for continuous user experience. However limitation of the number of streams admitted for subscriber is necessary for some scenarios.

One kind of scenario is discussed in sub-clause 6.1.2 in which the service provider is required to perform admission control to the subscriber. Here we give another scenario where it is necessary to perform admission control, i.e., reception of some media streams may be forbidden due to the lack of appropriate subscriber privileges during the subscriber access procedure. In this case, subscriber privileges can be categorized into several classes. The subscriber with higher privileges may be entertained with more video media streams or allocated more network resources, e.g. access bandwidth, while the subscriber with lower privileges may be restricted to see limited video programs. Without user privileges classification and management, anybody may enjoy wanted services without paying.  Thus, a subscriber privilege management mechanism is necessary to facilitate charging for service provide.
These scenarios may require the network provider or service provider to limit the number of streams admitted for each subscriber. The request for on-demand services involves the exchange of signalling between user equipment and network provider, e.g., DSLAM equipment that maintains subscriber privileges in local database and then it is forwarded to the service provider. The service provider also could store subscriber privileges in a local database. Upon receiving this request, the network provider or service provider may reject this request based on subscriber privileges or allow media streams from media sources behind service provider to subscriber.
3, Proposal
Proposal 1: Modify the text of sub-clause 6.1.2 “Admission Control for IPTV service” in the working document Traffic Management Mechanisms for the Support of IPTV Services to read as follows:

In the current environment, e.g. Cable or Satellite TV, support of basic broadcast TV service is managed on a subscription basis. Once subscribed, there is an expectation by the end customer that the broadcast TV service will continue without interruption without any further need for admission every time the TV set is turned on. This behaviour must be allowed for IPTV to be able to compete with Cable and Satellite. Therefore, applying admission control to regular broadcast TV service is not recommended and management of the service must continue to be on subscription basis. The service provider ensures that the network is properly engineered to accommodate the number of subscribers that match his business model.

There are some scenarios where multiple set top boxes may exist in a single home and reception of multiple video streams may be restricted due to the access bandwidth. These scenarios may require the service provider to limit the number of streams admitted for a single subscriber.
There are other scenarios where reception of some video stream programs may be forbidden due to no appropriate subscriber privileges. These scenarios may require the network provider to limit the number of streams admitted for a single subscriber.

Therefore, IPTV services may be subject to admission control. As an example, a network provider may apply admission control to on-demand services. Request for on-demand services involves exchanging of signalling between user equipment and network provider, e.g., DSLAM equipment that maintains subscriber privileges in a local database and is forwarded to the service provider. Upon receiving this request, the network provider may reject this request based on subscriber privileges or allow media stream from media source behind service provider to subscriber.

As another example, a service provider may apply admission control to on-demand services. The request for on-demand service involves the exchange of signalling between user equipment (e.g. set-top box) and the service provider video server. The service provider may reject the on-demand request based on network resources, user status, or the current use of a specific program across all subscribers. Criteria such as user standing and the current use of a given program are related to policies set by the service provider and do not change very frequently. 

The effect of an on-demand request on the network resources is a dynamic parameter and it varies based on the program requested. For instance, requesting high definition content will impose more demand on the network compared to the demand generated when low definition content is requested. The role of the admission function in this case is to accept or reject the on-demand request based on the traffic demand of the new request and the current utilization of network resources.
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