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This contribution describes some IPTV Service Security and Contents Protection requirements. We propose to change following requirement relevant to Requirements for Service Security and Contents Protection Aspects in the section 5.3 of FGIPTV-DOC-060e.
5.3.2
Content protection
	Requirement
	Proposal and reason

	IPTV_SEC_003:
	This includes too many requirements and etc. It cannot be treated as a requirement.

	IPTV_SEC_007: 
	Displace in the clause 5.1(IPTV_ARC_xxx), since it is not security requirement.

	IPTV_NET_036: The IPTV Architecture shall provide a mechanism for the service provider to authenticate the source of content [IIF.ARCH.OPERATOR.22].
	Clarify definition of “Source of content”


5.3.3
Security (e.g. conditional access)
	Requirement
	Proposal and reason

	IPTV_ARC_006: 
	Delete of the text since it is not Requirement.

	IPTV_SEC_010: The IPTV Architecture shall provide mechanisms to support secure storage for the pre-positioned content [IIF.ARCH.OPERATOR.40].
	Clarify definition of “pre-positioned content.”


	IPTV_SEC_011: The IPTV Architecture shall support the secure provisioning of equipment in the end-user network [IIF.ARCH.OPERATOR.41].
	Clarify definition of “provisioning.”

	IPTV_SEC_021: IPTV applications shall support copy protection and authentication.
	Clarify definition of “IPTV applications.”


5.3.4 Authentication

	Requirement
	Proposal and reason

	IPTV_SEC_022: The IPTV Architecture shall provide a mechanism to allow the service provider to force users of the service to participate in an authentication and authorization procedure with the network, before granting access to the service [IIF.ARCH.OPERATOR.13].
	Delete the text since it is duplicated from IPTV_SEC_009.

	IPTV_SEC_990: The IPTV architecture shall provide mechanisms to allow the authentication of a device in the provisioning and operation of the IPTV service
	Clarify definition of “device” and   “provisioning and operation of the IPTV service.”


5.3.5 Authorization

	Requirement
	Proposal and reason

	IPTV_SEC_025: 
	Delete
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